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6.1.2.1
On-network / One MCPTT System / On-demand Chat Group Call / Client Origination (CO)

6.1.2.1.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorised for MCPTT Service }

ensure that {

  when { the MCPTT User requests the establishment of an on-demand MCPTT group session using an MCPTT group identity identifying an chat MCPTT group }

    then { UE (MCPTT Client) requests to join the Chat Group Call by generating a SIP INVITE message and, after indication from the MCPTT Server that the join request has been accepted, the UE (MCPTT Client) generates a FLOOR REQUEST, and after indication from the MCPTT server that the Floor is granted, the user can participate in the group call }

            }

(2)

with { UE (MCPTT Client) having established an on-demand Chat Group Call }

ensure that {

  when { the MCPTT User (MCPTT Client) requests to leave the Chat Group Call }

    then { UE (MCPTT Client) requests to leave the chat group call by sending a Floor Release and, after indication from the MCPTT server that the Floor Release is accepted, the UE leaves the Chat Group Call }

            }

(3)

with { UE (MCPTT Client) registered and authorised for MCPTT Services }

ensure that {

  when { the MCPTT User (MCPTT Client) requests the origination of an emergency group call }

    then { UE (MCPTT Client) requests the set up and is able to join an emergency group call, or if unauthorised indicates to the user that they are not authorised to set up emergency calls and no call is set up }

            }

(4)

with { UE (MCPTT Client) having established an on-demand Chat Group Call }

ensure that {

  when { the MCPTT User (MCPTT Client) requests the origination of an imminent peril group call }

    then { UE (MCPTT Client) requests the set up and is able to join an imminent peril group call, or if unauthorised indicates to the user that they are not authorised to set up imminent peril calls and no call is set up }

            }

(5)

with { UE (MCPTT Client) having established an on-demand Chat Group Call }

ensure that {

  when { the UE (MCPTT Client) wishes to leave the MCPTT session  }

    then { UE (MCPTT Client) initiates leaving by sending a SIP INVITE and leaves the call  }

            }



















6.1.2.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 6.2.4.1, 10.1.2.2.1.1, 10.1.2.2.1.2, 10.1.2.2.1.3, 10.1.2.2.1.4, 10.1.2.2.1.5, 10.1.2.2.3.1 and 10.1.2.2.3.3. Unless otherwise stated these are Rel-13 requirements.

[TS 24.379 clause 6.2.4.1]
Upon receiving a request from an MCPTT user to leave an MCPTT session established using on-demand session signalling, the MCPTT client:
1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];

2)
shall generate a SIP BYE request according to 3GPP TS 24.229 [4];
3)
shall set the Request-URI to the MCPTT session identity to leave; and
4)
shall send a SIP BYE request towards MCPTT server according to 3GPP TS 24.229 [4].
[TS 24.379 clause 10.1.2.2.1.1]
Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity, identifying a chat MCPTT group, the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT chat group call and the MCPTT emergency state is already set, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.1;

2)
if the MCPTT user has requested the origination of an MCPTT imminent peril group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.9;

3)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

4)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

5)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

7)
should include the "timer" option tag in the Supported header field;

8)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to "uac";

9)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCPTT function serving the MCPTT user;

NOTE 1:
The MCPTT client is configured with public service identity identifying the participating MCPTT function serving the MCPTT user.

10)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

…

13)
shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "chat";

b)
the <mcptt-request-uri> element set to the group identity; and

c)
the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;
NOTE 2:
The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into the body of the SIP INVITE request that is sent by the originating participating MCPTT function.

14)
shall include in the SIP INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

15)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and

16)
shall send the SIP INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

[TS 24.379 clause 10.1.2.2.1.2]

This subclause covers both on-demand session and pre-established sessions.

Upon receipt of a SIP re-INVITE request the MCPTT client:

1)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user the MCPTT ID of the originator of the MCPTT emergency group call and an indication that this is an MCPTT emergency group call;

b)
if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information;

c)
shall set the MCPTT emergency group state to "MEG 2: in-progress";

d)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril";and

e)
shall set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-gc-capable";

2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "true":

a)
should display to the MCPTT user the MCPTT ID of the originator of the MCPTT imminent peril group call and an indication that this is an MCPTT imminent peril group call; and

b)
shall set the MCPTT imminent peril group state to "MIG 2: in-progress";

3)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false":

a)
should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT emergency group call;

b)
if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to "false":

i)
should display to the MCPTT user an indication of the MCPTT emergency alert cancellation and the MCPTT ID of the MCPTT user cancelling the MCPTT emergency alert; and
ii)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body including an <originated-by> element:

A)
should display to the MCPTT user the MCPTT ID contained in the <originated-by> element of the MCPTT user that originated the MCPTT emergency alert; and

B)
if the MCPTT ID contained in the <originated-by> element is the MCPTT ID of the receiving MCPTT user, shall set the MCPTT emergency alert state to "MEA 1: no-alert";

c)
shall set the MCPTT emergency group state to "MEG 1: no-emergency"; and

d)
if the MCPTT emergency group call state of the group is set to "MEGC 3: emergency-call-granted", shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable";
4)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "false":

a)
should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT imminent peril group call and an indication that this is an MCPTT imminent peril group call;

b)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and

c)
shall set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-gc-capable";

5)
may check if a Resource-Priority header field is included in the incoming SIP re-INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

6)
shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

7)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

8)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 200 (OK) response;

9)
if the SIP re-INVITE request was received within an on-demand session, shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;

10)
if the SIP re-INVITE request was received within a pre-established session, shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session; and

NOTE:
The SIP re-INVITE request can be received within an on-demand session or a pre-established session associated with an MCPTT group session. If the SIP re-INVITE request is received within a pre-established session, the media-level section for the MCPTT speech media stream and the media-level section of the media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
11)
shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4].
[TS 24.379 10.1.2.2.1.3]
This subclause covers both on-demand session and pre-established sessions.

Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on a chat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user is not authorised to cancel the in-progress emergency group state of the MCPTT group as determined by the procedures of subclause 6.2.8.1.7, the MCPTT client:

a)
should indicate to the MCPTT user that they are not authorised to cancel the in-progress emergency group state of the MCPTT group; and

b)
shall skip the remaining steps of the current subclause;
2)
shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by the MCPTT user,  include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.3;

3)
shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by another MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.14;
4)
shall, if the SIP re-INVITE request is to be sent within an on-demand session, include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

5)
if the SIP re-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session;

NOTE 1:
The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCPTT group session. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the MCPTT speech media stream and the media-level section of the media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
6)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

7)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:

1)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency";

2)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

3)
if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body and the SIP 2xx response to the SIP request for a priority group call does not contain a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", shall set the MCPTT emergency alert state to "MEA 1: no-alert".
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
shall set the MCPTT emergency group state as "MEG 2: in-progress";

2)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

3)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element and did not contain an <originated-by> element, the MCPTT emergency alert (MEA) state shall revert to its value prior to entering the current procedure.
NOTE 3:
If the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency group call level priority.

On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.
[TS 24.379 10.1.2.2.1.4]
This subclause covers both on-demand session and pre-established sessions.

Upon receiving a request from an MCPTT user to upgrade the MCPTT group session to an emergency condition or an imminent peril condition on a chat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.

1)
if the MCPTT user is requesting to upgrade the MCPTT group session to an in-progress emergency group state and is not authorised to do so as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client:

a)
should indicate to the MCPTT user that they are not authorised to upgrade the MCPTT group session to an in-progress emergency group state; and

b)
shall skip the remaining steps of the current subclause;

2)
if the MCPTT user is requesting to upgrade the MCPTT group session to an in-progress imminent peril state and is not authorised to do so as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client:

a)
should indicate to the MCPTT user that they are not authorised to upgrade the MCPTT group session to an in-progress imminent peril group state; and

b)
shall skip the remaining steps of the current subclause;
3)
if the MCPTT user has requested to upgrade the MCPTT group session to an MCPTT emergency call, the MCPTT client:

a)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.1; and

b)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2.

4)
if the MCPTT user has requested to upgrade the MCPTT group session to an MCPTT imminent peril call, the MCPTT client:

a)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.9; and

b)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;

5)
if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
6)
if the SIP re-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session;

NOTE:
The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCPTT group session. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
7)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4;

8)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

9)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

2)
shall perform the actions specified in subclause 6.2.8.1.4.

On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.
[TS 24.379 10.1.2.2.1.5]

This subclause covers both on-demand session and pre-established sessions.

Upon receiving a request from an MCPTT user to cancel the in-progress imminent peril condition on a chat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request by following the procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user is not authorised to cancel the in-progress imminent peril group state of the MCPTT group as determined by the procedures of subclause 6.2.8.1.10, the MCPTT client:

a)
should indicate to the MCPTT user that they are not authorised to cancel the in-progress imminent peril group state of the MCPTT group; and

b)
shall skip the remaining steps of the current subclause;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.11;

3)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;

4)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "chat"; and

b)
the <mcptt-request-uri> element set to the group identity;

NOTE 1:
The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into the body of the SIP re-INVITE request that is sent by the originating participating MCPTT function.

5)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];

6)
if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
7)
if the SIP re-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session; and

NOTE 2:
The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCPTT group session. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
8)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
shall set the MCPTT imminent peril group state of the group to "MIG 1: no-imminent-peril"; and

3)
shall set the MCPTT imminent peril group call state of the group to "MIGC 1: imminent-peril-gc-capable".

On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response:
a)
contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <imminentperil-ind> element set to a value of "true"; or

b)
does not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <imminentperil-ind> element;

then the MCPTT client shall set the MCPTT imminent peril group state as "MIG 2: in-progress".

NOTE 2:
This is the case where the MCPTT client requested the cancellation of the MCPTT imminent peril in-progress state and was rejected.
[TS 24.379 clause 10.1.2.2.3.1]
When an MCPTT client wants to leave the MCPTT session that has been established using on-demand session, the MCPTT client shall follow the procedures as specified in subclause 6.2.4.1.

[TS 24.379 clause 10.1.2.2.3.3]
Upon receiving a SIP BYE request for releasing the MCPTT chat session, the MCPTT client shall follow the procedures as specified in subclause 6.2.6.
6.1.2.1.3
Test description

6.1.2.1.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server).
-
E-UTRA related parameters are set to the default parameters for the basic single cell environment, as defined in TS 36.508 [6] clause 4.4.
UE

-
The MCPTT client has been provisioned with the Initial UE Configuration Data as specified in TS 36.579-1 [2], clause 5.5.8.1 allowing for the location of the configuration management server for configuration of the MCPTT UE initial configuration management object (MO) and the default MCPTT user profile configuration management object (MO).

	
	

	
	

	
	


Preamble

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2.
6.1.2.1.3.2
Test procedure sequence

Table 6.1.2.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the UE user initiate an on-demand chat group call.
NOTE: This is expected to be done via a suitable implementation dependent mechanism and may be manually or automatically initiated.
	-
	-
	-
	-

	-
	EXCEPTION: The E-UTRA/EPC related actions which step 1 above will trigger are described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA'. The test sequence below shows only the MCPTT relevant messages being exchanged.
	-
	-
	-
	-

	2
	Check: Does the UE (MCPTT Client) send a SIP INVITE request.
	-->
	SIP INVITE
	1
	P

	3
	The SS sends SIP 200 (OK). 
	<--
	SIP 200 (OK)
	-
	-

	4
	Check: Does the UE (MCPTT Client) send a Floor Request?
	-->
	Floor Request
	1
	P

	5
	The SS sends Floor Granted
	<--
	Floor Granted
	-
	-

	6
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?
NOTE: This is expected to be done via a suitable implementation dependent MMI
	-
	-
	1
	P

	7
	Make the UE user leave an on-demand chat group call.
NOTE: This is expected to be done via a suitable implementation dependent mechanism and my be manually or automatically initiated.
	
	
	
	

	8
	Check: Does the UE (MCPTT Client) sends a Floor Release?
	-->
	Floor Release
	2
	P

	9
	The SS sends a SIP BYE (terminates the media plane)
	<--
	SIP BYE
	-
	-

	10
	Make the UE user request an MCPTT emergency group session.

NOTE: This is expected to be done via a suitable implementation mechanism and may be manually or automatically initiated.
	-
	-
	-
	-

	11
	Check: Does the UE (MCPTT Client) send a SIP INVITE request with <emergency_ind> set true?
	-->
	SIP INVITE
	3
	P

	12
	The SS sends SIP 403 (Forbidden). 
	<--
	SIP 403 (Forbidden)
	-
	-

	13
	Check: Does the UE (MCPTT client) notify the user that the emergency call is not allowed and that the call is not set up?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	14
	Make the UE user request an MCPTT emergency chat group session.
NOTE: This is expected to be done via a suitable implementation mechanism and may be manually or automatically initiated.
	-
	-
	-
	-

	15
	Check: Does the UE (MCPTT Client) send a SIP INVITE request?
	-->
	SIP INVITE
	3
	P

	16
	The SS sends SIP re-INVITE request
	<--
	SIP re-INVITE
	-
	-

	17
	Check: Does the UE (MCPTT Client) send a SIP 200 (OK)? 
	-->
	SIP 200 (OK)
	3
	P

	18
	Check: Does the UE (MCPTT client) notify the user that the emergency call has been successfully established?
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	19
	Make the UE user cancel the emergency chat group session.
NOTE: This is expected to be done via a suitable implementation mechanism and may be manually or automatically initiated.
	-
	-
	-
	-

	20
	The UE sends a SIP INVITE request
	-->
	SIP INVITE
	-
	-

	21
	The SS sends SIP 200 (OK). 
	<--
	SIP 200 (OK)
	-
	-

	22
	Make the UE user request an imminent peril chat group session.
NOTE: This is expected to be done via a suitable implementation mechanism and may be manually or automatically initiated.
	-
	-
	-
	-

	23
	Check: Does the UE (MCPTT Client) send a SIP INVITE request with <imminentperil_ind> set true?
	-->
	SIP INVITE
	4
	P

	24
	The SS sends SIP 403 (Forbidden). 
	<--
	SIP 403 (Forbidden)
	-
	-

	25
	Check: Does the UE (MCPTT client) notify the user that the imminent peril call is not allowed and that the call is not set up?
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	4
	P

	26
	Make the UE user re-request an imminent peril chat group session.
NOTE: This is expected to be done via a suitable implementation mechanism and may be manually or automatically initiated.
	-
	-
	-
	-

	27
	Check: Does the UE (MCPTT Client) send a SIP INVITE request with <imminentperil_ind> set true?
	-->
	SIP INVITE
	4
	P

	28
	The SS sends SIP re-INVITE request.
	<--
	SIP re-INVITE
	-
	-

	29
	Check: Does the UE (MCPTT Client) send a SIP 200 (OK)?
	-->
	SIP 200 (OK)
	4
	P

	30
	Check: Does the UE (MCPTT client) notify the user that the imminent peril call has been successfully established?
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	4
	P

	31
	Make the US user request to leave the chat group call.
NOTE: This is expected to be done via a suitable implementation mechanism and may be manually or automatically initiated.
	-
	-
	-
	-

	32
	Check: Does the UE (MCPTT Client) send a SIP INVITE to initiate call termination?
	-->
	SIP INVITE
	5
	P

	33
	The SS sends SIP 200 (OK)
	<--
	SIP 200 (OK)
	-
	-

	34
	Check: Does the UE (MCPTT Client) leave the chat group call and indicate this to the user?
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	5
	P

	-
	EXCEPTION: After the step 34 is completed, the SS releases the E-UTRA connection.
	-
	-
	-
	-


6.1.2.1.3.3
Specific message contents

 Table 6.1.2.1.3.3-1: SIP INVITE (Step 2, Table 6.1.2.1.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	    Message-body
	
	
	
	

	      MIME-Content-Type
	
	
	
	

	        MCPPT-Info
	As described in Table 6.1.2.1.3.3-2
	
	
	


Table 6.1.2.1.3.3-2: MCPTT-Info in SIP INVITE (Step 2, Table 6.1.2.1.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1, condition GROUP-CALL

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcpttinfo
	
	
	
	

	  mcptt-Params
	
	
	
	

	    session-type
	“chat”
	
	
	


Table 6.1.2.1.3.3-3: SIP INVITE (Step 11 and 15, Table 6.1.2.1.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	    Message-body
	
	
	
	

	      MIME-Content-Type
	
	
	
	

	        MCPPT-Info
	As described in Table 6.1.2.1.3.3-4
	
	
	


Table 6.1.2.1.3.3-4: MCPTT-Info in SIP INVITE (Step 11 and 15, Table 6.1.2.1.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1, condition EMERGENCY-CALL

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcpttinfo
	
	
	
	

	  mcptt-Params
	
	
	
	

	    session-type
	“chat”
	
	
	


Table 6.1.2.1.3.3-5: SIP INVITE (Step 23 and 27, Table 6.1.2.1.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	    Message-body
	
	
	
	

	      MIME-Content-Type
	
	
	
	

	        MCPPT-Info
	As described in Table 6.1.2.1.3.3-6
	
	
	


Table 6.1.2.1.3.3-6: MCPTT-Info in SIP INVITE (Step 23 and 27, Table 6.1.2.1.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1, condition IMMPERIL-CALL

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcpttinfo
	
	
	
	

	  mcptt-Params
	
	
	
	

	    session-type
	“chat”
	
	
	


Table 6.1.2.2.3.3-7: SIP re-INVITE (Step 28, Table 6.1.2.1.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1, condition IMMPERIL-CALL


Table 6.1.2.1.3.3-8: SIP INVITE (Step 32, Table 6.1.2.1.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	
	

	  Method
	"BYE"
	
	
	

	Content-Type
	Not included
	
	
	


Table 6.1.2.1.3.3-9: SIP 200 (OK) (Step 3, 21 and 33, Table 6.1.2.1.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Content-Type
	Not included
	
	
	


Table 6.1.2.1.3.3-10: SIP 403 (Forbidden) (Step 12, Table 6.1.2.1.3.2-1)

	Derivation Path: TS 36.579-1 [2], Table 5.5.2.19.1-1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Warning
	
	
	
	

	  mcptt-warn-text
	"function not allowed due to user authorisation”
	
	
	


[Unmodidifed part skipped]
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