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1
Introduction
SA2 has approved procedures related to AMF management in TS 23.501, which includes AMF planned removal procedure and procedure for handling AMF failure. This paper discusses how to support AMF management function from RAN3 respective.
In addition, this paper discusses how the AMF is identified in NG RAN, and how the AMF can correlate the gNB identity with TNLA.
2 Discussion
2.1 AMF planned removal

There are 2 scenarios to support AMF planned removal:

· Scenario 1: UDSF is deployed in the network
If an UDSF is deployed in the network, then the AMF stores the UE contexts in the UDSF. When AMF planned removal procedure happens, the AMF shall be able to notify the gNB that the corresponding AMF identified by GUAMI(s) is unavailable for processing UE transactions. Upon receipt of the indication that an AMF is unavailable, the NG RAN shall have the following actions: 
For CONNECTED UEs: 

· The NG RAN release the NGAP UE-TNLA binding with the corresponding AMF for the respective UE(s), while maintaining N3 (user plane connectivity) and UE context information. 

· Once the NGAP UE-TNLA binding has been released, for subsequent gNB initiated NGAP procedures for a specific UE, the NG RAN node should select a different AMF from the same AMF set (identified by AMF Set ID in the GUAMI).
For IDLE UEs: 

· When the UE returns from IDLE, the NG RAN node may find the AMF pointed by the 5G S-TMSI or GUAMI is marked unavailable, the NG RAN node should select a different AMF from the same AMF set and forward the initial NAS message. 
Proposal 1: A new procedure AMF STATUS INDICATION should be defined to indicate a specific AMF unavailability from AMF to NG RAN.
Proposal 2: AMF reselection within the same AMF set function should be performed after receiving AMF unavailability indication.
Optionally, the AMF may send an indicator that indicate NG-RAN to initiate a timer to wait for AMF to release or update NGAP UE-TNLA binding. It is suggested that this option is added into RAN3 TS in a later stage.
· Scenario 2: UDSF is not deployed in the network.
In this scenario, besides AMF unavailable, the target AMF information should also be provided form AMF to NG RAN. 

· For UEs in CONNECTED mode, and if the NGAP UE-TNLA binding has been released, for subsequent NG RAN initiated NGAP procedures for a specific UE, the NG RAN should select the target AMF based on the target AMF name associated with the GUAMI.

· If the UE is in IDLE mode, When the UE returns from IDLE, the NG RAN may find the AMF pointed by the 5G S-TMSI or GUAMI is marked unavailable, the NG RAN should select the target AMF associated with the GUAMI and forward the initial NAS message.
Proposal 3: Additionally, the target AMF information i.e. the target AMF name associated with GUAMI, should be provided to NG RAN. 
In addition, the AMF can forward registered UE contexts, UE contexts grouped by the same GUAMI value, to target AMF(s) within the same AMF set. And target AMF will send a message to NG-RAN to indicate that the GUAMI is served by target AMF.

Proposal 4: The target AMF sends the indication to NG RAN that the old GUAMI(s) are now served by target AMF by AMF Configuration Update procedure.
2.2 AMF failure

There are 2 scenarios for handling AMF failure too:

· Scenario 1: UDSF is deployed in the network
The procedure is same as AMF planned removal with UDSF deployment, except that the AMF will not send unavailable indication to NG-RAN, instead, the NG-RAN detects the AMF failure and marks it as unavailable. In addition, there will be no timer being set in NG-RAN.
Proposal 5: It is up to RAN to detect the AMF failure
· Scenario 2: UDSF is not deployed in the network
For each GUAMI the backup AMF information (in association to the GUAMI) is configured in the AMF, the AMF sends this information to NG RAN during the NG setup procedure.

Other handling are same as AMF planned removal without UDSF deployment, except that the AMF will not send unavailable indication to NG-RAN, instead, the NG-RAN will detect the AMF failure and marks it as unavailable, and the backup AMF will detect the AMF failure and inform RAN that a GUAMI of the AMF is now served by the backup AMF.

Proposal 6: The backup AMF information i.e. the AMF name associated with each GUAMI, should be sent from AMF to NG RAN in NG Setup procedure.
2.3 AMF identity

In current TS 38.413, the AMF Name is an optional IE in “NG SETUP RESPONSE”. However, according to TS 23.501, clause 5.9.5, an AMF is identified by the AMF Name, and according to TS 23.502, clause 4.2.7.1, the AMF name is provided by the AMF to NG RAN during NG Setup. 
In addition, from NG RAN perspective, it would be nice to identify an AMF by a unique identifier. Currently, an AMF may be configured with multiple GUAMI(s), GUAMI is not a unique identifier any longer, hence, GUAMI is not a good identifier to identify the AMF. 
Proposal 7: It is proposed that AMF Name IE is mandatory in NG SETUP RESPONSE.

2.4 Correlating gNB identity with TNLA in AMF

According to current agreement, an AMF may support multiple TNLAs and the gNB will initiate the establishment of the TNLAs toward the AMF. When the AMF receives the TNLA establishment request, the NGAP application layer needs to associate the TNLA with the gNB. 

One alternative solution for the AMF to know the identity of the gNB is by configuring the relationship between the gNB IP@ and gNB ID. When the transport layer of AMF receives the TNLA establishment request from a gNB, the AMF transport layer determines the gNB ID based on the gNB IP address, and report it to AMF NGAP application layer. This approach requires the transport layer report the gNB Identity to NGAP application layer, which is against the rule of split of protocol layers. Furthermore, gNB may be configured with multiple IP addresses for N2 reference point, which will make the configuration in AMF more complicated. Hence, it is not recommended to use this mechanism for association between TNLA and gNB.

Another alternative solution is that the gNB identity is informed to AMF NGAP application layer by N2 signaling. After the TNLA has been established between gNB and AMF, the gNB can send a N2 message (e.g. RAN CONFIGURATION UPDATE or a new N2 procedure) via the new TNLA to inform the AMF about the gNB identity. This alternative has a clear split between transport layer and the NGAP application layer. Furthermore, this approach does not need to configure mapping between gNB and its IP address(es) in AMF.

Proposal 8: gNB provides the Globle RAN Node ID on each TNLA to AMF, so that AMF can associate the gNB identity with the TNLA.
3 Conclusion

Based on above discussion, the following proposals are made:
Proposal 1: A new procedure AMF STATUS INDICATION should be defined to indicate a specific AMF unavailability from AMF to NG RAN.

Proposal 2: AMF reselection within the same AMF set function should be performed after receiving AMF unavailability indication.
Proposal 3: Additionally, the target AMF information e.g. target AMF name associated with GUAMI should be provided to NG RAN.
Proposal 4: The target AMF sends the indication to NG RAN that the old GUAMI(s) are now served by target AMF by AMF Configuration Update procedure.
Proposal 5: It is up to RAN to detect the AMF failure
Proposal 6: The backup AMF information e.g. the AMF name associated with each GUAMI should be sent from AMF to NG RAN in NG Setup procedure.
Proposal 7: It is proposed that AMF Name IE is mandatory in NG SETUP RESPONSE.

Proposal 8: gNB provides the Globle RAN Node ID on each TNLA to AMF, so that AMF can associate the gNB identity with the TNLA.
