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1. Introduction
At RAN3#98, the following were agreed:

· Length of cell ID is 36 bits

· Length for gNB ID is flexible from 22 to a maximum of 32 bits

Previously, an LS had been sent to RAN2 on the cell ID length topic. As the above is now captured in specifications, a related issue that bears discussion still is whether explicit length signalling is needed e.g. in the system information broadcast.
2. Need for explicit signalling of gNB ID length
2.1 Handling variable length identifiers
As has been discussed previously [1], the following solutions could apply when handling variable length gNB identifiers:
A) Explicit signalling of length: this would require the length of the node ID to be broadcast in SIB (which is the equivalent of broadcasting the ID itself). This would be reported by the UE, and the detecting node uses this.

B)    Configuration: in this case, the ID space could be divided up in a deployment, such that the length could be inferred from a subset of the cell ID. For example, the first 6 bits could be used to signal the length of the ID (note that a 1 to 1 mapping is not necessary, i.e. several combinations could correspond to the same length). This would have no standardization impacts.

C) Flexible routing: this would allow messages towards the CN to be sent without exact knowledge of the target NG-RAN node ID. The signalling would need to allow the equivalent of the full cell ID to be sent as part of the target ID (instead of the node ID), leaving the routing to the intermediate node (or alternatively the cell ID prefix corresponding to the largest possible gNB ID length, i.e. 32 bits).
Note that making C) feasible (i.e. ensuring uniqueness by dividing up the ID space appropriately) also makes approach B) feasible, because the length could be derived from a set of rules applied to the cell ID prefix. The set of rules could be quite simple (e.g. if the ID length is assigned based on the first N bits), or more complex (if the ID length depends on different number of bits, depending on the value of the bits themselves). But in general configuration is a possible fall-back in case the explicit length is not known.
Observation 1: If the ID length is not known, there are two methods that can be used to infer it, and the two are not mutually exclusive.

In the next sections, we look at various use cases and whether we can operate without explicit knowledge of the gNB ID length.
2.2 Use cases: ANR and CN routing

Assume that approach C) is used. In this case the “target ID” used in messages towards the CN would become something like shown below:
	IE/Group Name
	Presence
	Range

	CHOICE Target ID
	M
	 

	> Target gNB-ID
	
	 

	>> Global gNB ID
	M
	 9.3.1.6

	>> Selected TAI
	M
	 

	Etc (other node ID)
	
	


where the global gNB ID could be defined as follows:

9.3.1.6
Global gNB ID
This IE is used to globally identify a gNB (see TS 38.300 [8]).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.3.3.5
	

	CHOICE gNB ID
	M
	
	
	

	>gNB ID
	
	
	
	

	>>gNB ID
	M
	
	BIT STRING (SIZE(22..32))
	Equal to the (22..32) leftmost bits of the NR Cell Identity IE contained in the NR CGI IE of each cell served by the gNB.


One question is how the receiver knows whether to perform a longest prefix match. In fact, the receiver could always assume this, irrespective of the length sent in the message. In most cases, the length of the ID with the longest prefix would be exactly the signalled length. Therefore at least the following options are possible:

· Signal just the above and receiver understands that signalled value may not be correct (always apply longest prefix match)

· Add an IE (e.g. within the Target gNB-ID) used to indicate that the actual length of the ID may be smaller than the received IE

· Add another choice level within Target gNB-ID, where for example the ID signalled is either the Global gNB ID, or alternatively a new IE (e.g. gNB ID superset, which could have the size of the cell ID)
In any case, none of the above options is particularly complex, and the only pre-requisite is support of longest prefix match at the receiver.
Observation 2: Core network routing (e.g. as part of ANR / TNL discovery, or NG handover to a new node) does not require explicit knowledge of the gNB ID length.

2.3 Use cases: ANR / DNS
Use of DNS for IP address discovery is always possible although not explicitly supported. Still the impact of unknown length can be considered, i.e., suppose we start on the basis of the eNB ID FQDN described in TS 23.003 (and assume that something similar could apply to gNB):
enb<eNodeB-ID>.enb.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org

Obviously, nothing stops <eNodeB-ID> from having different numbers of characters. The only problem is again to infer the ID length from the cell ID when the length is not known, to form the correct FQDN. In this case, there are also multiple solutions:

· Infer length based on 22-bit (or some length prefix) prefix / configuration (i.e. option B)

· Use cell ID instead in the FQDN (this implies a large number of redundant entries in the DNS table, but is feasible)
· Use the 32-bit prefix of the cell ID in the FQDN (again there would be redundant entries in the DNS table, but their number would be reduced from the cell ID case)

Observation 3: FQDN construction can operate either via configuration (option B), or by allowing redundant entries in the DNS table.

2.4 Use cases: Resume ID aspects

Another use case relates to the use of IDs declared by UEs when accessing in a particular cell to enable correlation with an existing RAN context in the same or a different eNB. Typical use cases are UP CIoT optimization (in LTE) and RRC_inactive.
The existing LTE solution for Resume ID assumes knowledge of the length of the eNB ID when receiving the Resume ID. In addition, there is also the scenario of a truncated resume ID, where the exact ID cannot be derived, but a short list can be drawn up (and ideally this has only one candidate).
For a similar functionality with multiple ID lengths, a total length of e.g. 46 bits could be fixed for the resume identifier, which would enable UE identifiers ranging from 14 bits for smaller nodes to 24 bits for large nodes. Then the approaches for extracting the gNB ID would be very like those used for AMF routing e.g.
· Apply a longest prefix match to the first 32 bits of the resume ID, using the known neighbour eNB IDs

· Use configuration to derive the length based on the first N bits. 
It is also possible that the ID will need to be truncated. Truncation is of course also possible, and should not in itself be a problem provided the bits that relate to gNB ID are well defined.
Observation 4: Identification of the gNB ID from the Resume ID can follow similar approaches to AMF routing. Details of truncation would need to be considered if / when needed, but should not present a major obstacle.
3. Conclusions

This contribution has discussed the open issue of whether explicit signalling of gNB D length is required, making the following observations:

Observation 1: If the ID length is not known, there are two methods that can be used to infer it, and the two are not exclusive.

Observation 2: Core network routing (e.g. as part of ANR / TNL discovery, or NG handover to a new node) does not require explicit knowledge of the gNB ID length.

Observation 3: FQDN construction can operate either via configuration (option B), or by allowing redundant entries in the DNS table.
Observation 4: Identification of the gNB ID from the Resume ID can follow similar approaches to AMF routing. Details of truncation would need to be considered if / when needed, but should not present a major obstacle.
Based on the above, we conclude that

Proposal 1: There is no need for explicit signalling of the gNB ID length.
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