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1 Introduction

The possible structure and node behavior for the LPPa Assistance Data Broadcast procedure is discussed in a separate contribution [1]. In this document, we will look more closely at the assistance data itself. The actual assistance data to be broadcasted are still being discussed in RAN2, and encryption procedures have been discussed in RAN2, SA2, SA3 and CT1 [3]
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The assistance data shall be encoded as ASN.1, optionally encrypted in the E-SMLC, and sent over LPPa as System Information Blocks (each SIB represented by an octet string). The following information is associated to each octet string [4]:

· Type of assistance data;

· Segmentation Information;

· GNSS ID, when applicable;

· Ciphering key data.

RAN3 already agreed that it shall be possible to signal the different information types independently from one another, and that it should be possible to support different periodicities for the different information types [2].
2 Discussion
2.1 IE Structure, Periodicity

From the above RAN3 agreements, it follows that the IE structure shall be extensible, enabling different parts of the assistance information to be signaled by the E-SMLC independently and with different periodicities. Currently the following assistance information types are being discussed in RAN2:

· GNSS common assistance data (e.g. GNSS reference time and location, ionospheric model, Earth orientation parameters, RTK common assistance data);

· GNSS generic assistance data (e.g. time model list, differential corrections, navigation model, real time integrity, data bit assistance, acquisition assistance, almanac, UTC model, auxiliary information, BDS differential corrections and grid model parameters, RTK generic assistance data);

· OTDOA assistance data (for both UE-assisted and UE-based OTDOA).

There has been no conclusion yet in RAN2, so the above is subject to change. Nevertheless, it seems beneficial to define separate groups of optional IEs (OCTET STRINGs, containing the SIBs) for the different assistance information types, and to also signal different broadcast periodicities (optional IEs) for the different types of assistance information.
Proposal 1: Separate groups of IEs (OCTET STRINGs) should be defined for the different information types.

Proposal 2: Signal the different periodicities (as optional IEs) for the different information types.

Since RAN3 has agreed that the eNB should have the last decision on resource allocation for broadcasting, the eNB may take the signaled periodicity into account.
Proposal 3: The eNB may take the signaled periodicity into account.
2.2 Encryption

Assistance information will be encrypted end-to-end, although the actual mechanism is pending confirmation by RAN2, SA2, SA3; nevertheless, ciphering information is to be signaled from the E-SMLC to the eNB over LPPa.
We should note that this ciphering information does not include the encryption key(s): in both options discussed in [3], the keys are signaled from the EPC to the UE(s) via NAS messages. In each broadcasted SIB, there is an identifier for each key used by E-SMLC to encrypt the individual octet string; the UE can look into this identifier to check whether it matches the encryption key it received. If it does not match, the UE can avoid attempting decryption, saving some processing and energy.
It would seem beneficial to signal the Ciphering Information IE(s) as optional, to be able to support the potential use case of unencrypted broadcast of assistance data (if desired).
Proposal 4: If it is desired to be able to support unencrypted broadcast of assistance data, IE(s) containing ciphering information should be optional.
2.3 Broadcast Priority

As previously noted, the eNB should have the last decision on resource allocation for broadcasting. It descends from this that it should be allowed to avoid broadcasting for one or more SIB(s) due to e.g. radio resource shortage. It may be beneficial for the E-SMLC to signal a broadcast priority level for each SIB element in the ASSISTANCE INFORMATION message; the eNB may use this information in case it decides to drop one or more SIB(s).
The SIB priority level could be implicit (linked to e.g. a SIB identifier signaled by the E-SMLC) or explicit (e.g. an additional per-SIB IE included in the ASSISTANCE INFORMATION message).

We welcome further discussion on this issue.

Proposal 5: Further discuss the potential use case and benefits of signaling SIB priority level(s) from the E-SMLC to the eNB.
3 Conclusions and Proposals
Our proposals are summarized below.
Proposal 1: Separate groups of IEs (OCTET STRINGs) should be defined for the different information types.

Proposal 2: Signal the different periodicities (as optional IEs) for the different information types.

Proposal 3: The eNB may take the signaled periodicity into account.

Proposal 4: If it is desired to be able to support unencrypted broadcast of assistance data, IE(s) containing ciphering information should be optional.

Proposal 5: Further discuss the potential use case and benefits of signaling SIB priority level(s) from the E-SMLC to the eNB.

The CR in [7] is provided as a basis for further discussion.
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