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1. Introduction
In the last few meetings, there were agreements to introduce support for multiple SCTPs in NG-c, following the requirements of TS 23.501, and the functionality is now added to the draft specifications (38.413 and 38.423). This document discusses some aspects of the stage 3, and proposes a TP to update these aspects. In addition, it considers in particular the referencing of the endpoints.
2. Review of the TNL Association handling: endpoint referencing
New AMF endpoints are provided to the NG-RAN node at NG Setup or AMF Configuration Update. This is done by providing the respective TNL address, plus other parameters as needed (type of traffic supported and weight factor).

After the TNL associations are established, there are three functions which reference an existing association:

· Modification: e.g. modification of the weight factor of the association

· Release (association to be released)

· Handover (ensuring that NG-RAN node sets up UE connection using an association with the same endpoint)

In all cases, referencing is performed by using a single IP address.

NG-c handling (modification and release):

Considering modification and release, the main issue is that of multi-homing: the AMF SCTP endpoint may eventually involve several IP addresses beyond the initial one. According to RFC4960,

On a multi-homed host, an SCTP endpoint is represented to its peers as a combination of a set of eligible destination transport addresses to which SCTP packets can be sent and a set of eligible source transport addresses from which SCTP packets can be received. All transport addresses used by an SCTP endpoint must use the same port number, but can use multiple IP addresses. A transport address used by an SCTP endpoint must not be used by another SCTP endpoint. In other words, a transport address is unique to an SCTP endpoint.

Therefore, the referencing as above could imply either the initial destination IP address at the AMF, or ANY of the IP addresses associated to the IP endpoint. Note that the AMF has no requirement to remember the initial destination IP address when the NG-RAN node sends an INIT, and so we could conclude that the NG-RAN node, when receiving an AMF Configuration update, must search for the TNL association which includes the TNL address used.
Observation 1: A TNL address is unique to an SCTP endpoint, but a SCTP endpoint may use multiple TNL addresses.

Observation 2: In the case of multi-homing, the NG-RAN node must be prepared to match the IP address to any in the list for all the associations of that AMF.

This means that the existing draft (TS 38.413) is slightly confusing: for example, it refers to “AMF TLA to remove” which is strictly not correct (it is the TNL association that is to be removed), and also refers to “TLA of the AMF” when this is really “a TNL address used by the concerned TNL association”.
Observation 3: The terminology of the current draft should be updated to refer to TNL associations.
The Annex contains a TP along these lines, which also includes some further corrections and enhancements to the AMF Configuration Update procedure (addition of Time to Wait, addition of failure message, addition of abnormal conditions).

Proposal 1: To agree changes in TS38.413 as per the associated text proposal.
Xn-c handling (handover):
In this case, the first issue is the same as above (multi-homing), but in addition the referencing based on IP address seems to create a requirement for a given SCTP endpoint to present the same set of IP addresses to two different peers (i.e. the two NG-RAN nodes). It is not clear that this must be the case based on the SCTP specification.

TS 23.501 states that “


A Network Function instance can be deployed as fully distributed, fully redundant, stateless, and fully scalable NF instance that provides the services from several locations and several execution instances in each location
and then that enablers for this include 


addition of TNLA, removal of TNLA, TNLA release and rebinding of NGAP UE association to a new TNLA to the same AMF. 

Then TS 23.502 states

If an NGAP UE-TNLA-binding exists for a UE, the source 5G-AN node supplies the target 5G-AN node with the corresponding TNL address of the AMF for the currently used TNL association

This last statement implies a direct relationship between TNL (IP) addresses and sub-instances of the AMF (let’s call them AMF hosts). In other words, one AMF host is required to present the same SCTP endpoint to different NG-RAN nodes, and even to the same NG-RAN node.
Observation 4: TS23.502 implies that IP address correlation will be always sufficient to ensure that the new TNL association has the same AMF host on the target and source side.
This seems a somewhat excessive constraint on the overall system design, which is also not strictly necessary. The next section shows a possible alternative.

3. Referencing TNL associations without IP address usage

One simple option is to add a TNL association index during the provision of IP addresses for configuration update. This index would enable simple selection of a new TNL association during handover. The index could also be used to reference a particular TNL association when making a modification or releasing. To do this a simple two IE structure would be required as below.

x.x.x
TNL Association Index
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	TNL Association Set ID
	M
	
	INTEGER (0..255)
	Identifies a set of TNL associations for the AMF.

	TNL Association ID
	M
	
	INTEGER (0..15)
	Together with the TNL association set, uniquely identifies a TNL association for an AMF/NG-RAN node pair.


Instead of IP address, HO and AMF configuration update messages could carry this index and use it to

· Reference a specific TNL association for modification / release

· Reference a set for HO (i.e. AMF can use “set ID” consistently across all NG-RAN node associations. same set ID means that NG-RAN node should attempt to match these at HO).

Observation 5: An index structure as shown above may be used to avoid any ambiguities with IP addresses for all functions requiring endpoint or TNLA referencing.

Proposal 2: Consider whether an index approach should be used for referencing TNL associations, instead of a single IP address.
4. Conclusions
This document contains in Annex a Text proposal along the lines of Proposal 1. Proposal 2 is not covered in the TP, and is for discussion and feedback.
A summary list of observations and proposals is provided below.

Observation 1: A TNL address is unique to an SCTP endpoint, but a SCTP endpoint may use multiple TNL addresses.

Observation 2: In the case of multi-homing, the NG-RAN node must be prepared to match the IP address to any in the list for all the associations of that AMF.

Observation 3: The terminology of the current draft should be updated to refer to TNL associations.
Proposal 1: To agree changes in TS38.413 as per the associated text proposals.

Observation 4: TS23.502 implies that IP address correlation will be always sufficient to ensure that the new TNL association has the same AMF host on the target and source side.
Observation 5: An index structure as shown above may be used to avoid any ambiguities with IP addresses for all functions requiring endpoint or TNLA referencing.

Proposal 2: Consider whether an index approach should be used for referencing TNL associations, instead of a single IP address. 

5. Annex: Text Proposal for TS 38.413 (clean-up of terminology, addition of Time to Wait, addition of failure message, addition of abnormal conditions)
8.7.3
AMF Configuration Update

8.7.3.1
General

The purpose of the AMF Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.
Editor’s Note:
Further details are FFS.
8.7.3.2
Successful Operation
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Figure 8.7.3.2-1: AMF configuration update: successful operation
The AMF initiates the procedure by sending an AMF CONFIGURATION UPDATE message including the appropriate updated configuration data to the NG-RAN node. The NG-RAN node responds with an AMF CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data.

If the AMF Slice Support List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, overwrite the whole list of supported AMF slices by the new list and use the received values for further network slice selection and AMF selection. 

If the AMF TNLA To Add List IE is contained in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, use it to establish the TNL association(s) with the AMF. The NG-RAN node shall report to the AMF, in the AMF CONFIGURATION UPDATE ACKNOWLEDGE message, the successful establishment of the TNL association(s) with the AMF as follows:
-
A list of TNL address(es) with which the NG-RAN node successfully established the TNL association shall be included in the AMF TNL Setup List IE;
-
A list of TNL address(es) with which the NG-RAN node failed to establish the TNL association shall be included in the AMF TNL Failed to Setup List IE.
If the AMF TNLA To Remove List IE is contained in the AMF CONFIGURATION UPDATE message the NG-RAN node shall, if supported, initiate removal of the TNL association(s) indicated by the received AMF Transport Layer Address towards the AMF.
If the AMF Name IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, overwrite the previously stored AMF name and use it to identify the AMF.
Editor’s Note:
Details on AMF Name are FFS in SA2
If the Served GUAMIs List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, overwrite the whole list of GUAMIs served by the AMF by the new list and use the received values for further AMF management as defined in TS 23.501 [9]. 

If the Relative AMF Capacity IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node may use it as defined in TS 23.501 [9].
If the AMF TNLA To Update List IE is contained in the AMF CONFIGURATION UPDATE message the NG-RAN node shall, if supported, update the TNL association(s) indicated by the received AMF Transport Layer Address towards the AMF.

If the TNL Usage IE or the TNL Weight Factor IE is included in the AMF TNLA To Add List IE or the AMF TNLA To Update List IE, the NG-RAN node shall, if supported, consider it as defined in TS 23.502 ([10]).
Editor’s Note:
Further details are FFS.
8.7.3.3
Unsuccessful Operation
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Figure 8.7.3.3-1: AMF configuration update: unsuccessful operation
If the NG-RAN node cannot accept any of the requested updates, it shall respond with an AMF CONFIGURATION UPDATE FAILURE message and appropriate cause value.
If the AMF CONFIGURATION UPDATE FAILURE message includes the Time To Wait IE, the AMF shall wait at least for the indicated time before reinitiating the AMF Configuration Update procedure towards the same NG-RAN node. Both nodes shall continue to operate the NG interface with the existing configuration data.
Editor’s Note:
Further details are FFS.

8.7.3.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
If the NG-RAN node cannot identify an existing TNL association to modify or delete using the received TNL address(es) in the AMF CONFIGURATION UPDATE message, it shall indicate this to the AMF in the respective response message by including an appropriate cause, e.g. “unknown TNLA”.
9.2.6.7
AMF CONFIGURATION UPDATE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to transfer updated information for an NG-C interface instance.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	PrintableString (SIZE(1..150,…))
	
	YES
	ignore

	Served GUAMIs List
	
	0..1
	
	
	GLOBAL
	reject

	>Served GUAMIs Item IEs
	
	1..<maxnoofServedGUAMIs>
	
	
	
	

	>>GUAMI
	M
	
	<ref>
	
	-
	

	>>Backup AMF Name
	O
	
	<ref>
	
	-
	

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	AMF Slice Support List
	O
	
	Slice Support List

9.3.1.17
	Configured slices in the AMF.
	YES
	ignore

	AMF TNLA To Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNLA To Add Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>AMF Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	Transport Layer Address of the new TNL Association at the AMF.
	YES
	ignore

	>>TNL Association Usage
	O
	
	ENUMERATED (ue, non-ue, both, …)
	Indicates whether the TNL association is only used for UE-associated signalling, or non-UE-associated signalling, or both.
	YES
	ignore

	>>TNL Association Weight Factor
	M
	
	INTEGER (0..255)
	Value 0 indicates the TNL association is not permitted for the initial NGAP message. If the value for each TNL association is the same, it indicates the deployments that rely solely on 5GC-based load balancing.
	YES
	ignore

	AMF TNLA To Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNLA To Remove Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>AMF Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	One of the AMF’s Transport Layer Address for the TNL Association to be removed.
	YES
	ignore

	AMF TNLA to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNLA to Update Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>AMF Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	One of the AMF’s Transport Layer Address for the TNL Association to be updated.
	YES
	ignore

	>>TNL Association Usage
	O
	
	ENUMERATED (ue, non-ue, both, …)
	Indicates whether the TNL association is only used for UE-associated signalling, or non-UE-associated signalling, or both.
	YES
	ignore

	>>TNL Association Weight Factor
	O
	
	INTEGER (0..255)
	Value 0 indicates the TNL association is not permitted for the initial NGAP message. If the value for each TNL association is the same, it indicates the deployments that rely solely on 5GC-based load balancing.
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum numbers of GUAMIs served by an AMF. Value is FFS.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is FFS.


9.2.6.8
AMF CONFIGURATION UPDATE ACKNOWLEDGE

Editor’s Note:
All procedure and details need further check.

This message is sent by the NG-RAN node to acknowledge the AMF transfer updated information for an NG-C interface instance.
Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF TNLA Setup List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNLA Setup Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	YES
	ignore

	>>AMF Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	Previously received Transport Layer Address of the new TNL Association at the AMF.
	YES
	ignore

	AMF TNLA Failed to Setup List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNLA Failed to Setup Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	
	

	>>AMF Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	Previously received Transport Layer Address of the new TNL Association at the AMF.
	
	

	>>Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore

	AMF TNLA Failed to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNLA Failed to Remove Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	
	

	>>AMF Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	Previously received Transport Layer Address of for the TNL Association to be removed.
	
	

	>>Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	AMF TNLA Failed to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNLA Failed to Update Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	
	

	>>AMF Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	Previously received Transport Layer Address of for the TNL Association to be updated.
	
	

	>>Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is FFS.


9.2.6.9
AMF CONFIGURATION UPDATE FAILURE

Editor’s Note:
Further details FFS.

This message is sent by the NG-RAN node to indicate to the AMF that the request configuration update has failed.
Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Time to wait
	O
	
	9.3.1.XX
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore


9.3.1.XX
Time to wait

This IE defines the minimum allowed waiting times.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Time to wait
	M
	
	ENUMERATED(1s, 2s, 5s, 10s, 20s, 60s)
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