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1 Introduction

In RAN3# 97bis meeting, below working assumption was made for Xn handover. This document discusses the data forwarding in NG based handover. 

	WA (for Xn HO):

A) PDCP PDUs (with SN assigned but not acked by UE)

-> per-DRB-level tunneling

B) “fresh data” from NG-U

-> per-PDU-session forwarding

C) PDCP SDUs without SN

-> FFS

.


2 Discussion
In the handover procedure, the source RAN node includes the “DL forwarding” indication in the Handover Request message. It indicates that there are some downlink packets subject to data forwarding. It was agreed in TS23.502 that “The SM N2 info also includes Direct Forwarding Path Availability, and which QoS Flows are subject to data forwarding.” That means SA2 agreed the DL forwarding proposal is per QoS flow. 

For the mobility, the QoS flow to DRB mapping is transmitted in RRC container. In the NGAP, normally will not include the DRB identity, but in order to support per DRB data forwarding tunnel, the source RAN may include the DRB identity which is subject to data forwarding. For a DRB not require data forwrading, the source RAN doesn’t need to include DRB identity in the HANDOVER RQUIRED message, so inclusion of DRB information can indicate if the source propose data forwarding for that DRB. There is not necessary to define a proposal for DRB level.
“DL forwarding” proposal for PDU session level is also possible but it defines a too large scope. The admission control in target RAN is per QoS flow, it is better to provide QoS flow granularity to the target RAN. Then if the target RAN rejects a QoS flow with data forwarding proposal and all other accepted QoS flows are without data forwarding proposal, the tunnel needn’t be established. However, if proposal per PDU session, the tunnel should be setup but no data will be forwarded. It is further thinking that the target RAN can notify the admission control result for the data forwarding proposal to the source RAN.
The information for data forwarding proposal from the source RAN is utilized by the target RAN. It should be transparent to the 5GC. When the target RAN configures the data forwarding tunnel, those information should be sent to 5GC for tunnel establishment. So based on above discussion, we have below proposals:
Proposal 1:
It is proposed RAN3 to adopt “DL forwarding” proposal for per-QoS flow and include the data forwarding proposal in the Source NG-RAN node to Target NG-RAN node Transparent Container.
Proposal 2:
It is proposal target NG-RAN node indicates Data Forwarding Accepted for each QoS Flow that DL forwarding IE is set to “DL forwarding proposed” in HANDOVER REQUEST ACKNOWLEDGE message.

3 Proposal

This document discussed the data forwarding in case of NG based handover. It is proposed:
Proposal 1:
It is proposed RAN3 to adopt “DL forwarding” proposal for per-QoS flow and include the data forwarding proposal in the Source NG-RAN node to Target NG-RAN node Transparent Container.
Proposal 2:
It is proposal target NG-RAN node indicates Data Forwarding Accepted for each QoS Flow that DL forwarding IE is set to “DL forwarding proposed” in HANDOVER REQUEST ACKNOWLEDGE message.

4
Text Proposal to TS 38.413 V0.6.0

Start of Change
9.2.3.1
HANDOVER REQUIRED

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the source NG-RAN to the AMF to request the preparation of resources at the target.

Direction: NG-RAN node ( AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Handover Type
	M
	
	9.3.1.33
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Target ID
	M
	
	<ref>
	
	YES
	reject

	Direct Forwarding Path Availability
	O
	
	<ref>
	
	YES
	ignore

	PDU Session Resource List
	
	1
	
	
	YES
	reject

	>PDU Session Resource Item IEs
	
	1..<maxnoofPDUSessionResources>
	
	
	EACH
	reject

	>>PDU Session ID
	M
	
	<ref>
	
	-
	

	>>NAS-PDU
	O
	
	9.3.3.4
	
	-
	

	>>S-NSSAI 
	O
	
	<ref>
	
	-
	

	>>PDU Session Setup Request Transfer
	M
	
	9.3.1.11
	
	-
	

	>>PDU Session subject to handover
	M
	
	<ref>
	Editor’s Note: indicates whether PDU Session shall be handed over to target node.
	-
	

	Source to Target Transparent Container
	M
	
	9.3.1.31
	
	YES
	reject


	Range bound
	Explanation

	maxnoofPDUSessionResources
	FFS


9.2.3.2
HANDOVER COMMAND

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the AMF to inform the source NG-RAN node that resources for the handover have been prepared at the target side.

Direction: AMF( NG-RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Handover Type
	M
	
	9.3.1.33
	
	YES
	reject

	PDU Sessions Subject to Forwarding List
	
	0..1
	
	
	YES
	ignore

	>PDU Sessions Subject to Forwarding Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	ignore

	>>PDU Session ID
	M
	
	<ref>
	
	-
	

	>>PDU Session HO Command Transfer
	O
	
	9.3.1.36
	
	
	

	PDU Sessions to Release List
	O
	
	<ref>
	
	YES
	ignore

	Target to Source Transparent Container
	M
	
	9.3.1.32
	
	YES
	reject


<<<<<<<<<<<<<<<<<<<< Next Changes >>>>>>>>>>>>>>>>>>>>

9.2.3.5
HANDOVER REQUEST ACKNOWLEDGE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the target NG-RAN node to inform the AMF about the prepared resources at the target.

Direction: NG-RAN node ( AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	Allocated at the target NG-RAN node.
	YES
	ignore

	PDU Sessions Admitted List
	
	1
	
	
	YES
	ignore

	>PDU Sessions Admitted Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	ignore

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>PDU Session Setup Response Transfer
	M
	
	9.3.1.12
	
	-
	

	PDU Sessions Failed to Setup List
	O
	
	<ref> 
	
	YES
	ignore

	Target to Source Transparent Container
	M
	
	9.3.1.32
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	reject


Unchanged Part Omit
9.3.1.11
PDU Session Setup Request Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Resource Aggregated Maximum Bit Rate
	M
	
	<ref>
	
	-
	

	Transport Layer Information
	M
	
	9.3.2.2
	
	-
	

	Data Forwarding Not Possible
	O
	
	<ref>
	
	YES
	ignore

	PDU Session Type
	M
	
	<ref>
	eNote: IP, unstructured or Ethernet
	-
	

	QoS Flows Setup List
	
	1
	
	
	-
	

	>QoS Flows Setup Item IEs
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Indicator
	M
	
	<ref>
	
	EACH
	reject

	>>QoS Flow Level QoS Parameters
	O
	
	9.3.1.23
	
	EACH
	reject

	>>E-RAB ID
	O
	
	9.3.2.3
	
	EACH
	ignore


9.3.1.12
PDU Session Setup Response Transfer
This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Transport Layer Information
	M
	
	9.3.2.2
	
	-
	

	DL Transport Layer Information
	O
	
	9.3.2.2
	To deliver forwarded DL PDCP SDUs.
	-
	

	QoS Flows Setup List
	
	0..1
	
	
	-
	

	>QoS Flows Setup Item IEs
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Indicator
	M
	
	<ref>
	
	EACH
	reject

	>> Data Forwarding Accepted
	O
	
	<ref>
	
	
	

	QoS Flows Failed to Setup List
	O
	
	QoS Flow List

9.3.1.24
	
	-
	

	Data Forwarding Response DRB List
	
	FFS: to be confirmed by SA2
	
	
	-
	

	>Data Forwarding Response DRB Item IEs
	
	1..<maxnoofDRBs>
	
	
	-
	

	>>DRB ID
	M
	
	<reference>
	
	-
	

	>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint <reference>
	
	-
	

	>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint <reference>
	
	-
	


	Range bound
	Explanation

	maxnoofDRBs
	Editor’s Note: Value is FFS


Unchanged Part Omit
9.3.1.41
Source NG-RAN Node to Target NG-RAN Node Transparent Container
This IE is produced by the source NG-RAN node and is transmitted to the target NG-RAN node. For inter-system handovers to 5G, the IE is transmitted from the external handover source to the target NG-RAN node.
This IE is transparent to the 5GC.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC Handover Preparation Information message as defined in TS 38.331 [18].

	> PDU Sessions Information List
	
	1
	
	

	> PDU Sessions Item IEs
	
	1 .. <maxnoofPDUSessions>
	
	

	>>PDU Session ID
	
	
	<ref>
	

	>>Qos flow list
	
	1
	
	

	>>> Qos flow Item IEs
	
	1..<maxnoofQoSFlows>
	
	

	>>>> QoS Flow Indicator
	
	
	<ref>
	

	>>>>DL Forwarding
	O
	
	9.3.1.m
	

	>>DRBs requested for Data Forwarding 
	
	FFS: to be confirmed by SA2
	9.3.1.n
	

	Target Cell ID
	M
	
	<ref>
	


9.3.1.42
Target NG-RAN Node to Source NG-RAN Node Transparent Container

This IE is produced by the target NG-RAN node and is transmitted to the source NG-RAN node. For inter-system handovers to 5G, the IE is transmitted from the target NG-RAN node to the external relocation source.

This IE is transparent to the 5GC.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC E-UTRA Handover Command message as defined in TS 38.331 [18].


Unchanged Part Omit
9.3.1.m
DL Forwarding

This information element indicates that the QoS flow is proposed for forwarding of downlink packets.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL Forwarding
	
	
	
	

	>DL Forwarding
	M
	
	ENUMERATED (DL forwarding proposed, …) 
	


9.3.1.n
DRBs requested for Data Forwarding
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	DRBs requested for data forwarding Item IEs
	
	1..<maxnoofDRBs>
	
	
	-
	

	>DRB ID
	M
	
	<ref>
	
	-
	

	>QoS Flow Mapping List
	
	1
	
	Contains information of the the QoS Flows mapped to the DRB
	-
	

	>>QoS Flow Mapping Item IEs
	
	1..<maxnoofQoSFlows>
	
	
	EACH
	reject

	>>>QoS Flow Indicator
	M
	
	<ref>
	
	-
	


	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs allowed towards one UE. Value is FFS.

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is FFS.


End of Change
