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1
Introduction
In Jan NR Ad-hoc, RAN3 discussed how to support non-3GPP access in NGAP. Based on the received comments, and the latest SA2 study on FMC, this contribution further evaluates the possible options on supporting non-3GPP access in NGAP.

2 Discussion
In RAN3#97, RAN3 agreed that “RAN3 will work on supporting non-3GPP access in NGAP.” Current SA2 TS23.501 defines NGAP will be used for untrusted non-3GPP access, i.e. between the N3IWF node and the AMF. The new study in SA2 for FMC TR23.716([4]) also describes N2/N3 will be used for between a Wireline 5G Access Network and the AMF. 
--- Extraction from TR23.716 ---

- Wireline 5G Access Network: The Wireline 5G Access Network (W-5GAN) is a wireline AN that connects to a 5GC via N2 and N3 reference points.

…
4.2.2
Architectural Principles

The following architectural principles applies for a 5G-RG (N1 capable RGs):

…

4. A W-5GAN interface the 5GC using the 3GPP reference points N2 and N3 as depicted in figure 4.2.2-1.
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Figure 4.2.2-1: High level architecture for the 5G-RG case

---

Observation 1: NGAP will be used between multiple access network and 5GC. 
Based on this observation, the NGAP shall be designed future proof to fulfil different new requirements and support of multiple access networks (e.g. 3GPP access network and untrusted non-3GPP access network in Rel-15, and Wireline 5G Access Network in the future)
Proposal 1: the NGAP shall be designed future proof to fulfil different new requirements and support of other access networks. 
Considering the fact that NGAP will support multiple access networks, it is necessary to define the specification rule on how to support non-3GPP access network in the NGAP. Regarding the detailed NGAP specification design, there are two main issues identified based on previous analysis ([6]):
· How to specify the support for non-3GPP access in NGAP?

· How to handle the mandatory access specific IEs?

The following section analyses the above two issues. 
2.1 How to specify the support for non-3GPP access in NGAP

Current NGAP Stage-3 (TS38.413) is specified without considering the support for other non-3GPP access. 
· Current TS38.413 only specifies “NGAP provides the signalling service between the NG-RAN node and the AMF ….”
· The general section and required behaviour for downlink NGAP message is defined purely from the NG-RAN perspective. Some of them does not apply to other access. One example is shown below:
--- Extraction from TS38.413 ---
8.2.1 PDU Session Resource Setup

8.2.1.1 General

The purpose of the PDU Session Resource Setup procedure is to assign resources on Uu and NG-U for one or several

PDU Session Resources and the corresponding QoS flows, and to setup corresponding Data Radio Bearers for a given UE. The procedure uses UE-associated signalling.
---
The required behaviour “assign resources on Uu” is clearly 3GPP specific, and does not apply to other access (i.e. untrusted non-3GPP access, and Wireline 5G Access Network). 
Current NGAP specification can cause some problems, for example, NGAP Stage-3 does not align with Stage-2 regarding the supported access network; difficulty for implementation; potential issue for IOT. To address these issues, there are two possible options:
· Option 1: specify the support for non-3GPP access in the related procedure section 

In this option, the required behaviour in each related procedure section will include three parts: 1) common behaviour apply to all access network; 2) 3GPP specific behaviour; 3) non-3GPP specific behaviour (which may be further separated based on the type of non-3GPP access networks). 
This option provides a clear separation for 3GPP-specific, and non-3GPP specific. But this may cause more effort since every procedure needs to be checked, the existing procedure text need to be reorganized, and need to find appropriate text for the description section. 
· Option 2: specify the support for non-3GPP access in a high level

In this option, the procedure section remains unchanged. RAN3 continues the NGAP specification work as usual. Instead, this option only add one sentence in TS38.413 Section 5, i.e. “NGAP also provides the signalling service between the non-3GPP access node and the AMF as described in TS23.501. Non-3GPP access specific information is described in normative Annex X.” The Annex will describe those 3GPP specific behaviours that do not apply to non-3GPP access, as well as those non-3GPP specific behaviour that do not apply to 3GPP access. The Annex section could be written in a general way, and may not list all detailed 3GPP specific behaviour. 
NOTE, the “Annex” approach has already been used in 3GPP when a specific function/architecture is used for multiple access networks. TS23.203 ([5]). 
This option requires less standardization effort. 
Proposal 2: RAN3 study and decide on how to specify the support for non-3GPP access in NGAP. 
2.2 How to handle the “mandatory” access specific IE
In RAN3#95bis, RAN3 agreed “NGAP in TS38.413 is based on TS36.413, but without the not applicable S1AP procedures/IEs/ASN.1 code.” In case an applicable IE in a S1AP message is defined as “Mandatory”, the same IE remains as “Mandatory” in the related NGAP message. For a “Mandatory” IE, current rule requires the transmitter shall always include the IE in a message. 
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Abbreviation Meaning

M |IEs marked as Mandatory (M) shall always be included in the
message.





As discussed in RAN3#96 ([6]), there are a few Mandatory IEs are 3GPP specific in the common procedures. 
· The Default Paging DRX IE in NG SETUP REQUEST message 

· The RRC Establishment Cause IE in INITIAL UE MESSAGE 

(NOTE: Both IEs are FFS in TS38.413-v0.5, but they are defined as “Mandatory” in TS36.413)
There may be other mandatory 3GPP specific IEs, or non-3GPP specific IEs introduced in the future. The mandatory access specific IE can cause issues. The non-3GPP Access Network node cannot understand a mandatory 3GPP specific IE. The NG-RAN node also cannot understand a mandatory non-3GPP specific IE. Thus, it is necessary to define a principle on how to handle the mandatory access specific IE(s). 
There are several possible options to solve this issue. 
· Option 1: Define the access-specific IE as conditionally present based on the access type
The “conditionally present” relies on other IE(s) in the same message. So the affect messages either require a new IE or enhance an existing IE, to indicate the access type. 
· Option 1a: introduce a new Access Type IE in related messages.
 When a mandatory access specific IE needs to be added in a message in the future, the Access Type IE is also added in the message, and the new access specific IE is defined as “Conditionally Present”. One example is shown as below:
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	…
	
	
	
	
	
	

	Access Type
	M
	
	Ref
	
	YES
	ignore

	New 3GPP-Access Specific IE
	C-ifAccessType
	
	Ref
	
	YES
	ignore


	Condition
	Explanation

	ifAccessType
	This IE shall be present if the Access Type IE is set to “xxxx”.


· Option 1b: enhance an existing IE to indicate the access type. 
For example, to handle the mandatory 3GPP specific IE, one option is discussed in ([7])
+ For NG SETUP REQUEST message, one possibility is to enhance the Global RAN Node ID IE to include a new ID for non-3GPP access. The Default Paging DRX IE is mandatory when the Global RAN Node ID is either an eNB ID or a gNB ID. 
+ For INITIAL UE MESSAGE, one possibility is to enhance the User Location Information IE to include a new IE for non-3GPP access. The RRC Establishment Cause IE is mandatory when User Location Information IE contains a ECGI or NCGI. 

Option 1b may not work in case a message does not have an IE that can be used to indicate the access type. 
· Option 2: The transmitter fills a dummy value in a mandatory access specific IE that is not applicable to current access network, and the receiver ignores that mandatory access specific IE. 
Even the S1AP already has the “ignore a mandatory IE” text, but this case is different to S1AP. In S1AP, the “ignore a mandatory IE” is used in following cases. 
---

Section 8.2.2.2 - E-RAB Modify
If the Transport Information IE is included in the E-RAB MODIFY REQUEST message, the eNB shall use the included information as the new S-GW address and uplink packet destination for the relevant E-RAB as defined in TS23.401 [11], and it shall ignore the E-RAB Level QoS Parameters and NAS-PDU IEs for the same E-RAB. 

Section 8.3.1.2 - Initial Context Setup

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Key IE.
Section 8.4.2.2 - Handover Resource Allocation

If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Context IE.
---
In all these S1AP cases, the transmitter/receiver support the related IE, and the transmitter/receiver actually use the related IEs in other cases. For example, in Initial Context Setup procedure, the Security Key IE contains a valid content when the 128-EIA1 is used. While in NGAP case, the non-3GPP access nodes do not understand the 3GPP specific IEs (and vice versa). In addition, current NGAP (S1AP) procedure section may not have the text to define the behaviour for the mandatory access specific IE(s), e.g. no behaviour defined for the two above mentioned mandatory 3GPP specific IEs. If RAN3 adopt this option, some new text is needed in the procedure section. For example, 
When the AMF receives the NG SETUP REQUEST message from a non-3GPP access node, the AMF shall ignore the Default Paging DRX IE. 
Proposal 3: RAN3 study and decide on how to handle the mandatory access specific IE. 
3
Conclusions
In this paper, we analyzed the support for non-3GPP access in NGAP. Our proposal is:
Observation 1: NGAP will be used between multiple access network and 5GC. 
Proposal 1: the NGAP shall be designed future proof to fulfil different new requirements and support of other access networks. 
Proposal 2: RAN3 study and decide on how to specify the support for non-3GPP access in NGAP. 
Proposal 3: RAN3 study and decide on how to handle the mandatory access specific IE. 
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