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Discussion and Decision
1. 
Introduction
A new work item on "UE Positioning Accuracy Enhancements for LTE" was approved at RAN#75 [1] and updated at RAN#76 [2]. The objectives of this work item include support for broadcast of positioning assistance data (with RAN3 impacts): 

· Broadcasting of assistance data [RAN2, RAN3, SA3, SA2]
· Specify a new SIB to support signalling of positioning assistance information for A-GNSS, RTK and, as second priority, UE-based OTDOA assistance information. 

· Specify optional encryption procedure for broadcast assistance data, including mechanism for delivery of UE-specific encryption keys. 

In this contribution, we discuss the general broadcast procedure, the assistance data SIB details, and the corresponding LPPa impacts.
2. 
Background

Broadcast of positioning assistance data (e.g., GNSS, OTDOA) is supported in GSM [3] and UMTS [4]. In UMTS, broadcast of assistance data is supported via multiple RRC System Information Blocks (SIBs 15.x [5]). An RNC may request assistance data for broadcast from a SAS using PCAP [6].
To allow control of access to the assistance data, parts of the broadcast assistance data may be ciphered. In both, GSM and UMTS a standard 56-bit Data Encryption Standard (DES) algorithm is used for this purpose, as described in [7], subclause 6.6.4.1.6. The deciphering of the broadcast assistance data messages utilize the deciphering keys delivered during the location update request. 
The UMTS 56-bit DES algorithm is rather weak and for LPPe, OMA decided to use the stronger 128-bit Advanced Encryption Standard (AES) algorithm (with counter mode) [8], which could also be used for LTE [9]. However, this decision needs to be made in SA3 [10].

It is noted that broadcast of assistance data via GERAN or UTRAN seems not to have been deployed by any operator. Hence, there may be no prior implementation.
3. 
Basic Broadcast Procedure

The Figure 1 below shows an example procedure for broadcasting positioning assistance data in LTE. This is not yet final in RAN2. However, the following general agreements have been made in RAN2 [10],[11]:

· The E-SMLC performs the ciphering [10][11].
This is related to Step 1 in Figure 1 below.
· New LPPa procedure(s) are needed to convey the (possibly encrypted) assistance data from the E-SMLC to the eNB for broadcasting [11].
This is related to Step 2 in Figure 1 below. Whether a single or more LPPa messages/procedures are needed has been discussed at RAN3#97bis [12], and is further discussed in section 5 below.
· Assistance data are broadcasted using System Information Blocks (SIBs), per the work item description (Step 3 in Figure 1 below).

· Given that the E-SMLC performs the ciphering, the ciphering keys need to be delivered to the MME for distribution to UEs (Step 4 in Figure 1 below). Details would be for SA2 and CT4 to specify. 
· The MME would need to distribute the ciphering keys to subscribed UEs. A mobility management procedure may be used for that purpose (e.g., similar to location update as specified in [4] section 6.6.4.1.6 for UMTS), or Supplementary Services procedures could be used (e.g., MO-LR as specified in [13] section 9.2.1/9.2.2 for UMTS). Details for LTE would be for SA2 (and CT4) to specify. 
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Figure 1: Broadcast Procedure.
1. The various assistance data elements for each supported positioning method are collected, processed and formated at the E-SMLC. E.g., the E-SMLC may gather data from GNSS reference stations and other sources (e.g. eNBs, O&M). The E-SMLC may then encode and potentially cipher the System Information Block (SIB) content.

2. The assistance data information is provided to the eNB using new LPPa [14] procedures, as discussed in section 5 below.

3. The eNB includes the received assistance data in the corresponding RRC [15] System Information (SI) Messages. The UE applies the system information acquisition procedure to acquire the assistance data information that is broadcasted.
4. The E-SMLC provides the cipering keys being used to MMEs using a new LCS-AP [16] Ciphering Keys message. Information for each key might include an identification of applicable SIBs, a key value, a key identifier and a time of applicability.
5. The MME distributes the keys to suitably subscribed UEs using a e.g. mobility management procedure such as an Attach, Tracking Area Update and a Service Request.
4. 
Basic SIB Content

The SIB definition is not yet final in RAN2. However, some general information required were summarized in [11]. A possible SIB definition could be as follows (GNSS Navigation Model assistance is used as an example) [17]:
-- ASN1START

SystemInformationBlockTypeXX-r15 ::=
SEQUENCE {

cipheringKeyData-r15



CipheringKeyData-r15

OPTIONAL,

assistanceDataSegmentType-r15

ENUMERATED {notLastSegment, lastSegment},


assistanceDataSegmentNumber-r15

INTEGER (0..63),


gnss-NavigationModel-r15


OCTET STRING,


lateNonCriticalExtension


OCTET STRING



OPTIONAL

}

-- ASN1STOP

	SystemInformationBlockTypeXX field descriptions

	cipheringKeyData
If present, indicates that the gnss-NavigationModel octet string is ciphered.

	assistanceDataSegmentType

Indicates whether the included gnss-NavigationModel segment is the last segment or not.

	assistanceDataSegmentNumber

Segment number of the gnss-NavigationModel segment contained in the SIB. A segment number of zero corresponds to the first segment, one corresponds to the second segment, and so on.

	gnss-NavigationModel

GNSS Navigation Model assistance data as defined in LPP [18].  


The ciphering key data depends on SA3 decision [10]. If a solution similar to LPPe would be used (128-bit Advanced Encryption Standard (AES) with counter mode, as mentioned in section 2 above), the cipheringKeyData could be defined as follows [9]:
-- ASN1START

CipheringKeyData ::=
SEQUENCE {

cipherSetID 




INTEGER (0..65535),


d0 







BIT STRING (SIZE (1..128)),

...
}

-- ASN1STOP

	CipheringKeyData field descriptions

	cipherSetID 
This field identifies a cipher set comprising a cipher key value and the first component C0 of the initial counter C1.

	d0
This field provides the second component for the initial ciphering counter C1. This field is defined as a bit string with a length of 1 to 128 bits. A target first pads out the bit string if less than 128 bits with zeroes in more significant bit positions to achieve 128 bits. C1 is then obtained from D0 and C0 (defined by the cipherSetID) as:

C1 = (D0 + C0) mod 2128 (with all values treated as non-negative integers).



The cipherSetID would also serve as an identity of the ciphering key used, which would enable an operator to use different ciphering keys for different SIBs (as required by RAN2 to support multiple subscription levels [10]) and to change the value of a ciphering key without disrupting UE broadcast acquisition (e.g., if the new key was provided to UEs in advance). 

The first component for the initial ciphering counter would be provided point-to-point (see step 5 in Figure 1 above). Multiple Cipher Sets may be provided to the target device, each containing information relevant to ciphering of a particular System Information Block (i.e., different SIBs could have different ciphering keys to support multiple subscription levels [10]). Each set may include (at least) the following information [9]:

	Cipher Set

	cipherSetID
	INTEGER (0..65535)
	This field specifies the cipher set ID.

	cipherKey
	BIT STRING (SIZE (128))
	This field specifies a cipher key as a bit string of size 128 bits.

	c0
	BIT STRING (SIZE (1..128))
	This field specifies the first component of the initial ciphering counter C1. If less than 128 bits, c0 is padded out with zeroes in more significant bit positions to achieve 128 bits.

	sibType
	ENUMERATED (sib-x, sib-y, sib-z, …)
	This field specifies the SIB Type for which the Cipher Set data is applicable.

	Time of applicability & validity time
	E.g., System Frame Number (SFN), UTC, etc.
	


A UE with proper subscription would receive multiple Cipher Sets as defined above (i.e., one set for each SIB type the UE has a subscription for receiving broadcast of assistance data). Therefore, some UEs may have access to all data while other UEs can only access a subset, depending on their subscription portioning [10]. The delivery of the Cipher Set(s) to subscribed UEs may use a mobility management procedure, as shown in Figure 1, Step 5. Alternatively, or in addition, an SS procedure could be defined, similar to UMTS [13], as mentioned in section 3 above. However, this should be for SA2 to decide/define. 

Note, as mentioned at the beginning of this section, the SIB definition is not yet final in RAN2. However, independent of the details, it seems obvious that the new SIBs will will be a SEQUENCE including (at least) [11]:

1. Ciphering Key data;

2. Control Parameters (e.g., segmentation info);

3. (Possibly ciphered) assistance data OCTET STRING. 

4.1
SIB Segmentation Options
The assistanceDataSegmentType and assistanceDataSegmentNumber provides segmentation information similar to e.g., SIB11 and SIB12 [15]. However, for segmentation of assistance data there are two principle possibilities not yet decided in RAN2:
Segmentation Option 1 ("Octet String Segmentation"):

The encoded and (possibly) encrypted assistance data OCTET STRING is segmented. This means that all segments (OCTET STRINGs) of a SIB must be received and assembled before deciphering (if needed) and ASN.1 decoding of the assistance data IE can commence.
The cipheringKeyData would have to be included in the first SIB segment only.
Segmentation Option 2 ("Pseudo-segmentation"):

The assistance data (before encoding and possibly encrypting) are segmented (similar to RRLP [19] pseudo-segmentation). This means that each segment is a valid and independent ASN.1 encoded (and ciphered) IE; e.g., navigation model for 1 (or 2, 3,..) satellites, etc.
The cipheringKeyData would have to be included in each SIB segment or in the first SIB segment only, as discussed below.

For Segmentation Option 1 it is obvious that the same ciphering is used for the whole OCTET STRING. Therefore, the cipheringKeyData would have to be included in the first SIB segment only. Since the ciphering key data can be around 18 octets, this would reduce the SIB overhead for the subsequent SIB segments.
However, for Segmentation Option 2, there would be two possibilities:

Segmentation Option 2 with independent ciphering of each segment:

Since each SIB segment is an independent assistance data IE, each SIB-segment could be ciphered independently. Therefore, the UE can use the data immediately after a SIB segment has been acquired. However, the cipheringKeyData need to be included in each SIB.
Segmentation Option 2 with dependent ciphering of each segment:
The same ciphering can also be used for Segmentation Option 2 starting with the first segment and continuing to the last segment. Conceptually, all the segments would be concatenated into a single octet string, ciphered, and then separated again into different segments. With the AES counter mode method [8,9], this equates to XOR’ing the single concatenated octet string with a single cipher string. However, an implementation would not need to do any concatenation and could instead compute the cipher string and XOR different portions of it with different incoming ciphered SIB segments. A restriction is that a UE would have to start the deciphering at the first SIB segment and not in the middle (e.g. in order to know the number of previous SIB octets). However, compared to Segmentation Option 1,  the UE would still be able to decipher each SIB segment when received and not wait until all segments were received. The UE would have to wait for the first segment to start deciphering but it does not need to wait for the last segment and can decipher each segment as soon as it is received. The cipher key data needs to be provided in the first SIB segment only (as in case of Segmentation Option 1).

If we assume N SIB segments are broadcast at intervals of T seconds (with a complete period of N×T seconds), the average latency to receive or begin receiving a SIB would be:

	Average Latency

	(1)
	Segmentation Option 1:
	1.5×N×T

	(2)
	Segmentation Option 2 with independent ciphering of each segment:
	0.5×T

	(3)
	Segmentation Option 2 with dependent ciphering of each segment:
	0.5×N×T


Therefore, 

· Segmentation Option 1 has the highest average latency, but the lowest SIB-segment overhead (cipheringKeyData would have to be included in the first SIB segment only).

· Segmentation Option 2 with independent ciphering of each segment has the lowest average latency, but the highest SIB-segment overhead (cipheringKeyData would have to be included in each SIB segment).

· Segmentation Option 2 with dependent ciphering of each segment is between Segmentation Option 1 (1) and Segmentation Option 2 with independent ciphering of each segment (2).
Note, as mentioned above the SIB segmentation option has not yet been decided in RAN2, and the ciphering method has not yet been decided in SA3. However, in order to provide operators with flexibility in terms of latency and overhead for segmentation, supporting multiple segmentation options seems beneficial. 

4.2 
SIB Formatting Alternatives
For generating and formatting the SIBs there appears to be two principle alternatives:

Alternative 1: SIB Formatting and Encoding at E-SMLC.
The E-SMLC encodes the data according to the SIB definition (e.g., as outlined in the beginning of section 4 above and to-be-defined in RAN2) and provides the complete SIB as an OCTET STRING to the eNB.

The E-SMLC would ASN.1 encode the assistance data element (e.g., GNSS Navigation Model) according to LPP as a basic production [18], and possibly cipher the encoded OCTET STRING. The E-SMLC determines the needed control parameters (e.g., segmentation info), and the Ciphering Key data, and ASN.1 encodes the SIB SEQUENCE as (to-be-) defined in RRC [15]. 
Therefore, the SIB content (incl. ciphering and segmentation details) would be transparent to the eNB, and the eNB would only need to include the received OCTET STRING in an SI message [15] for broadcast.

In order to schedule the SIB correctly, the eNB may need to know in addition to the OCTET STRING (at least) the GNSS-ID [17] (when applicable) and whether or not the SIB is segmented into multiple parts. The scheduling information may also include an indication whether the SIB content is ciphered or not (e.g., to let the UE a priori know whether the SIB is useful to the UE or not). Therefore, the LPPa message content for each SIB using Alternative 1 may generally look like:


Table 1: SIB encoded at E-SMLC.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Scheduling Info
	
	1
	
	To-be-defined in RAN2.

	>GNSS ID
	O
	
	ENUMERATED (…)
	

	>SBAS ID
	O
	
	ENUMERATED (…)
	

	>Cipher Flag
	M
	
	BOOLEAN
	

	>si-Periodicity 
	M
	
	ENUMERATED (…)
	

	SIB Type XX
	
	1..<maxSegments>
	
	Sorted according to increasing assistanceDataSegmentNumber 

	>Segment 
	
	
	OCTET STRING
	


Alternative 2: SIB Formatting and Encoding at eNB.
The E-SMLC provides the individual fields according to the SIB definition (e.g., as outlined in the beginning of section 4 above and to-be-defined in RAN2) to the eNB and the eNB encodes the SIB SEQUENCE. 

In this case, the LPPa message content may primarily include the encoded (and possibly) ciphered assistance data element as an OCTET STRING. The data could be provided per SIB or as an assistance data list together with needed control information. For example:

Table 2. SIB encoded at eNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	GNSS ID
	O
	
	ENUMERATED (…)
	

	SBAS ID
	O
	
	ENUMERATED (…)
	

	SIB Type XX
	
	1..<maxSegments>
	
	Depends on Segmentation Option

	>cipheringKeyData
	O
	
	CipheringKeyData
	SEQUENCE

	>gnss-NavigationModel
	M
	
	OCTET STRING
	


The SIB content would not be transparent to the eNB (only the assistance data element, e.g., gnss‑NavigationModel would be transparent (since possibly ciphered at the E-SMLC)). 

For Segmentation Option 1, the assistance data OCTET STRING (e.g., gnss-NavigationModel in the example above) could be segmented at the eNB, and the eNB determines the SIB control parameter (e.g., assistanceDataSegmentType and assistanceDataSegmentNumber) and includes the CipheringKeyData only in the first SIB segment. Alternatively, segmentation at E-SMLC would also be possible, and in this case the E‑SMLC would provide a list of OCTET STRING segments for each assistance data element together with the CipheringKeyData for the 1st segment.

For Segmentation Option 2, segmentation must be performed at the E-SMLC (since ASN.1 encoding and ciphering are both performed at the E-SMLC) and the E-SMLC provides a list of OCTET STRING segments for each assistance data element together with control parameters (e.g., assistanceDataSegmentType and assistanceDataSegmentNumber (either implicit as in the example of Table 2 above, or explicit), as well as CipheringKeyData either for the 1st segment only, or for all segments (see sub-section 4.1 above)).
By comparing the two alternatives for providing the SIB data to the eNB, the following can be observed:

1.
Alternative 1 seems to have less eNB impacts. The eNB only has to include the received OCTET STRING in the particular SI messages. Whereas for item 2, the SIB need to be generated and encoded at the eNB before including it in the SI messages.
2.
Alternative 1 avoids the eNB knowing about the ciphering – e.g. with octet string segmentation, the cipher key data would only be sent in the first SIB segment but with pseudo-segmentation, the cipher key data may have to be included in every SIB segment depending on how the ciphering is done (see sub-section 4.1 above).

3.
Alternative 1 seems to be more efficient since SIBs common to several eNBs would have to be formatted only once in the system and not by each eNB separately.

4.
Alternative 1 will probably allow faster implementation for any future changes to ciphering, segmentation and SIB content because eNB changes will not be needed.

For example, each SIB type could be defined in LPP [18] and transparently included in the SI messages (which reduces RRC specification impacts). If changes to the ciphering or changes in the SIB content are needed or desired in a later Release, the eNB may not need any changes:

SystemInformation message [15]
-- ASN1START

SystemInformation ::=



SEQUENCE {


criticalExtensions




CHOICE {



systemInformation-r8



SystemInformation-r8-IEs,



criticalExtensionsFuture


SEQUENCE {}


}

}

SystemInformation-r8-IEs ::=

SEQUENCE {


sib-TypeAndInfo





SEQUENCE (SIZE (1..maxSIB)) OF CHOICE {



sib2







SystemInformationBlockType2,



sib3







SystemInformationBlockType3,



sib4







SystemInformationBlockType4,



sib5







SystemInformationBlockType5,



sib6







SystemInformationBlockType6,



sib7







SystemInformationBlockType7,



sib8







SystemInformationBlockType8,



sib9







SystemInformationBlockType9,



sib10







SystemInformationBlockType10,



sib11







SystemInformationBlockType11,



...,



sib12-v920






SystemInformationBlockType12-r9,



sib13-v920






SystemInformationBlockType13-r9,



sib14-v1130






SystemInformationBlockType14-r11,



sib15-v1130






SystemInformationBlockType15-r11,



sib16-v1130






SystemInformationBlockType16-r11,



sib17-v1250






SystemInformationBlockType17-r12,



sib18-v1250






SystemInformationBlockType18-r12,



sib19-v1250






SystemInformationBlockType19-r12,



sib20-v1310






SystemInformationBlockType20-r13,


sib21-v1430






SystemInformationBlockType21-r14,



sib-x







OCTET STRING,



sib-y







OCTET STRING,



sib-z







OCTET STRING,



etc.

},


nonCriticalExtension



SystemInformation-v8a0-IEs


OPTIONAL

}

-- ASN1STOP

The above may also be applicable to NR, since probably the same transparent OCTET STRING could be included in NR SI messages. Only the (non-transparent) scheduling information details (see Table 1 above) may be different for NR. This should reduce NG-RAN impacts to support broadcast of assistance data using Alternative 1.
Note that Alternative 2 can be applicable to NG-RAN, but with the same gNB and ng-eNB impacts as for eNBs.
Therefore, from the two alternatives, Alternative 1 seems to be advantageous over Alternative 2. 

Proposal 1:
Each SIB should be formatted and encoded at the E-SMLC and provided (transparently) to eNBs in a new LPPa procedure. 
5. 
LPPa Procedure Options

At RAN3#97bis, two options for LPPa procedures were discussed [12]: 

LPPa Option 1: 
New Class 1 procedure to enable the E-SMLC to request broadcasting of positioning assistance data by the eNB, followed by a new Class 2 procedure to convey the assistance data from the E-SMLC to eNB.

LPPa Option 2: 
New Class 1 procedure to enable the E-SMLC to request broadcasting of positioning assistance data, which also conveys the assistance data.

With Option 1, the eNB may provide "feedback" (e.g. amount of radio resources available for broadcasting assistance data) to the E-SMLC, to help the E-SMLC suitably size the assistance data [12]. 

With Option 2, the eNB receives the assistance data over LPPa and may provide "feedback" (e.g. which parts of the assistance data it was not able to configure for broadcasting) in the response [12].

5.1
Reservation of SIB broadcast resources
With LPPa Option 1 the level of SIB support is negotiated between E-SMLC and eNB ahead of time (i.e., before providing the actual SIB data), whereas for Option 2, the E-SMLC initially assumes certain SIB resources, and may get the actual available SIB resources afterwards. 
The following SIB resources may need to be negotiated between E‑SMLC and eNB:
1.
Assistance data elements to broadcast. This may be a list of actual assistance data IEs (e.g., GNSS Navigation Model, OTDOA Assistance Data, etc.) or a list of SIB types. 

2.
Desired broadcast periodicity. Each assistance data IE may have different requirements on broadcast periodicity. For example, RTK Observation Data from a GNSS reference station may be broadcast once per second, whereas OTDOA assistance data may have a larger broadcast periodicity (e.g., ~5 seconds).
3.
Combination of SIBs (or assistance data IEs) in SI messages. Certain combinations of SIBs/assistance data IEs may preferably be included in single SI messages (for example, GNSS Reference Time and RTK Observations; or GNSS Reference Time and GNSS Acquisition Assistance, etc.). 

4.
SIB (or assistance data) segment size. Large SIBs/assistance data IEs may need to be segmented. The SIB size may depend on DCI format [15] and is generally different between LTE, BL UEs, and NB-IoT.
Given the large number of possible combinations from the list above, it appears advantageous to negotiate the SIB broadcast resources between E-SMLC and eNB ahead of time. For example, there are currently 13 assistance data elements defined for GNSS [18] and some more will be needed to support RTK; and 4 assistance data elements for UE‑assisted OTDOA [18] and some more will be needed to support UE-based OTDOA. Some assistance data elements may need to be segmented in order to fit into the available SIB size, and certain combinations of assistance data elements may have different desired broadcast periodicities. 
With LPPa Option 2, the E-SMLC would have to begin with a guess of available resources and select a certain set of possible assistance data IEs/SIBs to broadcast. Since the E-SMLC has no information on broadcast resources, it may likely select a too large assistance data/SIB set initially. The eNB may then have to select a sub-set of the desired assistance data/SIBs and provide feedback on the selected sub-set to the E-SMLC. But since the eNB is transparent to positioning, it may not know which sub-set of assistance data elements/SIBs make most sense (or are indeed needed) for a certain positioning method or for a certain GNSS type, and for a certain positioning mode (i.e., UE-assisted and/or UE-based, or GNSS with or without RTK, etc.). 

Similar, for LPPa Option 2 the E-SMLC would have to assume a certain SIB size initially in order to segment and cipher the data. This initial assumption on SIB size would likely be sub-optimal, i.e., either too small or too large. A too small assumed SIB size may not trigger the eNB feedback (since the request could be fulfilled) and therefore, would not exploit the full broadcast capability. A too large selected SIB size would require a re-encoding and re-ciphering at the E-SMLC based on eNB feedback. 

Therefore, this eNB feedback procedure (LPPa Option 2) appears to be suboptimal, and time and resource consuming for both, eNB and E-SMLC. Only after eNB and E-SMLC are in agreement on SIB broadcast, the E-SMLC should provide the used ciphering keys to the MME for distribution to UEs. 
LPPa Option 1 enables the E-SMLC to optimize SIB content and broadcasting before the actual SIB data is segmented, encoded and ciphered. The E-SMLC may encode and cipher only those assistance data elements/SIBs which can actually be broadcasted by the eNB, and which are most suited for a certain positioning method or methods and positioning modes (UE-assisted, UE-based). If available SIB size is low, the E-SMLC may perform pseudo-segmentation, or may decide not to provide this assistance data element via broadcast. If available broadcast periodicity is low, the E-SMLC may only provide data with longer life time, etc.
Therefore, from the two LPPa procedure options, LPPa Option 1 seems to be advantageous over LPPa Option 2. 

Proposal 2:
Specify a new Class 1 procedure to enable the E-SMLC to request broadcasting of positioning assistance data by the eNB, followed by a new Class 2 procedure to convey the assistance data from the E-SMLC to eNB. 
It should also be possible to terminate (or possibly modify) a previous reservation using a Class 2 procedure. For example, an eNB could terminate (or modify) a previous reservation when resource availability had decreased or increased.
Proposal 3:
Specify a new Class 2 procedure to enable an eNB and E-SMLC to terminate (or possibly modify) broadcast resource availability.

5.2
LPPa Procedures

Given the discussion above, three LPPa procedures could be defined as follows:
Table 3: Class 1 Elementary Procedures (LPPa Option 1).
	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Broadcast Information Exchange
	BROADCAST INFORMATION REQUEST
	BROADCAST INFORMATION RESPONSE
	BROADCAST INFORMATION FAILURE


Table 4: Class 2 Elementary Procedures (LPPa Option 1).
	Elementary Procedure
	Initiating Message

	Broadcast Information Update
	BROADCAST INFORMATION UPDATE

	Broadcast Information Termination
	BROADCAST TERMINATION COMMAND
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The Broadcast Information Exchange procedure is initiated by the E-SMLC to indicate to the eNB the need to configure transmission of positioning SI messages and to retrieve the SI configuration information from the eNB.

The BROADCAST INFORMATION REQUEST may include:

Table 5: BROADCAST INFORMATION REQUEST.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3
	
	YES
	reject

	LPPa Transaction ID
	M
	
	9.2.4
	
	-
	

	Requested SIB Types Transmission and Periodicity
	M
	
	Table 7 below
	
	YES
	reject


The "Requested SIB Types Transmission and Periodicity" IE may include a list of SIB Types to be broadcasted by the eNB (sorted according to priority and grouped according to desired aggregation in SI messages) together with the desired periodicity (or periodicities sorted according to priority) for each SIB Type group/SI message.  The corresponding response message may grant and/or modify the request; e.g.:
Table 6: BROADCAST INFORMATION RESPONSE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3
	
	YES
	reject

	LPPa Transaction ID
	M
	
	9.2.4
	
	-
	

	SIB Types and Periodicity
	M
	
	Table 7 below.
	
	YES
	reject


The "SIB Types and Periodicity" includes all the information required by the E-SMLC to encode and format the particular SIB type. For example:
Table 7: SIB Types and Periodicity.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SIB Group List
	
	1..<maxGroups>
	One group may correspond to one SI message
	

	>SIB Types List
	
	1..<maxSIBs>
	Number of SIBs in a SI message
	

	>SIB Type
	M
	
	ENUMERATED (SIBx, SIBy SIBz, …)
	To be defined in [15]

	>si-Periodicity
	M
	
	ENUMERATED (rf8, rf16, rf32, rf64, rf128, rf256, rf512)
	[15]

	>Max SIB Size
	M
	
	INTEGER(1..max)
	Bytes [15]


SIB groups may be included in priority order in Table 7 and SIB Types may likewise be included in priority order for each SIB group. If an eNB does not have enough resources for the requested SIBs according to Table 7 in a BROADCAST INFORMATION REQUEST, the eNB may reduce one or more of the requested periodicities and SIB maximum sizes or may remove one or more of the requested SIB groups or SIB types from the granted SIBs according to Table 7 in a BROADCAST INFORMATION RESPONSE. The reduction in resources may be applied preferentially to the lowest priority SIB groups and SIB types first with higher piority SIB groups and SIB types not affected until resources for lower priority SIB groups and SIB types have been removed or minimized. Since this may degrade overall service more than if a more balanced reduction in resources over all SIB groups and SIB types was applied, it may be useful to include some extra information in Table 7 to specify how an eNB should reduce resource allocation to SIB groups and SIB types. For example, there could be an additional parameter in Table 7 which specifies whether the eNB should attempt to reduce resources in a balanced manner across all SIB groups and SIB types without regard to priority or may reduce resources strictly based on priority. As another alternative, an E-SMLC could include a minimum periocity and a minimum SIB maximum size for each SIB type in Table 7 as well as a preferred periodicity and preferred SIB maximum size.
The actual broadcast SIBs are subsequently delivered using a BROADCAST INFORMATION UPDATE message:

[image: image3.emf]eNB E-SMLC

BROADCAST INFORMATION UPDATE


The E-SMLC initiates the procedure by sending a BROADCAST INFORMATION UPDATE message to the eNB. This message contains one or more SIB data as outlined in Table 1 above. The E-SMLC initiates the procedure whenever an assistance data SIB changes (due to change of the actual assistance data or due to change of the ciphering keys). For example:
Table 8: BROADCAST INFORMATION UPDATE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3
	
	YES
	reject

	LPPa Transaction ID
	M
	
	9.2.4
	
	-
	

	SIB Group List
	
	1..<maxGroups>
	
	One group may correspond to one SI message
	
	

	>SIB Types List
	
	1..<maxSIBs>
	
	Number of SIBs in a SI message
	YES
	reject

	>SIB Type
	M
	
	Table 1 above
	
	
	


As mentioned in section 5.1 above, an eNB or E-SMLC initiated ABORT or TERMINATION procedure may be needed to allow termination of a previously granted Broadcast Information Exchange procedure by the eNB or E-SMLC, respectively. For example:

[image: image4.emf]eNB E-SMLC

BROADCAST TERMINATION COMMAND



[image: image5.emf]eNB E-SMLC

BROADCAST TERMINATION COMMAND


The BROADCAST TERMINATION COMMAND is send by the eNB or E-SMLC to terminate a previously granted broadcast information exchange procedure: 
Table 9: BROADCAST TERMINATION COMMAND.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3
	
	YES
	ignore

	LPPa Transaction ID
	M
	
	9.2.4
	
	-
	

	Termination Cause
	M
	
	
	
	YES
	ignore


Therefore, Step 2 in Figure 1, section 3 above could be expanded into:
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1. The E-SMLC requests information about available broadcast SIB resources from an eNB. This request may include a list of desired SIBs to be broadcasted together with desired broadcast periodicity for each SIB type.
2. If the eNB grants the request, it provides a list of possible SIBs which can be broadcasted, together with possible periodicity and other control parameters (such as maximum SIB size).

3. The E-SMLC encodes the data according to the SIB definition, and provides the data in BROADCAST INFORMATION UPDATE messages to the eNB. The information update for each SIB comprise all of the data broadcast by the SIB – pre-encoded and pre-ciphered as applicable. The E-SLMLC provides updated information when assistance data changes or when a ciphering key is changed. 

4. At any time after step 2 the eNB or E-SMLC may terminate the broadcast update procedure. 

The eNB and E-SMLC should each be able to update the level of SIB support. This could be achieved by first terminating an ongoing procedure and then restarting with negotiationg new broadcast resources. Alternatively, a MODIFICATION COMMAND could be defined for that purpose, e.g., in case the SIB resources in the eNB changes, or assistance data availablility in the E-SMLC changes.  

6. 
Summary

In this contribution, we discussed:

1.
The general content of assistance data SIBs;

2.
the SIB segmentation options;

3.
the ciphering options for a segmented SIB;

4.
the SIB formatting alternatives (i.e., E-SMLC encoding of SIBs versus providing assistance data only); and 
5.
the reservation and negotiation of SIB broadcast resources between eNB and E-SMLC (i.e., LPPa Option 1 versus LPPa Option 2 in [12]). 
Although, the SIB definition is not final in RAN2 (items 1 and 2), and the ciphering method has not been decided in SA3 (item 3), a decision on items 4 and 5 seems possible in RAN3 independent on the final details of items 1-3. 
The discussion of possible alternatives for items 4 and 5 in this contribution led to the following proposals:
Proposal 1:
Each SIB should be formatted and encoded at the E-SMLC and provided (transparently) to eNBs in a new LPPa procedure.
Proposal 2:
Specify a new Class 1 procedure to enable the E-SMLC to request broadcasting of positioning assistance data by the eNB, followed by a new Class 2 procedure to convey the assistance data from the E-SMLC to eNB.
Proposal 3:
Specify a new Class 2 procedure to enable an eNB and E-SMLC to terminate (or possibly modify) broadcast resource availability.
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