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1. Introduction
 For network slice handling in handover, SA2 decided that:

· NG handover should be used if target cell doesn’t support all the network slices of the UE;

· Otherwise (all slices are supported by target), Xn handover can be used. 

Source NG-RAN node knows target NG-RAN node’s slice configuration from Xn setup procedure. However, even if target NG-RAN node is configured with all the slices the UE is using in source NG-RAN node, some of the slices may be rejected due to, e.g. resource outage, failure. In #97 meeting, RAN3 didn’t reach agreement on how to handle this slice rejection case.

This paper discusses solution for slice rejection handling in Xn handover.

2. Discussion 
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Figure 1: Slice rejection handling in Xn handover

Figure 1 shows the message flow of slice rejection during Xn handover. 

1. Source NG-RAN node decides to use Xn handover because it knows target cell supports all the slices the UE is using in source NG-RAN node.

2. Source NG-RAN node sends Handover Request to target NG-RAN node with the PDU Session List information. Slice ID (S-NSSAI) is included in the parameters of each PDU Session.

3. 3.
Target RAN determines which PDU sessions are admitted and allocated DRBs. Target NG-RAN node sends Handover Request Ack to source NG-RAN node, with the admitted PDU session list and not admitted PDU session list. The non-admission may be caused by e.g. slice level reason (slice temporary unavailable) or PDU session level reason. DRBs are not established for the not admitted PDU sessions. 

4. Source NG-RAN nodes forwards handover command to UE. 

5. UE accesses to target NG-RAN node.

6. Target NG-RAN node sends path switch to AMF with accepted PDU sessions, rejected S-NSSAI list containing the cause for rejection. 

7.  It is up to AMF/SMF to decide whether to release the PDU sessions and disconnect the rejected S-NSSAIs. The rejected S-NSSAI list and cause are necessary information for AMF/SMF to make decision.
Proposal 1: Add rejected S-NSSAI list information and cause into Path Switch Request.
3. Conclusions

Based on above discussion, we have following proposals.
Proposal 1: Add rejected S-NSSAI list and cause into Path Switch Request.

Proposal 2: Agree the TP for proposal 1.

4. Text Proposal for TS 38.413
********* Start of Change **********
8.4.4
Path Switch Request

8.4.4.1
General

The purpose of the Path Switch Request procedure is to request the switch of a downlink GTP tunnel towards a new GTP tunnel endpoint.
Editor’s Note:
Further details are FFS.
8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The NG-RAN node initiates the procedure by sending the PATH SWITCH REQUEST message to the AMF.

If the ‎PDU Session To Be Switched in Downlink List IE in the PATH SWITCH REQUEST message does not include all PDU Sessions previously included in the UE Context, the MME shall consider the non-included PDU Sessions as not admitted by the NG-RAN node. If some of the PDU Sessions non-admission was caused by slice rejection as defined in TS 23.501 [9], Rejected S-NSSAI List IE with S-NSSAI and cause IEs is included in PATH SWITCH REQUEST to indicate the event. 
Editor’s Note:
It is FFS and up to SA2 how AMF and SMF handle the rejected S-NSSAI list and associated PDU sessions. 
After all necessary updates including the UP path switch have been successfully completed in the 5GC for at least one of the PDU Session Resources included in the PATH SWITCH REQUEST, the AMF shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the NG-RAN node and the procedure ends.
If the RRC Inactive Assistance Information IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC-INACTIVE state decision and configuration for the UE and RAN paging if any for a UE in RRC-INACTIVE state, as specified in TS 38.300 [8]. 
Editor’s Note:
Further details are FFS.
8.4.4.3
Unsuccessful Operation
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Figure 8.4.4.3-1: Path switch request: unsuccessful operation

If the 5GC fails to switch the downlink GTP tunnel endpoint towards a new GTP tunnel endpoint for all PDU Session Resources, the AMF shall send the PATH SWITCH REQUEST FAILURE message to the NG-RAN node with an appropriate cause value.
Editor’s Note:
Further details are FFS.
8.4.4.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
If a PDU session is included in PDU Session To Be Switched in Downlink List IE but its slice is included in the Rejected S-NSSAI List IE, the AMF should think the PDU session was not admitted by NG-RAN node.
********* Next Change **********
9.2.3.8
PATH SWITCH REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

This message is sent by the NG-RAN node to inform the AMF of the new serving NG-RAN node and to transfer some NG-U DL tunnel termination point(s) to the SMF via the AMF for one or multiple PDU sessions.
Direction: NG-RAN node ( AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Source AMF UE NGAP ID
	M
	
	AMF UE NGAP ID

9.3.3.1
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.27
	
	YES
	ignore

	UE Security Capabilities
	M
	
	<ref>
	
	YES
	ignore

	Rejected S-NSSAI List
	
	0..1
	
	
	YES
	ignore

	> Rejected S-NSSAI Item IEs
	
	1..< maxnoofSliceItems>
	
	
	EACH
	ignore

	>>S-NSSAI
	M
	
	<ref>
	
	YES
	ignore

	>>Cause
	O
	
	9.3.1.2
	
	YES
	ignore

	PDU Session To Be Switched in Downlink List
	
	1
	
	
	YES
	reject

	>PDU Session To Be Switched in Downlink Item IEs
	
	1..<maxnoofPDUSessionResources> 
	
	
	EACH
	reject

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>S-NSSAI (FFS)
	O
	
	<ref>
	
	-
	

	>>PDU Session Path Switch Request Transfer
	M
	
	9.3.1.21
	
	YES
	ignore


********* End of Change **********
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