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1
Introduction
In E-UTRAN, the eNB is responsible for initiating SCTP connectivity with the MME. This requires the eNB to first obtain the MME’s IP address. The methods for the eNB to obtain the MME’s IP address are not specified, as stated in TS 36.300 [1]:
“How the eNB gets the remote IP end point(s) and its own IP address are outside the scope of this specification.”
In NG-RAN, similar text has been copied to TS 38.300 [2] as baseline, which leaves AMF discovery out of scope of 5G specifications. In this paper, we discuss methods for AMF discovery and propose the optional use of DNS.

2
Discussion
In E-UTRAN, the association of MMEs to an eNB is quite static. Therefore, the IP addresses of MMEs are typically pre-configured to the eNB via OAM.
In NG-RAN however, the association of AMFs to NG-RAN nodes can be dynamic, e.g. in virtualized deployments where AMF instances may be added or removed for scalability or planned maintenance. In order to support dynamic associations between AMF and NG-RAN nodes, SA2 agreed to the following text in TS 23.501 [3]:
“Information about new AMF should be published and available in the DNS system. It should allow 5G AN to discover AMF and setup nodal associations with the AMF required.”

To align with the above SA2 agreement, TS 38.300 specification support is needed for dynamic discovery by NG-RAN of AMF instances via DNS.
Proposal 1:
Capture in TS 38.300 that AMF discovery may be performed by the NG-RAN node using DNS.

In order to specify a complete solution, stage 3 details should be evaluated and specified in e.g. TS 29.303 [4] by CT4. 
Proposal 2:
Send an LS to CT4 informing them of the agreement.

3
Conclusion
In this paper, we discussed two methods for AMF discovery: OAM and DNS. The following is proposed:
Proposal 1:
Capture in TS 38.300 that AMF discovery may be performed using DNS.

Proposal 2:
Send an LS to CT4 informing them of the agreement.

A text proposal for TS 38.300 is provided in Appendix A, and a draft LS to CT4 is provided in [5].
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Appendix:

Text Proposal for TS 38.300 V1.0.0
Start of Text Proposal for TS 38.300
17.1.3
Self-configuration

17.1.3.1
Dynamic configuration of the NG-C interface

17.1.3.1.1
Prerequisites

The following prerequisites are assumed:

-
An initial remote IP end point to be used for SCTP initialisation is provided to the gNB for each AMF the gNB is supposed to connect to.

The gNB may obtain the remote IP end point(s) via DNS or OAM.

Further 5GC functions, like provision of further AMF pool information and other concepts that may come from SA2 are FFS.

End of Text Proposal for TS 38.300
