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Introduction
In this contribution we discuss a possible issue related to nonstandard UEs and unnormalized eNB and MME behaviours in our real network.
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Issue 
It is an issue related to mFBI (Multi Frequency Band Indicator) feature in our real network. Although Band41 only UE would report to the eNB that it does not support mFBI capability, it would still search for 4G cells and try to camp on it when a CMCC USIM card is inserted in the UE. Therefore, when the Band41 only UE moves to an mFBI cell whose master frequency is Band 38 and secondary frequency is Band 41, the UE would fail to attach or could not be served.
For the nonstandard UE issue described above, eNB and MME behaviours in the current specifications are not mandated [1]. As a result, network devices (eNB and MME) produced by different manufacturers behave differently.
	NOTE:	In case of failure, eNB and MME behaviours are not mandated. Both implicit release (local release at each node) and explicit release (MME-initiated UE Context Release procedure) may in principle be adopted. The eNB should ensure that no hanging resources remain at the eNB.


Table 1   Possible eNB and MME behaviours in our real network
	
	eNB behaviours
whether verify UE’s mFBI capability or not
	MME behaviours
[bookmark: OLE_LINK9][bookmark: OLE_LINK10]when receive Initial Context Setup Failure from eNBs

	
	
	during Attach procedure
	during Service Request procedure

	Possible Behavior 1
	DO NOT verify UE’s mFBI capability, and the UE COULD do RRM measurements and perform handover;
	Response ATTACH REJECT to the UE with EMM cause #111, and release S1 connection;
	Response SERVICE REJECT to the UE with EMM cause #111 or #11, and release S1 connection;

	Possible Behavior 2
	DO NOT verify UE’s mFBI capability, but the UE COULD NOT do RRM measurements and perform handover;
	Response nothing, simply release S1 connection;
	Response nothing, simply release S1 connection;

	Possible Behavior 3
	DO verify UE’s mFBI capability, and the eNB would reply Initial Context Setup Failure to the MME with an S1AP cause value ‘Unspecified’ during Initial Context Setup procedure;
	response DETACH REQUEST (reattach Required) to the UE;
	-

	Possible Behavior 4
	DO verify UE’s mFBI capability, but the eNB merely think the UE works on Band 41 so the UE COULD do RRM measurements and perform handover;
	-
	-



Since not all eNBs verify UE’s mFBI capability and MMEs would response differently with or without Initial Context Setup Failure message, the UE behaviors are different accordingly. Some possible UE behaviors are: 
1. The UE fail to complete attach when it receives ATTACH REJECT from MME;
2. The UE could complete attach but would NOT be served. The reason is that MME may response nothing to the UE though it receives Initial Context Setup Failure with an S1AP cause value ‘Unspecified’ from eNB. Then when the UE receives RRC release from eNB at a later time, it may trigger service request but would not succeed. 
3. The UE could access the cell as normal, but could NOT do RRM measurements and perform handover.
For the above issue, the inconsistent UE behaviours are not due to the poor cell quality, but caused by behavioural differences of the network devices (eNBs and MMEs) from different manufacturers.
Observation 1:  Since eNB and MME behaviours are not mandated in the current specifications in terms of nonstandard UEs, these UEs may fail to complete attach or could not be served in the coverage of a specific eNB or MME.
Possible solutions
1) Solution on UE side
Solution 1a) modify UE implementation to match the current specification. I.e., UEs being not capable of mFBI should be forbid to access to the network.
Solution 1b) configure the mFBI capability of Band41 only UEs to “support”
2) Solution on network side 
In this solution, the eNB should be able to verify some of the UE’s capability, for example, mFBI capability. When the UE capability is not inconsistent with the specification, the eNB should inform MME using a specific S1AP cause value. Then based on the specific S1AP cause value, MME would know this is a nonstandard UE issue and response the UE with a proper EMM cause value.


Figure 1    Example of network solution
Table 2   Comparison between the two solutions
	
	Solution on UE side
	Solution on network side

	Pros
	· No need to upgrade the network;
· The nonstandard UEs would not be able to access the current network with solution 1a);
· The nonstandard UEs could access the current network with solution 1b);
	· It can effectively limit the behavior of the nonstandard UEs;
· It also works for nonstandard roaming UEs;


	Cons
	· Both of the options need OTA upgrade, but 100% upgrade rate cannot be guaranteed;
· Both of the options cannot work when the nonstandard UE is roaming UE. 
	· Need network upgrade (eNB and MME);
· Need to introduce a new S1AP cause value;



With the comparisons given in Table 2, network solution seems better for it can solve the problem completely.
To ensure user experience even if it is a nonstandard UE, behaviours of the network devices including eNBs and MMEs should be defined clearly. 
Proposal 1  [bookmark: OLE_LINK5][bookmark: OLE_LINK6]Behaviours of the network devices including eNBs and MMEs should be clearly defined in case of nonstandard UEs.
According to the existing specification, three possible EMM cause values can be used by MME when it response to UEs [2]:
1) EMM cause #111 (protocol error, unspecified): The UE could not complete attach at this time. But later the UE would go on trying to attach but it could not succeed. This means, the issue would always exist.
2) EMM cause #11 (PLMN not allowed): The UE could not access to the current PLMN including 2/3/4G network. 
3) Enhanced EMM cause #15 (for disabling the E-UTRA capability): If the Extended EMM cause IE with value "E-UTRAN not allowed" is included in the ATTACH REJECT message, the UE shall disable the E-UTRA capability and search for a suitable cell in another location area. Though the UE is forbid to access to E-UTRAN, it may also be able to access to 2G/3G network.
From user experience point of view, we think enhanced EMM cause #15 is better since it gives the UE more chances to access the network and to be served.
Proposal 2  [bookmark: OLE_LINK15][bookmark: OLE_LINK16]MME could response the nonstandard UEs with enhanced EMM cause #15.
If MME responses to all UEs the enhanced EMM cause #15 when it receives Initial Context Setup Failure with unspecified S1AP cause value from eNB, all of the UEs would be unable to access to E-UTRAN. It is unreasonable because the S1AP cause value unspecified considers a lot of abnormal cases except for the nonstandard UE case. To reduce the influence to other UEs, we propose to introduce a specific S1AP cause value to indicate MME this is a nonstandard UE issue so that the MME could response more appropriately. 
Proposal 3  Introduce a specific S1AP cause value for the nonstandard UE issue.
Conclusions
In this contribution, we have the following recommendations:
Observation 1:  Since eNB and MME behaviours are not mandated in the current specifications in terms of nonstandard UEs, these UEs may fail to complete attach or could not be served in the coverage of a specific eNB or MME.
Proposal 1  Behaviours of the network devices including eNBs and MMEs should be clearly defined in case of nonstandard UEs.
Proposal 2  MME could response the nonstandard UEs with enhanced EMM cause #15.
Proposal 3  Introduce a specific S1AP cause value for the nonstandard UE issue. 
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