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1
Introduction
Based on the discussion in [1], this contribution proposes text proposal for TS 38.413 on the impact of QoS flow based admission control on data forwarding.
START OF CHANGES
9.2.3.2
HANDOVER COMMAND

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

Editor’s Note:
Whether the SMF related information should be grouped in a container is FFS.

This message is sent by the AMF to inform the source gNB that resources for the handover have been prepared at the target side.

Direction: AMF( gNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Handover Type
	M
	
	<ref>
	
	YES
	reject

	PDU Sessions Subject to Forwarding List
	
	0..1
	
	
	YES
	ignore

	>PDU Sessions Subject to Forwarding Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	ignore

	>>PDU Session ID
	M
	
	<ref>
	
	-
	

	>>PDU Session Setup Response Transfer 
	O
	
	<ref>
	This IE includes a container from the SMF to the RAN node transparently to the AMF as per section <ref>.
	
	

	PDU Sessions to Release List
	O
	
	<ref>
	
	YES
	ignore

	Target to Source Transparent Container
	M
	
	<ref>
	
	YES
	reject


9.2.3.5
HANDOVER REQUEST ACKNOWLEDGE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.

Editor’s Note:
Whether the SMF related information should be grouped in a container is FFS.

This message is sent by the target gNB to inform the AMF about the prepared resources at the target.

Direction: gNB ( AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	ignore

	gNB UE NGAP ID
	M
	
	9.3.3.2
	Allocated at the target gNB.
	YES
	ignore

	PDU Sessions Admitted List
	
	1
	
	
	YES
	ignore

	>PDU Sessions Admitted Item IEs
	
	1..<maxnoofPDUSessions>
	
	
	EACH
	ignore

	>>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>>Transport Layer Address
	M
	
	<ref>
	
	-
	

	>>GTP-TEID
	M
	
	<ref>
	To deliver DL PDUs.
	-
	

	>>PDU Session Setup Response Transfer 
	O
	
	<ref>
	This IE includes a container from the RAN to the SMF node transparently to the AMF as per section <ref>.
	-
	

	PDU Sessions Failed to Setup List
	O
	
	<ref> 
	
	YES
	ignore

	Target to Source Transparent Container
	M
	
	<ref>
	
	YES
	reject


9.3.1.24
QoS Flow List

This IE contains a list of QoS flows with a cause value. It is used for example to indicate failed QoS flow(s), QoS flow(s) to be released or QoS flow(s) not fulfilled any more.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	QoS Flow Item IEs
	
	1..<maxnoofQoSFlows>
	
	
	EACH
	reject

	>QoS Flow Indicator 
	M
	
	<ref>
	
	-
	

	>Cause
	M
	
	<ref>
	
	-
	


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is FFS.


END OF CHANGES
References
[1] R3-173060, QoS flow based admission control, Huawei
