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Introduction

As to the CU-DU interface, the F1 setup (respectively the gNB-DU and gNB-CU configuration update) function was agreed in last meeting. In this paper, we discuss the left open issues and the detail information to be included in F1 interface management procedures.  
Discussion
1) Whether gNB-DU/gNB-CU configuration update procedure is needed or not?

This is the left open issue from last meeting, on our understanding, similar like gNB/AMF Configuration Update procedure over NG interface, the gNB/AMF Configuration Update procedure is to update application level configuration data needed for the gNB and the AMF to interoperate correctly on the NG-C interface.
Especially in the case of gNB-DU connects with its own OAM, if the application level configuration data of gNB-DU are updated, then it shall trigger the gNB-DU configuration update procedure towards gNB-CU and vise versa. Considering that gNB-CU and gNB-DU may come from different vendors, multi-vendor operator deployments using independent O&M systems towards gNB-CU and gNB-DU, in such multi-O&M deployments, updating the application level configuration data over F1-C interface is more practical and robust. 
Prposal1: gNB-DU/gNB-CU configuration update procedure needs to be introduced in order to keep the application level configuration data alignment between gNB-CU and gNB-DU.

2) What application level configuration data needs to be exchanged with the F1 Setup Procedure?

gNB-DU shall provide the following configuration data to gNB-CU:

gNB-DU ID
It’s controversial whether gNB-DU ID is needed or not in last meeting. Our understanding is that a standard defined gNB-DU ID helps gNB-CU recognize and manage the multiple CU-DU connections easily, else gNB-CU needs to maintain the local CU-DU mapping table based on other information, e.g., IP addresses for each CU-DU association. Furthermore, in order to improve the capacity of F1 interface, if multiple SCTP associations between CU-DU pair is allowed, then IP addresses based CU-DU mapping is more complex and difficult to be achieved. 

Another point is that if per-DU related KPI or MDT measurements record need to be collected and sent to OAM by CU (we shall acknowledge that DU may come from different vendors, and it is important for operators to know the performance of the DUs deployed on the network), then gNB-DU ID based report will help OAM system to simplify the subsequent processing.

One argument from last meeting is that gNB-CU only needs to identify NCGI, initially the cell related configuration infor needs to be exchanged between gNB-CU and gNB-DU, for example, if we assume that gNB-CU and gNB-DU connect to different OAM, some lower layer cell related configuration infor is located in gNB-DU from gNB-DU OAM, while some higher layer cell related configuration infor is located in gNB-CU from gNB-CU OAM. When gNB-CU receives the lower layer cell related configuration infor from gNB-DU, it shall merge two parts of cell related configuration infor  together as a complete cell configuration infor with one defined global unique NCGI, however, gNB-CU still needs to remember that this NR cell is managed by this specific gNB-DU (when gNB-CU needs to send NR cell specific infor/or perform cell specific function towards gNB-DU, it shall recognize the corresponding gNB-DU without ambiguity), which means that anyway gNB-CU needs to maintain the local NR cell<->gNB-DU mapping table based on other information, e.g., IP addresses for each CU-DU association. Then come back to the first point, IP addresses based implementation is not a good way to maintain the CU-DU-NR cell relationship.

If the standardized gNB-DU ID is introduced over F1 interface, then the relationship among NCGI, DU ID and Global gNB ID is quite clear and simple, especially when a gNB-DU is newly deployed or removed, the CU can manage the gNB-DU connection easily.

Prposal2: The gNB-DU ID over F1 interface helps gNB-CU recognize and manage the multiple CU-DU connections easily, and make it simple to mantain  the CU-DU-NR cell relationship both in RAN node and OAM system.

The PLMN list supported by gNB-DU

gNB-DU is a vendor specific device and deployed by operators, considering the network sharing case, gNB-DU needs to send the supported PLMN list to gNB-CU, which helps gNB-CU to decide whether accept or reject the F1 setup request from gNB-DU.

gNB-DU capability

Different gNB-DU devices from different vendors have different capability. gNB-DU capability includes the following possible information: supported protocol version, supported frequency range and bandwith, number of Antenna Ports, Maximum DL Power Capability, etc.

gNB-CU shall provide the following configuration data to gNB-DU:

Global gNB-CU ID
Global gNB-CU ID is used to identify gNB-CU globally. The global gNB-CU ID is constructed from the PLMN identity the gNB-CU belongs to and the gNB-CU identity, we prefer to define Global gNB-CU ID as Global gNB ID.

The TAI list supported by gNB-CU

gNB-CU is a vendor specific device and deployed by operators, considering the network sharing case, gNB-CU needs to send the supported TAI list to gNB-DU, usually, the supported TAI list of gNB-CU stands for all the supported TAIs of the serving NR cells.

Prposal3: The above configuration data need to be exchanged over F1 interface during F1 Setup Procedure.

3) What application level configuration data needs to be updated with the gNB-CU/gNB-DU Configuration Update Procedure?

As analyzed above, when the application level configuration data of gNB-CU or gNB-DU has changed, the gNB-CU/gNB-DU Configuration Update Procedure shall be triggered.

While for the serving cells related configuration information, we assume that it will be handle in another separate function, e.g., Cell Management Function.

Prposal4: When the above configuration data need to be updated, the gNB-CU/gNB-DU Configuration Update Procedure will be triggered.

The stage2 and stage3 CR to be captured for F1 interface management is in [1][2][3].

Conclusion
Prposal1: gNB-DU/gNB-CU configuration update procedure needs to be introduced in order to keep the application level configuration data alignment between gNB-CU and gNB-DU.

Prposal2: The gNB-DU ID over F1 interface helps gNB-CU recognize and manage the multiple CU-DU connections easily, and make it simple to mantain  the CU-DU-NR cell relationship both in RAN node and OAM system.
Prposal3: The above configuration data need to be exchanged over F1 interface during F1 Setup Procedure.

Prposal4: When the above configuration data need to be updated, the gNB-CU/gNB-DU Configuration Update Procedure will be triggered.

The stage2 and stage3 CR to be captured for F1 interface management is in [1][2].
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