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1. Introduction
RAN2 agreed to support MCG split SRB, as shown in figure 1. Last RAN2 meeting further agreed the name of the SN legs as: SRB1S, SRB2S. 
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Figure 1: MCG RRC Delivery
2.  Reliable RRC delivery
The intention of MCG split SRB is to improve the MCG RRC delivery reliability. The high reliability of split bearer is supported by PDCP in terms of link selective transmission, fast retransmission and duplication. These mechanisms were discussed mainly in the context of user plane protocols. But, the mechanisms are useful for control plane, i.e. split SRB too.
1) Fast retransmission

NR may operate in high frequency bands. High frequency is susceptible to blockage, i.e. often suffers temporary outage. The temporary outage may recover either before or after RLF is triggered. For this kind of temporary outage, if we handle it with RLF, the DC would be released and re-established late on. The most efficient way should be: 
· keep the leg but switch the SRB/DRB transmission to another leg of the split bearer; 

· after the leg recovers, the transmission can be switched back on need;

· if the leg cannot recover for some time, the leg can be released following RLF procedure. 
This requires the failed leg to feedback RLC layer delivery status information to PDCP or request the switch. 
2) Link selective transmission

PDCP selects leg to transmit a packet based on predicted RTT of each leg. The RTT may be predicted in same way as X2/Xn/F1 UP discussion, e.g. “desired buffer size”. 
3) Duplication

When the radio condition is very poor, PDCP bi-cast RRC over two legs in parallel. In X2/Xn/F1 UP discussion, some companies proposed to enhance the UP feedback, e.g. report successful RLC delivery to PDCP for PDCP to stop duplicate transmission on the other leg. If this feedback is defined, the split SRB should reuse it too.
For split DRB, RAN3 has defined “RAN container” (TS 36.425, 38.425) in GTP-U header to provide feedback information for link selective transmission, fast retransmission and potentially duplication. To support split SRB, feedback mechanism needs to be defined too. 
Proposal 1: For MCG split SRB, define mechanism for SN to feedback RLC delivery status information to PDCP in MN over X2/Xn.
In addition (or alternatively) to the “RAN container”-like feedback to MN, it is also possible to introduce “RRC non-delivery indication” message over X2/Xn, similar to NAS non-delivery indication in S1. When MN receives RRC non-delivery indication, MN stops RRC transmission over SN and retransmit the non-delivered RRC messages over MN SRB.

Proposal 2: RAN3 to decide which MCG split SRB feedback mechanism to adopt (“RAN container”-like or “RRC non-delivery indication”).
2.1 Transport protocol stack

In this section, we consider the protocol stack for RRC transport over X2. Last RAN3 meeting agreed the following for MCG split SRB delivery:

· Apply same logic as F1: transfer SRBs over CP (i.e. PDCP-C PDUs sent from MN to SN),
· WA: X2AP signaling is needed for MCG split SRB establishment/release; SN is allowed to reject request.

But, it is still not clear what the protocol stack over X2/Xn should be. The feedback mechanism depends on protocol stack choice. Figure 2 shows the protocol stack options.
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Figure 2: Protocol Stack Options
Option A: PDCP PDU over X2AP

A pair of new X2AP messages can be defined for split SRB delivery, e.g. DL RRC Transport, UL RRC Transport. If the feedback approach is adopted, the X2AP UL RRC Transport message can carry a container carrying feedback information and/or UL RRC message.
Option B: PDCP PDU over SCTP

In this option, PDCP PDU is carried over SCTP directly. Each SCTP PDU can carry one or multiple data chunks, as figure 3 shows. Each data chunk can be a PDCP PDU or a container carrying feedback information (similar to RAN container in 36.425). The UE and SRB may be differentiated by stream ID in chunk header.
	Bits
	0–7
	8–15
	16–23
	24–31

	+0
	Source port
	Destination port

	32
	Verification tag

	64
	Checksum

	96
	Chunk 1 type
	Chunk 1 flags
	Chunk 1 length

	128
	Chunk 1 data

	…
	…

	…
	Chunk N type
	Chunk N flags
	Chunk N length

	…
	Chunk N data


Figure 3: SCTP PDU format
Option C: PDCP PDU over GTP-U

GTP-U defined complete feedback mechanism based on RAN container. It is also possible to directly reuse it. SCTP provides higher reliability than GTP-U in backhaul/fronthaul transmission by native: multihoming/multi-path and retransmission. However, with U-plane protocol as defined in TS36.425, GTP-U can support retransmission too. Path failure can be recovered by control plane, e.g. XnAP/X2AP reconfigures GTP-U path. So, GTP-U stack can support almost same reliability as SCTP stack in X2/Xn.

Option D: RRC over X2AP (no PDCP)

This kind of RRC delivery has been defined for SCG RRC in LTE DC. The reliability of this option is ensured by RRC layer. For example: MN may discover SN radio issue by UP feedback or measurement; then MN may stop RRC transmission over SN. 
However, this option is not aligned with last RAN3 agreement (“PDCP-C PDUs sent from MN to SN”). 

Proposal 3: RAN3 to decide the protocol stack for MCG split SRB from option A, B and C.
3. Conclusion

Based on above analysis, we have following proposal for MCG DL RRC delivery with SRB split.
Proposal 1: For MCG split SRB, define mechanism for SN to feedback RLC delivery status information to PDCP in MN over X2/Xn.
Proposal 2: RAN3 to decide MCG split SRB feedback mechanism from “RAN container” and “RRC non-delivery indication”.

Proposal 3: RAN3 to decide the protocol stack for MCG split SRB from option A, B and C.
4.  Appendix: RAN2 agreements on SRB in MR-DC
RAN2 NR Ad Hoc #2 (Qingdao)

1:
MN determines to use MCG duplication SRB and configures MCG duplication SRB by MN RRC signalling.

2:
For all DC cases (all MR-DC and NR-NR DC cases) for 'duplication SRB', UL packet transmission is configured by RRC to use MCG path, SCG path or duplicate on both MCG and SCG.
FFS Duplication on SRB for CA cases 

FFS Behaviour in the case of SCG failure when SCG is the configured path.

Agreements

1
For NR RRC measurements configured by SN (whether received via MN or direct from SN), reports are mapped to SCG SRB, if configured.
Agreements

1
The UE sends RRCConnectionReconfigurationComplete message on the same SRB as receiving RRCConnectionReconfiguration message. And there are NO any exceptional cases for sending the complete messages.

2
LCID to be used for SCG-SRB and the SCG legs of the MCG split SRBs (SRB1 and SRB2) will be fixed in the spec.

3
SCG SRB is not supported on LTE (i.e. for NE-DC)

=>
Offline discussion to conclude on the terminology to use for SCG-SRB and the SCG legs of the MCG split SRBs (SRB1 and SRB2). (Huawei, offline discussion 13)

-
Update from offline:

Agreements

1
"SRB3" to be used for SCG-SRB

2
If we find that we need to use a term for SRB1[2] leg on SN then "SRB1S"[SRB2S] will be used.

RAN2 #98 (Hangzhou)
1:
SCG SRB is modelled as one of the NR SRBs defined in 38.331. 

2:
SCG SRB uses NR-DCCH logical channel type. 

3:
A UE can be configured with both split MCG SRB and SCG SRB simultaneously. 

4:
SCG SRB and the SCG leg of split SRB1/2 will be independently configured 

5:
SCG-SRB establishment and release can be done at SCG addition and SN change

6
SCG-SRB reconfiguration can be done at SCG modification procedure.

7
RRC PDUs on SCG-SRB are ciphered using NR PDCP.

8
RRC PDUs on SCG-SRB are integrity protected using NR PDCP.

9
Security keys for SCG-SRB are derived from S-KgNB.

Agreements for EN-DC and NGEN-DC:
1:
Security is always activated for a SCG SRB

2: SCG RRC message sent via LTE MCG SRB is protected by LTE MCG SRB security, NR security is not used for this message. 

3: When SgNB decides to add SCG, the SgNB selects cipheringAlgorithm and integrityProtAlgorithm for SCG SRB and includes them in NR RRC Container (SCG Configuration).

RAN2 #97bis Spokane
Agreements:

1
SCG SRB can be configured based on network decision.

2
Addition of SCG SRB is decided by SN.

FFS Whether the MN can request establishment of SCG SRB

3
SCG SRB configuration is provided by NR RRC from SN.

4
NR RRC complete messages and measurement reports are mapped to the same SRB as the message initiating the procedure.

FFS Whether there are any exceptional cases for the complete messages

FFS Whether explicit configuration is also supported for measurement reports.

5
All LTE RRC messages are mapped to MCG SRB.
6
EN-DC can only be configured after security activation on LTE.

Agreements

1:
EN-DC is only supported when there is a DRB mapped over the SCG. 

2
When SCG is released, everything is released including the SRB and DRB configuration.

Agreements

1: SCG SRB is of higher scheduling priority than all DRBs.

2: UE processes messages received on SCG SRB one message at a time in the order received at the RRC. (i.e. same rules as in LTE). 

3: There is no requirement on the UE to perform any reordering of RRC messages between MCG SRB and SCG SRB.

FFS: What terminology will be used to describe the SCG SRB.

Agreement

1:
The following RRC messages can be sent via the SRB in the SCG.

•
RRCConnectionReconfiguration and RRCConnectionReconfigurationComplete

•
MeasurementReport

Agreement

1
For LTE-NR tight interworking where LTE is the MN with SCG SRB configured, only one SRB is required on the SN side, and only for messages corresponding to SRB1.

FFS is anything additional is needed for SN failure cases.

Agreements

1: Split SRB is supported for both SRB1 and SRB2. (Split SRB is not supported for SRB0)

2: Split SRB should be decided and configured by MN in SeNB addition and/or Modification procedure, with SN configuration part provided by SN. (RAN3 can discuss whether there are cases where the SN may need to reject the split SRB configuration)

3:
For MCG split SRB, in downlink, selection of transmission path depends on network implementation.

RAN2 #96 Athens
1:
For the SN/MN RRC reconfiguration requiring also MN/SN RRC reconfiguration, a MN RRC message is delivered with an embedded SN RRC message.

2
UE can be configured with an SCG SRB to allow SN RRC messages to be sent directly between UE and SN.

3:
For SN RRC reconfigurations not requiring any coordination with MN then SN RRC messages can be transported directly to the UE (or eNB implementation can be deliever it embedded within a MN RRC message)

4
Measurement reporting for mobility within the SN can be transported in SN RRC messages directly from UE to SN, if SCG SRB is confgured. Detail rules for UE to select transmission path for UL message to be defined in WI.

5
These agreement do not imply that the UE has to do any reordering of RRC messages.
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