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1. Introduction
As was discussed at RAN3#95bis [1,2], the ANR flow from release 8 may not apply directly to option 3 deployments, particularly in relation to IP address discovery / X2 Setup. This document further analyses the use case and options available. 

In option 3, the node providing NR Uu connectivity may have different cell numerology than LTE, and may not have direct control plane CN connectivity. Therefore, some of the existing techniques for IP address discovery may require changes or adaptations.
2. Discussion
2.1 Considerations on the ANR use case with option 3
The initial ANR flow consists of three major steps, specifically

(a) Reception of UE reports on new cells

(b) IP address discovery via indirect signalling (using MME)

(c) SCTP connection establishment followed by X2 Setup towards new eNB

Note that step (b) may be replaced by OAM or DNS – e.g. using the global eNB-ID FQDN as in [3]; and in principle step (a) could be replaced by OAM configuration of neighbour cells.
Considering the adaptation of this flow to option 3 deployments, several issues can be identified. The first is whether ANR is necessary for such deployments, since that they are likely to be planned (by definition, there needs to be an overlaying LTE cell throughout the NR coverage). Operator feedback would be useful in this respect.
Proposal 1: Operator input should be considered regarding the need for ANR in option 3.

Then, one of the expectations in option 3 is that the impact is mostly on the RAN, i.e. enhancements that impact the MME should only be considered if necessary. In this case and given the above, we propose to have a design goal not to impact the MME.

Proposal 2: As a design goal, the ANR solution should have reduced or no impact on the MME.
A related aspect is that it would seem inefficient to design a new scheme specifically for option 3. For example, the reporting of NR cells by UEs served by a LTE cell is something that can happen in the NG-RAN. 
Proposal 3: ANR schemes should not be designed solely for option 3 (i.e. option 3 ANR should be based on existing procedures, or expected NG-RAN procedures).
2.2 Main technical issues with respect to LTE-only ANR

Considering the ANR flow, two main technical challenges exist:
1 – How to derive the address of the node from the UE report.

2 – How to obtain the node’s IP address(es).

In the below section, we discuss the possible alternatives and how they address the challenges. Some of these have been discussed in previous contributions [1,2].

2.3 ANR alternatives

Alt 1: OAM: this can be considered default and always possible. Considering the previous considerations regarding option 3 (e.g. likely planned deployment), it might also be sufficient.
Alt 2: DNS: this is also possible, and similar comments can be made as for OAM.
Alt 3: Via MME, similarly to LTE (and potentially to NR): as discussed in [2], this assumes that the secondary node will set up a S1 connection towards the MME. This could then require a special indicator to signal to the MME that it should not use it for e.g. paging and other functions (or specific TAIs could be used). In any case this option requires routing support i.e. the master eNB must be able to derive an eNB ID from the UE measurements, and this must tie up with the eNB ID (and TAI) declared to the MME.
Alt 4: Extension of Alt 3 using inter-CN node communication [2]: although this makes sense since it is consistent with future 5G-CN deployments, it may not be suitable in general for option 3 since it assumes that the NR node is connected to an AMF. 
Alt 5: Use proxy node [2]: In this case, we have alt 3 except that the MME routes the request to a RAN node that acts as a proxy and has the IP information for nodes not connected to the MME. This is a clean solution but implies synchronization between the proxy node and the NR nodes which is very similar to OAM. It also requires the MME to have a S1 connection to this proxy node. The address and TAI of the proxy would need to be configured in the eNB.
Alt 6: Ciphered IP addresses provided in cell broadcast [2]: this could work but should only be considered if it was to be used from now on in 5G.
Alt 7: Reuse X2 Gateway concept: in this case, both LTE and NR nodes can be configured with the address of a gateway (proxy node), i.e. there is no need to rely on S1. Once both nodes are registered, it is possible to use the gateway to transport end-to-end X2 AP messages between the two nodes sing the X2AP Message Transfer procedure, i.e., there is no explicit IP address discovery. This has no impact on the MME, but, similarly to Alt 3 and others, it would require the derivation of an eNB ID from the UE measurements.
2.4 Analysis of alternatives
A preliminary consideration is that alts 1 and 2 may be the most practical ones for this type of deployment, subject to operator feedback. If so, then we should try to identify no more than one additional alternative, for any cases where the operator wishes to avoid configuration effort or prefers not to use DNS. Ideally this should have the least protocol impact.
Of these, alt 6 should probably not be considered further, unless it was going to be adopted for NG-RAN, including mutual discovery of NR and LTE cells / nodes.

Then, considering the wish not to impact the MME, it may be reasonable to also eliminate alt 4 from consideration. Alt 4 anyway relies both on AMF deployment and MME-AMF exchanges which cannot be assumed for option 3 deployments.

Alts 3 and 5 are viable, but have some drawbacks too.

· In alt 3, the NR node now must have basic S1AP functionality to support IP address discovery only.
· In alt 5, the addressed node is not the same as the node for which the IP addresses are requested, and so some changes may be needed; besides which, there is configuration effort both in the eNBs (proxy node addressing), and in the proxy node (IP addresses of the deployed NR nodes)

Alt 7 seems to be the simplest one because it does not rely on S1 at the NR node, and does not require maintaining IP address tables in the gateway nodes. The NR nodes need to register with configured gateway addresses, and similarly the eNBs that are to be MeNBs in option 3 also need to register. Beyond this, there is no protocol impact in either S1 or X2, and certainly no impact to the MME.
Hence,

Proposal 4: Apart from OAM or DNS, select one additional scheme with minimal impact to protocols and preferably no MME impact.

Proposal 5: Adopt scheme based on use of the X2AP Message Transfer procedure, without explicit IP address discovery.
 Note finally that alt 7 still requires the derivation of an eNB ID from the UE measurements, but this is similar to many of the other RNL-based schemes, and can be considered separately.
3. Conclusions

This document discusses options for support of ANR, and the following proposals are made as a result of this analysis.
Proposal 1: Operator input should be considered regarding the need for ANR in option 3.

Proposal 2: As a design goal, the ANR solution should have reduced or no impact on the MME.

Proposal 3: ANR schemes should not be designed solely for option 3 (i.e. option 3 ANR should be based on existing procedures, or expected NG-RAN procedures).
Proposal 4: Apart from OAM or DNS, select one additional scheme with minimal impact to protocols and preferably no MME impact.

Proposal 5: Adopt scheme based on use of the X2AP Message Transfer procedure, without explicit IP address discovery.
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