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1 Introduction

This is the TP for 38.413 based on V.0.0.2.

This contribution provides the procedure description and defines the message IE for UE Context related basic procedures over NG interface..
2 Text Proposal for 38.413
8.3
UE Context Management Procedures
8.3.1
Initial Context Setup
8.3.1.1
General

The purpose of the Initial Context Setup procedure is to establish a UE-associated logical NG-connection and the necessary overall initial UE Context. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.2.1.2-1: Initial context setup: successful operation

The AMF initiates the procedure by sending an INITIAL CONTEXT SETUP REQUEST message to the gNB.

The UE-associated logical NG-connection shall be established by the gNB at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message may contain

-
the PDU Session To Be Setup List IE, which shall contain the information required by the gNB to setup the PDU session related configuration consisting of at least one PDU session.
-
the UE Security Capabilities IE (FFS).
-
the Security Key IE (FFS).
-
the Handover Restriction List IE, which may contain roaming or access restrictions.

-
the UE Radio Capability IE.
-
the NAS PDU IE.
Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the gNB shall store the UE context related information contained in INITIAL CONTEXT SETUP REQUEST message in the UE context.
The gNB shall use the information in the PDU Session To Be Setup List IE if present in the INITIAL CONTEXT SETUP REQUEST message to 
-
execute the requested PDU Session configuration, establish at least one or several Data Radio Bearers for each requested PDU session and associate each accepted QoS flow of the PDU session to an established Date Radio Bearer for the PDU session. If none of Data Radio Bearer(s) is established for a PDU session, the PDU session fails to be setup.
-
pass the NAS-PDU IE for each established PDU session to the UE. The gNB shall not send the NAS PDUs for the failed PDU sessions to the UE. For each established Data Radio Bearer, the gNB shall pass the value contained in the QoS flow ID IE for the QoS flow(s) associated with the Data Radio Bearer and the value contained in the PDU Session ID IE received for the PDU Session to the UE. 
-
report to the AMF, the result for all the requested PDU Sessions.

The gNB shall send NAS-PDU IE if present in the INITIAL CONTEXT SETUP REQUEST message to the UE.

The gNB shall report, in the INITIAL CONTEXT SETUP RESPONSE message to the AMF the successful setup of the UE associated NG-connection and the UE context.

Editor’s Note:
Further details are FFS.

8.3.1.3
Unsuccessful Operation
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Figure 8.3.1.3-1: Initial Context Setup procedure. Unsuccessful operation.

If the gNB is not able to establish an UE associated NG-connection and the UE context, it shall consider the procedure as failed and reply with the INITIAL CONTEXT SETUP FAILURE message.
8.3.1.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
8.3.2
UE Context Release Request

Editor’s Note:
Further details are FFS.
8.3.2.1
General

The purpose of the UE Context Release Request procedure is to enable the gNB to request the AMF to release the UE-associated logical NG-connection due to gNB generated reasons. The procedure uses UE-associated signalling.
8.3.2.2
Successful Operation
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Figure 8.3.2.2-1: UE Context Release Request procedure. Successful operation.

The gNB initiates the procedure by sending a UE CONTEXT RELEASE REQUEST message to the AMF.

The UE CONTEXT RELEASE REQUEST message shall indicate the appropriate cause value. 

Interactions with UE Context Release procedure:
The UE Context Release procedure should be initiated upon reception of a UE CONTEXT RELEASE REQUEST message. 
8.3.3
UE Context Release

Editor’s Note:
Further details are FFS.
8.3.3.1
General

The purpose of the UE Context Release procedure is to enable the AMF to order the release of the UE-associated logical NG-connection and the UE context. The procedure uses UE-associated signalling.
8.3.3.2
Successful Operation
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Figure 8.3.3.2-1: UE Context Release procedure. Successful operation.

The AMF initiates the procedure by sending the UE CONTEXT RELEASE COMMAND message to the gNB. 

The UE CONTEXT RELEASE COMMAND message shall contain the UE NGAP ID pair IE if available; otherwise the message shall contain the AMF UE NGAP ID IE.

Upon reception of the UE CONTEXT RELEASE COMMAND message, the gNB shall release all of the UE related signalling and user data transport resources and reply with the UE CONTEXT RELEASE COMPLETE message.

8.3.3.3
Abnormal Conditions

Editor’s Note:
Further details are FFS.
8.3.4
UE Context Modification

Editor’s Note:
Further details are FFS.
8.3.4.1
General

The purpose of the UE Context Modification procedure is to partly modify the established UE Contexty. The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.
The UE CONTEXT MODIFICATION REQUEST message may contain.

-
the UE Aggregate Maximum Bit Rate IE.
-
the Security Key IE.
-
the UE Security Capabilities IE(FFS). 
-
the Handover Restriction List IE.
Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the gNB shall store the UE context related information contained in UE CONTEXT MODIFICATION REQUEST message or replace the previously provided UE context according to the UE context related information contained in UE CONTEXT MODIFICATION REQUEST message
The gNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the AMF the successful update of the UE context.

8.3.4.3
Unsuccessful Operation
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Figure 8.3.4.3-1: UE Context Modification procedure. Unsuccessful operation.
In case the UE context update cannot be performed successfully the gNB shall respond with the UE CONTEXT MODIFICATION FAILURE message to the AMF with an appropriate cause value in the Cause IE. 

8.3.4.4
Abnormal Conditions

Editor’s Note:
Further details are FFS.
9.1
Message Functional Definition and Content
9.1.4
UE Context Management Messages
Editor’s Note:
Further details are FFS.
9.1.4.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the AMF to request the setup of a UE context.
Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	PDU Session To Be Setup List
	O
	
	9.2.2.3
PDU Session To Be Setup List
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	<Ref>
	
	YES
	reject

	UE Security Capabilities(FFS)
	O
	
	<Ref>
	
	YES
	reject

	Security Key(FFS)
	O
	
	<Ref>
	
	YES
	reject

	Handover Restriction List
	O
	
	<Ref>
	
	YES
	ignore

	UE Radio Capability
	O
	
	<Ref>
	
	YES
	ignore

	NAS-PDU
	O
	
	<Ref>
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU Session allowed towards one UE, the maximum value is FFS. 


9.1.4.2
INITIAL CONTEXT SETUP RESPONSE

This message is sent by the gNB to confirm the setup of a UE context.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	PDU Session Setup List
	O
	
	9.2.2.X1 PDU Session Setup List
	
	YES
	reject

	PDU Session Failed To Setup List
	O
	
	9.2.2.4 PDU Session List
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU Session allowed towards one UE, the maximum value is FFS. 


9.1.4.3
INITIAL CONTEXT SETUP FAILURE

This message is sent by the gNB to indicate that the setup of the UE context was unsuccessful.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	ignore

	Cause
	M
	
	<ref>
	
	YES
	ignore


9.1.4.4
UE CONTEXT RELEASE REQUEST

This message is sent by the gNB to request the release of the UE-associated NG-logical connection over the NG interface.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	ignore

	Cause
	M
	
	<ref>
	
	YES
	ignore


9.1.4.5
UE CONTEXT RELEASE COMMAND

This message is sent by the AMF to request the release of the UE-associated NG-logical connection over the NG interface.
Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	CHOICE UE NGAP IDs
	M
	
	<ref>
	
	YES
	reject

	>UE NGAP ID pair
	
	
	<ref>
	
	
	

	>>UE NGAP ID pair
	M
	
	
	
	
	

	>AMF UE NGAP ID
	
	
	
	
	
	

	>>AMF UE NGAP ID
	M
	
	
	
	
	

	Cause
	M
	
	
	
	YES
	ignore


9.1.4.6
UE CONTEXT RELEASE COMPLETE

This message is sent by the gNB to confirm the release of the UE-associated NG-logical connection over the NG interface.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	ignore


9.1.4.7
UE CONTEXT MODIFICATION REQUEST

This message is sent by the AMF to provide UE Context information changes to the gNB.
Direction: AMF ( gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	<ref>
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	gNB UE NGAP ID
	M
	
	<ref>
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	<Ref>
	
	YES
	reject

	UE Security Capabilities(FFS)
	O
	
	<Ref>
	
	YES
	reject

	Security Key(FFS)
	O
	
	<Ref>
	
	YES
	reject

	Handover Restriction List
	O
	
	<Ref>
	
	YES
	ignore


9.1.4.8
UE CONTEXT MODIFICATION RESPONSE

This message is sent by the gNB to confirm the performed UE context updates.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	gNB UE NGAP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.1.4.9
UE CONTEXT MODIFICATION FAILURE

This message is sent by the gNB in case the performed UE context update is not successful.
Direction: gNB ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	gNB UE NGAP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


9.2.2
Radio Network Layer Related IEs

Editor’s Note:
The subclauses will be reordered toward the end of the work item.
---------------------------------------------<Skip the unchanged part>---------------------------------------
9.2.2.3
PDU Session To Be Setup List


	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	
	
	
	
	
	
	

	PDU Session To Be Setup Item IEs
	
	1 ..  <maxnoof PDUSessions>
	
	
	EACH
	reject

	>PDU Session ID (FFS)
	M
	
	<ref>
	
	-
	

	>PDU Session Aggregated Maximum Bitrate
	M
	
	<ref>
	
	-
	

	>Transport Layer Address
	FFS
	
	<ref>
	5GC Transport Layer Address
	-
	

	>GTP-TEID
	FFS
	
	<ref>
	5GC TEID.
	-
	

	>>NAS-PDU
	M
	
	<ref>
	eNote: interaction with NAS signalling is FFS.
	-
	

	>Bearer Type (FFS)
	M
	
	<ref>
	eNote: IP, unstructured or Ethernet
	-
	

	>NSSAI
	M
	
	<ref>
	
	
	

	>QoS Flows To Be Setup List
	
	1
	
	
	-
	

	>>QoS Flows To Be Setup Item IEs
	
	1 ..  <maxnoof QoSFlows>
	
	
	-
	

	>>>QoS Flow Indicator
	M
	
	<ref>
	
	EACH
	reject

	>>>QoS Flow Level QoS Parameters
	FFS
	
	<ref>
	
	EACH
	reject


9.2.2.X1
PDU Session Setup List

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Setup Item IEs
	
	1 ..  <maxnoof PDUSessions>
	
	
	EACH
	reject

	>PDU Session ID 
	M
	
	<ref>
	
	-
	

	>DL TNL Information
	O
	
	9.2.2.X4
TNL Information(FFS)
	Transport Layer Address and TEID at gNB


	-
	

	>QoS Flows Setup List
	
	1
	
	
	-
	

	>>QoS Flows Setup Item IEs
	
	1 ..  <maxnoof QoSFlows>
	
	
	-
	

	>>>QoS Flow Indicator
	M
	
	<ref>
	
	EACH
	reject

	>QoS Flows Failed To Setup List
	O
	
	9.2.2.X2
QoS Flow List
	
	YES
	ignore


9.2.2.4
PDU Session List

This IE contains a list of PDU Session Resources with a cause value. It is used for example to indicate failed PDU session(s) or PDU session(s) to be released, or PDU session(s) not fulfilled any more.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	
	
	
	
	
	
	

	PDU Session  Item IEs
	
	1 ..  <maxnoof PDUSessions>
	
	
	EACH
	reject

	>PDU Session ID (FFS)
	M
	
	<ref>
	
	-
	

	>Cause(FFS)
	M
	
	<ref>
	
	-
	


9.2.2.X2
QoS Flow List

This IE contains a list of QoS flows with a cause value. It is used for example to indicate failed QoS flow(s), QoS flow(s) to be released or QoS flow (s) not fulfilled any more..
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	QoS Flow Item IEs
	
	1 ..  <maxnoof QoSFlows>
	
	
	EACH
	reject

	>QoS Flow Indicator(FFS)
	M
	
	<ref>
	
	-
	

	>Cause(FFS)
	M
	
	<ref>
	
	-
	


9.2.2.X3
QoS Flow ID List

This IE contains a list of QoS flow Indicator which uniquely identifies a QoS flow in a PDU session.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	QoS Flow Item IEs
	
	1 ..  <maxnoof QoSFlows>
	
	
	EACH
	reject

	>QoS Flow Indicator (FFS)
	M
	
	<ref>
	
	-
	


9.2.2.X4
TNL Information
This IE contains one or a list of Transport Layer Address and GTP-TEID.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	 Choice
	M
	
	
	
	EACH
	ignore

	> Single TNL Info
	
	
	
	
	
	

	>>Transport Layer Address 
	M
	
	
	
	
	

	>>GTP-TEID
	M
	
	
	
	
	

	> Multiple TNL Info
	
	
	
	
	
	

	>>TNL Information List
	
	1 .. <maxnoofMultiConnectivities>
	TNL Information List
	
	
	

	>>>TNL Information Item IEs 
	
	
	
	
	
	

	>>>> Transport Layer Address 
	M
	
	
	
	
	

	>>>> GTP-TEID 
	M
	
	
	
	
	

	>>>> Associated QoS Flow List
	M
	
	9.2.2.X3
QoS Flow ID List
	
	
	


---------------------------------------------<End of changes>---------------------------------------
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