3GPP TSG-RAN3 Meeting #95bis 
R3-171237
Spokane, Washington, USA, 3th – 7th April 2017

Title: 
Transmission of Secondary Node RRC message
Source: 
Huawei
Agenda item:
10.10
Document for:
Discussion and Decision
1   Introduction
In RAN2#97, the following agreements have been made regarding the direct SRB [1]:
Agreements

1:
For the SN/MN RRC reconfiguration requiring also MN/SN RRC reconfiguration, a MN RRC message is delivered with an embedded SN RRC message.

2
UE can be configured with an SCG SRB to allow SN RRC messages to be sent directly between UE and SN.

3:
For SN RRC reconfigurations not requiring any coordination with MN then SN RRC messages can be transported directly to the UE (or eNB implementation can be deliver it embedded within a MN RRC message)

4
Measurement reporting for mobility within the SN can be transported in SN RRC messages directly from UE to SN, if SCG SRB is configured. Detail rules for UE to select transmission path for UL message to be defined in WI.

5
These agreement do not imply that the UE has to do any reordering of RRC messages.

In this paper, we provide further discussion on the RAN3 impacts of SN RRC configuration.
2   Discussion
Based on the agreements in RAN2#97, there are three types of RRC as shown in Figure 1:
-
M-RRC: the RRC message for the master node. The M-RRC is terminated between the master node and UE directly;
- 
Direct S-RRC: the RRC message for the secondary node. The direct S-RRC is transported between the secondary node and UE directly;
-
Embedded S-RRC: the RRC message for the secondary node. The embedded S-RRC is encapsulated in M-RRC as an RRC container.
From the SN’s point of view, two types of RRC, i.e. embedded S-RRC and direct S-RRC, can be used. During SN addition procedure, the embedded S-RRC should be transferred since both MN and SN RRC reconfigurations are needed. It is also possible the SN/MN RRC reconfiguration requiring MN/SN RRC reconfiguration e.g. the RRC reconfiguration after UE capability coordination. For SN release, the reconfiguration of MN RRC together with S-RRC release is expected as well. Then the embedded S-RRC should be always tranferred and can be used at specific time depending on network implementation.
Observation: The embedded S-RRC should be used any time, and at least within the SN Addition and SN Release procedures.
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Figure 1. Three types RRC: M-RRC, Direct S-RRC and Embedded S-RRC.
Regarding direct S-RRC, the direct S-RRC can be established during SN addition. 
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Figure 2. SN Addition with direct S-RRC establishment

As shown in the Figure 2, the procedure of S-RRC establishment is
-
the MN sends SN Addition Request message to SN. In the SN Addition Request message, the MN provides the security information for the direct S-RRC (e.g. key, encryption and integrity algorithms).
-
the SN provides the direct S-RRC config container in the SN Addition Request ACK messages;
-
the MN forwards the direct S-RRC config container to UE together with the security information in the RRCConnectionReconfiguration message
-
upon receiving the RRCConnectionReconfiguration message, the UE establishes the direct S-RRC entity and corresponding L2 entities, activate security for the direct S-RRC.
-
after confirmation of the direct S-RRC establishment,  the SN can decide to use the direct SRB or the embedded  SRB.
Proposal: The direct S-RRC is established in the SN addition procedure. The MN provides the security information (e.g. key, encryption and integrity algorithms) for the direct S-RRC.
3   Conclusion
Based on above discussion, we propose the following:
Observation: The embedded S-RRC should be used any time, and at least within the SN Addition and SN Release procedures.
Proposal: The direct S-RRC is established in SN addition procedure. The MN provides the security information (e.g. key, encryption and integrity algorithms) for the direct S-RRC to the SN.
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