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1   Introduction
SA2 has concluded clearly on the use of NSSAI as a set of S-NSSAI (Single-NSSAI) (s) used across all interfaces.

The only open point from SA2 is “whether the NSSAI used over RRC is the same as over NAS is FFS”. SA2 open point reads as follows in section 5.15.2 of [2]:
Editor's note:
Whether NSSAI in RRC and NAS are exactly the same, is to be determined. The NSSAI is used to select the AMF, whereas, the S-NSSAI is used to assist the selection of a Network Slice instance.
RAN3 TR final version has captured the point open as follows:

NSSAI (Network Slice Selection Assistance Information) includes one or more S-NSSAIs (Single NSSAI). Each network slice is uniquely identified by a S-NSSAI, as defined in TR 23.799 [6]. The UE may store a Configured and/or Accepted NSSAI per PLMN. The NSSAI can have standard values or PLMN specific values.  
NOTE 1:
For signaling between RAN and CN a Slice ID is represented by an NSSAI or S-NSSAI. For the air interface, it is up to RAN groups to decide how to carry/define NSSAI information in RRC (the term “slice ID” is used in the following to refer to this).

This paper discusses this open point in view of SA2 latest conclusions and specification in [2]. 

2   Description

From both SA2 [2] and RAN3 it is clear that as far as RAN3 interfaces are concerned, S-NSSAI is the field used to uniquely identify a network slice.
At last RAN3#95, it has been agreed that the identification of network slice shall be carried over all NG messages including PDU sessions such as mobility messages or PDU session setup/modify/release messages. We therefore conclude:
Proposal 1: agree that S-NSSAI is added to all NG messages including PDU session e.g. PDU session management messages and mobility messages, in both directions. 
In a similar way, whenever slice information needs to be exchanged over Xn, the identifier used should be the S-NSSAI for consistency reasons. For example, it is likely that the list of supported slices will be exchanged across gNBs as already discussed as part of the discussions on enabling optimized inter-frequency handover. 

Proposal 2: S-NSSAI is added as slice identifier in messages across Xn interface.

As far as the slice identification is concerned over the radio interface, this may be used by RAN for two different purposes:

· Select appropriate RAN part of slice,

· Enable selection of the appropriate AMF node (depending on validity of temp ID).

Optimization of size over RRC?
Focussing on the use cases where the full NSSAI is to be sent, it could appear appealing at first sight to use a “reduced form” of it with the alleged main gain to better fit in size in the RRC message. Even though the proponent of such solution has not provided details, one could think of a slice ID value with fixed size of e.g. 32 bits max which would be sent by the UE as representing the combination of the all the slices the UE has been  “accepted to use” i.e. the NSSAI. 
It should here be noted that the same information need not be sent depending on the use case (see [2]):

· For attach, TAU and Service Request the full NSSAI is required

· For e.g. PDU session establish the S-NSSAI is good enough.

This 32 bit Slice ID would not provide any gain in use cases where a S-NSSAI is to be used.
Observation 1: using slice ID instead of S-NSSAI over the radio is not helpful for cases where S-NSSAI is sufficient.

For other use cases, we note that there will be a limitation anyway on the number of DRBs supported by a UE which is likely to be 8. An educated guess is that 8 could also be the maximum number of supported slices with more common number of active slice in the low single digits. Moreover the most frequent type of slices will be standardized slices that are just using the SST field of the S-NSSAI only and we think it will be 8 bits, so we can see that more common cases for size is between 8 and 64 bits if we allow a S-NSSAI to be sent as just 8 bits when the S-NSSAI misses the SD field… so the savings of using Slice ID may not be significant in the most frequent cases.
Moreover, we also note that in the frequent case where the UE indicates at Attach or TAU the use of only 2 SST slices (16 bits) or 3 SST slices (24 bits), a generic fixed size of slice ID of 32 bits would on the contrary actually uselessly increase the size of the NSSAI information carried.

Observation 2: use of a generic slice ID fixed size format representing the combination of S-NSSAI(s)  supported by the UE could actually even increase the size of NSSAI information carried over the radio.

Finally, while the saving in RRC size are challengeable, we would like to recall that:
· The RRC message where the full NSSAI is needed is the message 5, not message 3, therefore the size limitation has not been proven,

· Message 5 is mostly to be used for idle active transition so very seldom considering inactive – active transition in 5G where it is not needed.
· Any size limitation constraint should be first demonstrated in RAN2.
Observation 3: size restriction of message 5 is challengeable and has not been proven by RAN2. 
Configuration Effort 
The configuration effort to derive an additional level of mapping such as “slice ID” should not be neglected.

For both AMF selection and/or selection of RAN part of a slice an operator will primarily express its needs for partitioning its slices in terms of:

· SST: for example, if service types such as industry control requiring URLLC go through a particular slice to receive a particular RAN treatment (e.g. no CU-DU split to achieve the 0.5 ms latency),
· SD for isolation purposes: for example, requiring public safety to be ensured by dedicated AMF,

· SD for customer satisfaction: for example, requiring a particular set of customers to be handled by some AMFs (e.g. “automotive” customers such as BMW, Nissan).

Configuring the gNBs accordingly i.e. with rules expressed in terms of SST and SD is therefore more straightforward for the operator if the indicator sent by the UE over the radio is the NSSAI (list of requested SST, SD).
On the contrary, the configuration of the gNB becomes much more complex if the indicator sent by the UE is a single-value Slice ID bitmap representing the combination of (SST, SD) requested by the UE. 
Example 1: Tenant “automotive”

For example, gNB is configured with the simple rule “if SD= automotive then route to AMFs 3,4”. Then it is not needed to configure the gNB with as many rules as possible combinations of S-NSSAI(s) which include “SD=automotive”. For instance, using single-slice ID combinatory value would entail to configure the gNB with one rule per combination. The number of possible reconfigurations could get very high.
Moreover, if suddenly an additional S-NSSAI is added which SD field includes “automotive” then when using NSSAI it is not necessary to re-configure the gNB with a new rule because the existing rule “SD=automotive” still applies.

Instead, if single-value Slice ID is being used, the newly added S-NSSAI generates a new combinatory value of Slice ID and gNB rules would need to be re-configured to be extended with an additional new rule.  

Example 2: Slice Type “Public Safety”
Using NSSAI a simple rule could be: “if one of the SST received in the NSSAI equals “critical communications” then route to AMF 3 (or specific C-plane treatment in the gNB).
If single-value Slice ID is used instead, you need to list all the possible bitmaps corresponding to combinations which include “SST= critical communications” and need to update this list permanently.

Observation 4: the additional level of mapping represented by using Slice ID over the radio translates into the burden of heavy configuration effort to translate rules into slice ID bitmaps plus additional re-configuration efforts each time a new S-NSSAI is defined. 
NOTE: it is also to be clarified how the mapping onto slice ID is harmonized across PLMNs if standardized values are to be used.

Issue of RE-mapping in the UE

The use of a generic slice ID fixed size format representing the combination of S-NSSAI(s) supported by the UE would also create an additional level of complexity for the UE. 

Indeed SA2 has taken an agreement on using the full NSSAI over NAS.
According to SA2, the UE is assumed to be configured Over The Top with the mapping between an application and corresponding S-NSSAI. See section 5.15.5 of [2]:
The network operator may provision the UE with network slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI

If the UE sends instead a single-mapped Slice ID value over RRC where is the mapping done in the UE ?

RAN2 and CT1 should be consulted but we can foresee serious consequences of such an approach.

Unless the mapping between any NSSAI onto slice ID is standardized, it becomes UE implementation specific.
It could also have impact on access class barring.

Clarifications are expected in this area. If instead slice ID is supposed to be an additional redundant IE sent/received over NAS this would first require a new agreement in SA2. 
Observation 5: it is unclear how the UE would derive a Slice ID when it receives NSSAI over NAS. If instead slice ID is supposed to be an additional redundant IE sent/received over NAS this would first require a new agreement in SA2. 
Proposal: Based on the above observations, it is proposed to take as working assumption that the NSSAI is the slice identifier received by the gNB from the radio in order to select the AMF and/or select the RAN part of the network slice.

3   Conclusion
This paper has analysed the conclusions of SA2 and made the following corresponding proposals:

Proposal 1: agree that S-NSSAI is added to all NG messages including PDU session e.g. PDU session management messages and mobility messages, in both directions. 

Proposal 2: S-NSSAI is added as slice identifier in messages across Xn interface.

Concerning the format of NSSAI to be sent over the radio and used by the gNB for selection of AMF and of RAN slice part, the paper has shown that trying to represent the list of S-NSSAI(s) by a single-value slice ID would likely result in:

· Uncertain gain in size depending on the scenario,

· More configuration and standardization effort. 

· Unclear mapping in the UE

We therefore make the final proposal 3:

Proposal 3: Based on the above observations, it is proposed to take as working assumption that the NSSAI is the slice identifier received by the gNB from the radio in order to select the AMF and/or select the RAN part of the network slice.
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