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1
Introduction
In the last RAN3#93 there were two solutions discussed for UL bearer identification. One is bearer aware and uses the uplink tunnels that were established upon WT addition for the flow control feedback. The other establishes a new uplink tunnel that is supposed to carry all the uplink user data traffic of the UE. No agreement was possible after the discussion. 
In this paper we further discuss the two options and conclude on preferred approach.
2
Discussion
One of the benefits identified for the bearer aware solution is the capability to provide QoS support for the uplink direction. Support of the QoS on Xw is mandatory, as specified in TS 36.464, chapter 5.4: “IP Differentiated Services code point marking (IETF RFC 2474 [4]) shall be supported.” Knowing the bearer’s QoS from the E-RAB specific UE context the WT can set the IP DiffServ Code Point (DSCP) marking accordingly.
It was argued that DSCP marking can be applied also in case a one tunnel solution for the uplink user data traffic is used. That is definitely true. Proper DSCP marking is basically independent of whether one per E-RAB or one per UE uplink tunnels are used for transferring the packets over Xw IP layer. However, even if one uplink tunnel solution would be selected, it is still unclear how to identify what DSCP value should be applied for a received LWA uplink packet.
The problem is that the WT must be enabled to differentiate between the packets that may require different QoS handling. If it is possible to support different QoS levels, then the WT needs to identify somehow UE packets by means of a corresponding QoS or flow identifier. Making the WT bearer aware by reading the DRB ID from the LWAAP header is one possibility to solve the problem.
Another possibility could be to utilize other QoS identifier, e.g. the Wi-Fi Access Categories that are used over the air interface, at least when QoS Access Points are applied. The Access Category information may be available at the access point if it is opened in monitor mode. In this mode, so called TID values that are carried by the Wi-Fi packet could be made available and these can be mapped to Access Categories. However, such a solution would be a very special implementation for LWA purposes only. 
Observation 1: Even in case only one tunnel would be used for the UE’s uplink user data traffic, the WT needs to read into the received uplink user data packets to get aware of the bearer. Alternatives to this solution require very special AP implementation (e.g. usage of the packets’ Access Category in order to set the proper DSCP value).
3
Conclusions

As stated by observation 1, taking special care of the received user data packets is inevitable when different QoS support (e.g. DSCP marking) is applied for the uplink LWA bearers. Moreover, this special care is needed independently of the discussed UL tunnel solution. Therefore, comparing the two possibilities described in the discussion section, the one based on reading the DRB ID from the LWAAP header appears to us the simpler and having less impact on the access point implementation. Then, once the WT is aware of the uplink bearers, there is no additional benefit in using one UL tunnel for all the UE’s UL bearers (while there are serious drawbacks related to scalability). The bearer specific approach also enables bearer specific traffic shaping and helps avoid establishing a further tunnel. Therefore, based on our observation made above we propose:
Proposal: Selection of the bearer aware solution (also known as Option 2) for UL bearer identification and to agree on our corresponding CRs [1-4].
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