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1   Introduction
In [1] RAN3 has received an LS from SA2 stating that the discussions on NBIoT solutions has been concluded and solutions have been selected for further specification.
SA2 refers to TR 23.720 v1.1.0 as the reference specification to take into account for solutions descriptions. SA2 decision is summarised in [1] as follows:

“SA2 has agreed, for normative work, to progress Solution 2 from TR 23.720 v1.1.0 as a mandatory feature for the UE and the Network and Solution 18 as an optional feature.”
This paper analyses the solutions agreed by SA2 and proposes a way forward on how to organise work on NB IoT in RAN3.
2   Scope of Work in RAN3 for NBIoT 
Two solutions were agreed by SA2 to address NBIoT. They are listed below together with conclusions on the work needed in RAN3 for each of them.
Solution based on Data Over NAS (DONAS) specified in section 6.2 of [2].

This solution relies on the existing S1-MME interface and it consists of delivery of small data as part of NAS PDUs. 
However, the solution is based on a specialized CN architecture, where the S1-MME interface for DONAS is terminated at a CN node specialized for NBIoT. Moreover, the solution implies that when a UE performs an attach procedure for DONAS purposes, the UE would signal that the attach is for DONAS communication. In this way the serving RAN node is able to understand that the attach request needs to be routed to an NBIoT CN node, which for the DONAS case is a dedicated node. 

Given that the CN nodes with which the RAN would have to exchange DONAS signaling are dedicated  nodes, it is plausible to think that the RAN could be configured with such CN nodes information. In this case the RAN would be capable to route the attach request to the right DONAS node and from then on communication will happen between the correct nodes. 

Alternatively, in the unlikely case a RAN node is not aware of the CN nodes supporting DONAS, the DECOR solution may be reused. Namely, the RAN could route the initial attach request to a generic CN node and then receive a re-route message which would allow to forward the attach request to the correct CN node. Indeed, as the interface towards the specialized NBIoT CN node is S1-MME, it can be assumed that the RAN node may regard this specialized CN node as an MME. It could be questioned whether any dedicated indication of whether the S1 signalling connection should be removed after a DONAS transaction should be provided in DL NAS TRANSFER and possibly in the INITIAL UE MESSAGE. The reason for such indication could be to make it evident that the DONAS transaction requires removal of the S1 signalling connection immediately after reception of a DL NAS PDU.

However, as explained above, both the RAN and the CN are aware that the signalling procedure over S1-MME is for DONAS and that an S1 signalling connection should not be kept after NAS exchange has been performed. Therefore, removal of the S1 signalling connection could occur purely as a RAN and CN behaviour without an explicit indication over S1AP.

In conclusion, it appears that very little if no changes are required for DONAS in RAN3 given that RAN behaviours may not need to be specified in the standard and RAN-CN interface functions may not need to be modified.

[Alex: I know that we should keep rather silent on this solution and let others do the work. But from a pure technical point of view, we should highlight, that small data delivery for DONAS as described in [2] relies on a 2 message handshake consisting of the INITIAL UE MESSAGE and the DL NAS TRANSPORT message, whereas the 2nd message closes the UE-associated signalling connection. This function is not yet foreseen in S1AP and would need to be introduced.]
Proposal 1: it is proposed to discuss whether any changes are required within RAN3 to support the DONAS solution (solution in section 6.2 of TR23.720).
Solution based on Small Data over User Plane specified in section 6.18 of [2].

In this solution small data is transferred over the user plane using the current LTE architecture (both for RAN and CN) and interfaces. 

This solution reduces the number of signalling messages by allowing the eNB to suspend and resume an RRC connection for a UE without the need to release the UE-associated signalling connection on S1-MME and to re-establish it via RRC connection Setup. Namely, a new Idle state for the UE is introduced (CIoT Idle), where UE context information are kept alive and where new RRC procedures and S1 procedures are needed to resume the RRC connection or to move it to Idle again.
The diagrams below shows two obvious procedures captured in TR23.720, where RAN3 needs to be involved, namely the S1-AP UE Context Deactive and the S1-AP UE Context Active:
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Figure 6.18.1.3-1: Suspension of a RRC Connection
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Figure 6.18.1.4-1: Resumption of a previously suspended RRC connection

It can therefore be concluded that the work in RAN3 should be focused on the UP based solution.
Proposal2: The work in RAN3 should focus on analysis and specifications of procedures for the UP based solution captured in section 6.18 of TR23.720.
3   Conclusion 

In this paper an analysis of the conclusions on NBIoT discussions in SA2 was carried out and a way forward on how to organise work in RAN3 was proposed.
It was explained that the solution based on data over NAS described in [2] by SA2 does not need fundamental changes at RAN architecture and interfaces. Therefore the following is proposed:

Proposal 1: it is proposed to discuss whether any changes are required within RAN3 to support the DONAS solution (solution in section 6.2 of TR23.720It was also explained that the solution based on UP small data transfer described in [2] relies on new procedures over the S1 interface and therefore it needs to be analysed and developed by RAN3.

Proposal2: The work in RAN3 should focus on analysis and specifications of procedures for the UP based solution captured in section 6.18 of TR23.720.

It is suggested to agree to the proposals above.
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