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1 Introduction 
According to [1], the WT Addition procedure is initiated by the eNB and is used to establish a UE context at the WT in order to provide WLAN resources to the UE. Although this WI [2] takes into account Solutions that consider only WLAN nodes deployed and controlled by operators and their partners, not every UE is able to be connected to every WLAN. This is very analogous to H(e)eNB deployment where also operator controls especially enterprise H(e)eNB deployments. Although uncoordinated deployment is possible with H(e)NB operator still exercises control over almost all H(e)eNB deployments especially due to spectrum coordination. 

There exists 3 different access modes in H(e)NB nodes. This means Access control and/or Membership Verification have to be facilitated by the network to make sure that the right customers get the right Service. This aspect is not new to WLAN domain. Unlike in H(e)NB case, WLAN networks will be considered part of E-UTRAN with loose connection to EPC leaving the access control and membership check a cumbersome process.
This paper hence notices that the current Solutions discussed in RAN2 and RAN3 do not reflect the practicality of ground situations. Hence, in order to come up with a readily workable LWA mechanism in practical environment, this paper argues that access control should not be taken lightly. With this background in mind, this paper subsequently explores how the current LWA discussions can lead to a workable solution in real deployment.
2 Discussion
Making use of WLAN is important to a Service Provider in respects:

i).  trying to increase data rate to an end customer economically through LWA OR LWI
ii). Offloading as much LTE traffic as possible without losing grip on customers

Considering the importance of this, at least two leading cellular Service providers in the UK recently started provided WiFi-based broadband service. The underlying assumption with this is that whenever possible, these Service Providers can enable LWA. Given that WLAN deployments are closed networks especially for home and enterprise Situations, the Service providers need to make sure that only allowed users are admitted to a given WLAN network. This is partly reflected in LS reply from SA3 [3]. This important aspect of Access control and/or Membership Verifications however are not considered in the current discussions. 
Observation 1: Any LTE-WLAN Aggregation OR Interworking will be practicable only when Access control Aspect is considered as part of any workable Solution.
If an operator provides both LTE and home WLAN service, the Operator has to make sure that only authorised users of a residents are allowed in their home WLAN network. This is quite essential in enterprise deployments as well. Further, to enable differentiated QoS mechanism based on customer SLA, a care has to be taken to ensure who is allowed at a given point in time even in an open WLAN network.

Observation 2: AS-level Access control is needed even in Operator controlled WLAN Networks.
2.1 WT Addition:

At the moment, WT Addition simply assumes that all UEs will be accepted in any WLAN without any restriction. This Solution will not be practicable for the reasons mentioned in Section 2. 

Observation 3: Current WT Addition procedure Simply Assumes that All UEs are allowed in every WLAN AP considered for LWA OR LWI.
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Fig. 1: WT Addition procedure

The current WT Addition procedure is shown in Fig. 1.  Arbitrary attempt to connect a UE to a WLAN where it is not allowed can lead to the following drawbacks:
· Drainage of unnecessary measurement related power-consumption on a UE side and inefficient Spectrum usage

· RLF OR delayed WT Addition

To address this drawbacks, it is better to work out how to make the current Arbitrary WT Addition procedure practically workable.

To make this happen, the following two are essential:
i). Issue 1: First an eNB has to be notified in terms of which BSSID, SSID, HESSID requires access control

ii). Issue 2: Subsequently an eNb has to know whether a UE in question is allowed in a given BSSID, SSID OR HESSID.
Given the Large Scale deployment of WLAN AP (multiple folds of any H(e)NB deployment) that are mostly uncoordinated due to no spectrum restrictions manual configuration is nearly impossible.

Observation 4: manually dealing with Access control is nearly impossible.
2.2 Workable Solutions:
These Solutions are presented to make the WT Addition workable in a real practical deployments. Dealing with Issue 1 as outlined in Section 2.1 is possible through any Xw Signalling. However, addressing Issue 2 can be cumbersome if approached wrongly. Hence, the following paragraphs concentrate on how to deal with Issue 2:
Alt 1: a UE can notify either in Step 2 OR Step 4 in terms of which BSSID, SSID, HESSID it has already associated with OR at least allowed. This is very analogous to CSG Membership Status indication by a UE as part of measurement reporting. 

Pros: i) LTE does not have to delve into WLAN Access control

         ii) Very Analogous to existing mechanism designed for H(e)eNB deployments
               ii) No hassle of dealing with WLAN Access control 

         iv) does not require existence of Xw for this purpose

Cons: UE behaviour change

Alt 2: An eNB can enquire a WT directly in terms of whether a UE in question can be allowed OR has been already associated with one of the APS connected to that WT. 

Pros: i) No UE behaviour change

         ii) No hassle of dealing with WLAN Access control 

Cons: Requires a new Xw Signalling
Proposal 1: RAN3 is requested to discuss on these Solution Alternatives to Avoid Arbitrarily Attempting to connect UE to All WLANs.
3 Conclusion and proposals
This paper Attempts to explore ways to make the current WT Addition procedure practically workable in real deployment Scenarios. With its basic Arguments, it further makes the following Observations and a proposal:
Observation 1: Any LTE-WLAN Aggregation OR Interworking will be practicable only when Access control Aspect is considered as part of any workable Solution.
Observation 2: Access control is needed even in Operator controlled WLAN Networks.
Observation 3: Current WT Addition procedure Simply Assumes that All UEs are allowed in every WLAN AP considered for LWA OR LWI.
Observation 4: manually dealing with Access control is nearly impossible.
Proposal 1: RAN3 is requested to discuss on these Solution Alternatives to Avoid Arbitrarily Attempting to connect UE to All WLANs.
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