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1
Introduction

In the last meeting, the XwAP stage 3 specifications were captured in the combined CR [1], while there are still lots of FFSs remained. In our contribution [2], we further discussed the FFSs for the XwAP stage 3. This contribution will provide the text proposals based on the observations and proposals from [2].
The TP in section 2 is based on the following assumptions:
1) The eNB delivers the mobility set to the WT to help the WT to do the preparation.

2) The WT may deliver a new/proposed mobility set (e.g. excluding the unsuitable APs) to the eNB to help the eNB to configure the best mobility set to UE.
3) The AMBR is not needed in WT.

4) The ARP is needed in WT.
5) The GBR parameters are not needed in WT, while the GBR bearer could be allowed to be offloaded to WLAN (WT will treat it as non-GBR bearer).
6) The DL Forwarding GTP Tunnel Endpoint IE is needed.
7) The DL Forwarding GTP Tunnel Endpoint IE should be carried in the WT MODIFICATION CONFIRM message, to avoid the interaction with the eNB initiated WT Modification procedure.
8) The DL Forwarding GTP Tunnel Endpoint IE should be carried in the WT RELEASE CONFIRM message.
9) The Home eNB ID should not be removed from the Global eNB ID.
10) The WLAN Band Information can be per group of BSSIDs, within that group the BSSIDs have the same WLAN Band Information.

References

[1] R3-152249
[2] R3-152581
2
TP based on the CR R3-152249
====== Skip unchanged ======
8.8
WT Addition Preparation

[Editor’s Note: Discussion is pending in RAN3.]

8.8.1

General
The purpose of the WT Addition Preparation procedure is to request the WT to allocate resources for LTE-WLAN aggregation operation for a specific UE.

The procedure uses UE-associated signaling.
[Editor’s Note: What should be prepared by WT is FFS.]
[Editor’s Note: What kind of resource allocated by WT during WT addition is FFS.]
8.8.2

Successful Operation
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Figure 8.8.2-1: WT Addition Preparation, successful operation

The eNB initiates the procedures by sending the WT ADDITION REQUEST message to the WT.
[Editor’s Note: The Timer is for WT addition preparation pending in RAN3.]
The allocation of resources according to the values of the Allocation and Retention Priority IE

 included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup Procedure in TS 36.413 [Ref6].
If the WT receives a WT ADDITION REQUEST message containing an E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer
 (as defined in TS 23.203 [RefX]), the WT regards it as a non-GBR bearer.


[Editor’s Note: The QoS mapping is pending in RAN3.]
The WT shall report to the eNB, in the WT ADDITION REQUEST ACKNOWLEDGE message, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RABs Admitted To Be Added List IE.

-
A list of E-RABs which failed to be established shall be included in the E-RABs Not Admitted List IE.

8.8.3
Unsuccessful Operation
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Figure 8.8.3-1: WT Addition Preparation, unsuccessful operation

If the WT is not able to accept any of the bearers or a failure occurs during the WT Addition Preparation, the WT sends the WT ADDITION REQUEST REJECT message with an appropriate cause value to the eNB.
[Editor’s Note: The reason for not accepting of any bearer is FFS.]
8.8.4

Abnormal Conditions
If the WT receives a WT ADDITION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE) set to the same value, the WT shall consider the establishment of the corresponding E-RAB as failed.

 

8.9
eNB Initiated WT Modification Preparation
[Editor’s Note: Discussion is pending in RAN3.]
8.9.1

General
This procedure is used to enable an eNB to request a WT to modify the UE context at the WT.

The procedure uses UE-associated signaling.
8.9.2

Successful Operation
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Figure 8.9.2-1: eNB initiated WT Modification, successful operation

The eNB initiates the procedure by sending the WT MODIFICATION REQUEST message to the WT.
The WT MODIFICATION REQUEST message may contain

-
within the UE Context Information IE;

-
E-RABs to be added within the E-RABs To Be Added Item IE;

-
E-RABs to be modified within the E-RABs To Be Modified Item IE;

-
E-RABs to be released within the E-RABs To Be Released Item IE;






The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [Ref6].

If at least one of the requested modifications is admitted by the WT, the WT shall modify the related part of the UE context accordingly and send the WT MODIFICATION REQUEST ACKNOWLEDGE message back to the eNB. 

The WT shall include the E-RABs for which resources have been either added or modified or released at the WT either in the E-RABs Admitted To Be Added List IE or the E-RABs Admitted To Be Modified List IE or the E-RABs Admitted To Be Released List IE. The WT shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.

For each E-RAB to be modified, if the WT MODIFICATION REQUEST message includes the eNB GTP Tunnel Endpoint IE in the E-RABs To Be Modified Item IE, the WT shall act as specified in TS 36.300 [RefY].

For each E-RAB configured with the split bearer option to be modified (released)

-
if applicable, the eNB may provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE 
within the E-RABs To Be Released Item IE of the WT MODIFICATION REQUEST message.


If the E-RAB level QoS parameter IE is included in the WT MODIFICATION REQUEST message for an E-RAB to be modified the WT shall allocate respective resources as described in TS 36.300 [RefY].

For an E-RAB to be modified the WT may include in the WT MODIFICATION REQUEST ACKNOWLEDGE message the WT 
GTP Tunnel Endpoint IE.
8.9.3

Unsuccessful Operation
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Figure 8.9.3-1: eNB initiated WT Modification, unsuccessful operation

If the WT does not admit any modification requested by the eNB, or a failure occurs during the eNB initiated WT Modification, the WT shall send the WT MODIFICATION REQUEST REJECT message to the eNB. The message shall contain the Cause IE with an appropriate value.

8.9.4

Abnormal Conditions
If the WT receives a WT MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE and/or the E-RABs To Be Modified List IE) set to the same value, the WT shall not admit the action requested for the corresponding E-RABs.

If the WT receives a WT MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RAB To Be Released List IE) set to the same value, the WT shall initiate the release of one corresponding E-RAB and ignore the duplication of the instances of the selected corresponding E-RABs.


Interaction with the WT initiated WT Modification procedure:

If the eNB, after having initiated the eNB initiated WT Modification procedure, receives the WT MODIFICATION REQUIRED message, the eNB shall refuse the WT initiated WT Modification procedure with an appropriate cause value in the Cause IE.
8.10

WT Initiated WT Modification 

[Editor’s Note: Discussion is pending in RAN3.]
8.10.1
General
This procedure is used by the WT to modify the UE context in the WT.
The procedure uses UE-associated signaling.
8.10.2
Successful Operation
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Figure 8.10.2-1: WT initiated WT Modification, successful operation

The WT initiates the procedure by sending the WT MODIFICATION REQUIRED message to the eNB.
The WT MODIFICATION REQUIRED message may contain

-
E-RABs to be released within the E-RABs To Be Released Item IE;

If the eNB is able to perform the modifications requested by the WT, the eNB shall send the WT MODIFICATION CONFIRM message to the WT.
Upon reception of the WT MODIFICATION REQUIRED message, the eNB replies with the WT MODIFICATION CONFIRM message. For each E-RAB, the eNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE to indicate that it requests data forwarding of downlink packets to be performed for that bearer.
The WT may start data forwarding and stop providing user data to the UE upon reception of the WT MODIFICATION CONFIRM message,
 


8.10.3
Unsuccessful Operation
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Figure 8.10.3-1: WT initiated WT Modification, unsuccessful operation

In case the request modification cannot be performed successfully the eNB shall respond with the WT MODIFICATION REFUSE message to the WT with an appropriate cause value in the Cause IE.

8.10.4
Abnormal Conditions
If the value received in the E-RAB ID IE of any of the E-RABs To Be Released Items IE is not known at the eNB, the eNB shall regard the procedure as failed and may take appropriate actions like triggering the eNB initiated WT Release procedure.

Interaction with the eNB initiated WT Modification Preparation procedure:
If the WT, after having initiated the WT initiated WT Modification procedure, receives the WT MODIFICATION REQUEST message the WT shall 

-
regard the WT initiated WT Modification Procedure as being failed,

-
be prepared to receive the WT MODIFICATION REFUSE message from the eNB and

-
continue with the eNB initiated WT Modification procedure as specified in Section Y.w.2.

8.11

eNB Initiated WT Release

[Editor’s Note: Discussion is pending in RAN3.]
8.11.1
General
The eNB initiated WT Release procedure is triggered by the eNB to initiate the release of the resources for a specific UE.
The procedure uses UE-associated signaling.
8.11.2
Successful Operation
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Figure 8.11.2-1: eNB initiated WT Release, successful operation

The eNB initiates the procedure by sending the WT RELEASE REQUEST message. Upon reception of the WT RELEASE REQUEST message the WT shall stop providing user data to the UE. The eNB may provide appropriate information within the Cause IE.
For each bearer for which the eNB requests forwarding of downlink data, the eNB includes the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the WT RELEASE REQUEST message to indicate that the WT should perform data forwarding of downlink packets for that bearer.

8.11.3
Unsuccessful Operation
Not applicable.
8.11.4
Abnormal Conditions
Void.
8.12

WT Initiated WT Release

[Editor’s Note: Discussion is pending in RAN3.]
8.12.1
General
This procedure is triggered by the WT to initiate the release of the resources for a specific UE.

The procedure uses UE-associated signaling.
8.12.2
Successful Operation
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Figure 8.12.2-1: WT initiated WT Release, successful operation

The WT initiates the procedure by sending the WT RELEASE REQUIRED message to the eNB.
Upon reception of the WT RELEASE REQUIRED message, the eNB replies with the WT RELEASE CONFIRM message. For each E-RAB, the eNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE to indicate that it requests data forwarding of downlink packets to be performed for that bearer.
The WT may start data forwarding and stop providing user data to the UE upon reception of the WT RELEASE CONFIRM message,


8.12.3
Unsuccessful Operation
Not applicable.
8.12.4
Abnormal Conditions

Void.
8.13
WT Association Confirmation

8.13.1

General

This procedure is initiated by the WT to give confirmation to the eNB that a certain UE successfully associated with the WLAN following a successful WT Addition Preparation procedure.

The procedure uses UE-associated signalling.

8.8.2 
Successful Operation
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Figure 8.13.2-1: WT Association Confirm procedure, successful operation

8.13.3 Unsuccessful Operation

Not applicable.
8.13.4 Abnormal Conditions

Void.
====== Skip unchanged ======

9.1.14
WT ADDITION REQUEST
[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the eNB to the WT to request the preparation of resources for LTE-WLAN aggregation for a specific UE
Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	reject

	
	
	
	

	
	
	

	AP List
	
	0 .. <maxnoof APs>
	
	
	
	

	>BSSID
	M
	
	Z.2.8
	
	
	

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>E-RAB Level QoS Parameters
	M
	
	Z.2.d
	Includes necessary QoS parameters
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256

	maxnoofAPs
	Maximum no. of APs. Value is FFS


9.1.15
WT ADDITION REQUEST ACKNOWLEDGE
[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the WT to confirm the eNB about the WT addition preparation.
Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	reject

	AP List
	
	0 .. <maxnoof APs>
	
	
	
	

	>BSSID
	M
	
	Z.2.8
	
	
	

	E-RABs Admitted To Be Added List
	
	1
	
	
	YES
	ignore

	>E-RABs Admitted To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>WT GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint Z.2.g
	Endpoint of the Xw transport bearer at the WT.
	–
	–

	E-RABs Not Admitted List
	O
	
	E-RAB List

Z.2.h
	A value for E-RAB ID shall only be present once in E-RABs Admitted List IE and in E-RABs Not Admitted List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256

	maxnoofAPs
	Maximum no. of APs. Value is FFS


9.1.16
WT ADDITION REQUEST REJECT
[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the WT to inform the eNB that the WT Addition Preparation has failed.

Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	reject

	Cause
	M
	
	Z.2.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


9.1.17
WT MODIFICATION REQUEST
[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the eNB to the WT to request the preparation to modify WT resources for a specific UE.

Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	reject

	Cause
	M
	
	Z.2.4
	
	YES
	ignore

	UE Context Information
	
	0..1
	
	
	YES
	reject

	
	
	
	

	
	
	

	>E-RABs To Be Added List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>>E-RAB Level QoS Parameters[FFS]
	M
	
	Z.2.d
	Includes necessary QoS parameters
	–
	–

	>E-RABs To Be Modified List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>>E-RAB Level QoS Parameters[FFS]
	M
	
	Z.2.d
	Includes QoS parameters to be modified
	–
	–

	>E-RABs To Be Released List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint Z.2.g
	Identifies the Xw transport bearer used for forwarding of DL PDUs
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.18
WT MODIFICATION REQUEST ACKNOWLEDGE
[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the WT to confirm the eNB’s request to modify the WT resources for a specific UE.

Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	ignore

	E-RABs Admitted List
	
	0..1
	
	
	YES
	ignore

	>E-RABs Admitted To Be Added List
	
	1
	
	
	–
	–

	>>E-RABs Admitted To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>>WT GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint Z.2.g
	Endpoint of the Xw transport bearer at the WT.
	–
	–

	>E-RABs Admitted To Be Modified List
	
	0..1
	
	
	–
	–

	>>E-RABs Admitted To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>>WT GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint Z.2.g
	Endpoint of the Xw transport bearer at the WT.
	–
	–

	>E-RABs Admitted To Be Released List
	
	0..1
	
	
	–
	–

	>>E-RABs Admitted To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	E-RABs Not Admitted List
	O
	
	E-RAB List

Z.2.h
	A value for E-RAB ID shall only be present once  in E-RABs Admitted List IE and in E-RABs Not Admitted List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.19
WT MODIFICATION REQUEST REJECT
[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the WT to inform the eNB that the eNB initiated WT Modification has failed.

Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	ignore

	Cause
	M
	
	Z.2.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


9.1.20
WT MODIFICATION REQUIRED 

[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the WT to the eNB to request the modification of WT resources for a specific UE.

Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	reject

	Cause
	M
	
	Z.2.4
	
	YES
	ignore

	E-RABs To Be Released List
	
	0..1
	
	
	YES
	ignore

	>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>Cause
	M
	
	Z,2,4
	
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.21
WT MODIFICATION CONFIRM 

[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the eNB to inform the WT about the successful modification.

Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	ignore

	E-RABs to be Released List
	
	0..1
	
	
	YES
	ignore

	>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	–
	–

	>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint Z.2.g
	Identifies the Xw transport bearer used for forwarding of DL PDUs
	–
	–

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.22
WT MODIFICATION REFUSE 

[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the eNB to inform the WT that the WT initiated WT Modification has failed.

Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	ignore

	Cause
	M
	
	Z.2.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


9.1.23
WT RELEASE REQUEST
[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the eNB to the WT to request the release of resources.

Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	ignore

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	reject

	Cause
	O
	
	Z,2,4
	
	YES
	ignore

	E-RABs To Be Released List
	
	0..1
	
	
	YES
	ignore

	> E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint Z.2.g
	Identifies the Xw transport bearer. used for forwarding of DL PDUs
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.24
WT RELEASE REQUIRED
[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the WT to request the release of all resources for a specific UE at the WT.

Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	reject

	Cause
	M
	
	Z.2.4
	
	YES
	ignore


9.1.25
WT RELEASE CONFIRM
[Editor’s Note: Discussion is pending in RAN3.]
This message is sent by the eNB to confirm the release of all resources for a specific UE at the WT.

Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.w
	
	YES
	ignore

	E-RABs to be Released List
	
	0..1
	
	
	YES
	ignore

	>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	–
	–

	>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint Z.2.g
	Identifies the Xw transport bearer used for forwarding of DL PDUs
	–
	–

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.26
WT ASSOCIATION CONFIRMATION

This message is sent by the WT to the eNB to confirm that a certain UE successfully associated with the WLAN.

Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID [FFS]
	M
	
	Z.2.a
	
	YES
	ignore

	
	
	
	
	
	
	


====== Skip unchanged ======

9.2.2
Global eNB ID

This IE is used to globally identify an eNB (see TS 36.401 [2]).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	Z.2.3
	

	CHOICE eNB ID
	M
	
	
	

	>Macro eNB ID
	
	
	
	

	>>Macro eNB ID
	M
	
	BIT STRING (20)
	Equal to the 20 leftmost bits of the value of the E-UTRAN Cell Identifier IE contained in the ECGI IE (see section 9.2.14) identifying each cell controlled by the eNB

	>Home eNB ID
	
	
	
	

	>>Home eNB ID
	M
	
	BIT STRING (28)
	Equal to the value of the E-UTRAN Cell Identifier IE contained in the ECGI IE (see section 9.2.14) identifying the cell controlled by the eNB



9.2.3
PLMN Identity

This IE indicates the PLMN Identity.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	OCTET STRING (SIZE(3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).


9.2.4
Cause

The purpose of this IE is to indicate the reason for a particular event for the whole protocol.
[Editor’s Note: The use of UE XwAP IDs is pending discussion in RAN3.]
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED

(xxx, Unknown UE XwAP ID, ...)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(xxx, ...)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(xxx, ...)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(xxx,...)
	


The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the concerned capability is missing. On the other hand, "not available" cause values indicate that the concerned capability is present, but insufficient resources were available to perform the requested action.

	Radio Network Layer cause
	Meaning

	Xxx
	yyy

	Unknown UE XwAP ID
	The action failed because the UE XwAP ID is unknown.


	Transport Network Layer cause
	Meaning

	Xxx
	yyy


	Protocol cause
	Meaning

	Xxx
	yyy


	Miscellaneous cause
	Meaning

	Xxx
	yyy


Editor's note
The definition of the different cause values is FFS.

9.2.5
Criticality Diagnostics
The Criticality Diagnostics IE is sent by the eNB and the WT when parts of a received message have not been comprehended or were missing, or if the message contained logical errors. When applicable, it contains information about which IEs were not comprehended or were missing.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Procedure Code
	O
	
	INTEGER (0..255)
	Procedure Code is to be used if Criticality Diagnostics is part of Error Indication procedure, and not within the response message of the same procedure that caused the error.

	Triggering Message 
	O
	
	ENUMERATED(initiating message, successful outcome, unsuccessful outcome)
	The Triggering Message is used only if the Criticality Diagnostics is part of Error Indication procedure.

	Procedure Criticality 
	O
	
	ENUMERATED(reject, ignore, notify)
	This Procedure Criticality is used for reporting the Criticality of the Triggering message (Procedure).

	Information Element Criticality Diagnostics
	
	0..<maxnoofErrors>
	
	

	>IE Criticality
	M
	
	ENUMERATED(reject, ignore, notify)
	The IE Criticality is used for reporting the criticality of the triggering IE. The value "ignore'" shall not be used.

	>IE ID
	M
	
	INTEGER (0..65535)
	The IE ID of the not understood or missing IE 

	>Type Of Error
	M
	
	ENUMERATED(not understood, missing, …)
	


	Range bound
	Explanation

	maxnoofErrors
	Maximum no. of IE errors allowed to be reported with a single message. The value for maxnooferrors is 256.


9.2.6
WT ID
This IE is used to identify a WT.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	WT ID
	M
	
	BIT STRING (48)
	FFS


Editor's note
The possibility for the WT ID to include the PLMN ID is FFS.
9.2.7
WLAN Information

This IE contains WLAN configuration information that an eNB may need for the Xw interface.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	BSSID List
	
	0..1
	
	

	>BSSID List Item
	
	1..<maxnoofBSSIDs>
	
	

	>>BSSID
	M
	
	Z.2.8
	

	>WLAN Band Information List
	
	0..1
	
	

	>>WLAN Band Information Item
	
	1..<maxnoofBands>
	
	

	>>>WLAN Band Information
	
	
	Z.2.13
	

	SSID
	O
	
	Z.2.9
	

	HESSID
	O
	
	Z.2.10
	


Editor's note
It is FFS how to encode CAC reference level.
	Range bound
	Explanation

	maxnoofBSSIDs
	Maximum number of BSSIDs associated to a given SS. The value of maxnoofSS is 2048.

	maxnoofBands
	256


9.2.8
BSSID

This IE contains the BSSID.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	BSSID
	M
	
	OCTET STRING (SIZE(6))
	Includes the BSSID field as defined in subclause 8.2.4.3.4 of [Ref5]


9.2.9
SSID

This IE contains the SSID.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SSID
	M
	
	OCTET STRING (SIZE(1..32))
	Includes the SSID field as defined in subclause 8.4.2.2 [Ref5]


9.2.10
HESSID

This IE contains the HESSID.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	HESSID
	M
	
	OCTET STRING (SIZE(6))
	Includes the HESSID field as defined in subclause 8.4.2.94 of [Ref5]


9.2.11
BSS Load

This IE contains the BSS Load.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Channel Utilization
	M
	
	Z.2.14
	Channel Utilization field of the BSS Load element defined in subclause 8.4.2.30 of [Ref5]


Editor's note
It is FFS whether the Station Count field of the BSS Load is to be included in this IE.
9.2.12
WAN Metrics

This IE contains the WAN Metrics.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	WLAN Backhaul Rate DL
	M
	
	WLAN Backhaul Rate

Z.2.15
	Downlink Speed field of the WAN Metrics element defined in subclause 4.4 of [Ref4]

	WLAN Backhaul Rate UL
	M
	
	WLAN Backhaul Rate

Z.2.15
	Uplink Speed field of the WAN Metrics element defined in subclause 4.4 of [Ref4]

	WAN Channel Utilization DL
	M
	
	Channel Utilization Z.2.14
	Downlink Load field of the WAN Metrics element defined in subclause 4.4 of [Ref4] 

	WAN Channel Utilization UL
	M
	
	Channel Utilization Z.2.14
	Uplink Load field of the WAN Metrics element defined in subclause 4.4 of [Ref4]


9.2.13
WLAN Band Information

This IE describes the WLAN band information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	WLAN Frequency
	M
	
	ENUMERATED (2412, 2417, 2422, 2427, 2432, 2437, 2442, 5035, 2447, 5040, 2452, 5045, 2457, 2462, 5055, 2467, 5060, 2472, 2484, 5080, 5170, 5180, 5190, 5200, 5210, 5220, 5230, 5240, 5260, 5280, 5300, 5320, 5500, 5520, 5540, 5560, 5580, 5600, 5620, 5640, 3657.5, 3660, 3662.5, 5660, 3665, 3667.5, 3670, 3672.5, 3675, 3677.5, 3680, 3682.5, 5680, 3685, 3687.5, 3690, 3692.5, 5700, 5720, 5745, 5765, 5785, 5805, 5825, 4915, 4920, 4925, 4935, 4940, 4945, 4960, 4980, …)
	


Editor's note
The encoding of WLAN Band Information is FFS (pending RAN2 decision).
Editor's note
It is FFS whether WLAN Channel has to be included in the WLAN band information.
9.2.14
Channel Utilization

This IE indicates the utilization level of a channel.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Channel Utilization
	M
	
	INTEGER (0..255)
	


9.2.15
WLAN Backhaul Rate

This IE identifies a WLAN Backhaul Rate.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	WLAN Backhaul Rate
	M
	
	ENUMERATED ( r0, r4, r8, r16, r32, r64, r128, r256, r512, r1024, r2048, r4096, r8192, r16384, r32768, r65536, r131072, r262144, r524288, r1048576, r2097152, r4194304, r8388608, r16777216, r33554432, r67108864, r134217728, r268435456, r536870912, r1073741824, r2147483648, r4294967296)
	


Editor's note
The granularity of WLAN Backhaul Rate is FFS (e.g. INTEGER vs. current one).
9.2.16

UE XwAP ID
This IE uniquely identifies a UE over the Xw interface.
[Editor’s Note: The use of UE XwAP ID is pending discussion in RAN3.]

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE XwAP ID
	M
	
	OCTET STRING (SIZE(6))
	This corresponds to the WLAN MAC address of the UE





	
	
	
	
	

	
	
	
	
	





	
	
	
	
	

	
	

	
	
	
	

	
	
	


9.2.19
E-RAB ID
[Editor’s Note: Discussion is pending in RAN3.]
This IE uniquely identifies an E-RAB for a UE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	E-RAB ID
	M
	
	INTEGER (0..15, ...)
	


9.2.20
E-RAB Level QoS Parameters

[Editor’s Note: Discussion is pending in RAN3.]
This IE defines the QoS to be applied to an E-RAB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	QCI
	M
	
	INTEGER (0..255)
	QoS Class Identifier defined in TS 23.401 [RefZ].

Logical range and coding specified in TS 23.203 [RefX].
	–
	–

	Allocation and Retention Priority
	M 
	
	Z.2.e
	
	–
	–

	
	
	
	
	
	
	


9.2.21
Allocation and Retention Priority
[Editor’s Note: Discussion is pending in RAN3.]
This IE specifies the relative importance compared to other E-RABs for allocation and retention of the E-UTRAN Radio Access Bearer.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Priority Level
	M
	
	INTEGER (0..15)
	Desc.: This IE should be understood as “priority of allocation and retention” (see TS 23.401 [RefZ]).

Usage:

Value 15 means “no priority”.

Values between 1 and 14 are ordered in decreasing order of priority, i.e. 1 is the highest and 14 the lowest.

Value 0 shall be treated as a logical error if received.

	Pre-emption Capability
	M
	
	ENUMERATED(shall not trigger pre-emption, may trigger pre-emption)
	Descr.: This IE indicates the pre-emption capability of the request on other E-RABs

Usage: 

The E-RAB shall not pre-empt other E-RABs or, the E-RAB may pre-empt other E-RABs

The Pre-emption Capability indicator applies to the allocation of resources for an E-RAB and as such it provides the trigger to the pre-emption procedures/processes of the eNB.

	Pre-emption Vulnerability
	M
	
	ENUMERATED(not pre-emptable, pre-emptable)
	Desc.: This IE indicates the vulnerability of the E-RAB to pre-emption of other E-RABs.

Usage:

The E-RAB shall not be pre-empted by other E-RABs or the E-RAB may be pre-empted by other RABs.

Pre-emption Vulnerability indicator applies for the entire duration of the E-RAB, unless modified, and as such indicates whether the E-RAB is a target of the pre-emption procedures/processes of the eNB.





	
	
	
	
	
	
	

	
	
	
	
	

	
	

	
	
	
	
	

	
	


9.2.23
GTP Tunnel Endpoint
[Editor’s Note: Discussion is pending in RAN3.]
The GTP Tunnel Endpoint IE identifies an Xw transport bearer associated to an E-RAB. It contains a Transport Layer Address and a GTP Tunnel Endpoint Identifier. The Transport Layer Address is an IP address to be used for the Xw user plane transport (see TS 36.464 [RefXX]). The GTP Tunnel Endpoint Identifier is to be used for the user plane transport between the eNB and the WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Transport Layer Address
	M
	
	BIT STRING (1..160, ...)
	For details on the Transport Layer Address, see TS 36.464 [RefXX]
	–
	–

	GTP TEID
	M
	
	OCTET STRING (4)
	For details and range, see TS 29.281 [RefXY]
	–
	–


9.2.24
E-RAB List
[Editor’s Note: Discussion is pending in RAN3.]
The IE contains a list of E-RAB identities with a cause value. It is used for example to indicate not admitted bearers.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-RAB List Item
	
	1..<maxnoofBearers>
	
	
	EACH
	ignore

	>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>Cause
	M
	
	Z.2.4
	
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256.








�During WT addition, the UE doesn’t associate with WLAN yet.


The WT doesn’t know whether the resource of WLAN AP is limited for the offloaded bearer.


The WT also doesn’t know whether to drop a bearer for resource limitation.  


�The WT can check with the concerned APs as soon as the WT ADDITION REQUEST is received, so this is not out of place. In any case, an FFS about ARP is being added.


�For 3C, although WLAN cannot guarantee the GBR bearer, the eNB can guarantee the GBR with the flow control on both the  eNB  and  the WLAN


�It is useless at WT for 3C/2C since eNB control the AMBR for the UE.


And only the downlink data is allowed to be offloaded to WLAN


�For 3C, although WLAN cannot guarantee the GBR bearer, the eNB can guarantee the GBR with the flow control on both the  eNB  and  the WLAN


�It is used for WT to do data forward back to eNB when the bearer is released. However, for 3C LWA, the data which is not confirmed by UE is still buffered on the eNB. The data forwarding back to the eNB seems not needed.


�typo
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