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1. Introduction
At the RAN3#87bis meeting, some agreements were captured in the technical report for handover enhancement in DC scenario. However, there are still some open issues need to be discussed [1]: 
FFS the source MeNB ID is unique per itf

FFS is a third parameter like the Source SeNB ID is needed? 

Or the container information is enough?
This contribution provides some analysis on these FFS need to be decided in this meeting.
2. Discussion
2.eNB1 sends Handover Request to eNB2 including UE’s measurement report, which is used for eNB2 to select an appropriate SeNB to continue dual connectivity, if possible.

NOTE: Whether the source SeNB ID will be provided is FFS.
In HO Request message, the measurement results of candidate cells only include DL carrier frequency, PCI and RSRP/RSRQ. Considering multiple intra-frequency small cells in the coverage of MeNB, the PCI confusion may be occurred as the Fig 1 shows. In order to solve this issue, the Source SeNB ID may be included in HO Request message to assist the target MeNB to select a correct SeNB. 
However, the PCI confusion is not server in current network. Moreover, it can be solved by reasonable network planning. Even if the PCI confusion occurs in the target MeNB, if only the SeNB is deployed by the operator, we think the identification of SeNB can be done via implementation solution.  For example, the SeNB2 is not located in the overlap area between the source MeNB and the target MeNB.  Upon the target MeNB receives the HO Request message with the measurement result of SeNB1 from the source SeNB, it can derive the correct SeNB information from the Source MeNB ID in the HO Request message and the location information of SeNB1. 
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Fig 1 PCI Confusion in DC scenario
But if the SeNB is not deployed by the operator (e.g. HeNB configured as SeNB), the target MeNB may lack of accurate location information about the SeNB. Some additional information shall be provided to the target MeNB for SeNB selection. Due to the reason above, the Source SeNB ID shall be included in HO Request message. So the following proposals are suggested:
Proposal 1: Whether the Source SeNB ID will be provided or not can be configured by OAM
Proposal 2: If the source SeNB is not deployed by the operator (e.g. HeNB), the Source SeNB ID can be provided to the target MeNB for solving the PCI confusion issue. 
3. If the eNB2 decides to add or keep the SeNB, the eNB2 sends SeNB Addition Request to SeNB. If UE was in dual connectivity with the SeNB and eNB1 before the handover, the eNB2 includes the SeNB UE X2AP ID as a reference to the UE context in the SeNB that was established by eNB1.

NOTE: Whether the source MeNB ID will be provided is FFS.

In RAN3#87bis meeting, the SeNB UE X2AP ID have been agreed to be as the reference to the UE context in the SeNB. But some companies think the SeNB UE X2AP ID is only unique per interface and propose to add the source MeNB ID to identify the UE in the SeNB. However, according to TS36.401, the definition of AP ID is unique within a node (eNB or MME). So we propose that the SeNB UE X2AP ID is unique within a node and the source MeNB ID shall not be provided in Step 3. 
An Application Protocol Identity (AP ID) is allocated when a new UE-associated logical connection is created in either an eNB or an MME. An AP ID shall uniquely identify a logical connection associated to a UE over the S1 interface or X2 interface within a node (eNB or MME). Upon receipt of a message that has a new AP ID from the sending node, the receiving node shall store the AP ID of the sending node for the duration of the logical connection. The receiving node shall assign the AP ID to be used to identify the logical connection associated to the UE and include it as well as the previously received new AP ID from the sending node, in the first returned message to the sending node. In all subsequent messages to and from sending node, both AP IDs of sending node and receiving node shall be included.
Proposal 3: The SeNB UE X2AP ID is unique within a node and the Source MeNB ID shall not be provided in Step 3. 
3. Conclusions

This contribution discusses two open issues for enhanced HO in DC and provides some proposals:
Proposal 1: Whether the Source SeNB ID will be provided or not can be configured by OAM

Proposal 2: If the source SeNB is not deployed by the operator (e.g. HeNB), the Source SeNB ID can be provided to the target MeNB for solving the PCI confusion issue. 
Proposal 3: The SeNB UE X2AP ID is unique within a node and the Source MeNB ID shall not be provided in Step 3.
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