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1
Introduction
There are still some open issues regarding CSG membership verification for DC. We provide some analysis and discussion in this contribution and make our proposals along with TP.
2
Discussion

At RAN3#87, the following procedure was agreed and captured in TR36.875[1].

==
Figure 4.5.1-1 below depicts an example signalling flow based on the principles discussed above:
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Figure 4.5.1-1: CSG support for DC – SeNB Addition towards a hybrid HeNB

1.
The UE is connected to an MeNB and detects a potential candidate cell.

2.
The UE reads System Information from the candidate cell (csg-Indication, csg-Identity)

3.
The MeNB receives CSG related information from the UE (csg-MemberStatus, csg-Identity)

4.
The MeNB initiates the SeNB Addition preparation procedure.

New IE in SENB ADDITION REQUEST: CSG Membership Status

As we only consider HeNB scenarios, the membership information does not need to be linked to the (S)Cell-ID or to the CSG-ID of that cell, as a HeNB serves a single cell only.

5.
The SeNB takes the membership information provided by the MeNB into account (even if this was not yet verified with the MME).

10./12. The MeNB requests the MME to verify the membership status of the UE for the CSG-ID reported by the UE.

Several possibilities exist:

-
The S1AP E-RAB Modification Indication procedure is used, this would create practically no signalling overhead for SCG bearers, but for the split bearer option the MeNB would need to pretend the change of DL TEIDs of at least one E-RAB.

-
A new procedure is defined, e.g. a class 2 eNB initiated UE Context Modification procedure, which triggers the existing UE Context Modification procedure. If applied for SCG bearers this would create unnecessary signalling.
13.-16. If the result of the membership verification requires an update of the UE context at the SeNB, the MeNB triggers the SeNB Modification procedure.

New IE: CSG Membership Status

If the membership verification fails, it is up to the SeNB to decide on further actions.
FFS: The details for membership verification needs to be further looked at.
==

In step 10/12, it should have two procedures based on the bear type. In case of SCG bearer, E-RAB Modification Indication can be reused in order to reduce the signalling messages. However, for split bearer, another new class 1 message (UE Context Modification Indication, UE Context Modification Confirm) should be defined since E-RAB Modification Indication is defined as the one which only changes DL TEID towards the S-GW.

Proposal 1: For SCG bearer, E-RAB Modification Indication together with the associated E-RAB ID can be reused. For split bearer, another new class 1 procedure (UE Context Modification Indication, UE Context Modification Confirm) should be defined.
Proposal 2: It is proposed to agree on the TP provide in section 4.

3
Conclusions
We propose RAN3 to agree on the following proposals: 

Proposal 1: For SCG bearer, E-RAB Modification Indication together with the associated E-RAB ID can be reused. For split bearer, another new class 1 procedure (UE Context Modification Indication, UE Context Modification Confirm) should be defined.
Proposal 2: It is proposed to agree on the TP provide in section 4.
4
Text Proposal to TR36.875
Beginning of Text Proposal

4.5.1
HeNB with closed and hybrid access mode
Discussion on X2 mobility involving HeNBs in previous releases already provides a good basis for discussions for CSG support for dual connectivity (see Table 4.6.1-1 in [3] TS 36.300). DC specific scenarios can be easily obtained by replacing “Source” by “MeNB” and “Target” by “SeNB”. If DC related CSG discussions are kept within the limits already defined for X2 HO and if scenarios where the MeNB role is assumed by a HeNB are deemed to be not realistic, this results in the following support of HeNBs for dual connectivity:

Table 4.5.1-1: support of HeNBs for Dual Connectivity
	MeNB
	SeNB
	Notes

	eNB
	open access HeNB
	Already supported

	eNB
	hybrid access HeNB
	Possible support


At X2 HO it is possible for hybrid HeNBs to admit resources to a UE without having the membership status as claimed by the UE being verified by the MME. The respective membership verification can be performed after resource admission by the HeNB. This principle can be followed for the admission of SeNB resources as well.

In case the UE has been admitted with SeNB resources from a hybrid HeNB and moves within the coverage area of the macro towards another hybrid HeNB, which has the same CSG ID as the first one, the MeNB would be able to re-use the result of the membership verification performed for the first HeNB.

Proposed signalling scheme

Figure 4.5.1-1 below depicts an example signalling flow based on the principles discussed above:
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Figure 4.5.1-1: CSG support for DC – SeNB Addition towards a hybrid HeNB
1.
The UE is connected to an MeNB and detects a potential candidate cell.

2.
The UE reads System Information from the candidate cell (csg-Indication, csg-Identity)

3.
The MeNB receives CSG related information from the UE (csg-MemberStatus, csg-Identity)

4.
The MeNB initiates the SeNB Addition preparation procedure.

New IE in SENB ADDITION REQUEST: CSG Membership Status

As we only consider HeNB scenarios, the membership information does not need to be linked to the (S)Cell-ID or to the CSG-ID of that cell, as a HeNB serves a single cell only.

5.
The SeNB takes the membership information provided by the MeNB into account (even if this was not yet verified with the MME).

10./12. The MeNB requests the MME to verify the membership status of the UE for the CSG-ID reported by the UE. For SCG bearer, ERAB MODIFICATION INDICATION including the associated E-RAB ID is used. For split bearer, another new class 1 procedure (UE CONTEXT MODIFICATION INDICATION, UE CONTEXT MODIFICATION CONFIRM) is used.



13.-16. If the result of the membership verification requires an update of the UE context at the SeNB, the MeNB triggers the SeNB Modification procedure.

New IE: CSG Membership Status

If the membership verification fails, it is up to the SeNB to decide on further actions.

Next Text Proposal

Annex <X> (informative)
In order to support CSG membership verification for the DC UE, the following enhancements to TS36.423 and TS36.413 are needed for X2AP SENB ADDITION, X2AP SENB MODIFICATION REQUEST, S1AP ERAB MODIFICATION INDICATION and S1AP ERAB MODIFICATION CONFIRM. It is also required to introduce a new S1AP procedure as UE Context Modification Indication procedure.

X2AP SENB ADDITION REQUEST:
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	UE Security Capabilities
	C-

ifSCGBearerOption
	
	9.2.29
	
	YES
	reject

	SeNB Security Key
	C-

ifSCGBearerOption
	
	9.2.72
	The S-KeNB which is provided by the MeNB, see TS 33.401 [18].
	YES
	reject

	SeNB UE Aggregate Maximum Bit Rate
	M
	
	UE Aggregate Maximum Bit Rate 

9.2.12
	The UE Aggregate Maximum Bit Rate is split into MeNB UE Aggregate Maximum Bit Rate and SeNB UE Aggregate Maximum Bit Rate which are enforced by MeNB and SeNB respectively.
	YES
	reject

	Serving PLMN
	O
	
	PLMN Identity

9.2.4
	The serving PLMN of the SCG in the SeNB.
	YES
	ignore

	CSG Membership Status
	O
	
	CSG Membership Status
9.2.52
	
	YES
	ignore

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	reject

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>Split Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	–

	MeNB to SeNB Container
	M
	
	OCTET STRING
	Includes the SCG-ConfigInfo message as defined in TS 36.331 [9]
	YES
	reject


X2AP SENB MODIFICATION REQUEST:
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	SCG Change Indication
	O
	
	9.2.73
	
	YES
	ignore

	Serving PLMN
	O
	
	PLMN Identity

9.2.4
	The serving PLMN of the SCG in the SeNB.
	YES
	ignore

	CSG Membership Status
	O
	
	CSG Membership Status
9.2.52
	
	YES
	ignore

	UE Context Information
	
	1
	
	
	YES
	reject

	>UE Security Capabilities
	O
	
	9.2.29
	
	–
	–

	>SeNB Security Key
	O
	
	9.2.72
	
	–
	–

	>SeNB UE Aggregate Maximum Bit Rate
	O
	
	UE Aggregate Maximum Bit Rate
9.2.12
	
	–
	–

	>E-RABs To Be Added List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	–

	>E-RABs To Be Modified List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	–

	>>>>>S1 UL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	–

	>>>>>MeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	–

	>E-RABs To Be Released List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	>>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	MeNB to SeNB Container
	O
	
	OCTET STRING
	Includes the SCG-ConfigInfo message as defined in TS 36.331 [9]
	YES
	ignore


S1AP ERAB MODIFICATION INDICATION:
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	E-RAB to be Modified List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Modified Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>DL GTP TEID
	M
	
	GTP-TEID

9.2.2.2
	
	-
	

	E-RAB not to be Modified List
	
	0..1
	
	
	YES
	reject

	>E-RAB not to Be Modified Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>DL GTP TEID
	M
	
	GTP-TEID

9.2.2.2
	
	-
	


S1AP ERAB MODIFICATION CONFIRM:
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.72
	
	YES
	ignore

	E-RAB Modify List
	
	0..1
	
	
	YES
	ignore

	>E-RAB Modify Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	E-RAB Failed to Modify List
	O
	
	E-RAB List

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB Modify List IE + E-RAB Failed to Modify List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


S1AP: UE Context Modification Indication procedure:
The purpose of the UE Context Modification Indication procedure is to indicate the modified UE Context, e.g., with the CSG Membership Status, CSG Id. The procedure uses UE-associated signalling.


[image: image4.wmf] 
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Figure X-1: UE Context Modification Indication procedure. Successful operation.
End of Text Proposal
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