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1. Introduction
In this paper we propose to introduce the MRO for SN change failure. The topic was discussed in RAN3 R16. Some detailed solutions were discussed a lot. The main issue is whether the analysis should be performed in MN, SN or both.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]2.1 SN change failure in case of EN-DC, NGEN-DC, NE-DC and NR-DC
Based on the current definition in TR 37.816, the SN changed-related failures can be categorized as follows:
-	Failures due to too late SN change triggering: an SCG failure occurs after the UE has stayed for a long period of time in the cell of the SN; the MN makes decisions for UE, making UE to establish the radio link connection in a different SN.
-	Failures due to too early SN change triggering: an SCG failure occurs shortly after a successful SN change from a source SN to a target SN or a SN change failure occurs during the SN change procedure; the MN makes decisions for UE, making UE to re-establish the radio link connection in the source SN.
-	Failures due to change to wrong SN triggering: an SCG failure occurs shortly after a successful SN change from a source SN to a target SN or a SN change failure occurs during the SN change procedure; the MN makes decisions for UE, making UE to establish the radio link connection in a SN other than the source SN or target SN.
In Rel-15, both MN and SN can triggered the SN change (i.e. both MN and SN can set the mobility parameter to trigger the SN change). If the failure is due to MN triggered SN change, the MN need to optimize the parameter setting of the triggering condition to avoid future the failures. If the change is due to SN triggered SN change, the SN need to optimize the parameter setting of the triggering condition to avoid future the failures. 
Observation 1: Both MN and SN can initiate the SN change and the decision node should optimize the related parameters if failure occurs.
2.2 Potential solutions
For the detection solution, there are two possible detection solutions. Option 1 is that SN failure detection is performed by SN. According to the current definition in TR 37.816, the detection mechanisms are discussed and may be enabled by the kind of RLF Indication and HO Report procedures, signalled between the MN and SN, and/or among the involved SNs. This will introduce the unexpected introduction of kind of Failure Indication and HO Report messages between MN and involved SN. The potential signalling impacts for too early SN change are showed in the below figure for example. The signalling procedure becomes more redundant if there is no Xn interface between the source SN and target SN. The HO report will be sent via MN or AMF.
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Fig-1 SN based detection solution
Besides, SN based detection solution can only work for the case initiated by SN. Accounting for MN initiated SN change failure and too late SN change failure, it is MN to perform the detection. That is, for different failure cases, different solutions are applied. This seems too complicated from network implementation perspective. 
In addition, when the UE reports the target SN failure, MN will decide the new SN based on the measurement report from UE. It is possible that the new SN is the source one or a third one different from the source and the target one. In this case, even if the target cell performs the initial analysis, it cannot identify the too early SN change case from the change to wrong SN.
Observation 2: SN based detection solution brings lots of impacts on specification and cannot work for all SN change failure.
The alternative solution is MN based detection solution. Technically speaking, the MN can know the full information of the SN change failure for both MN initiated and SN initiated SN change: 
· If the SN change is triggered by MN or too late SN change failure, the MN has all information reported from the UE and the parameter setting of the triggering condition is performed by MN
· If the SN change is triggered by SN, the MN has all information reported from the UE, is control of the context during the failure, and decides the new SN for the UE
Therefore, if the SN change is triggered by MN or too late SN change failure, the MN can decide the failure type and adjust the parameters setting. 
If the SN change is triggered by the SN, one alternative is that MN performs the initial analysis, decide the failure type (too early SN change, or change to wrong SN) and inform the SN, together with UE report (e.g., SCGFailureInformation).  The resulting solution would require a single new “SCG report” message sent from MN to SN, which can be SCG CHANGE REPORT. The potential signalling procedures are provided for too early SN change failure.
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Fig 2 MN based detection solution
For MN based detection solution, we leave more responsibility to the MN and bring less impact on current specification. The MN has the SCG failure information reported by UE and can better understand the complete SN change procedure. Besides, the MN can finally decide the failure type based on the new SN decided by MN. More important, the MN based detection solution can work well for all failure cases and only one new signalling is introduced. 
Observation 3: MN based detection mechanism brings the below benefits:
· Obtain the full necessary failure information naturally
· Decide the exact failure cases and identify the too early SN change from change to wrong SN 
· Work well for all SN change failure cases
· Only one new signalling is introduced
[bookmark: _Toc20489795][bookmark: _Toc20489852][bookmark: _Toc20489953][bookmark: _Toc21009885]Taking the above analysis into consideration, we can propose that
Proposal 1: MN based detection mechanism should be supported:
· If the SN change is triggered by MN, the MN performs initial analysis and adjust the parameter based on the SCG Failure information from UE.
· [bookmark: _Toc18481105][bookmark: _Toc20489796][bookmark: _Toc20489853][bookmark: _Toc20489954][bookmark: _Toc21009886]If the SN change is triggered by SN, the MN performs initial analysis and sends the SCG CHANGE REPORT message to assist the source SN to adjust the parameters. 
2.3 MN based detection mechanism
In the following, we will discuss the details of the MN based detection mechanism.
Currently, as described in the TS 38.331 [2], there are only SCG failure type and potential measurements results in the SCG Failure Information related messaged reported by the UE. 
SCGFailureInformation-IEs ::=             SEQUENCE {
    failureReportSCG                              FailureReportSCG            OPTIONAL,
    nonCriticalExtension                         SEQUENCE {}                  OPTIONAL
}

FailureReportSCG ::=                       SEQUENCE {
    failureType                                    ENUMERATED {
                                                           t310-Expiry, randomAccessProblem,
                                                           rlc-MaxNumRetx,
                                                           synchReconfigFailureSCG, scg-ReconfigFailure,
                                                           srb3-IntegrityFailure,  spare2, spare1},
    measResultFreqList                           MeasResultFreqList                       OPTIONAL,
    measResultSCG-Failure                       OCTET STRING (CONTAINING MeasResultSCG-Failure)                              OPTIONAL,
    ...
}

Based on the SCG failure type, the MN can decide whether HOF or RLF occurred in the SN. Besides, based on the potential measurements results included in SCG Failure Information messages, the MN can decide the new SN for the UE.
Accounting for different SCG change failures, we give detailed solutions as below.
Too late SN change
For this case, the SCG failure occurs before the SN change procedure is triggered. Neither MN nor SN initiates SN change before SCG failure. Therefore, the parameter setting of the triggering condition can be optimized by MN or SN. The MN could firstly perform root cause analysis. The MN receives the SCG failure information from UE and identifies that SN change too late occurred i.e. there is no recent handover for the UE prior to the SCG failure. If the MN could determine a suitable SN according to measurement results in the SCG failure information, the MN can optimize the parameter setting for the MN initiated SN change. 
Optionally, MN can also send SCG change report to the source SN. Consequently, the SN can know that SN change too late occurred, and finally adjust the parameter setting for the SN initiated SN change as well. This is helpful for the source SN to avoid future the failures.
Too early SN change
In this case, the MN knows whether the SN change is triggered by the MN or the SN, and also knows which node is the source SN and which node is target SN. The MN determines to reconfigure the source SN as the new one according to the measurement results in the SCG failure information. Besides, the MN can know that the SN change is uncompleted based on the SCG failure type, or the MN compares the failure time recorded by itself with one configured threshold, e.g., Tstore_UE_cntxt.  Finally, the MN can determine the SN change failure type as too early SN change. 
If the SN change is triggered by the SN, the MN can send the SCG change report message to the source SN. Then the SN can adjust the parameters.
To wrong SN change
In this case, the MN determines the third SN is better according to the measurement results in the SCG failure information. The MN determines to reconfigure a third SN different from the source and the target ones as the new one according to the measurement results in the SCG failure information. Besides, the MN can know that the SN change is uncompleted based on the SCG failure type, or the MN compares the failure time recorded by itself with one configured threshold, e.g., Tstore_UE_cntxt.  Finally, the MN can determine the SN change failure type as change to wrong SN. 
If the SN change is triggered by the SN, the MN can send the SCG change report message to the source SN. Then the SN can adjust the parameters.

According to the above discussion, the MN based detection mechanism can work well with one common procedure for all SN change failures. That is, the MN performs the initial detection and analysis. If the SN change failure is triggered by the SN, the MN then sends the SCG change report message to the source SN. The source SN can further analyse the problem and adjust the corresponding parameters. 
For the MN based detection mechanism, when the SCG failure occurs, the UE provides the collected information to the MN via the SCG failure information. Currently, the information provided in SCG failure information message is enough for the MN to perform the initial detection for SCG failure and adjust the related parameters if needed. 
Observation 4: The SCG failure information includes all failure information required for the MN based detection mechanism.
If the SN change failure is triggered by the SN, the MN then sends the SCG change report message to the source SN. The source SN can further analyse the problem and adjust the corresponding parameters. Generally speaking, the SCG change report message could include a container of the SCG failure information. 
Proposal 2: The SCG CHANGE REPORT message could include a container of the SCG failure information.
Besides, to retrieve more relevant information collected at the source SN side as part of the UE context, the MN provides UE ID for the source SN to identify the UE. But in MR-DC, the MN does not know the C-RNTI of UE in the source SN. Therefore it is preferred to use the SN UE X2AP ID as a reference to the UE context in the source SN. 
Proposal 3: The SCG CHANGE REPORT message could include the SN UE X2AP ID for the source SN to identify the UE.
As analysed in the previous section, the MN will detect the failure type, (i.e. too late SN change, or too early SN change or to wrong SN). It is beneficial to inform the source SN to know the failure type and adjust the related parameters more precisely. 
Proposal 4: The SCG CHANGE REPORT message could include failure type (i.e. too late SN change, or too early SN change or to wrong SN).

One important part for deciding on failure type is the threshold (i.e. the Tstore_UE_cntxt). This is key information for MN to decide whether the SCG failure occurred after ”shortly” successful SN change to the target SN. It is natural for the MN to decide the threshold for the SN change initiated by MN. 
As for the SN change initiated by SN, we can see the following possible solutions:
· Option 1: Apply the same threshold as configured in MN
· Option 2: OAM informs the threshold to MN used for SN
· Option 3: SN(s) informs the threshold to MN in non-UE associated signalling (e.g. in Xn setup message)
For this, we believe both option 1 and option 2 are is sufficient. However, if necessary, it is also desirable to consider option 3.
[bookmark: _Toc20489801][bookmark: _Toc20489858][bookmark: _Toc20489959][bookmark: _Toc21009891]Proposal 5: It is proposed to discuss whether the signalling of the threshold from SN to MN is required, e.g. in Xn setup message.
3. Conclusion
Based on the discussion in this paper, we propose to introduce the SN change failure related MRO. The detailed proposals are:
[bookmark: _Toc18481106]Observation 1: Both MN and SN can initiate the SN change and the decision node should optimize the related parameters if failure occurs.
Observation 2: SN based detection solution brings lots of impacts on specification and cannot work for all SN change failure.
Observation 3: MN based detection mechanism brings the below benefits:
· Obtain the full necessary failure information naturally
· Decide the exact failure cases and identify the too early SN change from change to wrong SN 
· Work well for all SN change failure cases
· Only one new signalling is introduced
Observation 4: The SCG failure information includes all failure information required for the MN based detection mechanism.

Proposal 1: MN based detection mechanism should be supported:
· If the SN change is triggered by MN, the MN performs initial analysis and adjust the parameter based on the SCG Failure information from UE.
· If the SN change is triggered by SN, the MN performs initial analysis and sends the SCG CHANGE REPORT message to assist the source SN to adjust the parameters. 
Proposal 2: The SCG CHANGE REPORT message could include a container of the SCG failure information.
Proposal 3: The SCG CHANGE REPORT message could include the SN UE X2AP ID for the source SN to identify the UE.
Proposal 4: The SCG CHANGE REPORT message could include failure type (i.e. too late SN change, or too early SN change or to wrong SN).
Proposal 5: It is proposed to discuss whether the signalling of the threshold from SN to MN is required, e.g. in Xn setup message.
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Start of the first change
[bookmark: _Toc14207349]8.1	Elementary procedures
In the following tables, all EPs are divided into Class 1 and Class 2 EPs.
Table 8.1-1: Class 1 Elementary Procedures
	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Handover Preparation
	HANDOVER REQUEST
	HANDOVER REQUEST ACKNOWLEDGE
	HANDOVER PREPARATION FAILURE

	Retrieve UE Context
	RETRIEVE UE CONTEXT REQUEST
	RETRIEVE UE CONTEXT RESPONSE
	RETRIEVE UE CONTEXT FAILURE

	S-NG-RAN node Addition Preparation
	S-NODE ADDITION REQUEST
	S-NODE ADDITION REQUEST ACKNOWLEDGE
	S-NODE ADDITION REQUEST REJECT

	M-NG-RAN node initiated S-NG-RAN node Modification Preparation
	S-NODE MODIFICATION REQUEST
	S-NODE MODIFICATION REQUEST ACKNOWLEDGE
	S-NODE MODIFICATION REQUEST REJECT

	S-NG-RAN node initiated S-NG-RAN node Modification
	S-NODE MODIFICATION REQUIRED
	S-NODE MODIFICATION CONFIRM
	S-NODE MODIFICATION REFUSE

	S-NG-RAN node initiated S-NG-RAN node CHANGE
	S-NODE CHANGE REQUIRED
	S-NODE CHANGE CONFIRM
	S-NODE CHANGE REFUSE

	M-NG-RAN node initiated S-NG-RAN node Release
	S-NODE RELEASE REQUEST
	S-NODE RELEASE REQUEST ACKNOWLEDGE
	S-NODE RELEASE REJECT

	S-NG-RAN node initiated S-NG-RAN node Release
	S-NODE RELEASE REQUIRED
	S-NODE RELEASE CONFIRM
	

	Xn Setup 
	XN SETUP REQUEST
	XN SETUP RESPONSE
	XN SETUP FAILURE

	NG-RAN node Configuration Update
	NG-RAN NODE CONFIGURATION UPDATE
	NG-RAN NODE CONFIGURATION UPDATE ACKNOWLEDGE
	NG-RAN NODE CONFIGURATION UPDATE FAILURE

	Cell Activation
	CELL ACTIVATION REQUEST
	CELL ACTIVATION RESPONSE
	CELL ACTIVATION FAILURE

	Reset
	RESET REQUEST
	RESET RESPONSE
	

	Xn Removal
	Xn REMOVAL REQUEST
	Xn REMOVAL RESPONSE
	Xn REMOVAL FAILURE

	E-UTRA - NR Cell Resource Coordination
	E-UTRA - NR CELL RESOURCE COORDINATION REQUEST
	E-UTRA - NR CELL RESOURCE COORDINATION RESPONSE
	

	Resource Status Reporting Initiation
	RESOURCE STATUS REQUEST
	RESOURCE STATUS RESPONSE
	RESOURCE STATUS FAILURE

	Mobility Settings Change
	MOBILITY CHANGE REQUEST
	MOBILITY CHANGE ACKNOWLEDGE
	MOBILITY CHANGE FAILURE



Table 8.1-2: Class 2 Elementary Procedures
	Elementary Procedure
	Initiating Message

	Handover Cancel
	HANDOVER CANCEL

	SN Status Transfer
	SN STATUS TRANSFER

	RAN Paging
	RAN PAGING

	Xn-U Address Indication
	XN-U ADDRESS INDICATION

	S-NG-RAN node Reconfiguration Completion
	S-NODE RECONFIGURATION COMPLETE

	S-NG-RAN node Counter Check
	S-NODE COUNTER CHECK REQUEST

	UE Context Release
	UE CONTEXT RELEASE

	RRC Transfer
	RRC TRANSFER

	Error Indication
	ERROR INDICATION

	Notification Control Indication
	NOTIFICATION CONTROL INDICATION

	Activity Notification
	ACTIVITY NOTIFICATION

	Secondary RAT Data Usage Report
	SECONDARY RAT DATA USAGE REPORT

	Trace Start
	TRACE START

	Deactivate Trace
	DEACTIVATE TRACE

	Handover Success
	HANDOVER SUCCESS

	Conditional Handover Cancel
	CONDITIONAL HANDOVER CANCEL

	Early Status Transfer
	EARLY STATUS TRANSFER

	Failure Indication
	FAILURE INDICATION

	Handover Report
	HANDOVER REPORT

	Resource Status Reporting
	RESOURCE STATUS UPDATE

	Access And Mobility Indication
	ACCESS AND MOBILITY INDICATION

	SN change report
	SN CHANGE REPORT



Start of the next change
[bookmark: _Toc14207740]8.4.z	SN change Report
8.4.z.1	General
The purpose of the SN change Report procedure is to transfer mobility related information between NG-RAN nodes.
The procedure uses non UE-associated signalling.
8.4.z.2	Successful Operation


Figure 8.3.z.2-1: SN Change Report, successful operation
An M-NG-RAN node initiates the procedure by sending an SN CHANGE REPORT ssage to S-NG-RAN node. By sending the ssage M-NG-RAN node indicates to S-NG-RAN node that a mobility-related problem was detected.
If the SN change Report Type IE is set to "too early SN change" or "SN change to wrong cell", then the M-NG-RAN node indicates to S-NG-RAN node that, following a successful SN change from a source S-NG-RAN node to a target S-NG-RAN node, a SCG failure occurred and the UE established connection either at the original cell of S-NG-RAN node (too early SN change), or at another cell (SN change to wrong cell). If the SN change Report Type IE is set to "too late SN change", then the M-NG-RAN node indicates to S-NG-RAN node that, following a before SN change trigger from a source S-NG-RAN node to a target S-NG-RAN node, a SCG failure occurred. 
8.4.z.3	Unsuccessful Operation
Not applicable.
8.4.z.4	Abnormal Conditions
Void.
[bookmark: _Toc5691056]Start of the next change
9.1.3.z	SN CHANGE REPORT
This message is sent by the M-NG-RAN node to report a SN change failure event to S-NG-RAN node.
Direction: M-NG-RAN node  S-NG-RAN node.
	IE/Group Na
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	ignore

	M-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the M-NG-RAN node
	YES
	reject

	S-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the S-NG-RAN node
	YES
	reject

	CHOICE SN change Report Type
	M
	
	
	
	
	

	> too early SN change
	
	
	
	
	
	

	>>Source SN cell CGI
	M
	
	NG-RAN CGI
9.2.2.x
	CGI of source S-NG-RAN node for SN change procedure 
	YES
	ignore

	>>Failure SN cell CGI
	M
	
	NG-RAN CGI
9.2.2.x
	CGI of target S-NG-RAN node for SN change procedure
	YES
	ignore

	> too late SN change
	
	
	
	
	
	

	>>Source SN cell CGI
	M
	
	NG-RAN CGI
9.2.2.x
	CGI of source S-NG-RAN node for SN change procedure 
	YES
	ignore

	>>Target SN cell CGI
	
	
	NG-RAN CGI
9.2.2.x
	CGI of target S-NG-RAN node for SN change procedure
	YES
	ignore

	> SN change to wrong cell
	
	
	
	
	
	

	>>Source SN cell CGI
	M
	
	NG-RAN CGI
9.2.2.x
	CGI of source S-NG-RAN node for SN change procedure 
	YES
	ignore

	>>Failure SN cell CGI
	M
	
	NG-RAN CGI
9.2.2.x
	CGI of target S-NG-RAN cell for SN change procedure
	YES
	ignore

	>>Target SN cell CGI
	M
	
	NG-RAN CGI
9.2.2.x
	CGI of S-NG-RAN cell where UE established the radio link connection 
	YES
	ignore

	UE SCGfailureinformation Report Container
	O
	
	OCTET STRING
	The FailureReportSCG received in the SCGFailureInformation message from UE.
	YES
	ignore


End of the last change
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