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1. Introduction
At meeting #107-e, the BL CRs for TS 38.463 and TS 38. 460 were agreed with the following open issues captured in [1]. 
· to lay aside the UE Context related signalling discussion on E1
· PNI-NPN aspects need to be further discussed
In this paper, we discuss the remaining issues on E1 interface.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
2.1 [bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]Interface management signalling
(1) PNI-NPN support information
The BLCR already agreed to exchange SNPN information from the CU-UP to the CU-CP. 
For PNI-NPN, the PNI-NPN information should also be reported by CU-UP. The CAG ID serves the purpose of cell access, but different PNI-NPNs may require different user plane resource. With this understanding, CU-UP should provide the configured PNI-NPN information (e.g., PLMN, CAG ID) to CU-CP for the subsequently appropriate actions. In case of the bearer context setup, the CU-CP can select a suitable CU-UP based on the supported CAG ID(s) of the CU-UP. Therefore, we have the following proposal:
PNI-NPN support information (PLMN ID and CAG ID) should be informed by the CU-UP. 
(2) Cause values
For SNPN, the CU-CP does not report its supported SNPN information to the CU-UP, since the CU-UP does not need to take actions based on these information. However, it is possible that none of the CU-UP’s supported SNPN information reported is supported by CU-CP. The CU-CP’s supported SNPNs may be the set of the connected DU’s supported SNPNs, or may be configured by OAM.  In this case, the CU-CP rejects the GNB-CU-UP E1 setup request and the setup fails. A new cause value (e.g., SNPN(s) not supported) needs to be added over E1 for the E1 setup failure.
For PNI-NPN, it is possible that none of the reported PNI-NPN information is supported by the CU-CP. A new cause value (e.g., PNI-NPN(s) not supported) needs to be added over E1 for the E1 setup failure.
The following new cause value should be added over E1 for E1 setup failure handling:
· SNPN(s) not supported
· PNI-NPN(s) not supported
2.2 UE Context signalling
It is described as follows in [2] for SNPN,
The combination of a PLMN ID and Network identifier (NID) identifies an SNPN.
NOTE 1:	The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]). Alternatively, a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), but registration in a PLMN and mobility between a PLMN and an SNPN are not supported using an SNPN subscription given that the SNPNs are not relying on network functions provided by the PLMN.
It can be observed that a reserved PLMN ID for private networks can be used to identify an SNPN, or optionally the combination of a PLMN ID owned by the PLMN operator and a NID identifies the SNPN. Therefore, the NID needs to be provided to gNB-CU-UP to identify the serving SNPN of the UE if the combination of the serving PLMN ID and the NID identifies the SNPN, e.g., via the BEARER CONTEXT SETUP REQUEST message. 
This information is helpful since different NIDs may require different scheduling mechanisms. Currently the serving PLMN IE is specified in the BEARER CONTEXT SETUP REQUEST message. 
In addition, the PLMN level scheduling mechanism cannot be realized by slice information, since the slice information can be used only within one SNPN, and thus only slice information for configuration is not enough. For example, the (PLMN#1, NID #1) marked by S-NSSAI#1, and (PLMN#1, NID#2) marked by the same S-NSSAI#1. If the NID is not informed from the CU-UP, then, the CU-UP cannot differentiate the different SNPNs. 
The serving NID should be provided from gNB-CU-CP to gNB-CU-UP in e.g. BEARER CONTEXT SETUP REQUEST message.
3. Conclusion
In this paper, we have discussed issues on E1, and have the following proposals,
1. PNI-NPN support information (PLMN ID and CAG ID) should be informed by the CU-UP.
The following new cause value should be added over E1 for E1 setup failure handling:
· SNPN(s) not supported
· PNI-NPN(s) not supported
The serving NID should be provided from gNB-CU-CP to gNB-CU-UP in e.g. BEARER CONTEXT SETUP REQUEST message.
The corresponding TP for TS 38.463 is provided in Annex, and corresponding TP for TS 38.460 is provided in [4]. 
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Annex – TP for TS 38.463 (on the top of BL R3-201594)
<<<<<<<<<<<<<<<<<<<< Changes Begin >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc14787907]8.3.1	Bearer Context Setup 
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8.3.1.2	Successful Operation


Figure 8.3.1.2-1: Bearer Context Setup procedure: Successful Operation.
The gNB-CU-CP initiates the procedure by sending the BEARER CONTEXT SETUP REQUEST message to the gNB-CU-UP. If the gNB-CU-UP succeeds to establish the requested resources, it replies to the gNB-CU-CP with the BEARER CONTEXT SETUP RESPONSE message.
The gNB-CU-UP shall report to the gNB-CU-CP, in the BEARER CONTEXT SETUP RESPONSE message, the result for all the requested resources in the following way:
For E-UTRAN:
-	A list of DRBs which are successfully established shall be included in the DRB Setup List IE;
-	A list of DRBs which failed to be established shall be included in the DRB Failed List IE;
For NG-RAN:
-	A list of PDU Session Resources which are successfully established shall be included in the PDU Session Resource Setup List IE;
-	A list of PDU Session Resources which failed to be established shall be included in the PDU Session Resource Failed List IE;
-	For each established PDU Session Resource, a list of DRBs which are successfully established shall be included in the DRB Setup List IE;
-	For each established PDU Session Resource, a list of DRBs which failed to be established shall be included in the DRB Failed List IE;
-	For each established DRB, a list of QoS Flows which are successfully established shall be included in the Flow Setup List IE;
-	For each established DRB, a list of QoS Flows which failed to be established shall be included in the Flow Failed List IE;
When the gNB-CU-UP reports the unsuccessful establishment of a PDU Session Resource, DRB or QoS Flow the cause value should be precise enough to enable the gNB-CU-CP to know the reason for the unsuccessful establishment.
If the Existing Allocated S1 DL UP Transport Layer Information IE or the Existing Allocated NG DL UP Transport Layer Information IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP may re-use the indicated resources already allocated for this bearer context. If the gNB-CU-UP decides to re-use the indicated resources, it shall include the S1 DL UP Unchanged IE or the NG DL UP Unchanged IE in the BEARER CONTEXT SETUP RESPONSE message.
If the PDU Session Resource DL Aggregate Maximum Bit Rate IE is contained in the PDU Session Resource To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall store and use the information for the down link traffic policing for the Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [20].
If the Data Forwarding Information Request IE, PDU Session Data Forwarding Information Request IE or the DRB Data Forwarding Information Request IE are included in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall include the requested forwarding information in the Data Forwarding Information Response IE, PDU Session Data Forwarding Information Response IE or the DRB Data Forwarding Information Response IE in the BEARER CONTEXT SETUP RESPONSE message.
If the DL UP Parameters IE is contained in the DRB To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall configure the corresponding information.
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Setup List IE of the BEARER CONTEXT SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "preferred", then the gNB-CU-UP should, if supported, perform user plane integrity protection or ciphering, respectively, for the concerned PDU session and shall notify whether it performed the user plane integrity protection or ciphering by including the Integrity Protection Result IE or Confidentiality Protection Result IE, respectively, in the PDU Session Resource Setup List IE of the BEARER CONTEXT SETUP RESPONSE message.
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Setup List IE of the BEARER CONTEXT SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", then the gNB-CU-UP shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU Session. If the gNB-CU-UP cannot perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU Session Resources with an appropriate cause value. 
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Setup List IE of the BEARER CONTEXT SETUP REQUEST message: 
-	if the Integrity Protection Indication IE is set to "not needed", then the gNB-CU-UP shall not perform user plane integrity protection for the concerned PDU session; 
-	if the Confidentiality Protection Indication IE is set to "not needed", then the gNB-CU-UP shall not perform user plane ciphering for the concerned PDU session.
If the UE DL Maximum Integrity Protected Data Rate IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall use this value when enforcing the maximum integrity protected data rate for the UE.
If the Bearer Context Status Change IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall consider the UE RRC state and act as specified in TS 38.401 [2].
For each requested DRB, if the PDCP Duplication IE is included in the PDCP Configuration IE contained in the BEARER CONTEXT SETUP REQUEST message, and one cell group is included in Cell Group Information IE, then the gNB-CU-UP shall include two UP Transport Layer Information IEs in the BEARER CONTEXT SETUP RESPONSE message to support packet duplication for intra-gNB-DU CA. The first UP Transport Layer Information IE of the two UP Transport Layer Information IEs is for the primary path.
If the PDCP SN Status Information IE is contained within the DRB To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall take it into account and act as specified in TS 38.401 [2].
If the QoS Flow Mapping Indication IE is contained in the QoS Flows Information To Be Setup IE within the DRB To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP may take it into account that only the uplink or downlink QoS flow is mapped to the DRB.
For each PDU Session Resource, if the Network Instance IE is included in the PDU Session Resource To Setup List IE in the BEARER CONTEXT SETUP REQUEST message and the Common Network Instance IE is not included, the gNB-CU-UP shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [20].
For each PDU session, if the Common Network Instance IE is included in the PDU Session Resource To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [20].
If UE Inactivity Timer IE or PDU session Inactivity Timer IE or DRB Inactivity Timer IE is contained in BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall take it into account when perform inactivity monitoring.
If the DRB QoS IE is contained within the DRB To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall, if supported, take it into account as specified in TS 28.552 [22].
If the gNB-DU-ID IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall store the information received.
If the RAN UE ID IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall store the information received.
For each successfully established DRB, the gNB-CU-UP shall provide, in the respective UL UP Parameters IE of the BEARER CONTEXT SETUP RESPONSE, one UL UP Transport Layer Information Item per cell group entry contained in the respective Cell Group Information IE of the BEARER CONTEXT SETUP REQUEST message.
If the Trace Activation IE is included in the BEARER CONTEXT SETUP REQUEST message the gNB-CU-UP shall, if supported, initiate the requested trace function as described in TS 32.422 [24].
For EN-DC, if the Subscriber Profile ID for RAT/Frequency priority IE is included in the UE CONTEXT SETUP REQUEST, the gNB-CU-UP may use it to apply specific RRM policies as specified in TS 36.300 [25]. If the Additional RRM Policy Index IE is included in the UE CONTEXT SETUP REQUEST, the gNB-CU-UP may use it to apply specific RRM policies as specified in TS 36.300 [25].
For each QoS flow whose DRB has been successfully established and the QoS Monitoring Request IE was included in the QoS Flow Level QoS Parameters IE contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall store this information, and, if supported, perform delay measurement and QoS monitoring, as specified in TS 23.501 [20].
If the Serving NID IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall combine the Serving NID IE with the Serving PLMN IE to identify the serving NPN, and take it into account.

<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20955562][bookmark: _Toc29460997][bookmark: _Toc29505729][bookmark: _Toc36556254]9.2.2	Bearer Context Management messages
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This message is sent by the gNB-CU-CP to request the gNB-CU-UP to setup a bearer context. 
Direction: gNB-CU-CP  gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-CP UE E1AP ID
	M
	
	9.3.1.4
	
	YES
	reject

	[bookmark: _Hlk512875610]Security Information
	M
	
	9.3.1.10
	
	YES
	reject

	UE DL Aggregate Maximum Bit Rate
	M
	
	Bit Rate 9.3.1.20
	
	YES
	reject

	UE DL Maximum Integrity Protected Data Rate
	O
	
	Bit Rate 9.3.1.20
	The Bit Rate is a portion of the UE’s Maximum Integrity Protected Data Rate, and is enforced by the gNB-CU-UP node.
	YES
	reject

	Serving PLMN
	M
	
	PLMN Identity 
9.3.1.7
	
	YES
	ignore

	Activity Notification Level
	M
	
	9.3.1.67
	
	YES
	reject

	UE Inactivity Timer
	O
	
	Inactivity Timer 
9.3.1.54
	Included if the Activity Notification Level is set to UE. 
	-
	-

	Bearer Context Status Change
	O
	
	ENUMERATED (Suspend, Resume, …)
	Indicates the status of the Bearer Context
	YES
	reject

	CHOICE System
	M
	
	
	
	YES
	reject

	>E-UTRAN
	
	
	
	
	
	

	>>DRB To Setup List
	M
	
	DRB To Setup List E-UTRAN 
9.3.3.1
	
	YES
	reject

	>>Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.3.1.69
	
	YES
	ignore

	>>Additional RRM Policy Index
	O
	
	9.3.1.70
	
	YES
	Ignore

	>NG-RAN
	
	
	
	
	
	

	>>PDU Session Resource To Setup List
	M
	
	9.3.3.2
	
	YES
	reject

	RAN UE ID
	O
	
	OCTET STRING (SIZE(8))
	
	YES
	ignore

	gNB-DU ID
	O
	
	9.3.1.65
	Included whenever it is known by the gNB-CU-CP 
	YES
	ignore

	Trace Activation
	O
	
	9.3.1.68
	
	YES
	ignore

	Serving NID
	O
	
	NID
9.3.1.x1
	
	YES
	reject



	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs for a UE. Value is 32.

	maxnoofPDUSessionResource 
	Maximum no. of PDU Sessions for a UE. Value is 256.



[bookmark: _Toc14787995]

<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.3.1	Radio Network Layer Related IEs
<Unchanged Text Omitted>
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The purpose of the Cause IE is to indicate the reason for a particular event for the E1AP protocol.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified, 
Unknown or already allocated gNB-CU-CP UE E1AP ID, 
Unknown or already allocated gNB-CU-UP UE E1AP ID, 
Unknown or inconsistent pair of UE E1AP ID, 
Interaction with other procedure, 
PDCP Count Wrap Around, 
[bookmark: _Hlk516839740]Not supported QCI value,
Not supported 5QI value,
Encryption algorithms not supported, 
Integrity protection algorithms not supported,
UP integrity protection not possible, 
UP confidentiality protection not possible,
Multiple PDU Session ID Instances,
Unknown PDU Session ID,
Multiple QoS Flow ID Instances,
Unknown QoS Flow ID,
Multiple DRB ID Instances,
Unknown DRB ID,
Invalid QoS combination,
Procedure cancelled,
Normal release,
No radio resources available,
Action desirable for radio reasons,
Resources not available for the slice,
PDCP configuration not supported,
…,
UE DL maximum integrity protected data rate reason,
UP integrity protection failure, Release due to Pre-Emption, PNI-NPN(s) not supported, SNPN(s) not supported)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Unspecified, 
Transport Resource Unavailable, …)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,
Abstract Syntax Error (Reject),
Abstract Syntax Error (Ignore and Notify),
Message not Compatible with Receiver State,
Semantic Error,
Abstract Syntax Error (Falsely Constructed Message), Unspecified, …)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload, Not enough User Plane Processing Resources,
Hardware Failure,
O&M Intervention,
Unspecified, …)
	



The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.
	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	Unknown or already allocated gNB-CU-CP UE E1AP ID
	The action failed because the gNB-CU-CP UE E1AP ID is either unknown, or (for a first message received at the gNB-CU) is known and already allocated to an existing context.

	Unknown or already allocated gNB-CU-UP UE E1AP ID
	The action failed because the gNB-CU-UP UE E1AP ID is either unknown, or (for a first message received at the gNB-CU-UP) is known and already allocated to an existing context.

	Unknown or inconsistent pair of UE E1AP ID
	The action failed because both UE E1AP IDs are unknown, or are known but do not define a single UE context.

	Interaction with other procedure
	The action is due to an ongoing interaction with another procedure.

	PDCP COUNT wrap around
	PDCP COUNT approaches the maximum value.

	Not supported QCI value
	The action failed because the requested QCI is not supported.

	Not supported 5QI value
	The action failed because the requested 5QI is not supported.

	Encryption algorithms not supported 

	The gNB-CU-UP is unable to support the selected encryption algorithm for the UE.

	Integrity protection algorithms not supported
	The gNB-CU-UP is unable to support the selected integrity protection algorithm for the UE.

	UP integrity protection not possible 

	The PDU Session cannot be accepted according to the required user plane integrity protection policy.

	UP confidentiality protection not possible
	The PDU Session cannot be accepted according to the required user plane confidentiality protection policy

	Multiple PDU Session ID Instances
	The action failed because multiple instances of the same PDU Session had been provided.

	Unknown PDU Session ID
	The action failed because the PDU Session ID is unknown.

	Multiple QoS Flow ID Instances
	The action failed because multiple instances of the same QoS flow had been provided.

	Unknown QoS Flow ID
	The action failed because the QoS Flow ID is unknow.

	Multiple DRB ID Instances
	The action failed because multiple instances of the same DRB had been provided.

	Unknown DRB ID
	The action failed because the DRB ID is unknow.

	Invalid QoS combination
	The action was failed because of invalid QoS combination

	Procedure cancelled

	The sending node cancelled the procedure due to other urgent actions to be performed.

	Normal release

	The action is due to a normal release of the UE (e.g. because of mobility) and does not indicate an error.

	No radio resources available
	The requested node doesn’t have sufficient radio resources available.

	Action desirable for radio reasons
	The reason for requesting the action is radio related.

	Resources not available for the slice
	The requested resources are not available for the slice.

	PDCP configuration not supported,
	The gNB-CU-UP is unable to support the selected PDCP configuration for the UE.

	UE DL maximum integrity protected data rate reason
	The request is not accepted in order to comply with the maximum downlink data rate for integrity protection supported by the UE.

	UP integrity protection failure
	The gNB-CU-UP detects an integrity protection failure in the UL PDU.

	Release due to Pre-Emption
	Release is initiated due to pre-emption.

	PNI-NPN(s) not supported
	The request is not accepted due to the PNI-NPN(s) not supported.

	SNPN(s) not supported
	The request is not accepted due to the SNPN(s) not supported.



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.3.1.x1	NID
This IE contains the Network Identifier of an SNPN, as specified in TS 23.501 [20].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NID
	M
	
	BIT STRING (SIZE(44))
	Defined in TS 23.003.


 
9.3.1.x2	CAG ID
This IE is used to identify (together with a PLMN identifier) a Public Network Integrated Non-Public Network.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CAG ID
	M
	
	BIT STRING (SIZE(32))

	Defined in TS 23.003.



9.3.1.x5	NPN Information
This IE provides information NPN related information.

Editor’s Note 2:	It is assumed that the Slice Support List IE in the Supported PLMNs List IE is associated to a single SNPN ID only. Therefore, the SNPN Information consists of a single NID only. This aspect is pending final confirmation from other TSGs
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NPN Information
	M
	
	
	

	>SNPN Information
	
	
	
	

	>>NID
	M
	
	9.3.1.x1
	

	>PNI-NPN Information
	
	
	
	

	>>CAG Support List
	
	1..<maxnoofCAGsupported>
	
	

	>>>CAG ID
	M
	
	9.3.1.x2
	



	Range bound
	Explanation

	maxnoofCAGsupported
	Maximum no. of CAG Ids supported. Value is 12 (FFS).



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>




3GPP
9.4.4	PDU Definitions
<Unchanged Text Omitted>
	RetainabilityMeasurementsInfo,
	Transport-Layer-Addresses-Info,
	NID

<Unchanged Text Omitted>
	id-BearerContextStatusChange,
	id-System-BearerContextSetupRequest,
	id-ServingNID,


<Unchanged Text Omitted>
-- **************************************************************
--
-- Bearer Context Setup Request
--
-- **************************************************************

BearerContextSetupRequest ::= SEQUENCE {
	protocolIEs			ProtocolIE-Container       { { BearerContextSetupRequestIEs} },
	...
}

BearerContextSetupRequestIEs E1AP-PROTOCOL-IES ::= {
	{ ID id-gNB-CU-CP-UE-E1AP-ID				CRITICALITY reject	TYPE GNB-CU-CP-UE-E1AP-ID							PRESENCE mandatory }|
	{ ID id-SecurityInformation					CRITICALITY reject	TYPE SecurityInformation							PRESENCE mandatory }|
	{ ID id-UEDLAggregateMaximumBitRate			CRITICALITY reject	TYPE BitRate										PRESENCE mandatory }|
	{ ID id-UEDLMaximumIntegrityProtectedDataRate	CRITICALITY reject		TYPE BitRate								PRESENCE optional	 }|
	{ ID id-Serving-PLMN						CRITICALITY ignore	TYPE PLMN-Identity									PRESENCE mandatory }|
	{ ID id-ActivityNotificationLevel			CRITICALITY reject	TYPE ActivityNotificationLevel					PRESENCE mandatory }|
	{ ID id-UE-Inactivity-Timer					CRITICALITY reject	TYPE Inactivity-Timer								PRESENCE optional  }|
	{ ID id-BearerContextStatusChange			CRITICALITY reject	TYPE BearerContextStatusChange					PRESENCE optional  }|
	{ ID id-System-BearerContextSetupRequest	CRITICALITY reject	TYPE System-BearerContextSetupRequest				PRESENCE mandatory }|
	{ ID id-RANUEID								CRITICALITY ignore	TYPE RANUEID										PRESENCE optional }|
	{ ID id-GNB-DU-ID							CRITICALITY ignore	TYPE GNB-DU-ID										PRESENCE optional }|
	{ ID id-TraceActivation						CRITICALITY ignore	TYPE TraceActivation								PRESENCE optional }|,
	{ ID id-ServingNID							CRITICALITY ignore	TYPE NID											PRESENCE optional },
	...
} 


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc29461127][bookmark: _Toc20955684][bookmark: _Toc29505859]9.4.5	Information Element Definitions
<Unchanged Text Omitted>
	maxnoofTLAs,
	maxnoofGTPTLAs,
	maxnoofCAGsupported

<Unchanged Text Omitted>
CAG-ID	::= BIT STRING (SIZE (32))

CAGSupport-List ::= SEQUENCE (SIZE(1..maxnoofCAGsupported)) OF CAG-ID

<Unchanged Text Omitted>
CauseRadioNetwork ::= ENUMERATED {
	unspecified,
	unknown-or-already-allocated-gnb-cu-cp-ue-e1ap-id,
	unknown-or-already-allocated-gnb-cu-up-ue-e1ap-id,
	unknown-or-inconsistent-pair-of-ue-e1ap-id,
	interaction-with-other-procedure,
	pPDCP-Count-wrap-around,
	not-supported-QCI-value,
	not-supported-5QI-value,
	encryption-algorithms-not-supported, 
	integrity-protection-algorithms-not-supported,
	uP-integrity-protection-not-possible, 
	uP-confidentiality-protection-not-possible,
	multiple-PDU-Session-ID-Instances,
	unknown-PDU-Session-ID,
	multiple-QoS-Flow-ID-Instances,
	unknown-QoS-Flow-ID,
	multiple-DRB-ID-Instances,
	unknown-DRB-ID,
	invalid-QoS-combination,
	procedure-cancelled,
	normal-release,
	no-radio-resources-available,
	action-desirable-for-radio-reasons,
	resources-not-available-for-the-slice,
	pDCP-configuration-not-supported,
	pNI-NPN-not-supported,
	sNPN-not-supported,
	...
}

<Unchanged Text Omitted>
NID	::= BIT STRING (SIZE (44))

<Unchanged Text Omitted>
NPNSupportInfo ::= CHOICE {
	sNPN		        SNPN,
	pNI-NPN				CAGSupport-List,
choice-extension	ProtocolIE-SingleContainer	{{NPNSupportInfo-ExtIEs}}
}

NPNSupportInfo-ExtIEs E1AP-PROTOCOL-IES ::= {
	...
}


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.4.7	Constant Definitions
maxnoofCAGsupported								INTEGER ::= 12 (FFS)


[bookmark: _Toc14044295]<<<<<<<<<<<<<<<<<<<< Changes End >>>>>>>>>>>>>>>>>>>>
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