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1. Introduction
Last RAN3#107 e-meeting discussed the Radio Capability Optimization (RACS) and agreed BLCRs including e.g., 
· Use the term “the UE Radio Capability ID IE”.
· Include the UE Radio Capability ID IE in the following S1/NG messages:
· NITIAL CONTEXT SETUP REQUEST
· HANDOVER REUQUEST
· PATH SWITCH REQUEST ACKNOWLEDGEMENT
· UE CONTEXT MODIFICATION REQUEST
· Introduce the new UE Radio Capability ID Mapping Request procedure with the followings:
· Non-UE associated and class 1 procedure
· the UE RADIO CAPABILITY ID MAPPING REQUEST and the UE RADIO CAPABILITY ID MAPPING RESPONSE messages
· The title of the procedure and the message names are FFS.
· Include the UE Radio Capability ID IE in the following X2/NG messages:
· HANDOVER REQUEST
· RETRIEVE UE CONTEXT RESPONSE
· Support RACS feature in EN-DC and MR-DC:
· Include the UE Radio Capability ID IE in the X2/Xn SN Addition Request messages.
In this contribution, we will discuss the remaining issues on supporting the RACS summarized in [1]. 
2. Discussion
2.1. Assigned Criticality of the UE Radio Capability ID IE in S1, NG, X2, and Xn messages
As discussed in [1], only the RAN node that supports the RACS feature is able to comprehend and apply the UE Radio Capability ID IE for UE radio compatibility optimization. Upon reception of the UE Radio Capability ID IE, the RAN node that does not support RACS feature can triger the error indication accordingly. 
There were also discussions whether to treat the setup and modification procedure differently. For example, the UE radio capability ID can be set as ignore in modification messages. But no strong need is forseen for this differentiation. 
Proposal 1: [bookmark: _Ref37317284][bookmark: _Ref36650290]The criticality of the UE Radio Capability ID IE in all messages is ‘reject’. 

2.2. Stage 2 work
Currently RAN2 agreed the stage2 CRs, then RAN3 could also contribute to the stage2 CRs, e.g. to add RAN3 related aspects.. 
Proposal 2: [bookmark: _Ref36720534]The CRs for TS 36.300 and TS 38.300 are needed. 

2.3. Whether to use the explicit indication of RACS capability between RAN nodes and between RAN node and CN node?
For OAM-based solution, RACS capability can be exchanged between the network nodes by the OAM. If the OAM is not adopted, as discussed above the RACS capability can be exchanged by assigning the criticality of UE Radio Capability ID IE with ‘reject’. In either case, there is no need to use the explicit indication of RACS capability between RAN nodes and between RAN node and CN node. 
Proposal 3: [bookmark: _Ref36561470][bookmark: _Ref36560010]The RACS capability between RAN nodes and between RAN node and CN node can be left to OAM. 

2.4. Whether to include the UE Radio Capability ID IE in S1/NG UE RADIO CAPABILITY MATCH/CHECK REQUEST messages
During UE Radio Capability Match/ Check procedure, the UE Radio Capability IE might be sent to the eNB/gNB within the UE RADIO CAPABILITY MATCH/CHECK REQUEST message by the CN. In this procedure, to include the UE Radio Capability ID IE instead of the UE capabilities is beneficial if the RACS feature is supported by the RAN. And the corresponding UE radio capability ID mapping procedure shall be performed if the RAN does not have the UE capabilities associated to the capability ID it receives. 
Proposal 4: [bookmark: _Ref37317401][bookmark: _Ref36563649]Include the UE Radio Capability ID IE in the UE RADIO CAPABILITY MATCH/ CHECK REQUEST message. 

2.5. For inter-system handover, whether to add the UE Radio Capability ID IE in the Source-to-Target Transparent Container IE and the Target-to-Source Transparent Container?
As agreed in BLCR, the optional UE Radio Capability ID IE is included to HANDOVER REQUEST message. Hence, there is no need to include the UE Radio Capability ID IE into the Source-to-Target Transparent Container and the Target-to-Source Transparent Container IE.
Proposal 5: [bookmark: _Ref36577163]There is no need to add the UE Radio Capability ID IE to the Source-to-Target Transparent Container and the Target-to-Source Transparent Container IE.

2.6. Acquisition of applicable UE capability information for RAN node 
Generally there are two ways for the CN to obtain the UE radio capability information:
1) assigned by the UE manufacturer or OAM, 
For the UE capability associated to the manufacturer-based capability ID assigned by the manufacturer or OAM, the processing ability of the RAN node is not considered. Furthermore, it was agreed that the filter is not applied to the UE context associated to the manufacturer-based capability ID. Therefore, this full size capability information at the RAN could be huge. 
2) reported by the UE. 
In this way, the CN and RAN node to obtain the UE capability information by the UE. The UE reported radio capability is named as PLMN-assigned UE capability for briefty purpose.
Regarding the agreement made by RAN2, the maximum number of segments that the RAN node can decode is 16 PDCP PDU. There is the possibility that the full UE capabilities associated to the manufacturer-based capability ID exceeds the maximum allowed size of the RAN node. In detail, if the CN receives the manufacturer-based capability ID reported by the UE, it shall transmit the full capability assigned by the manufacture to the RAN node. It is possible that the RAN size of the full UE capability exceeds the limitation of the RAN node, so the RAN not able to decode the message. If this happens, the UE capability information cannot be obtained by the RAN node. But note that, in some cases, different RAN nodes have different capabilities; especially considering mixed deployment of CU/DU and gNB. 
[bookmark: _Ref37317732][bookmark: _Ref36577306]Observation 1: The full UE capability information associated to the manufacturer-based capability ID may exceed the maximum supported size of the RAN node and cannot be processed.
However, the PLMN-assigned UE capability is reported by the UE and transferred to CN through the NG-RAN node. The UE reported capability information is transmitted over radio interface and capability filter might be applied. Therefore, the size of this capability cannot exceed the maximum size of that can be decoded by the NG-RAN node. 
[bookmark: _Ref36577322]Observation 2: the PLMN-assigned UE capability will not exceed the maximum.
For the issue that the UE capability associated to the manufacturer-based ID exceeds the maximum supported size of the RAN node, two solutions are provided:
· Option 1 (Proactive option): The RAN node provides the maximum supported size of UE capabilities to the AMF; the AMF fallbacks to use PLMN-assigned UE capability, if the full UE capability information exceeds the maximum. 
Specially, to avoid the AMF to send excessive UE capability to the RAN, one possible solution is to allow the RAN to provide its maximum supported size of the UE capability information to the AMF. If the UE capabilities associated to the manufacturer-based capability ID exceed the maximum size, the AMF would not send the full UE radio capabilities and the associated IDs to the RAN. And then the RAN node will request the UE capabilities from the UE and the AMF would assign PLMN-assigned Capability ID for this UE, as shown in Figure 1. 
[image: ]
[bookmark: _Ref36576640]Figure 1 Option 1
· Option 2(Reactive option): the gNB indicates to AMF that the UE Capability ID is not used by the gNB if the received capability information exceeds the maximum value, the AMF fallbacks to use PLMN assigned UE capability if necessary
 
[image: ]
[bookmark: _Ref30150798]Figure 2 Option 2
In this option as shown above, after receiving the UE capability information, the RAN determines whether the size of the received the UE capability information is out of its processing capability or not. If the size of the received full UE capability information exceeds the maximum, the RAN decides to reject it and acquire the UE capability from the UE. Then the RAN node shall report the newly acquired UE capabilities to the AMF and indicates the previous UE capability ID is not used so that the AMF could issue PLMN-assigned capability ID for this UE, as shown in Figure 2. 
With applying either of the two options above, the RAN could use the newly acquired UE capability that associated to the newly PLMN-assigned Capability ID for further procedures. 
Proposal 6: [bookmark: _Ref37317455][bookmark: _Ref36577165]RAN3 to discuss which solution to choose to enable the RAN node to acquire the applicable UE capability information: 
· Option 1: The RAN node provides the maximum supported size of UE capabilities to the AMF; the AMF fallbacks to use PLMN assigned UE capability, if the full UE capability information exceeds the maximum.
· Option 2: the gNB indicates to AMF that the UE Capability ID is not used if the received full size capability information exceeds the RAN node’s maximum, AMF fallbacks to use PLMN-assigned UE capability if necessary. 

2.7. Whether to support RACS feature in LTE-DC?
Due to additional work and no major benefit, there is no need to introduce RACS in LTE DC. 
Proposal 7: [bookmark: _Ref36642547]No need to support RACS feature in LTE-DC. 

2.8. Whether to support RACS feature over F1 interface?
There is no need to support RACS feature over F1 interface due to the following reasons. 
· This requires the DU to cache the UE radio capability information locally. It is not expecting to cache huge size of information on the DU. 
· If the DU does not have the UE capability associated the capability ID it receives, procedures to retrieve the UE radio capability from the CU is required. New procedures and signalling shall be introduced to accomplish this, which will increase the complexity of the network. Accordingly, supporting RACS feature over F1 interface may require to enhance the capability of the DU and increase the complexity of the network. 
Proposal 8: [bookmark: _Ref37317499][bookmark: _Ref36642553]No need to supporting the RACS feature over F1 interface. 

2.9. UE radio capability information retrieval for MR-DC 
As it has been agreed, the UE Radio Capability ID IE will be included to the X2/Xn SN Addition Request messages. Upon receiving a UE Radio Capability ID IE, the SN may not have the UE radio capability information associated to the received UE Radio Capability ID IE. For this case, the SN shall retrieve the corresponding UE radio capability from the MN. 
Proposal 9: [bookmark: _Ref36821129]UE radio capability information retrieval procedure shall be supported between MN and SN.

2.10. UE radio capability ID 
In TS 23.003, the UE radio capability ID is encoded as follows. There is need to add reference to TS 23.003 in our BL CRs. 


Proposal 10: Add the reference of UE capability ID to TS 23.003.


3. Conclusions
In this contribution, we discussed the transfer of UE Capability ID on network side and made the following observations and proposals:
Proposal 1: The criticality of the UE Radio Capability ID IE in all messages is ‘reject’.
Proposal 2: The CRs for TS 36.300 and TS 38.300 are needed.
Proposal 3: The RACS capability between RAN nodes and between RAN node and CN node can be left to OAM.
Proposal 4: Include the UE Radio Capability ID IE in the UE RADIO CAPABILITY MATCH/ CHECK REQUEST message.
Proposal 5: There is no need to add the UE Radio Capability ID IE to the Source-to-Target Transparent Container and the Target-to-Source Transparent Container IE.
Observation 1: The full UE capability information associated to the manufacturer-based capability ID may exceed the maximum supported size of the RAN node and cannot be processed.
Observation 2: the PLMN-assigned UE capability will not exceed the maximum.
Proposal 6: RAN3 to discuss which solution to choose to enable the RAN node to acquire the applicable UE capability information:
· Option 1: The RAN node provides the maximum supported size of UE capabilities to the AMF; the AMF fallbacks to use PLMN assigned UE capability, if the full UE capability information exceeds the maximum.
· Option 2: the gNB indicates to AMF that the UE Capability ID is not used if the received full size capability information exceeds the RAN node’s maximum, AMF fallbacks to use PLMN-assigned UE capability if necessary. 
Proposal 7: No need to support RACS feature in LTE-DC.
Proposal 8: No need to supporting the RACS feature over F1 interface.
Proposal 9: UE radio capability information retrieval procedure shall be supported between MN and SN.
Proposal 10:	Add the reference of UE capability ID to TS 23.003.
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CHANGE START
[bookmark: _Toc20953376][bookmark: _Toc29390553][bookmark: _Toc36551290]8.3.5	UE Radio Capability Match
[bookmark: _Toc20953377][bookmark: _Toc29390554][bookmark: _Toc36551291]8.3.5.1	General
The purpose of the UE Radio Capability Match procedure is for the MME to request the eNB to derive and provide an indication to the MME whether the UE radio capabilities are compatible with the network configuration for voice continuity.
The procedure uses UE-associated signalling.
[bookmark: _Toc20953378][bookmark: _Toc29390555][bookmark: _Toc36551292]8.3.5.2	Successful Operation


Figure 8.3.5.2-1: UE Radio Capability Match. Successful operation
The MME initiates the procedure by sending a UE RADIO CAPABILITY MATCH REQUEST message. If the UE-associated logical S1-connection is not established, the MME shall allocate a unique MME UE S1AP ID to be used for the UE and include the MME UE S1AP ID IE in the UE RADIO CAPABILITY MATCH REQUEST message; by receiving the MME UE S1AP ID IE in the UE RADIO CAPABILITY MATCH REQUEST message, the eNB establishes the UE-associated logical S1-connection.
Upon receipt of the UE RADIO CAPABILITY MATCH REQUEST message, the eNB shall act as defined in the TS 23.401 [11] and respond with a UE RADIO CAPABILITY MATCH RESPONSE message.
If the UE Radio Capability IE is contained in the UE RADIO CAPABILITY MATCH REQUEST message, the eNB shall use it to determine the value of the Voice Support Match Indicator IE to be included in the UE RADIO CAPABILITY MATCH RESPONSE message.
If the UE Radio Capability ID IE is included in the UE RADIO CAPABILITY MATCH REQUEST message, the eNB shall, if supported, use it as defined in TS 23.401 [11].
[bookmark: _Toc20953379][bookmark: _Toc29390556][bookmark: _Toc36551293]8.3.5.3	Unsuccessful Operation
Not applicable.
[bookmark: _Toc20953380][bookmark: _Toc29390557][bookmark: _Toc36551294]8.3.5.4	Abnormal Conditions
Not applicable.

Changes for Proposal 6- Option 1
[bookmark: _Toc20953483]8.7.3	S1 Setup 
[bookmark: _Toc20953484]8.7.3.1	General
[bookmark: _Toc20953485]The purpose of the S1 Setup procedure is to exchange application level data needed for the eNB and the MME to correctly interoperate on the S1 interface. This procedure shall be the first S1AP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received and clears MME overload state information at the eNB. If the eNB and MME do not agree on retaining the UE Contexts this procedure also re-initialises the E-UTRAN S1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. If the eNB initiating the S1 Setup procedure supports a CSG cell, the procedure shall report the CSG ID(s) of the supported CSGs.
8.7.3.2	Successful Operation


Figure 8.7.3.2-1: S1 Setup procedure: Successful Operation.
The eNB initiates the procedure by sending a S1 SETUP REQUEST message including the appropriate data to the MME. The MME responds with a S1 SETUP RESPONSE message including the appropriate data.
The exchanged data shall be stored in respective node and used for the duration of the TNL association. When this procedure is finished, the S1 interface is operational and other S1 messages can be exchanged.
If the eNB initiating the S1 SETUP procedure supports one (or more) CSG cell(s), the S1 SETUP REQUEST message shall contain the CSG ID(s) of the supported CSG(s).
If the S1 SETUP REQUEST message contains the eNB Name IE the MME may use this IE as a human readable name of the eNB.
If the S1 SETUP RESPONSE message contains the MME Name IE the eNB may use this IE as a human readable name of the MME.
If the MME Relay Support Indicator IE is included in the S1 SETUP RESPONSE message, the eNB shall consider this information when selecting an appropriate MME for the Relay Node.
If the UE Retention Information IE set to “ues-retained“ was included in the S1 SETUP REQUEST message, then the MME may accept the proposal to retain the existing UE related contexts and signalling connections by including the UE Retention Information IE set to “ues-retained“ in the S1 SETUP RESPONSE message.
If the NB-IoT Default Paging DRX IE is included in the S1 SETUP REQUEST message, the MME will take it into account as specified in TS36.300 [14].
If the Connected en-gNB List IE is included in the S1 SETUP REQUEST message, the MME shall take it into account as specified in TS 36.300 [14].
If the S1 SETUP RESPONSE message contains the ServedDCNs IE then the eNB shall, if supported, use it as defined in TS 23.401 [11].
If the S1 SETUP RESPONSE message contains the GUMMEI Type IE then the eNB shall, if supported, use it to route the UE to the correct MME as specified in TS 23.401 [11].
If the S1 SETUP REQUEST message contains the Maximum Size of UE Capability IE then the MME shall, if supported, store this information and consider this information if needed.


Changes for Proposal 6- Option 2
[bookmark: _Toc20953513][bookmark: _Toc29390690][bookmark: _Toc36551427]8.9	UE Capability Info Indication
[bookmark: _Toc20953514][bookmark: _Toc29390691][bookmark: _Toc36551428]8.9.1	General
The purpose of the UE Capability Info Indication procedure is to enable the eNB to provide to the MME UE capability-related information.
[bookmark: _Toc20953515][bookmark: _Toc29390692][bookmark: _Toc36551429]8.9.2	Successful Operation


Figure 8.9.2-1: UE Capability Info Indication procedure. Successful operation.
The eNB controlling a UE-associated logical S1-connection initiates the procedure by sending a UE CAPABILITY INFO INDICATION message to the MME including the UE capability information. The UE CAPABILITY INFO INDICATION message may also include paging specific UE capability information within the UE Radio Capability for Paging IE. The UE capability information received by the MME shall replace previously stored corresponding UE capability information in the MME for the UE, as described in TS 23.401 [11]. 
If UE CAPABILITY INFO INDICATION message contains the LTE-M indication IE, the MME shall, if supported, use it according to TS 23.401 [11].
If the UE indicates the support for UE Application Layer Measurement, the eNB shall if supported include the UE Application Layer Measurement Capability IE in the UE CAPABILITY INFO INDICATION message. The MME shall, if supported, store and use thie information when initiating UE Application Layer Measurement.
If the UE Radio Capability ID Unused IE is included in the UE CAPABILITY INFO INDICATION message, the MME may consider the indicated UE radio capability ID and the associated UE radio capability information as not used by the MME.

 Correction to BL CR for 36.413
8.x	UE Radio Capability ID Mapping

8.x.1	General
The purpose of the UE Radio Capability ID Mapping procedure is to enable the eNB to request the MME to provide the UE Radio Capability information that maps to a specific UE Radio Capability ID. The procedure uses non UE-associated signalling.
8.x.2	Successful Operation


Figure 8.x.2-1: UE Radio Capability ID mapping Request procedure. Successful operation. 
The eNB initiates the procedure by sending a UE RADIO CAPABILITY ID MAPPING REQUEST message to the MME. 
Upon receipt of the UE RADIO CAPABILITY ID MAPPING REQUEST message, the MME shall include the UE Radio Capability information that maps to the UE Radio Capability ID indicated in the UE RADIO CAPABILITY ID MAPPING REQUEST message in the UE RADIO CAPABILITY ID MAPPING RESPONSE message.
8.x.3	Unsuccessful Operation
Not applicable.
8.x.4	Abnormal Conditions
Void.

NEXT CHANGE
[bookmark: _Ref469454216][bookmark: _Toc20953609]9.1.4.1	INITIAL CONTEXT SETUP REQUEST
This message is sent by the MME to request the setup of a UE context.
Direction: MME  eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RAB to Be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Setup Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	>>NAS-PDU
	O
	
	9.2.3.5
	
	-
	

	>>Correlation ID
	O
	
	9.2.1.80
	
	YES
	ignore

	>>SIPTO Correlation ID
	O
	
	Correlation ID
9.2.1.80
	
	YES
	ignore

	>>Bearer Type
	O
	
	9.2.1.116
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Security Key
	M
	
	9.2.1.41
	The KeNB is provided after the key-generation in the MME, see TS 33.401 [15].
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22

	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Registered LAI
	O
	
	9.2.3.1
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the MME serving the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.2.1.89
	
	YES
	ignore

	Additional CS Fallback Indicator
	C-ifCSFBhighpriority
	
	9.2.3.37
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.38
	
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.1.96
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.2.1.113
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	Enhanced Coverage Restricted
	O
	
	9.2.1.123
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.127
	
	YES
	ignore

	CE-mode-B Restricted
	O
	
	9.2.1.129
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.1.136
	
	YES
	ignore

	Pending Data Indication
	O
	
	9.2.3.55
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.1.140
	
	YES
	ignore

	Additional RRM Policy Index
	O
	
	9.2.1.39a
	
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.2.1.a
	
	YES
	reject




	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 



	Condition
	Explanation

	ifCSFBhighpriority
	This IE shall be present if the CS Fallback Indicator IE is set to “CS Fallback High Priority”.




NEXT CHANGE
[bookmark: _Toc20953619][bookmark: _Toc29390796][bookmark: _Toc36551533]9.1.4.11	UE RADIO CAPABILITY MATCH REQUEST
This message is sent by the MME to request the compatibility between the UE radio capabilities and network configuration.
Direction: MME  eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.2.1.a
	
	YES
	reject



NEXT CHANGE
[bookmark: _Toc20953660][bookmark: _Toc29390837][bookmark: _Toc36551574]9.1.8.4	S1 SETUP REQUEST
This message is sent by the eNB to transfer information for a TNL association.
Direction: eNB  MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Global eNB ID
	M
	
	9.2.1.37
	
	YES
	reject

	eNB Name
	O
	
	PrintableString(SIZE(1..150,…))
	
	YES
	ignore

	Supported TAs
	
	1..<maxnoofTACs>
	
	Supported TAs in the eNB.
	GLOBAL
	reject

	>TAC
	M
	
	9.2.3.7

	Broadcast TAC.
	-
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs.
	-
	

	>>PLMN Identity
	M
	
	9.2.3.8
	
	
	

	>RAT-Type
	O
	
	9.2.1.117
	RAT-Type associated with the TAC of the indicated PLMN(s).
	YES
	reject

	Default Paging DRX
	M
	
	9.2.1.16
	
	YES
	ignore

	CSG Id List
	
	0..1
	
	
	GLOBAL
	reject

	>CSG Id
	
	1 .. <maxnoofCSGIds>
	9.2.1.62
	
	
	

	UE Retention Information
	O
	
	9.2.1.112
	
	YES
	ignore

	NB-IoT Default Paging DRX
	O
	
	9.2.1.114
	
	YES
	ignore

	Connected en-gNB List
	
	<0.. maxnoofConnecteden-gNBs>
	
	
	GLOBAL
	ignore

	>en-gNB ID
	M
	
	9.2.1.37a
	
	
	

	>Supported TAs
	
	1..<maxnoofTACs>
	
	Supported (EPS) TAs in the en-gNB.
	-
	

	>>Configured TAC
	M
	
	TAC
9.2.3.7
	This information is used as specified in TS 36.300 [14].
	-
	

	>>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs.
	-
	

	>>>PLMN Identity
	M
	
	9.2.3.8
	
	
	

	Maximum Size of UE Capability
	O
	
	9.a.1.c
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 6.

	maxnoofCSGIds
	Maximum no. of CSG Ids within the CSG Id List. Value is 256.

	maxnoofConnecteden-gNBs
	Maximum no. of en-gNBs connected to the eNB. Value is 256.




NEXT CHANGE
[bookmark: _Toc20953674][bookmark: _Toc29390851][bookmark: _Toc36551588]9.1.10	UE CAPABILITY INFO INDICATION
This message is sent by the eNB to provide UE Radio Capability information to the MME.
Direction: eNB  MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Radio Capability
	M
	
	9.2.1.27
	
	YES
	ignore

	UE Radio Capability for Paging
	O
	
	9.2.1.98
	
	YES
	ignore

	UE Application Layer Measurement Capability
	O
	
	BIT STRING (SIZE(8))
	Each bit in the bitmap indicates an UE Application layer measurement capability, refer to TS 25.331[10].

Bit 0 = QoE Measurement for streaming service

Bit 1 = QoE Measurement for MTSI service

Value ‘1’ indicates “Capable” and value ‘0’ indicates “not Capable”.

Unused bits are reserved for future use.
	YES
	ignore

	LTE-M Indication
	O
	
	9.2.1.135
	
	YES
	ignore

	UE Radio Capability ID Unused
	O
	
	9.2.1.d
	
	YES
	ignore



NEXT CHANGE
9.2.1.a	UE Radio Capability ID
This IE contains UE Radio Capability ID.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	UE Radio Capability ID
	M
	
	OCTET STRING
	Defined in 23.003 [21].



NEXT CHANGE
9.2.1.c	Maximum Size of UE Capability
This IE indicates the Maximum Size of UE Capability that can be decoded by the eNB.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Maximum of UE Capability Piece
	M
	
	INTEGER (1..16, …)
	The maximum size of UE capability is expressed as Maximum of UE Capability Piece x 8188, the unit is byte.



9.2.1.d	UE Radio Capability ID Unused
This IE contains the UE Radio Capability ID that is not used by the MME. 
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	UE Radio Capability ID
	M
	
	9.2.1.a
	




NEXT CHANGE
[bookmark: _Toc20953917]9.3.3	PDU Definitions
-- **************************************************************
--
-- PDU definitions for S1AP.
--
-- **************************************************************

S1AP-PDU-Contents { 
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 
eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************
--
-- IE parameter types from other modules.
--
-- **************************************************************

IMPORTS
	
	UEAggregateMaximumBitrate,
	BearerType,
	Cause,
	CellAccessMode,
	Cdma2000HORequiredIndication,
	Cdma2000HOStatus,
	Cdma2000OneXSRVCCInfo,
	Cdma2000OneXRAND,
	Cdma2000PDU,
	Cdma2000RATType,
	Cdma2000SectorID,

<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
	WarningAreaCoordinates,
	Subscription-Based-UE-DifferentiationInfo,
	PSCellInformation,
	NR-CGI,
	ConnectedengNBList,
	EN-DCSONConfigurationTransfer,
	TimeSinceSecondaryNodeRelease,
	AdditionalRRMPriorityIndex,
	MaximumSizeofUECapability,
	UERadioCapability-ID-Unused




FROM S1AP-IEs

	PrivateIE-Container{},
	ProtocolExtensionContainer{},
	ProtocolIE-Container{},
	ProtocolIE-ContainerList{},
	ProtocolIE-ContainerPair{},
	ProtocolIE-ContainerPairList{},
	ProtocolIE-SingleContainer{},
	S1AP-PRIVATE-IES,
	S1AP-PROTOCOL-EXTENSION,
	S1AP-PROTOCOL-IES,
	S1AP-PROTOCOL-IES-PAIR
FROM S1AP-Containers


	id-AssistanceDataForPaging,
	id-AerialUEsubscriptionInformation,
	id-uEaggregateMaximumBitrate,
	id-BearerType,
	id-Cause,
	id-CellAccessMode,
	id-CellIdentifierAndCELevelForCECapableUEs,
<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
	id-ConnectedengNBList,
	id-ConnectedengNBToAddList,
	id-ConnectedengNBToRemoveList,
	id-EN-DCSONConfigurationTransfer-ECT,
	id-EN-DCSONConfigurationTransfer-MCT,
	id-TimeSinceSecondaryNodeRelease,
	id-MaximumSizeofUECapability,
	id-UERadioCapability-ID-Unused

NEXT CHANGE
-- UE RADIO CAPABILITY MATCH ELEMENTARY PROCEDURE
--
-- **************************************************************

-- **************************************************************
--
-- UE Radio Capability Match Request
--
-- **************************************************************

UERadioCapabilityMatchRequest ::= SEQUENCE {
	protocolIEs			ProtocolIE-Container       { { UERadioCapabilityMatchRequestIEs} },
	...
}

UERadioCapabilityMatchRequestIEs S1AP-PROTOCOL-IES ::= {	
	{ ID id-MME-UE-S1AP-ID				CRITICALITY reject	TYPE MME-UE-S1AP-ID					PRESENCE mandatory	}|
	{ ID id-eNB-UE-S1AP-ID				CRITICALITY reject	TYPE ENB-UE-S1AP-ID					PRESENCE mandatory	}|
	{ ID id-UERadioCapability			CRITICALITY ignore	TYPE UERadioCapability				PRESENCE optional	}|
	{ ID id-UERadioCapability-ID		CRITICALITY reject	TYPE UERadioCapability-ID			PRESENCE optional	},
	...
}

-- **************************************************************

NEXT CHANGE
-- S1 SETUP ELEMENTARY PROCEDURE
--
-- **************************************************************

-- **************************************************************
--
-- S1 Setup Request
--
-- **************************************************************

S1SetupRequest ::= SEQUENCE {
	protocolIEs			ProtocolIE-Container       { {S1SetupRequestIEs} },
	...
}

S1SetupRequestIEs S1AP-PROTOCOL-IES ::= {
	{ ID id-Global-ENB-ID				CRITICALITY reject	TYPE Global-ENB-ID				PRESENCE mandatory}|
	{ ID id-eNBname						CRITICALITY ignore	TYPE ENBname					PRESENCE optional}|
	{ ID id-SupportedTAs				CRITICALITY reject	TYPE SupportedTAs				PRESENCE mandatory}|
	{ ID id-DefaultPagingDRX			CRITICALITY ignore	TYPE PagingDRX					PRESENCE mandatory}|
	{ ID id-CSG-IdList					CRITICALITY reject	TYPE CSG-IdList					PRESENCE optional}|
	{ ID id-UE-RetentionInformation		CRITICALITY ignore	TYPE UE-RetentionInformation	PRESENCE optional}|
	{ ID id-NB-IoT-DefaultPagingDRX		CRITICALITY ignore	TYPE NB-IoT-DefaultPagingDRX	PRESENCE optional}|
	{ ID id-ConnectedengNBList			CRITICALITY ignore	TYPE ConnectedengNBList			PRESENCE optional}|
	{ ID id-MaximumSizeofUECapability	CRITICALITY ignore	TYPE MaximumSizeofUECapability	PRESENCE optional},
	...
}

NEXT CHANGE
-- UE CAPABILITY INFO INDICATION ELEMENTARY PROCEDURE
--
-- **************************************************************

-- **************************************************************
--
-- UE Capability Info Indication
--
-- **************************************************************

UECapabilityInfoIndication ::= SEQUENCE {
	protocolIEs			ProtocolIE-Container       { { UECapabilityInfoIndicationIEs} },
	...
}

UECapabilityInfoIndicationIEs S1AP-PROTOCOL-IES ::= {
	{ ID id-MME-UE-S1AP-ID				CRITICALITY reject	TYPE MME-UE-S1AP-ID					PRESENCE mandatory}|
	{ ID id-eNB-UE-S1AP-ID				CRITICALITY reject	TYPE ENB-UE-S1AP-ID					PRESENCE mandatory}|
	{ ID id-UERadioCapability			CRITICALITY ignore	TYPE UERadioCapability				PRESENCE mandatory}|
	{ ID id-UERadioCapabilityForPaging	CRITICALITY ignore	TYPE UERadioCapabilityForPaging		PRESENCE optional}|
	{ ID id-UE-Application-Layer-Measurement-Capability		CRITICALITY ignore	TYPE UE-Application-Layer-Measurement-Capability							PRESENCE optional}|
	{ ID id-LTE-M-Indication				CRITICALITY ignore	TYPE LTE-M-Indication				PRESENCE optional}|
	{ ID id-UERadioCapability-ID-Unused		CRITICALITY ignore	TYPE UERadioCapability-ID-Unused	PRESENCE optional},
	...
}


NEXT CHANGE
[bookmark: _Toc20953918]9.3.4	Information Element Definitions

<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
-- M

M3Configuration ::= SEQUENCE {
	m3period			M3period,
	iE-Extensions		ProtocolExtensionContainer { { M3Configuration-ExtIEs} } OPTIONAL,
	...
}

<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
MutingPatternInformation-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {
	...
}

MaximumSizeofUECapability ::= SEQUENCE {
	maximumofUECapabilityPiece		INTEGER (1..16, ...),
	...
}


<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
-- U

<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
UE-Application-Layer-Measurement-Capability ::= BIT STRING (SIZE (8))

-- First bit: QoE Measurement for streaming service
-- Second bit: QoE Measurement for MTSI service

-- Note that undefined bits are considered as a spare bit and spare bits shall be set to 0 by the transmitter and shall be ignored by the receiver.

UERadioCapability-ID-Unused ::= SEQUENCE {
	uERadioCapability-ID					UERadioCapability-ID,
	iE-Extensions		ProtocolExtensionContainer { { UERadioCapability-ID-Unused-ExtIEs} }	OPTIONAL,
	...
}

UERadioCapability-ID-Unused-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {
	...
}


<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
NEXT CHANGE
[bookmark: _Toc20953920]9.3.6	Constant Definitions
-- **************************************************************
--
-- Constant definitions
--
-- **************************************************************

S1AP-Constants { 
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 
eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-Constants (4) } 

<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
id-TimeSinceSecondaryNodeRelease					ProtocolIE-ID ::= 297
id-RequestTypeAdditionalInfo						ProtocolIE-ID ::= 298
id-AdditionalRRMPriorityIndex						ProtocolIE-ID ::= 299
id-UERadioCapability-ID-Unused						ProtocolIE-ID ::=  d3
id-MaximumSizeofUECapability						ProtocolIE-ID ::=  d4
END OF CHANGE
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