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1 Introduction
In RAN3#107e, the topology discovery was re-discussed, and the selected solution is that the IAB node includes the BAP address in the F1 Setup Request message. However, we still find some cases in which the selected solution does not work. In this contribution, we will further discuss this issue.  
2 Discussions
RAN3 already agreed that the IP address of IAB node can be assigned by OAM. Furthermore, in last RAN3 meeting, the following agreement was achieved:

The configuration of security layer, discovery of CU-CP and SeGWs, and other IP-based services can be done via the existing solutions (e.g., OAM configuration). 

In the existing F1 interface, the IP address for the CP and UP IPSec is configured via OAM. 

Observation 1: the IP address for CP and UP IPSec is configured via OAM. 
Then, we can look into the topology discovery issue for different cases:

· Case 1 (tunnel model for IPSec): the IP address is signalled via IAB donor CU

The IP address(es) from IAB donor CU is for the inner addresses, while the outer address of the IPSec is configured via OAM. In this case, the outer address is not known by the IAB donor CU. 
· Case 2 (tunnel model for IPSec): the IP address is configured via OAM

For this case, the IAB donor CU definitely does not know the IP address (inner or outer address) at the IAB node side.  

· Case 3 (transport mode for IPSec or IPSec is not used): IP address is configured via IAB donor CU

In this case, IAB donor CU knows IAB node’s IP address. So, the IAB donor CU can deduce the co-location of IAB-MT and IAB-DU from the received IP packet. Thus, the original opt1 is still a valid solution, i.e., IAB-donor-CU discovers collocation of IAB MT and IAB DU from the IP address used by the IAB DU for F1-C.
· Case 4 (transport mode for IPSec or IPSec is not used): IP address is configured via OAM

For this case, the IAB donor CU cannot know the IP address at the IAB node side. 

The above three cases result in the IP address unknown at the IAB donor CU side. To setup SCTP association before F1 Setup, IAB donor CU needs to derive the IP address (outer address for IPSec tunnel mode, and allocated IP address for IPSec transport mode or non-IPSec case) at the IAB node side. To achieve this, the only way is that the IAB node sends this IP address (either outer IP address for IPSec tunnel mode, or IP address of IAB node for transport mode or no IPSec case). Since such IP address is known after the OAM downloading, a better choice is to define a new RRC message to include such IP address. Meanwhile, we think a new RRC message is needed to request IP address [1] if the IP address is requested by IAB node. Thus, such new RRC message can be used for both purposes. 
Proposal: to support topology discovery, a new RRC message can be defined to indicate the IP address used at the IAB node side.  
3 Conclusions
In this contribution, we further discuss topology discovery, and propose:

Proposal: to support topology discovery, a new RRC message can be defined to indicate the IP address used at the IAB node side.
Since such proposal has impact to RAN2, we draft the LS to RAN2 in [2]. 
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8.z.1
Standalone IAB integration
A high-level flow chart for SA-based IAB integration is shown in the Figure 8.z-1:
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Figure 8.z.1-1: The integration procedure for IAB-node


Phase 1: IAB-MT setup. In this phase, the MT functionality of the new IAB-node (e.g. IAB-node 2 in Figure 8.z.1-1) connects to the network as a normal UE, by performing RRC connection setup procedure with IAB-donor-CU, authentication with the core network, IAB-node 2-related context management, IAB-node 2’s access traffic-related radio bearer configuration at the RAN side, and, optionally, OAM connectivity establishment by using the IAB-MT’s PDU session. The IAB node can select the parent node for access based on an over-the-air indication from potential parent IAB-nodes or IAB-donor-DUs (transmitted in SIB). To indicate its IAB capability, the IAB-MT includes the IAB-node indication in RRCSetupComplete message, to assist the IAB donor node select the AMF supporting IAB.
Editor’s Note: The signalling flow for UE initial access procedure as shown in Figure 8.1-1/Figure 8.9.1-1 should be used as baseline for the setup of the MT functionality of IAB-node. 

Phase 2-1: BH RLC channel establishment. During the bootstrapping procedure, one default BH RLC channel for CP traffic e.g. carrying F1-C messages to and from the IAB-node, is established. This may require the setup of a new backhaul channel or modification of an existing BH RLC channel between IAB-node 1 and IAB-donor-DU. The IAB-donor-CU may establish additional (non-default) BH RLC channels.
NOTE: If the OAM connectivity is supported via backhaul IP layer by implementation, one or more BH RLC channels used for OAM traffic can also be established. 
Phase 2-2: Routing update. In this phase, the BAP sublayer is updated to support routing between the new IAB-node 2 and the IAB-donor-DU. This includes configuration of a BAP address on the IAB-node 2, BAP routing identifier(s) for downstream direction on the IAB-donor-DU, and BAP routing identifier(s) in upstream direction on the MT functionality of IAB-node 2. For the downstream direction, the IAB-donor-CU initiates F1AP procedure to configure the IAB-donor-DU with the mapping between the IP address of IAB-node 2 and the BAP address of IAB-node 2. The IAB-donor-CU may also configure the IAB-donor-DU with the mapping from IP header field(s) (IP address and/or DSCP and/or IPv6 flow label can be used) to the BAP path ID of IAB-node 2. The routing tables are updated on all ancestor IAB-nodes (e.g. IAB-node 1 in Figure 8.z.1-1) and on the IAB-donor-DU with routing entries for the new BAP routing identifier(s).  This phase may also include the IP address allocation procedure for IAB-node 2. IAB-node 2 may request one or more IP addresses from the IAB-donor-CU via RRC. The IAB-donor-CU may send the IP address(es) to the IAB-node 2 via RRC. The IAB-donor-CU may obtain the IP address(es) from the IAB-donor-DU via F1-AP or by other means (e.g. OAM, DHCP). IP address allocation procedure may occur at any time after RRC connection has been established.
Phase 3: IAB-DU part setup. In this phase, the DU functionality of IAB-node 2 is configured. The DU functionality of IAB-node 2 initiates the TNL establishment, and F1 setup (as defined in clause 8.5) with the IAB-donor-CU using the allocated IP address(es). The IAB-donor-CU can discover the collocation of IAB-MT and IAB-DU via the IP address used by the IAB-DU for F1-C if IP address is signalled via RRC, or from the RRC message from IAB-DU, which includes the IP address used for F1-C, if IP address is configured via OAM. .

NOTE: The IAB-DU can discover the IAB-donor-CU’s IP address in the same manner as a normal DU.
Editor’s NOTE: the RRC message for the discovering the collocation of IAB-MT and IAB-DU depends on RAN2 discussion. 
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