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1. Introduction

This document addresses an alignment between the release specification for TS 38.413 and the baseline CR for NB-IOT / 38.413. 
2. Discussion
As of the March version of TS 38.413 (v16.1.0), a new IE was introduced (RAT-Information) which is associated with a TAC at NG Setup (and RAN Configuration Update). The IE is enumerated and has a single codepoint (“unlicensed”) but is extensible and is designed specifically to enable the RAN to provide RAT information to the AMF (linked to a TAC). This then enables the AMF to have some RAT specific actions, of which the most obvious is the capability to enforce access restrictions on receipt of the INITIAL UE MESSAGE.
Additionally, the requirements from SA2 have been spelt out in the following except from TS 23.501:
From a stage 3 perspective, it makes sense to rationalize all the above as follows:

· Assume that, for primary access restriction, the AMF derives the RAT from the node ID, and in addition  

· NG-RAN node shall indicate exceptions (e.g. NR in unlicensed bands, or NB-IOT).

Finally, since a general IE was introduced for unlicensed (RAT Information, with a single codepoint), it is proposed to add a new codepoint for NB-IOT as shown below:

9.3.1.125
RAT Information
This IE provides RAT related information associated with a TAC, used as described in TS 23.501 [9].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RAT Information
	M
	
	ENUMERATED (unlicensed, nb-iot, ...)
	


In conclusion, the proposal is:
Proposal: Reuse RAT Information and add NB-IOT codepoint; therefore delete the NB-IOT specific IE, as per text proposal in Annex.
3. Conclusion 
The following proposal is made in this document:

Proposal: Reuse RAT Information and add NB-IOT codepoint; therefore delete the NB-IOT specific IE, as per text proposal in Annex.
4. References 
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S2-1910766, “Introduction of RRC Connection Re-Establishment for CP“, Huawei et al, SA2#135, October 2019.

Appendix:  Text Proposal 
8.7.1
NG Setup

8.7.1.1
General

The purpose of the NG Setup procedure is to exchange application level data needed for the NG-RAN node and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.

This procedure erases any existing application level configuration data in the two nodes, replaces it by the one received and clears AMF overload state information at the NG-RAN node. If the NG-RAN node and AMF do not agree on retaining the UE contexts this procedure also re-initialises the NGAP UE-related contexts (if any) and erases all related signalling connections in the two nodes like an NG Reset procedure would do.

8.7.1.2
Successful Operation
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Figure 8.7.1.2-1: NG setup: successful operation

The NG-RAN node initiates the procedure by sending an NG SETUP REQUEST message including the appropriate data to the AMF. The AMF responds with an NG SETUP RESPONSE message including the appropriate data.

If the UE Retention Information IE set to “ues-retained“ is included in the NG SETUP REQUEST message, the AMF may accept the proposal to retain the existing UE related contexts and signalling connections by including the UE Retention Information IE set to “ues-retained“ in the NG SETUP RESPONSE message.

The AMF shall include the Backup AMF Name IE, if available, in the Served GUAMI List IE in the NG SETUP RESPONSE message. The NG-RAN node shall, if supported, consider the AMF as indicated by the Backup AMF Name IE when performing AMF reselection, as specified in TS 23.501 [9].

If the GUAMI Type IE is included in the NG SETUP RESPONSE message, the NG-RAN node shall store the received value and use it for further AMF selection as defined in TS 23.501 [9].

--------Start of the Next Change----
8.7.2
RAN Configuration Update

8.7.2.1
General

The purpose of the RAN Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and the AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.

8.7.2.2
Successful Operation
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Figure 8.7.2.2-1: RAN configuration update: successful operation

The NG-RAN node initiates the procedure by sending a RAN CONFIGURATION UPDATE message to the AMF including an appropriate set of updated configuration data that it has just taken into operational use. The AMF responds with a RAN CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. If an information element is not included in the RAN CONFIGURATION UPDATE message, the AMF shall interpret that the corresponding configuration data is not changed and shall continue to operate the NG-C interface with the existing related configuration data.
If the Supported TA List IE is included in the RAN CONFIGURATION UPDATE message, the AMF shall overwrite the whole list of supported TAs and the corresponding list of supported slices for each TA, and use them for subsequent registration area management of the UE.

If the Global RAN Node ID IE is included in the RAN CONFIGURATION UPDATE message, the AMF shall associate the TNLA to the NG-C interface instance using the Global RAN Node ID.

If the RAN CONFIGURATION UPDATE message includes NG-RAN TNL Association to Remove List IE, and the Endpoint IP Address IE and the Port Number IE for both TNL endpoints of the TNL association(s) are included in the NG-RAN TNL Association to Remove List IE, the AMF shall, if supported, consider that the TNL association(s) indicated by both received TNL endpoints will be removed by the NG-RAN node. If the Endpoint IP Address IE, or the Endpoint IP Address IE and the Port Number IE for one or both of the TNL endpoints is included in the NG-RAN TNL Association to Remove List IE in RAN CONFIGURATION UPDATE message, the AMF shall, if supported, consider that the TNL association(s) indicated by the received endpoint IP address(es) will be removed by the NG-RAN node.

--------Start of the Next Change----
9.2.6.1
NG SETUP REQUEST

This message is sent by the NG-RAN node to transfer application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Global RAN Node ID
	M
	
	9.3.1.5
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	
	
	
	
	
	
	

	Default Paging DRX
	M
	
	Paging DRX

9.3.1.90
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.


--------Start of the Next Change----
9.2.6.4
RAN CONFIGURATION UPDATE

This message is sent by the NG-RAN node to transfer updated application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	0..1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	
	
	
	
	
	
	

	Default Paging DRX
	O
	
	Paging DRX

9.3.1.90
	
	YES
	ignore

	Global RAN Node ID
	O
	
	9.3.1.5
	
	YES
	ignore

	NG-RAN TNL Association to Remove List 
	
	0..1
	
	
	YES
	reject

	>NG-RAN TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>TNL Association Transport Layer Address 
	M
	
	CP Transport Layer Information

9.3.2.6
	Transport layer address of the NG-RAN node.
	-
	

	>>TNL Association Transport Layer Address at AMF
	O
	
	CP Transport Layer Information

9.3.2.6
	Transport layer address of the AMF.
	-
	


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.


--------Start of the Next Change----

9.3.1.125
RAT Information
This IE provides RAT related information associated with a TAC, used as described in TS 23.501 [9].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RAT Information
	M
	
	ENUMERATED (unlicensed, nb-iot, ...)
	


--------Start of the Next Change----



	
	
	
	
	

	
	
	
	
	


--------Start of the Next Change----

9.4.5
Information Element Definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-AdditionalDLForwardingUPTNLInformation,


id-AdditionalULForwardingUPTNLInformation,


id-AdditionalDLQosFlowPerTNLInformation,


id-AdditionalDLUPTNLInformationForHOList,


id-AdditionalNGU-UP-TNLInformation,


id-AdditionalUL-NGU-UP-TNLInformation,


id-Cause,


id-CNTypeRestrictionsForEquivalent,


id-CNTypeRestrictionsForServing,


id-CommonNetworkInstance,

id-DataForwardingNotPossible,


id-DataForwardingResponseERABList,


id-DirectForwardingPathAvailability,


id-DL-NGU-UP-TNLInformation,


id-EndpointIPAddressAndPort,

id-ExtendedRATRestrictionInformation,

id-GUAMIType,


id-LastEUTRAN-PLMNIdentity,


id-LocationReportingAdditionalInfo,


id-MaximumIntegrityProtectedDataRate-DL,



id-NetworkInstance,


id-OldAssociatedQosFlowList-ULendmarkerexpected,

--------Start of the Next Change----
-- N

N3IWF-ID ::= CHOICE {


n3IWF-ID



BIT STRING (SIZE(16)),


choice-Extensions

ProtocolIE-SingleContainer { {N3IWF-ID-ExtIEs} }

}

N3IWF-ID-ExtIEs NGAP-PROTOCOL-IES ::= {


...

}

NAS-PDU ::= OCTET STRING

NASSecurityParametersFromNGRAN ::= OCTET STRING




NetworkInstance ::= INTEGER (1..256, ...)

NewSecurityContextInd ::= ENUMERATED {


true,


...

}

--------Start of the Next Change----
-- R

RANNodeName ::= PrintableString (SIZE(1..150, ...))

RANPagingPriority ::= INTEGER (1..256)

RANStatusTransfer-TransparentContainer ::= SEQUENCE {


dRBsSubjectToStatusTransferList

DRBsSubjectToStatusTransferList,


iE-Extensions

ProtocolExtensionContainer { {RANStatusTransfer-TransparentContainer-ExtIEs} }
OPTIONAL,


...

}

RANStatusTransfer-TransparentContainer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

RAN-UE-NGAP-ID ::= INTEGER (0..4294967295)

RAT-Information ::= ENUMERATED {


unlicensed,

nb-iot,

...

}
--------Start of the Next Change----
9.4.7
Constant Definitions

-- ASN1START

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

NGAP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


ProcedureCode,


ProtocolIE-ID

FROM NGAP-CommonDataTypes;

-- **************************************************************

--

-- Elementary Procedures

--

-- **************************************************************

id-AMFConfigurationUpdate




ProcedureCode ::= 0

id-AMFStatusIndication





ProcedureCode ::= 1

id-CellTrafficTrace






ProcedureCode ::= 2
id-DeactivateTrace






ProcedureCode ::= 3
//skip the unchanged part

id-NewGUAMI











ProtocolIE-ID ::= 162


id-ULForwarding










ProtocolIE-ID ::= 163


id-ULForwardingUP-TNLInformation





ProtocolIE-ID ::= 164


id-CNAssistedRANTuning








ProtocolIE-ID ::= 165


id-CommonNetworkInstance







ProtocolIE-ID ::= 166


id-NGRAN-TNLAssociationToRemoveList





ProtocolIE-ID ::= 167


id-TNLAssociationTransportLayerAddressNGRAN



ProtocolIE-ID ::= 168


id-EndpointIPAddressAndPort







ProtocolIE-ID ::= 169


id-LocationReportingAdditionalInfo





ProtocolIE-ID ::= 170


id-SourceToTarget-AMFInformationReroute




ProtocolIE-ID ::= 171


id-AdditionalULForwardingUPTNLInformation



ProtocolIE-ID ::= 172


id-SCTP-TLAs










ProtocolIE-ID ::= 173


id-DataForwardingResponseERABList





ProtocolIE-ID ::= 174


id-RIMInformationTransfer







ProtocolIE-ID ::= 175


id-GUAMIType





ProtocolIE-ID ::= 176


id-UERadioCapabilityForPagingOfNB-IoT




ProtocolIE-ID ::= xxx
END

-- ASN1STOP

--------End of the Changes----
When the UE is accessing NR using unlicensed bands, as defined in clause 5.4.x, an indication is provided in N2 interface as defined in TS 38.413 [34].


[ and later]


The UDM shall provide to the AMF the following information about the subscriber's NR or E-UTRA access restriction set by the operator determined e.g. by subscription scenario and roaming scenario:


-    For NR: 


-	NR not allowed as primary access. 


-    NR not allowed as secondary access. 


-	NR in unlicensed bands not allowed as primary access.


-	NR in unlicensed bands not allowed as secondary access.


-	For E-UTRA:


-    E-UTRA not allowed as primary access. 


-    E-UTRA not allowed as secondary access. 


-	NB-IoT not allowed as primary access. 


In order to enforce all primary access restrictions, the related access has to be deployed in different Tracking Area Codes and the subscriber shall not be allowed to access the network in TAs using the particular access. 


With all secondary access restrictions, the subscriber shall not be allowed to use this access as secondary access.
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