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1. Introduction
This contribution provides the TP to X2AP BL CR, to:
- rename the new Non-IP IE to Ethernet Type IE, and remove the related abnormal condition
- update the descriptions that if the Bearer Type IE is set to “non IP”, the eNB shall not perfrom IP header compression, instead of shall not perform header compression.
2. Text Proposal
----Start of the First Change----
8.2.1	Handover Preparation
8.2.1.1	General
This procedure is used to establish necessary resources in an eNB for an incoming handover.
The procedure uses UE-associated signalling.
8.2.1.2	Successful Operation


Figure 8.2.1.2-1: Handover Preparation, successful operation
The source eNB initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. When the source eNB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
The source eNB may include in the GUMMEI IE any GUMMEI corresponding to the source MME node.
[bookmark: _GoBack]If at least one of the requested non-GBR E-RABs is admitted to the cell indicated by the Target Cell ID IE, the target eNB shall reserve necessary resources, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source eNB. The target eNB shall include the E-RABs for which resources have been prepared at the target cell in the E-RABs Admitted List IE. The target eNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.
//Skip the unchanged part
If the UE Context Reference at the SeNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 36.300 [15]. If the UE Context Reference at the WT IE is contained in the HANDOVER REQUEST message, the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the WT UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message; the source eNB shall use this information as specified in TS 36.300 [15].
If the UE Context Reference at the SgNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 37.340 [32]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [32].
If the Bearer Type IE is included in the HANDOVER REQUEST message and is set to "non IP", then the target eNB shall not perform IP header compression for the concerned E-RAB.
If the Ethernet Type IE is included in the HANDOVER REQUEST message and is set to “True”, then the target eNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.
If the UE Sidelink Aggregate Maximum Bit Rate IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, use it for the concerned UE's sidelink communication in network scheduled mode for V2X services.
If the NR UE Security Capabilities IE is included in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and send it to the respective peer node during subsequent handover preparations and/or EN-DC operations for the UE as defined in TS 33.401 [15].
----Start of the Next Change----
8.2.1.4	Abnormal Conditions
If the target eNB receives a HANDOVER REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Setup List IE) set to the same value, the target eNB shall not admit the corresponding E-RABs.
If the target eNB receives a HANDOVER REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the target eNB shall not admit the corresponding E-RAB.
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the target eNB (TS 33.401 [18]), the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of the EIA0 algorithm in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
If the target eNB receives a HANDOVER REQUEST message which does not contain the Handover Restriction List IE, and the PLMN to be used cannot be determined otherwise, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
If the target eNB receives a HANDOVER REQUEST message containing the Handover Restriction List IE, and the serving PLMN is not supported by the target cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
If the target eNB receives a HANDOVER REQUEST message which does not contain the CSG Membership Status IE, and the target cell is a hybrid cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
If the target cell is a CSG cell and the target eNB has not received any CSG ID of the source cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
If the target cell is a CSG cell with a different CSG from the source cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

----Start of the Next Change----
8.3.13	Retrieve UE Context
8.3.13.1	General
The purpose of the Retrieve UE Context procedure is to retrieve the UE context from the eNB where the RRC connection has been suspended (old eNB) and transfer it to the eNB where the RRC Connection has been requested to be resumed (new eNB) or to retrieve the UE context for a UE which attempts to re-establish its RRC connection in an eNB (the new eNB) different from the eNB (the old eNB) where the RRC connection failed, e.g. due to RLF.
The procedure uses UE-associated signalling.
8.3.13.2	Successful Operation


Figure 8.3.13.2-1: Retrieve UE Context, successful operation
The new eNB initiates the procedure by sending the RETRIEVE UE CONTEXT REQUEST message to the old eNB.
If the old eNB is able to identify the UE context and to successfully verify the UE by means of the Resume ID, the ShortMAC-I, optionally the C-RNTI, the failure cell PCI and the E-UTRAN Cell Identifier of the new cell contained in the RETRIEVE UE CONTEXT REQUEST message, it shall respond with the RETRIEVE UE CONTEXT RESPONSE message. The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
//Skip the unchanged part
If the UE Sidelink Aggregate Maximum Bit Rate IE is contained in the RETRIEVE UE CONTEXT RESPONSE message, the new eNB shall, if supported, use it for the concerned UE’s sidelink communication in network scheduled mode for V2X services.
[bookmark: _Hlk511822262]If the Aerial UE subscription information IE is included in the RETRIEVE UE CONTEXT RESPONSE message, the target eNB shall, if supported, store this information in the UE context and use it as defined in TS 36.300 [15].
For each E-RAB for which the old eNB proposes to do forwarding of downlink data, the old eNB shall include the DL Forwarding IE within the E-RABs To Be Setup Item IE of the RETRIEVE UE CONTEXT RESPONSE message.
If the Bearer Type IE is included in the RETRIEVE UE CONTEXT RESPONSE message and is set to "non IP", then the new eNB shall not perform IP header compression for the concerned E-RAB.
If the Ethernet Type IE is included in the RETRIEVE UE CONTEXT RESPONSE message and is set to “True”, then the new eNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.
8.3.13.3	Unsuccessful Operation


Figure 8.3.13.3-1: Retrieve UE Context, unsuccessful operation
If the old eNB is not able to identify the UE context by means of the Resume ID, or with the ShortMAC-I, C-RNTI, failed cell PCI and new E-UTRAN Cell Identifier contained in the RETRIEVE UE CONTEXT REQUEST message, it shall respond to the new eNB with the RETRIEVE UE CONTEXT FAILURE message.
8.3.13.4	Abnormal Conditions

Void.
----Start of the Next Change----
8.6.1.1	General
The purpose of the SeNB Addition Preparation procedure is to request the SeNB to allocate resources for dual connectivity operation for a specific UE.
The procedure uses UE-associated signalling.
8.6.1.2	Successful Operation


Figure 8.6.1.2-1: SeNB Addition Preparation, successful operation
The MeNB initiates the procedure by sending the SENB ADDITION REQUEST message to the SeNB. When the MeNB sends the SENB ADDITION REQUEST message, it shall start the timer TDCprep.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If the SENB ADDITION REQUEST message contains the Serving PLMN IE, the SeNB may use it for RRM purposes.
If the SENB ADDITION REQUEST message contains the Expected UE Behaviour IE, the SeNB shall, if supported, store this information and may use it to optimize resource allocation.
The SeNB shall report to the MeNB, in the SENB ADDITION REQUEST ACKNOWLEDGE message, the result for all the requested E-RABs in the following way:
-	A list of E-RABs which are successfully established shall be included in the E-RABs Admitted To Be Added List IE.
-	A list of E-RABs which failed to be established shall be included in the E-RABs Not Admitted List IE.
NOTE:	The MeNB may trigger the SeNB Addition Preparation procedure in the course of the Inter-MeNB handover without SeNB change procedure as described in 36.300 [15]. The deleted E-RABs are not included in the E-RABs To Be Added List IE in the SENB ADDITION REQUEST message, from MeNB point of view. If the SeNB reports a certain E-RAB to be successfully established, respective SCG resources, from an SeNB point of view, may be actually successfully established or modified or kept; if a certain E-RAB is reported to be failed to be established, respective SCG resources, from an SeNB point of view, may be actually failed to be established or modified or kept.
For each E-RAB configured with the SCG bearer option
-	the SeNB shall choose the ciphering algorithm based on the information in the UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the SeNB Security Key IE as specified in the TS 33.401 [18].
-	the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To be Added Item IE of the SENB ADDITION REQUEST message. For each E-RAB that it has decided to admit, the SeNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SENB ADDITION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP tunnel endpoint, i.e the information contained in the Transport Layer Address IE and the DL GTP TEID IE in the E-RAB To Be Modified List IE of the E-RAB MODIFICATION INDICATION message (see TS 36.413 [4]) depending on implementation choice.
-	the SeNB may include for each bearer in the E-RABs Admitted To Be Added List IE the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.
-	If the Correlation ID IE for the concerned E-RAB is received by the SeNB, the SeNB shall use this information for LIPA operation for the concerned E-RAB.
-	If the SIPTO Correlation ID IE for the concerned E-RAB is received by the SeNB, the SeNB shall use this information for SIPTO@LN operation for the concerned E-RAB.
-	If the Bearer Type IE for the concerned E-RAB is received by the SeNB and is set to "non IP", the SeNB shall, if supported, not perform IP header compression for the concerned E-RAB.
-	If the Ethernet Type IE for the concerned E-RAB is received by the SeNB and is set to “True”, the SeNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.
If the CSG Membership Status IE is included in the SENB ADDITION REQUEST message, the SeNB shall act as specified in TS 36.300 [15].
Upon reception of the SENB ADDITION REQUEST ACKNOWLEDGE message the MeNB shall stop the timer TDCprep.
----Start of the Next Change----
8.6.1.4	Abnormal Conditions
If the SeNB receives a SENB ADDITION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE) set to the same value, the SeNB shall consider the establishment of the corresponding E-RAB as failed.
If the SeNB receives a SENB ADDITION REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the SeNB shall consider the establishment of the corresponding E-RAB as failed.
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the SeNB (TS 33.401 [18]), the SeNB shall reject the procedure using the SENB ADDITION REQUEST REJECT message.
If the SeNB receives a SENB ADDITION REQUEST message which does not contain the CSG Membership Status IE, and the SCell served by the SeNB is a hybrid cell, the SeNB shall reject the procedure using the SENB ADDITION REQUEST REJECT message.
If the SeNB receives a SENB ADDITION REQUEST message containing a SeNB UE X2AP ID IE that does not match any existing UE Context that has such ID, the SeNB shall reject the procedure using the SENB ADDITION REQUEST REJECT message.
If the SeNB receives a SENB ADDITION REQUEST message containing both the Correlation ID and the SIPTO Correlation ID IEs for the same E-RAB, the SeNB shall consider the establishment of the corresponding E-RAB as failed.

Interactions with the SeNB Reconfiguration Completion and SeNB initiated SeNB Release procedure:
If the timer TDCoverall expires before the SeNB has received the SENB RECONFIGURATION COMPLETE or the SENB RELEASE REQUEST message, the SeNB shall regard the requested RRC connection reconfiguration as being not applied by the UE and shall trigger the SeNB initiated SeNB Release procedure.
Interactions with the MeNB initiated SeNB Release procedure:
If the timer TDCprep expires before the MeNB has received the SENB ADDITION REQUEST ACKNOWLEDGE message, the MeNB shall regard the SeNB Addition Preparation procedure as being failed and shall trigger the MeNB initiated SeNB Release procedure.
----Start of the Next Change----
8.6.3	MeNB initiated SeNB Modification Preparation
8.6.3.1	General
This procedure is used to enable an MeNB to request an SeNB to modify the UE context at the SeNB.
The procedure uses UE-associated signalling.
8.6.3.2	Successful Operation


Figure 8.6.3.2-1: MeNB initiated SeNB Modification Preparation, successful operation
The MeNB initiates the procedure by sending the SENB MODIFICATION REQUEST message to the SeNB. When the MeNB sends the SENB MODIFICATION REQUEST message, it shall start the timer TDCprep.
The SENB MODIFICATION REQUEST message may contain
-	within the UE Context Information IE;
-	E-RABs to be added within the E-RABs To Be Added Item IE;
-	E-RABs to be modified within the E-RABs To Be Modified Item IE;
-	E-RABs to be released within the E-RABs To Be Released Item IE;
-	the SeNB UE Aggregate Maximum Bit Rate IE;
-	the MeNB to SeNB Container IE;
-	the SCG Change Indication IE;
-	the CSG Membership Status IE.
If the SENB MODIFICATION REQUEST message contains the Serving PLMN IE, the SeNB may use it for RRM purposes.
If the SeNB UE Aggregate Maximum Bit Rate IE is included in the SENB MODIFICATION REQUEST message, the SeNB shall:
-	replace the previously provided SeNB UE Aggregate Maximum Bit Rate by the received SeNB UE Aggregate Maximum Bit Rate in the UE context;
-	use the received SeNB UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE as defined in TS 36.300 [15].
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If at least one of the requested modifications is admitted by the SeNB, the SeNB shall modify the related part of the UE context accordingly and send the SENB MODIFICATION REQUEST ACKNOWLEDGE message back to the MeNB.
The SeNB shall include the E-RABs for which resources have been either added or modified or released at the SeNB either in the E-RABs Admitted To Be Added List IE or the E-RABs Admitted To Be Modified List IE or the E-RABs Admitted To Be Released List IE. The SeNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.
For each E-RAB configured with the SCG bearer option
-	the SeNB shall, if included, choose the ciphering algorithm based on the information in the UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the SeNB Security Key IE as specified in the TS 33.401 [18].
-	if applicable, the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To Be Added Item IE of the SENB MODIFICATION REQUEST message. For each E-RAB that it has decided to admit, the SeNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SENB MODIFICATION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. The MeNB may also provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE and the UL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the SENB MODIFICATION REQUEST message.
-	if applicable, the SeNB may include for each bearer in the E-RABs Admitted To Be Added List IE in the SENB MODIFICATION REQUEST ACKNOWLEDGE message the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.
-	If the Correlation ID IE for the concerned E-RAB is received by the SeNB, the SeNB shall use this information for LIPA operation for the concerned E-RAB.
-	If the SIPTO Correlation ID IE for the concerned E-RAB is received by the SeNB, the SeNB shall use this information for SIPTO@LN operation for the concerned E-RAB.
-	If the Bearer Type IE for the concerned E-RAB is received by the SeNB and is set to "non IP", the SeNB shall, if supported,  not perform IP header compression for the concerned E-RAB.
-	If the Ethernet Type IE for the concerned E-RAB is received by the SeNB and is set to “True”, the SeNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.
For each E-RAB configured with the split bearer option to be modified, if the SENB MODIFICATION REQUEST message includes the SCG Change Indication IE and the MeNB GTP Tunnel Endpoint IE in the E-RABs To Be Modified Item IE, the SeNB shall act as specified in TS 36.300 [15].
For each E-RAB configured with the split bearer option to be modified (released)
-	if applicable, the MeNB may provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the SENB MODIFICATION REQUEST message.
----Start of the Next Change----
8.6.3.4	Abnormal Conditions
If the SeNB receives a SENB MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE and/or the E-RABs To Be Modified List IE) set to the same value, the SeNB shall not admit the action requested for the corresponding E-RABs.
If the SeNB receives an SENB MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RAB To Be Released List IE) set to the same value, the SeNB shall initiate the release of one corresponding E-RAB and ignore the duplication of the instances of the selected corresponding E-RABs.
If the SeNB receives a SENB MODIFICATION REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the SeNB shall not admit the corresponding E-RAB.
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the SeNB (TS 33.401 [18]), the SeNB shall reject the procedure using the SENB MODIFICATION REQUEST REJECT message.
If the timer TDCprep expires before the MeNB has received the SENB MODIFICATION REQUEST ACKNOWLEDGE message, the MeNB shall regard the MeNB initiated SeNB Modification Preparation procedure as being failed and shall release the UE Context at the SeNB.
If the SeNB receives a SENB MODIFICATION REQUEST message containing both the Correlation ID and the SIPTO Correlation ID IEs for the same E-RAB, the SeNB shall consider the establishment of the corresponding E-RAB as failed.

Interactions with the SeNB Reconfiguration Completion and SeNB initiated SeNB Release procedure:
If the timer TDCoverall expires before the SeNB has received the SENB RECONFIGURATION COMPLETE or the SENB RELEASE REQUEST message, the SeNB shall regard the requested modification RRC connection reconfiguration as being not applied by the UE and shall trigger the SeNB initiated SeNB Release procedure.
Interaction with the SeNB initiated SeNB Modification Preparation procedure:
If the MeNB, after having initiated the MeNB initiated SeNB Modification procedure, receives the SENB MODIFICATION REQUIRED message, the MeNB shall refuse the SeNB initiated SeNB Modification procedure with an appropriate cause value in the Cause IE.
If the MeNB has a Prepared SeNB Modification and receives the SENB MODIFICATION REQUIRED message, the MeNB shall respond with the SENB MODIFICATION REFUSE message to the SeNB with an appropriate cause value in the Cause IE.
----Start of the Next Change----
8.7.4	SgNB Addition Preparation
8.7.4.1	General
The purpose of the SgNB Addition Preparation procedure is to request the en-gNB to allocate resources for EN-DC connectivity operation for a specific UE.
The procedure uses UE-associated signalling.
8.7.4.2	Successful Operation


Figure 8.7.4.2-1: SgNB Addition Preparation, successful operation
The MeNB initiates the procedure by sending the SGNB ADDITION REQUEST message to the en-gNB. When the MeNB sends the SGNB ADDITION REQUEST message, it shall start the timer TDCprep.
//Skip the unchanged part
For each E-RAB successfully established in the en-gNB, the en-gNB shall report to the MeNB, in the SGNB ADDITION REQUEST ACKNOWLEDGE message, the same value in the EN-DC Resource Configuration IE as received in the SGNB ADDITION REQUEST message.
For each E-RAB for which allocation of the PDCP entity is requested at the en-gNB:
-	the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To be Added Item IE of the SGNB ADDITION REQUEST message. For each E-RAB that it has decided to admit, the en-gNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SGNB ADDITION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP tunnel endpoint, i.e the information contained in the Transport Layer Address IE and the DL GTP TEID IE in the E-RAB To Be Modified List IE of the E-RAB MODIFICATION INDICATION message (see TS 36.413 [4]) depending on implementation choice;
-	the en-gNB may include for each bearer in the E-RABs Admitted To Be Added List IE the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.
-	the en-gNB shall use the S1 UL GTP Tunnel Endpoint IE of the SGNB ADDITION REQUEST message as the UL S1-U address.
-	the MeNB shall use the SgNB UL GTP Tunnel Endpoint at PDCP IE of the SGNB ADDITION REQUEST ACKNOWLEDGE message as the UL X2-U address.
-	if the SGNB ADDITION REQUEST message contains for an E-RAB to be added which is requested to be configured with MCG resources the MeNB DL GTP Tunnel Endpoint at MCG IE the en-gNB shall use it as the DL X2-U address for delivery of DL PDCP PDUs.
-	the en-gNB shall include in the SGNB ADDITION REQUEST ACKNOWLEDGE message the S1 DL GTP Tunnel Endpoint at the SgNB IE.
-	the en-gNB shall include in the SGNB ADDITION REQUEST ACKNOWLEDGE message the RLC Mode IE.
-	the en-gNB may include for each bearer in the E-RABs Admitted To Be Added List IE in the SGNB ADDITION REQUEST ACKNOWLEDGE the PDCP SN Length IE to indicate the PDCP SN length for that bearer.
-	If the RLC Mode IE is included for an E-RAB within the E-RABs To be Added List IE in the SGNB ADDITION REQUEST message, it indicates the mode that the MeNB used for the E-RAB when it was hosted at the MeNB.
-	If the Bearer Type IE for the concerned E-RAB is received by the en-gNB and is set to "non IP", the en-gNB shall, if supported,  not perform IP header compression for the concerned E-RAB.
-	If the Ethernet Type IE for the concerned E-RAB is received by the en-gNB and is set to “True”, the en-gNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.
Upon reception of the SGNB ADDITION REQUEST ACKNOWLEDGE message the MeNB shall stop the timer TDCprep.
If the SGNB ADDITION ACKNOWLEDGE message contains the SgNB Resource Coordination Information IE, the MeNB may use it for the purpose of resource coordination with the en-gNB. The MeNB shall consider the received UL Coordination Information IE value valid until reception of a new update of the IE for the same UE. The MeNB shall consider the received DL Coordination Information IE value valid until reception of a new update of the IE for the same UE. If the SgNB Coordination Assistance Information IE is contained in the SgNB Resource Coordination Information IE, the MeNB shall, if supported, use the information to determine further coordination of resource utilisation between the en-gNB and the MeNB.
----Start of the Next Change----
8.7.4.4	Abnormal Conditions
If the en-gNB receives a SGNB ADDITION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE) set to the same value, the en-gNB shall consider the establishment of the corresponding E-RAB as failed.
If the en-gNB receives a SGNB ADDITION REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the en-gNB shall consider the establishment of the corresponding E-RAB as failed.
If the supported algorithms for encryption defined in the NR Encryption Algorithms IE in the NR UE Security Capabilities IE, plus the mandated support of NEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the en-gNB (TS 33.401 [18]), the en-gNB shall reject the procedure using the SGNB ADDITION REQUEST REJECT message.
If the supported algorithms for integrity defined in the NR Integrity Protection Algorithms IE in the NR UE Security Capabilities IE do not match any algorithms defined in the configured list of allowed integrity protection algorithms in the en-gNB (TS 33.401 [18]), the en-gNB shall reject the procedure using the SGNB ADDITION REQUEST REJECT message.
If the en-gNB receives a SGNB ADDITION REQUEST message containing a SgNB UE X2AP ID IE that does not match any existing UE Context that has such ID, the en-gNB shall reject the procedure using the SGNB ADDITION REQUEST REJECT message.
If the MeNB has provided the en-gNB for an E-RAB for which the PDCP entiy is allocated at the MeNB the Secondary MeNB UL GTP Tunnel Endpoint at PDCP IE and the Duplication Activation IE in the SGNB ADDITION REQUEST message, and the en-gNB does not provide the Secondary SgNB DL GTP Tunnel Endpoint at SCG IE and the LCID IE to the MeNB in the SGNB ADDITION REQUEST ACKNOWLEDGE message, the MeNB shall assume that PDCP duplication was not configured at the en-gNB and releases duplication resources.
If the en-gNB provides for an E-RAB for which the PDCP entiy is allocated at the MeNB the Secondary SgNB DL GTP Tunnel Endpoint at SCG IE and the LCID IE to the MeNB in the SGNB ADDITION REQUEST ACKNOWLEDGE message and the MeNB has not provided the Secondary MeNB UL GTP Tunnel Endpoint at PDCP IE and the Duplication Activation IE in the SGNB ADDITION REQUEST message, and the MeNB does not trigger the MeNB initiated SgNB Modification procedure to provide the Secondary MeNB UL GTP Tunnel Endpoint at PDCP IE and the Duplication Activation IE to the SgNB the en-gNB before the SgNB Reconfigurationi Completion procedure was triggered, the en-gNB shall trigger the release of the concerned E-RAB.

Interactions with the SgNB Reconfiguration Completion and SgNB initiated SgNB Release procedure:
If the timer TDCoverall expires before the en-gNB has received the SGNB RECONFIGURATION COMPLETE or the SGNB RELEASE REQUEST message, the en-gNB shall regard the requested RRC connection reconfiguration as being not applied by the UE and shall trigger the SgNB initiated SgNB Release procedure.
Interactions with the MeNB initiated SgNB Release procedure:
If the timer TDCprep expires before the MeNB has received the SGNB ADDITION REQUEST ACKNOWLEDGE message, the MeNB shall regard the SgNB Addition Preparation procedure as being failed and shall trigger the MeNB initiated SgNB Release procedure.
----Start of the Next Change----
8.7.6	MeNB initiated SgNB Modification Preparation
8.7.6.1	General
This procedure is used to enable an MeNB to request an en-gNB to modify the UE context at the en-gNB, or to query the current SCG configuration for supporting delta signalling in MeNB initiated SgNB change, or to provide the S-RLF-related information to the en-gNB.
The procedure uses UE-associated signalling.
8.7.6.2	Successful Operation


Figure 8.7.6.2-1: MeNB initiated SgNB Modification Preparation, successful operation
The MeNB initiates the procedure by sending the SGNB MODIFICATION REQUEST message to the en-gNB. When the MeNB sends the SGNB MODIFICATION REQUEST message, it shall start the timer TDCprep.
//Skip the unchanged part
For each E-RAB successfully established or modified or released in the en-gNB, the en-gNB shall report to the MeNB, in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message, the same value in the EN-DC Resource Configuration IE as received in the SGNB MODIFICATION REQUEST message.
The en-gNB shall, if included, choose the ciphering algorithm based on the information in the NR UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the SgNB Security Key IE as specified in the TS 33.401 [18].
For each E-RAB for which allocation of the PDCP entity is requested at the en-gNB:
-	if applicable, the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To Be Added Item IE of the SGNB MODIFICATION REQUEST message. For each E-RAB that it has decided to admit, the en-gNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SGNB MODIFICATION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. The MeNB may also provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE and the UL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the SGNB MODIFICATION REQUEST message.
-	if applicable, the en-gNB may include for each bearer in the E-RABs Admitted To Be Added List IE in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.
-	if applicable, the en-gNB may include for each bearer in the E-RABs Admitted To Be Modified List IE which is configured with the SN terminated split bearer option in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message the UL Configuration IE to indicate that the MCG UL configuration of the UE has changed.
-	if applicable, the en-gNB may include for each bearer in the E-RABs Admitted To Be Added List IE in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message the UL PDCP SN Length IE and the DL PDCP SN Length IE to indicate the PDCP SN length for that bearer.
-	If the Bearer Type IE for the concerned E-RAB is received by the en-gNB and is set to"non IP", then the en-gNB shall, if supported,  not perform IP header compression for the concerned E-RAB.
-	If the Ethernet Type IE for the concerned E-RAB is received by the en-gNB and is set to “True”, the en-gNB shall take this into account to perform header compression appropriately for the concerned E-RAB.
For each E-RAB configured with SCG resources and the PDCP entity is hosted by the MeNB and
-	requested to be modified,
-	if the SGNB MODIFICATION REQUEST message includes the MeNB UL GTP Tunnel Endpoint at PDCP IE in the E-RABs To Be Modified Item IE, the en-gNB shall act as specified in TS 37.340 [32].
-	if the SGNB MODIFICATION REQUEST message contains the MeNB UL GTP Tunnel Endpoint at PDCP IE the en-gNB shall use it as the new UL X2-U address.
-	the en-gNB may include in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message the SgNB DL GTP Tunnel Endpoint at SCG IE.
If, dependent on the configured bearer type, the Full E-RAB Level QoS Parameters IE or the Maximum MCG admittable E-RAB Level QoS Parameters IE or the Requested SCG E-RAB level QoS Parameters IE are included in the SGNB MODIFICATION REQUEST message for an E-RAB to be modified the en-gNB shall allocate respective resources and provide corresponding radio configuration information within the SgNB to MeNB Container IE as described in TS 37.340 [32].
If the SGNB MODIFICATION REQUEST message contains, for an E-RAB to be modified which is configured with the PDCP entity in the en-gNB, the S1 UL GTP Tunnel Endpoint IE, the en-gNB shall use it as the new UL S1-U address.
----Start of the Next Change----
8.7.6.4	Abnormal Conditions
If the en-gNB receives a SGNB MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE and/or the E-RABs To Be Modified List IE) set to the same value, the en-gNB shall not admit the action requested for the corresponding E-RABs.
If the en-gNB receives an SGNB MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RAB To Be Released List IE) set to the same value, the en-gNB shall initiate the release of one corresponding E-RAB and ignore the duplication of the instances of the selected corresponding E-RABs.
If the en-gNB receives a SGNB MODIFICATION REQUEST message containing, dependent on the configured bearer type, the Full E-RAB Level QoS Parameters IE or the Requested SCG E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the en-gNB shall not admit the corresponding E-RAB.
If the supported algorithms for encryption defined in the NR Encryption Algorithms IE in the NR UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of NEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the en-gNB (TS 33.401 [18]), the en-gNB shall reject the procedure using the SGNB MODIFICATION REQUEST REJECT message.
If the supported algorithms for integrity defined in the NR Integrity Protection Algorithms IE in the NR UE Security Capabilities IE in the UE Context Information IE do not match any algorithms defined in the configured list of allowed integrity protection algorithms in the en-gNB (TS 33.401 [18]), the en-gNB shall reject the procedure using the SGNB MODIFICATION REQUEST REJECT message.
If the timer TDCprep expires before the MeNB has received the SGNB MODIFICATION REQUEST ACKNOWLEDGE message, the MeNB shall regard the MeNB initiated SgNB Modification Preparation procedure as being failed and shall release the UE Context at the en-gNB.
If the MeNB has provided the en-gNB for an E-RAB to be setupr which the PDCP entiy is allocated at the MeNB the Secondary MeNB UL GTP Tunnel Endpoint at PDCP IE in the SGNB MODIFICATION REQUEST message, and the en-gNB does not provide the Secondary SgNB DL GTP Tunnel Endpoint at SCG IE to the MeNB in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message, the MeNB shall assume that PDCP duplication was not configured at the en-gNB and releases duplication resources.
If the en-gNB provides for an E-RAB to be setup for which the PDCP entiy is allocated at the MeNB the Secondary SgNB DL GTP Tunnel Endpoint at SCG IE to the MeNB in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message and the MeNB has not provided the Secondary MeNB UL GTP Tunnel Endpoint at PDCP IE in the SGNB MODIFICATION REQUEST message, and the MeNB does not trigger the MeNB initiated SgNB Modification procedure to provide the Secondary MeNB UL GTP Tunnel Endpoint at PDCP IE to the SgNB the en-gNB before the SgNB Reconfigurationi Completion procedure was triggered, the en-gNB shall trigger the release of the concerned E-RAB.

Interactions with the SgNB Reconfiguration Completion and SgNB initiated SgNB Release procedure:
If the timer TDCoverall expires before the en-gNB has received the SGNB RECONFIGURATION COMPLETE or the SGNB RELEASE REQUEST message, the en-gNB shall regard the requested modification RRC connection reconfiguration as being not applied by the UE and shall trigger the SgNB initiated SgNB Release procedure.
Interaction with the SgNB initiated SgNB Modification Preparation procedure:
If the MeNB, after having initiated the MeNB initiated SgNB Modification procedure, receives the SGNB MODIFICATION REQUIRED message, the MeNB shall refuse the SgNB initiated SgNB Modification procedure with an appropriate cause value in the Cause IE.
If the MeNB has a Prepared SgNB Modification and receives the SGNB MODIFICATION REQUIRED message, the MeNB shall respond with the SGNB MODIFICATION REFUSE message to the en-gNB with an appropriate cause value in the Cause IE.
Interactions with the MeNB initiated SgNB Release procedure:
If the timer TDCprep expires before the MeNB has received the SGNB MODIFICATION REQUEST ACKNOWLEDGE message, the MeNB shall regard the SgNB Modification Preparation procedure as being failed and may trigger the MeNB initiated SgNB Release procedure.
----Start of the Next Change----
[bookmark: _Toc20954366][bookmark: _Toc36550364]9.1.1.1	HANDOVER REQUEST
This message is sent by the source eNB to the target eNB to request the preparation of resources for a handover.
Direction: source eNB  target eNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	Old eNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the source eNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Target Cell ID
	M
	
	ECGI
9.2.14
	
	YES
	reject

	GUMMEI
	M
	
	9.2.16
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>MME UE S1AP ID
	M
	
	INTEGER (0..232 -1)
	MME UE S1AP ID allocated at the MME
	–
	

	>UE Security Capabilities
	M
	
	9.2.29
	
	–
	

	>AS Security Information
	M
	
	9.2.30
	
	–
	

	>UE Aggregate Maximum Bit Rate
	M
	
	9.2.12
	
	–
	

	>Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.25
	
	–
	

	>E-RABs To Be Setup List
	
	1
	
	
	–
	

	>>E-RABs To Be Setup Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	

	>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	

	>>>UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	

	>>>Bearer Type
	O
	
	9.2.92
	
	YES
	reject

	>>>Ethernet Type
	O
	
	9.2.xxx
	
	YES
	ignore

	>RRC Context
	M
	
	OCTET STRING
	Includes the RRC HandoverPreparationInformation message as defined in subclause 10.2.2 of TS 36.331 [9], or the RRC HandoverPreparationInformation-NB message as defined in 10.6.2 of TS 36.331 [9].
	–
	

	>Handover Restriction List
	O
	
	9.2.3
	
	–
	

	>Location Reporting Information
	O
	
	9.2.21
	Includes the necessary parameters for location reporting
	–
	

	>Management Based MDT Allowed
	O
	
	9.2.59
	
	YES
	ignore

	>Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.2.64
	
	YES
	ignore

	>UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.97
	This IE applies only if the UE is authorized for V2X services.
	YES
	Ignore

	>Additional RRM Policy Index
	O
	
	9.2.25a
	
	YES
	ignore

	>EPC Handover Restriction List Container
	O
	
	9.2.153
	
	YES
	ignore

	UE History Information
	M
	
	9.2.38
	Same definition as in TS 36.413 [4]
	YES
	ignore

	Trace Activation
	O
	
	9.2.2
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.33
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	reject

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information related to the handover; the source eNB provides it in order to enable later analysis of the conditions that led to a wrong HO.
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.69
	
	YES
	ignore

	UE History Information from the UE
	O
	
	OCTET STRING
	VisitedCellInfoList contained in the UEInformationResponse message (TS 36.331 [9])
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.70
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.78
	
	YES
	ignore

	UE Context Reference at the SeNB
	O
	
	
	
	YES
	ignore

	>Global SeNB ID
	M
	
	Global eNB ID
9.2.22
	
	
	

	>SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the SeNB
	
	

	>SeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the SeNB
	
	

	Old eNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the source eNB
	YES
	reject

	V2X Services Authorized
	O
	
	9.2.93
	
	YES
	ignore

	UE Context Reference at the WT
	O
	
	
	
	YES
	ignore

	>WT ID
	M
	
	9.2.95
	
	
	

	>WT UE XwAP ID
	M
	
	9.2.96
	
	
	

	UE Context Reference at the SgNB
	O
	
	
	
	YES
	ignore

	>Global en-gNB ID
	M
	
	9.2.112
	
	
	

	>SgNB UE X2AP ID
	M
	
	en-gNB UE X2AP ID
9.2.100
	Allocated at the SgNB.
	–
	

	NR UE Security Capabilities
	O
	
	9.2.107
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.129
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.136
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256

	maxnoofMDTPLMNs
	PLMNs in the Management Based MDT PLMN list. Value is 16.


----Start of the Next Change----
[bookmark: _Toc20954401][bookmark: _Toc36550399]9.1.2.29	RETRIEVE UE CONTEXT RESPONSE
This message is sent by the old eNB to transfer the UE context to the new eNB.
Direction: old eNB  new eNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	ignore

	New eNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the new eNB
	YES
	ignore

	New eNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the new eNB
	YES
	ignore

	Old eNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the old eNB
	YES
	ignore

	Old eNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the old eNB
	YES
	ignore

	GUMMEI
	M
	
	9.2.16
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>MME UE S1AP ID
	M
	
	INTEGER (0..232 -1)
	MME UE S1AP ID allocated at the MME
	–
	

	>UE Security Capabilities
	M
	
	9.2.29
	
	–
	

	>AS Security Information
	M
	
	9.2.30
	
	–
	

	>UE Aggregate Maximum Bit Rate
	M
	
	9.2.12
	
	–
	

	>Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.25
	
	–
	

	>E-RABs To Be Setup List
	
	1
	
	
	–
	

	>>E-RABs To Be Setup Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	

	>>>Bearer Type
	O
	
	9.2.92
	
	–
	

	>>>UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	YES
	reject

	>>>DL Forwarding
	O
	
	9.2.5
	
	YES
	ignore

	>>> Ethernet Type
	O
	
	9.2.xxx
	
	YES
	ignore

	>RRC Context
	M
	
	OCTET STRING
	Includes either the RRC Handover Preparation Information message as defined in subclause 10.2.2 of TS 36.331 [9], or the HandoverPreparationInformation-NB message as defined in subclause 10.6.2 of TS 36.331 [9].
	–
	

	>Handover Restriction List
	O
	
	9.2.3
	
	–
	

	>Location Reporting Information
	O
	
	9.2.21
	Includes the necessary parameters for location reporting
	–
	

	>Management Based MDT Allowed
	O
	
	9.2.59
	
	–
	

	>Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.2.64
	
	–
	

	>UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.97
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	>Additional RRM Policy Index
	O
	
	9.2.25a
	
	YES
	ignore

	>EPC Handover Restriction List Container
	O
	
	9.2.153
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.2
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.33
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.69
	
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.70
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.78
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.93
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.129
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.136
	
	YES
	ignore


----Start of the Next Change----
[bookmark: _Toc20954418][bookmark: _Toc36550416]9.1.3.1	SENB ADDITION REQUEST
This message is sent by the MeNB to the SeNB to request the preparation of resources for dual connectivity operation for a specific UE
Direction: MeNB  SeNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the MeNB
	YES
	reject

	UE Security Capabilities
	C-
ifSCGBearerOption
	
	9.2.29
	
	YES
	reject

	SeNB Security Key
	C-
ifSCGBearerOption
	
	9.2.72
	The S-KeNB which is provided by the MeNB, see TS 33.401 [18].
	YES
	reject

	SeNB UE Aggregate Maximum Bit Rate
	M
	
	UE Aggregate Maximum Bit Rate
9.2.12
	The UE Aggregate Maximum Bit Rate is split into MeNB UE Aggregate Maximum Bit Rate and SeNB UE Aggregate Maximum Bit Rate which are enforced by MeNB and SeNB respectively.
	YES
	reject

	Serving PLMN
	O
	
	PLMN Identity
9.2.4
	The serving PLMN of the SCG in the SeNB.
	YES
	ignore

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	reject

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	

	>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	

	>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	

	>>>>Correlation ID
	O
	
	Correlation ID
9.2.84
	
	–
	

	>>>>SIPTO Correlation ID
	O
	
	Correlation ID
9.2.84
	
	–
	

	>>>>Bearer Type
	O
	
	9.2.92
	
	YES
	ignore

	>>>> Ethernet Type
	O
	
	9.2.xxx
	
	YES
	ignore

	>>>Split Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	

	>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	

	MeNB to SeNB Container
	M
	
	OCTET STRING
	Includes the SCG-ConfigInfo message as defined in TS 36.331 [9]
	YES
	reject

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	reject

	SeNB UE X2AP ID
	O
	
	eNB UE X2AP ID
9.2.24
	Allocated at the SeNB
	YES
	reject

	SeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the SeNB
	YES
	reject

	Expected UE Behaviour
	O
	
	9.2.70
	
	YES
	ignore

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the MeNB
	YES
	reject



----Start of the Next Change----
[bookmark: _Toc20954422][bookmark: _Toc36550420]9.1.3.5	SENB MODIFICATION REQUEST
This message is sent by the MeNB to the SeNB to request the preparation to modify SeNB resources for a specific UE.
Direction: MeNB  SeNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the SeNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	SCG Change Indication
	O
	
	9.2.73
	
	YES
	ignore

	Serving PLMN
	O
	
	PLMN Identity
9.2.4
	The serving PLMN of the SCG in the SeNB.
	YES
	ignore

	UE Context Information
	
	0..1
	
	
	YES
	reject

	>UE Security Capabilities
	O
	
	9.2.29
	
	–
	

	>SeNB Security Key
	O
	
	9.2.72
	
	–
	

	>SeNB UE Aggregate Maximum Bit Rate
	O
	
	UE Aggregate Maximum Bit Rate
9.2.12
	
	–
	

	>E-RABs To Be Added List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Added Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	

	>>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	

	>>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	

	>>>>>Correlation ID
	O
	
	Correlation ID
9.2.84
	
	–
	

	>>>>>SIPTO Correlation ID
	O
	
	Correlation ID
9.2.84
	
	–
	

	>>>>>Bearer Type
	O
	
	9.2.92
	
	YES
	ignore

	>>>>> Ethernet Type
	O
	
	9.2.xxx
	
	YES
	ignore

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	

	>>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	

	>E-RABs To Be Modified List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	

	>>>>>S1 UL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	

	>>>>>MeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	

	>E-RABs To Be Released List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Released Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	

	>>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	

	MeNB to SeNB Container
	O
	
	OCTET STRING
	Includes the SCG-ConfigInfo message as defined in TS 36.331 [9]
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	reject

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the SeNB
	YES
	reject



----Start of the Next Change----
[bookmark: _Toc20954433][bookmark: _Toc36550431]9.1.4.1	SGNB ADDITION REQUEST
This message is sent by the MeNB to the en-gNB to request the preparation of resources for EN-DC operation for a specific UE
Direction: MeNB  en-gNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the MeNB
	YES
	reject

	NR UE Security Capabilities
	M
	
	9.2.107
	
	YES
	reject

	SgNB Security Key
	M
	
	9.2.101
	The S-KgNB which is provided by the MeNB, see TS 33.401 [18].
	YES
	reject

	SgNB UE Aggregate Maximum Bit Rate
	M
	
	UE Aggregate Maximum Bit Rate
9.2.12
	The UE Aggregate Maximum Bit Rate is split into MeNB UE Aggregate Maximum Bit Rate and SgNB UE Aggregate Maximum Bit Rate which are enforced by MeNB and en-gNB respectively.
	YES
	reject

	Selected PLMN
	O
	
	PLMN Identity
9.2.4
	The selected PLMN of the SCG in the en-gNB.
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.3
	
	YES
	ignore

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>DRB ID
	M
	
	9.2.122
	
	–
	

	>>EN-DC Resource Configuration
	M
	
	EN-DC Resource Configuration
9.2.108
	Indicates the PDCP and Lower Layer MCG/SCG configuration.
	–
	

	>>CHOICE Resource Configuration
	M
	
	
	
	
	

	>>>PDCP present in SN 
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "present".
	
	

	>>>>Full E-RAB Level QoS Parameters
	M
	
	E-RAB Level QoS Parameters 9.2.9
	Includes the E-RAB level QoS parameters as received on S1-MME.
	–
	

	>>>>Maximum MCG admittable E-RAB Level QoS Parameters
	C-ifMCGandSCGpresent_GBR
	
	GBR QoS Information 9.2.10
	Includes the GBR QoS Information admittable by the MCG.
	–
	

	>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	

	>>>>MeNB DL GTP Tunnel Endpoint at MCG
	C-ifMCGpresent
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer at MCG. For delivery of DL PDCP PDUs.
	–
	

	>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1-U transport bearer. For delivery of UL PDUs from the en-gNB.
	–
	

	>>>>RLC Mode
	O
	
	RLC Mode
9.2.119
	Indicates the RLC mode at the MeNB for PDCP transfer to en-gNB.
	YES
	ignore

	>>>>Bearer Type
	O
	
	9.2.92
	
	YES
	ignore

	>>>> Ethernet Type
	O
	
	9.2.xxx
	
	YES
	ignore

	>>>PDCP not present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "not present".
	
	

	>>>>Requested SCG E-RAB Level QoS Parameters
	M
	
	E-RAB Level QoS Parameters 9.2.9
	Includes E-RAB level QoS parameters requested to be provided by the SCG.
	–
	

	>>>>MeNB UL GTP Tunnel Endpoint at PDCP
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs.
	–
	

	>>>>Secondary MeNB UL GTP Tunnel Endpoint at PDCP
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs in case of PDCP duplication.
	–
	

	>>>>RLC Mode
	M
	
	RLC Mode
9.2.119
	Indicates the RLC mode to be used in the assisting node.
	–
	

	>>>>UL Configuration
	C-ifMCGandSCGpresent
	
	9.2.118
	Information about UL usage in the en-gNB.
	–
	

	>>>>UL PDCP SN Length
	O
	
	PDCP SN Length
9.2.133
	Indicates the PDCP SN length of the bearer for the UL.
	YES
	ignore

	>>>>DL PDCP SN Length 
	O
	
	PDCP SN Length
9.2.133
	Indicates the PDCP SN length of the bearer for the DL.
	YES
	ignore

	>>>>Duplication activation
	O
	
	9.2.137
	Indicated the initial staus of PDCP duplication.
	YES
	ignore

	MeNB to SgNB Container
	M
	
	OCTET STRING
	Includes the CG-ConfigInfo message as defined in TS 38.331 [31].
	YES
	reject

	SgNB UE X2AP ID
	O
	
	en-gNB UE X2AP ID
9.2.100
	Allocated at the en-gNB.
	YES
	reject

	Expected UE Behaviour
	O
	
	9.2.70
	
	YES
	ignore

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the MeNB.
	YES
	reject

	Requested split SRBs
	O
	
	ENUMERATED (srb1, srb2, srb1&2, ...)
	Indicates that resources for Split SRB are requested.
	YES
	reject

	MeNB Resource Coordination Information
	O
	
	9.2.116
	Information used to coordinate resources utilisation between MeNB and en-gNB.
	YES
	ignore

	SGNB Addition Trigger Indication
	O
	
	ENUMERATED (SN change, inter-eNB HO, intra-eNB HO, ...)
	This IE indicates the trigger for SGNB Addition procedure.
	YES
	reject

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.25
	
	YES
	ignore

	MeNB Cell ID
	M
	
	ECGI
9.2.14
	Indicates the cell ID for PCell in MeNB.
	YES
	reject

	Desired Activity Notification Level
	O
	
	9.2.141
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.2
	
	YES
	ignore

	Location Information at SgNB reporting
	O
	
	ENUMERATED (pscell, ...)
	Indicates that the user’s location information is to be provided.
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.69
	
	YES
	ignore

	Additional RRM Policy Index
	O
	
	9.2.25a
	
	YES
	ignore

	Requested Fast MCG recovery via SRB3
	O
	
	ENUMERATED (true, ...)
	Indicates that the resources for fast MCG recovery via SRB3 are requested.
	YES
	ignore

	UE Context Reference at Source NG-RAN
	O
	
	RAN UE NGAP ID 9.2.152
	
	YES
	ignore



----Start of the Next Change----
[bookmark: _Toc20954437][bookmark: _Toc36550435]9.1.4.5	SGNB MODIFICATION REQUEST
This message is sent by the MeNB to the en-gNB to request the preparation to modify en-gNB resources for a specific UE, to query for the current SCG configuration, or to provide the S-RLF-related information to the en-gNB.
Direction: MeNB  en-gNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the MeNB.
	YES
	reject

	SgNB UE X2AP ID
	M
	
	en-gNB UE X2AP ID
9.2.100
	Allocated at the en-gNB.
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Selected PLMN
	O
	
	PLMN Identity
9.2.4
	The selected PLMN of the SCG in the en-gNB.
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.3
	
	YES
	ignore

	SCG Configuration Query 
	O
	
	9.2.103
	
	YES
	ignore

	UE Context Information
	
	0..1
	
	
	YES
	reject

	>NR UE Security Capabilities
	O
	
	9.2.107
	
	–
	

	>SgNB Security Key
	O
	
	9.2.101
	
	–
	

	>SgNB UE Aggregate Maximum Bit Rate
	O
	
	UE Aggregate Maximum Bit Rate
9.2.12
	
	–
	

	>Lower Layer presence status change
	O
	
	9.2.145
	
	–
	

	>E-RABs To Be Added List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Added Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>DRB ID
	M
	
	9.2.122
	
	–
	

	>>>EN-DC Resource Configuration
	M
	
	EN-DC Resource Configuration
9.2.108
	Indicates the PDCP and Lower Layer MCG/SCG configuration.
	–
	

	>>>CHOICE Resource Configuration
	M
	
	
	
	
	

	>>>>PDCP present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "present".
	–
	

	>>>>>Full E-RAB Level QoS Parameters
	M
	
	E-RAB Level QoS Parameters 9.2.9
	Includes E-RAB level QoS parameters as received on S1-MME.
	–
	

	>>>>>Maximum MCG admittable E-RAB Level QoS Parameters
	C-ifMCGandSCGpresent_GBR
	
	GBR QoS Information 9.2.10
	Includes the GBR QoS Information admittable by the MCG.
	–
	

	>>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	

	>>>>>MeNB DL GTP Tunnel Endpoint at MCG
	C-ifMCGpresent
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer at MCG. For delivery of DL PDCP PDUs.
	–
	

	>>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1-U transport bearer. For delivery of UL PDUs from the en-gNB.
	–
	

	>>>>>RLC Mode
	O
	
	RLC Mode
9.2.119
	Indicates the RLC mode at the MeNB for PDCP transfer to en-gNB.
	YES
	ignore

	>>>>>Bearer Type
	O
	
	9.2.92
	
	YES
	ignore

	>>>>> Ethernet Type
	O
	
	9.2.xxx
	
	YES
	ignore

	>>>>PDCP not present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "present".
	
	

	>>>>>Requested SCG E-RAB Level QoS Parameters
	M
	
	E-RAB Level QoS Parameters 9.2.9
	Includes necessary E-RAB level QoS parameters requested to be provided by the SCG.
	–
	

	>>>>>MeNB UL GTP Tunnel Endpoint at PDCP
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs.
	–
	

	>>>>>Secondary MeNB UL GTP Tunnel Endpoint at PDCP
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs in case of PDCP duplication.
	–
	

	>>>>>RLC Mode
	M
	
	RLC Mode
9.2.119
	Indicates the RLC mode to be used in the assisting node.
	–
	

	>>>>>UL Configuration
	C-ifMCGandSCGpresent
	
	9.2.118
	Information about UL usage in the en-gNB.
	–
	

	>>>>>UL PDCP SN Length
	O
	
	PDCP SN Length
9.2.133
	Indicates the PDCP SN length of the bearer for the UL.
	YES
	ignore

	>>>>>DL PDCP SN Length
	O
	
	PDCP SN Length
9.2.133
	Indicates the PDCP SN length of the bearer for the DL.
	YES
	ignore

	>>>>>Duplication activation
	O
	
	9.2.137
	Indicated the initial staus of PDCP duplication.
	YES
	ignore

	>E-RABs To Be Modified List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>EN-DC Resource Configuration
	M
	
	EN-DC Resource Configuration
9.2.108
	Indicates the PDCP and Lower Layer MCG/SCG configuration.
	–
	

	>>>CHOICE Resource Configuration
	M
	
	
	
	
	

	>>>>PDCP present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "present".
	
	

	>>>>>Full E-RAB Level QoS Parameters
	O
	
	E-RAB Level QoS Parameters 9.2.9
	Includes E-RAB level QoS parameters to be modified as received on S1-MME
	–
	

	>>>>>Maximum MCG admittable E-RAB Level QoS Parameters
	O
	
	GBR QoS Information 9.2.10
	Includes the GBR QoS information admittable by the MCG
	–
	

	>>>>>MeNB GTP Tunnel Endpoint at MCG
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer at MCG. For delivery of DL PDCP PDUs.
	–
	

	>>>>>S1 UL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1-U transport bearer. For delivery of UL PDUs from the en-gNB.
	–
	

	>>>>>RLC Status
	O
	
	9.2.131
	Indicates the RLC has been re-established..
	
	

	>>>>PDCP not present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "not present".
	
	

	>>>>>Requested SCG E-RAB Level QoS Parameters
	O
	
	E-RAB Level QoS Parameters 9.2.9
	Includes E-RAB level QoS parameters requested to be provided by the SCG.
	–
	

	>>>>>MeNB UL GTP Tunnel Endpoint at PDCP
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs.
	–
	

	>>>>>UL Configuration
	O
	
	9.2.118
	Information about UL usage in the en-gNB.
	–
	

	>>>>>UL PDCP SN Length
	O
	
	PDCP SN Length
9.2.133
	Shall be ignored by the en-gNB if received.
	YES
	ignore

	>>>>>DL PDCP SN Length
	O
	
	PDCP SN Length
9.2.133
	Shall be ignored by the en-gNB if received.
	YES
	ignore

	>>>>>Secondary MeNB UL GTP Tunnel Endpoint at PDCP
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2-U transport bearer. For delivery of UL PDCP PDUs in case of PDCP duplication.
	YES
	ignore

	>E-RABs To Be Released List
	
	0..1
	
	
	–
	

	>>E-RABs To Be Released Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>>EN-DC Resource Configuration
	M
	
	EN-DC Resource Configuration
9.2.108
	Indicates the PDCP and Lower Layer MCG/SCG configuration.
	–
	

	>>>CHOICE Resource Configuration
	M
	
	
	
	
	

	>>>>PDCP present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "present".
	
	

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	

	>>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	

	>>>>PDCP not present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "not present".
	
	

	>Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.25
	
	YES
	ignore

	>Additional RRM Policy Index
	O
	
	9.2.25a
	
	YES
	ignore

	MeNB to SgNB Container
	O
	
	OCTET STRING
	Includes the CG-ConfigInfo message as defined in TS 38.331 [31].
	YES
	reject

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the MeNB
	YES
	reject

	MeNB Resource Coordination Information
	O
	
	9.2.116
	Information used to coordinate resources utilisation between MeNB and en-gNB.
	YES
	ignore

	Requested split SRBs
	O
	
	ENUMERATED (srb1, srb2, srb1&2, ...)
	Indicates that resources for Split SRB are requested.
	YES
	ignore

	Requested split SRBs release
	O
	
	ENUMERATED (srb1, srb2, srb1&2, ...)
	Indicates that resources for Split SRB are requested to be released.
	YES
	ignore

	Desired Activity Notification Level
	O
	
	9.2.141
	
	YES
	ignore

	Location Information at SgNB reporting
	O
	
	ENUMERATED (pscell, ...)
	Indicates that the user’s location information is to be provided.
	YES
	ignore

	MeNB Cell ID
	O
	
	ECGI
9.2.14
	Indicates the cell ID for PCell in MeNB.
	YES
	ignore

	Requested Fast MCG recovery via SRB3
	O
	
	ENUMERATED (true, ...)
	Indicates that the resources for fast MCG recovery via SRB3 are requested.
	YES
	ignore

	Requested Fast MCG recovery via SRB3 Release
	O
	
	ENUMERATED (true, ...)
	Indicates that the resources for fast MCG recovery via SRB3 are requested to be released.
	YES
	ignore


----Start of the Next Change----
9.2.xxx	Ethernet Type
This IE is used to indicate that Ethernet data is expected.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Ethernet Type
	M
	
	ENUMERATED
(True, …,)
	



	

---Start of the Next Change----
9.3.4	PDU Definitions
-- ASN1START
-- **************************************************************
--
-- PDU definitions for X2AP.
--
-- **************************************************************

X2AP-PDU-Contents {
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 
eps-Access (21) modules (3) x2ap (2) version1 (1) x2ap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************
--
-- IE parameter types from other modules.
--
-- **************************************************************

IMPORTS
	ABSInformation,
	ABS-Status,
	AS-SecurityInformation,
	BearerType,
	Cause,
	CompositeAvailableCapacityGroup,
	Correlation-ID,
	COUNTvalue,
//Skip the unchanged part
	FastMCGRecovery,
	PartialListIndicator,
	MaximumCellListSize,
	MessageOversizeNotification,
	TNLConfigurationInfo,
	TNLA-To-Add-List,
	TNLA-To-Update-List,
	TNLA-To-Remove-List,
	TNLA-Setup-List,
	TNLA-Failed-To-Setup-List,
	RAN-UE-NGAP-ID,
	Ethernet-Type


FROM X2AP-IEs

	PrivateIE-Container{},
	ProtocolExtensionContainer{},
	ProtocolIE-Container{},
	ProtocolIE-ContainerList{},
	ProtocolIE-ContainerPair{},
	ProtocolIE-ContainerPairList{},
	ProtocolIE-Single-Container{},
	X2AP-PRIVATE-IES,
	X2AP-PROTOCOL-EXTENSION,
	X2AP-PROTOCOL-IES,
	X2AP-PROTOCOL-IES-PAIR
FROM X2AP-Containers

	id-ABSInformation,
	id-ActivatedCellList,
	id-BearerType,
	id-Cause,
//Skip the unchanged part
	id-TNLA-To-Update-List,
	id-TNLA-To-Remove-List,
	id-TNLA-Setup-List,
	id-TNLA-Failed-To-Setup-List,
	id-UEContextReferenceatSourceNGRAN,
	id-Ethernet-Type,

	maxCellineNB,
	maxnoofBearers,
	maxnoofPDCP-SN,
	maxFailedMeasObjects,
	maxnoofCellIDforMDT,
	maxnoofTAforMDT,
	maxCellinengNB,
	maxnoofCellIDforQMC,
	maxnoofTAforQMC,
//Skip the unchanged part
-- **************************************************************
--
-- HANDOVER REQUEST
--
-- **************************************************************

HandoverRequest ::= SEQUENCE {
	protocolIEs			ProtocolIE-Container	{{HandoverRequest-IEs}},
	...
}

HandoverRequest-IEs X2AP-PROTOCOL-IES ::= {
	{ ID id-Old-eNB-UE-X2AP-ID							CRITICALITY reject	TYPE UE-X2AP-ID												PRESENCE mandatory}|
	{ ID id-Cause										CRITICALITY ignore	TYPE Cause													PRESENCE mandatory}|
	{ ID id-TargetCell-ID								CRITICALITY reject	TYPE ECGI													PRESENCE mandatory}|
	{ ID id-GUMMEI-ID									CRITICALITY reject	TYPE GUMMEI													PRESENCE mandatory}|
	{ ID id-UE-ContextInformation						CRITICALITY reject	TYPE UE-ContextInformation								PRESENCE mandatory}|
	{ ID id-UE-HistoryInformation						CRITICALITY ignore	TYPE UE-HistoryInformation								PRESENCE mandatory}|
	{ ID id-TraceActivation								CRITICALITY ignore	TYPE TraceActivation										PRESENCE optional}|
	{ ID id-SRVCCOperationPossible						CRITICALITY ignore	TYPE SRVCCOperationPossible								PRESENCE optional}|
	{ ID id-CSGMembershipStatus							CRITICALITY reject	TYPE CSGMembershipStatus									PRESENCE optional}|
	{ ID id-MobilityInformation							CRITICALITY ignore	TYPE MobilityInformation									PRESENCE optional}|
	{ ID id-Masked-IMEISV								CRITICALITY ignore	TYPE Masked-IMEISV											PRESENCE optional}|
	{ ID id-UE-HistoryInformationFromTheUE				CRITICALITY ignore	TYPE UE-HistoryInformationFromTheUE					PRESENCE optional}|
	{ ID id-ExpectedUEBehaviour							CRITICALITY ignore	TYPE ExpectedUEBehaviour									PRESENCE optional}|
	{ ID id-ProSeAuthorized								CRITICALITY ignore	TYPE ProSeAuthorized										PRESENCE optional}|
	{ ID id-UE-ContextReferenceAtSeNB					CRITICALITY ignore	TYPE UE-ContextReferenceAtSeNB							PRESENCE optional}|
	{ ID id-Old-eNB-UE-X2AP-ID-Extension				CRITICALITY reject	TYPE UE-X2AP-ID-Extension								PRESENCE optional}|
	{ ID id-V2XServicesAuthorized						CRITICALITY ignore	TYPE V2XServicesAuthorized								PRESENCE optional}|
	{ ID id-UE-ContextReferenceAtWT						CRITICALITY ignore	TYPE UE-ContextReferenceAtWT							PRESENCE optional}|
	{ ID id-NRUESecurityCapabilities						CRITICALITY ignore	TYPE NRUESecurityCapabilities							PRESENCE optional}|
	{ ID id-UE-ContextReferenceAtSgNB					CRITICALITY ignore	TYPE UE-ContextReferenceAtSgNB							PRESENCE optional}|
	{ ID id-AerialUEsubscriptionInformation				CRITICALITY ignore	TYPE AerialUEsubscriptionInformation					PRESENCE optional}|
	{ ID id-Subscription-Based-UE-DifferentiationInfo	CRITICALITY ignore	TYPE Subscription-Based-UE-DifferentiationInfo	PRESENCE optional},
	...
}

UE-ContextInformation ::= SEQUENCE {
	mME-UE-S1AP-ID						UE-S1AP-ID,
	uESecurityCapabilities				UESecurityCapabilities,
	aS-SecurityInformation				AS-SecurityInformation,
	uEaggregateMaximumBitRate			UEAggregateMaximumBitRate,
	subscriberProfileIDforRFP			SubscriberProfileIDforRFP		OPTIONAL,
	e-RABs-ToBeSetup-List				E-RABs-ToBeSetup-List,
	rRC-Context							RRC-Context,
	handoverRestrictionList				HandoverRestrictionList		OPTIONAL,
	locationReportingInformation		LocationReportingInformation	OPTIONAL,
	iE-Extensions						ProtocolExtensionContainer { {UE-ContextInformation-ExtIEs} } OPTIONAL,
	...
}

UE-ContextInformation-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {
{ ID id-ManagementBasedMDTallowed			CRITICALITY ignore	EXTENSION ManagementBasedMDTallowed					PRESENCE optional }|
{ ID id-ManagementBasedMDTPLMNList			CRITICALITY ignore	EXTENSION MDTPLMNList									PRESENCE optional }|
{ ID id-UESidelinkAggregateMaximumBitRate	CRITICALITY ignore	EXTENSION UESidelinkAggregateMaximumBitRate		PRESENCE optional }|
{ ID id-EPCHandoverRestrictionListContainer CRITICALITY ignore	EXTENSION EPCHandoverRestrictionListContainer		PRESENCE optional }|
{ ID id-AdditionalRRMPriorityIndex			CRITICALITY ignore	EXTENSION AdditionalRRMPriorityIndex					PRESENCE optional},
	...
}

E-RABs-ToBeSetup-List ::= SEQUENCE (SIZE(1..maxnoofBearers)) OF ProtocolIE-Single-Container { {E-RABs-ToBeSetup-ItemIEs} }

E-RABs-ToBeSetup-ItemIEs 	X2AP-PROTOCOL-IES ::= {
	{ ID id-E-RABs-ToBeSetup-Item	 CRITICALITY ignore 	TYPE E-RABs-ToBeSetup-Item 	PRESENCE mandatory },
	...
}

E-RABs-ToBeSetup-Item ::= SEQUENCE {
	e-RAB-ID					E-RAB-ID,
	e-RAB-Level-QoS-Parameters		E-RAB-Level-QoS-Parameters,
	dL-Forwarding					DL-Forwarding													OPTIONAL,
	uL-GTPtunnelEndpoint			GTPtunnelEndpoint,
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeSetup-ItemExtIEs} } OPTIONAL,
	...
}

E-RABs-ToBeSetup-ItemExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	{ ID id-BearerType		CRITICALITY reject	EXTENSION BearerType		PRESENCE optional}|
	{ ID id-Ethernet-Type	CRITICALITY ignore	EXTENSION Ethernet-Type	PRESENCE optional},
	...
}

MobilityInformation ::= BIT STRING (SIZE(32))

UE-ContextReferenceAtSeNB ::= SEQUENCE {
	source-GlobalSeNB-ID		GlobalENB-ID,
	seNB-UE-X2AP-ID				UE-X2AP-ID,
	seNB-UE-X2AP-ID-Extension	UE-X2AP-ID-Extension,
	iE-Extensions				ProtocolExtensionContainer { {UE-ContextReferenceAtSeNB-ItemExtIEs} } OPTIONAL,
	...
}

UE-ContextReferenceAtSeNB-ItemExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	...
}

UE-ContextReferenceAtWT ::= SEQUENCE {
	wTID					WTID,
	wT-UE-XwAP-ID			WT-UE-XwAP-ID,
	iE-Extensions			ProtocolExtensionContainer { {UE-ContextReferenceAtWT-ItemExtIEs} } OPTIONAL,
	...
}

UE-ContextReferenceAtWT-ItemExtIEs	X2AP-PROTOCOL-EXTENSION ::= {
	...
}

UE-ContextReferenceAtSgNB ::= SEQUENCE {
	source-GlobalSgNB-ID			GlobalGNB-ID,
	sgNB-UE-X2AP-ID				SgNB-UE-X2AP-ID,
	iE-Extensions				ProtocolExtensionContainer { {UE-ContextReferenceAtSgNB-ItemExtIEs} } OPTIONAL,
	...
}

UE-ContextReferenceAtSgNB-ItemExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	...
}
//Skip the unchanged part
-- **************************************************************
--
-- SENB ADDITION REQUEST
--
-- **************************************************************

SeNBAdditionRequest ::= SEQUENCE {
	protocolIEs		ProtocolIE-Container	{{SeNBAdditionRequest-IEs}},
	...
}

SeNBAdditionRequest-IEs X2AP-PROTOCOL-IES ::= {
	{ ID id-MeNB-UE-X2AP-ID					CRITICALITY reject	TYPE UE-X2AP-ID							PRESENCE mandatory}|
	{ ID id-UE-SecurityCapabilities			CRITICALITY reject	TYPE UESecurityCapabilities				PRESENCE conditional}|
	-- This IE shall be present if the Bearer Option IE is set to the value “SCG bearer” --
	{ ID id-SeNBSecurityKey					CRITICALITY reject	TYPE SeNBSecurityKey					PRESENCE conditional}|
	-- This IE shall be present if the Bearer Option IE is set to the value “SCG bearer” --
	{ ID id-SeNBUEAggregateMaximumBitRate	CRITICALITY reject	TYPE UEAggregateMaximumBitRate			PRESENCE mandatory}|
	{ ID id-ServingPLMN						CRITICALITY ignore	TYPE PLMN-Identity						PRESENCE optional}|
	{ ID id-E-RABs-ToBeAdded-List			CRITICALITY reject	TYPE E-RABs-ToBeAdded-List				PRESENCE mandatory}|
	{ ID id-MeNBtoSeNBContainer				CRITICALITY reject	TYPE MeNBtoSeNBContainer				PRESENCE mandatory}|
	{ ID id-CSGMembershipStatus				CRITICALITY reject	TYPE CSGMembershipStatus				PRESENCE optional}|
	{ ID id-SeNB-UE-X2AP-ID					CRITICALITY reject	TYPE UE-X2AP-ID							PRESENCE optional}|
	{ ID id-SeNB-UE-X2AP-ID-Extension		CRITICALITY reject	TYPE UE-X2AP-ID-Extension				PRESENCE optional}|
	{ ID id-ExpectedUEBehaviour				CRITICALITY ignore	TYPE ExpectedUEBehaviour				PRESENCE optional}|
	{ ID id-MeNB-UE-X2AP-ID-Extension		CRITICALITY reject	TYPE UE-X2AP-ID-Extension				PRESENCE optional},
	...
}

E-RABs-ToBeAdded-List ::= SEQUENCE (SIZE(1..maxnoofBearers)) OF ProtocolIE-Single-Container { {E-RABs-ToBeAdded-ItemIEs} }

E-RABs-ToBeAdded-ItemIEs X2AP-PROTOCOL-IES ::= {
	{ ID id-E-RABs-ToBeAdded-Item	CRITICALITY reject	TYPE E-RABs-ToBeAdded-Item		PRESENCE mandatory},
	...
}

E-RABs-ToBeAdded-Item ::= CHOICE {
	sCG-Bearer		E-RABs-ToBeAdded-Item-SCG-Bearer,
	split-Bearer	E-RABs-ToBeAdded-Item-Split-Bearer,
	...
}

E-RABs-ToBeAdded-Item-SCG-Bearer ::= SEQUENCE {
	e-RAB-ID						E-RAB-ID,
	e-RAB-Level-QoS-Parameters		E-RAB-Level-QoS-Parameters,
	dL-Forwarding					DL-Forwarding																	OPTIONAL,
	s1-UL-GTPtunnelEndpoint			GTPtunnelEndpoint,
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeAdded-Item-SCG-BearerExtIEs} }	OPTIONAL,
	...
}

E-RABs-ToBeAdded-Item-SCG-BearerExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	{ ID id-Correlation-ID				CRITICALITY ignore	EXTENSION Correlation-ID		PRESENCE optional}|
	{ ID id-SIPTO-Correlation-ID		CRITICALITY ignore	EXTENSION Correlation-ID		PRESENCE optional}|
	{ ID id-BearerType					CRITICALITY ignore	EXTENSION BearerType			PRESENCE optional}|
	{ ID id-Ethernet-Type				CRITICALITY ignore	EXTENSION Ethernet-Type			PRESENCE optional},
	...
}

E-RABs-ToBeAdded-Item-Split-Bearer ::= SEQUENCE {
	e-RAB-ID						E-RAB-ID,
	e-RAB-Level-QoS-Parameters		E-RAB-Level-QoS-Parameters,
	meNB-GTPtunnelEndpoint			GTPtunnelEndpoint,
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeAdded-Item-Split-BearerExtIEs} } OPTIONAL,
	...
}

E-RABs-ToBeAdded-Item-Split-BearerExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	...
}
//Skip the unchanged part

-- **************************************************************
--
-- SENB MODIFICATION REQUEST
--
-- **************************************************************

SeNBModificationRequest ::= SEQUENCE {
	protocolIEs		ProtocolIE-Container	{{ SeNBModificationRequest-IEs}},
	...
}

SeNBModificationRequest-IEs X2AP-PROTOCOL-IES ::= {
	{ ID id-MeNB-UE-X2AP-ID						CRITICALITY reject	TYPE UE-X2AP-ID								PRESENCE mandatory}|
	{ ID id-SeNB-UE-X2AP-ID						CRITICALITY reject	TYPE UE-X2AP-ID								PRESENCE mandatory}|
	{ ID id-Cause								CRITICALITY ignore	TYPE Cause									PRESENCE mandatory}|
	{ ID id-SCGChangeIndication					CRITICALITY ignore	TYPE SCGChangeIndication					PRESENCE optional}|
	{ ID id-ServingPLMN							CRITICALITY ignore	TYPE PLMN-Identity							PRESENCE optional}|
	{ ID id-UE-ContextInformationSeNBModReq		CRITICALITY reject	TYPE UE-ContextInformationSeNBModReq	PRESENCE optional}|
	{ ID id-MeNBtoSeNBContainer					CRITICALITY ignore	TYPE MeNBtoSeNBContainer					PRESENCE optional}|
	{ ID id-CSGMembershipStatus					CRITICALITY reject	TYPE CSGMembershipStatus					PRESENCE optional}|
	{ ID id-MeNB-UE-X2AP-ID-Extension			CRITICALITY reject	TYPE UE-X2AP-ID-Extension					PRESENCE optional}|
	{ ID id-SeNB-UE-X2AP-ID-Extension			CRITICALITY reject	TYPE UE-X2AP-ID-Extension					PRESENCE optional},
	...
}

UE-ContextInformationSeNBModReq ::= SEQUENCE {
	uE-SecurityCapabilities			UESecurityCapabilities															OPTIONAL,
	seNB-SecurityKey				SeNBSecurityKey 																OPTIONAL,
	seNBUEAggregateMaximumBitRate	UEAggregateMaximumBitRate														OPTIONAL,
	e-RABs-ToBeAdded				E-RABs-ToBeAdded-List-ModReq													OPTIONAL,
	e-RABs-ToBeModified				E-RABs-ToBeModified-List-ModReq													OPTIONAL,
	e-RABs-ToBeReleased				E-RABs-ToBeReleased-List-ModReq													OPTIONAL,
	iE-Extensions					ProtocolExtensionContainer { {UE-ContextInformationSeNBModReqExtIEs} }		OPTIONAL,
	...
}

UE-ContextInformationSeNBModReqExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	...
}

E-RABs-ToBeAdded-List-ModReq ::= SEQUENCE (SIZE(1..maxnoofBearers)) OF ProtocolIE-Single-Container { {E-RABs-ToBeAdded-ModReqItemIEs} }

E-RABs-ToBeAdded-ModReqItemIEs X2AP-PROTOCOL-IES ::= {
	{ ID id-E-RABs-ToBeAdded-ModReqItem	CRITICALITY ignore	TYPE E-RABs-ToBeAdded-ModReqItem	PRESENCE mandatory},
	...
}

E-RABs-ToBeAdded-ModReqItem ::= CHOICE {
	sCG-Bearer		E-RABs-ToBeAdded-ModReqItem-SCG-Bearer,
	split-Bearer	E-RABs-ToBeAdded-ModReqItem-Split-Bearer,
	...
}

E-RABs-ToBeAdded-ModReqItem-SCG-Bearer ::= SEQUENCE {
	e-RAB-ID						E-RAB-ID,
	e-RAB-Level-QoS-Parameters		E-RAB-Level-QoS-Parameters,
	dL-Forwarding					DL-Forwarding																	OPTIONAL,
	s1-UL-GTPtunnelEndpoint			GTPtunnelEndpoint,
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeAdded-ModReqItem-SCG-BearerExtIEs} } OPTIONAL,
	...
}

E-RABs-ToBeAdded-ModReqItem-SCG-BearerExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	{ ID id-Correlation-ID				CRITICALITY ignore	EXTENSION Correlation-ID		PRESENCE optional}|
	{ ID id-SIPTO-Correlation-ID		CRITICALITY ignore	EXTENSION Correlation-ID		PRESENCE optional}|
	{ ID id-BearerType					CRITICALITY ignore	EXTENSION BearerType			PRESENCE optional}|
	{ ID id-Ethernet-Type				CRITICALITY ignore	EXTENSION Ethernet-Type			PRESENCE optional},
	...
}

E-RABs-ToBeAdded-ModReqItem-Split-Bearer ::= SEQUENCE {
	e-RAB-ID						E-RAB-ID,
	e-RAB-Level-QoS-Parameters		E-RAB-Level-QoS-Parameters,
	meNB-GTPtunnelEndpoint			GTPtunnelEndpoint,
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeAdded-ModReqItem-Split-BearerExtIEs} } OPTIONAL,
	...
}

E-RABs-ToBeAdded-ModReqItem-Split-BearerExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	...
}

E-RABs-ToBeModified-List-ModReq ::= SEQUENCE (SIZE(1..maxnoofBearers)) OF ProtocolIE-Single-Container { {E-RABs-ToBeModified-ModReqItemIEs} }

E-RABs-ToBeModified-ModReqItemIEs X2AP-PROTOCOL-IES ::= {
	{ ID id-E-RABs-ToBeModified-ModReqItem	CRITICALITY ignore	TYPE E-RABs-ToBeModified-ModReqItem		PRESENCE mandatory},
	...
}


E-RABs-ToBeModified-ModReqItem ::= CHOICE {
	sCG-Bearer		E-RABs-ToBeModified-ModReqItem-SCG-Bearer,
	split-Bearer	E-RABs-ToBeModified-ModReqItem-Split-Bearer,
	...
}

E-RABs-ToBeModified-ModReqItem-SCG-Bearer ::= SEQUENCE {
	e-RAB-ID						E-RAB-ID,
	e-RAB-Level-QoS-Parameters		E-RAB-Level-QoS-Parameters														OPTIONAL,
	s1-UL-GTPtunnelEndpoint			GTPtunnelEndpoint																OPTIONAL,
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeModified-ModReqItem-SCG-BearerExtIEs} } OPTIONAL,
	...
}

E-RABs-ToBeModified-ModReqItem-SCG-BearerExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	...
}
//Skip the unchanged part
-- **************************************************************
--
-- RETRIEVE UE CONTEXT RESPONSE
--
-- **************************************************************

RetrieveUEContextResponse ::= SEQUENCE {
	protocolIEs			ProtocolIE-Container	{{ RetrieveUEContextResponse-IEs}},
	...
}

RetrieveUEContextResponse-IEs X2AP-PROTOCOL-IES ::= {
	{ ID id-New-eNB-UE-X2AP-ID							CRITICALITY ignore	TYPE UE-X2AP-ID												PRESENCE mandatory}|
	{ ID id-New-eNB-UE-X2AP-ID-Extension				CRITICALITY ignore	TYPE UE-X2AP-ID-Extension								PRESENCE optional}|
	{ ID id-Old-eNB-UE-X2AP-ID							CRITICALITY ignore	TYPE UE-X2AP-ID												PRESENCE mandatory}|
	{ ID id-Old-eNB-UE-X2AP-ID-Extension				CRITICALITY ignore	TYPE UE-X2AP-ID-Extension								PRESENCE optional}|
	{ ID id-GUMMEI-ID									CRITICALITY reject	TYPE GUMMEI													PRESENCE mandatory}|
	{ ID id-UE-ContextInformationRetrieve				CRITICALITY reject	TYPE UE-ContextInformationRetrieve					PRESENCE mandatory}|
	{ ID id-TraceActivation								CRITICALITY ignore	TYPE TraceActivation										PRESENCE optional}|
	{ ID id-SRVCCOperationPossible						CRITICALITY ignore	TYPE SRVCCOperationPossible								PRESENCE optional}|
	{ ID id-Masked-IMEISV								CRITICALITY ignore	TYPE Masked-IMEISV											PRESENCE optional}|
	{ ID id-ExpectedUEBehaviour							CRITICALITY ignore	TYPE ExpectedUEBehaviour									PRESENCE optional}|
	{ ID id-ProSeAuthorized								CRITICALITY ignore	TYPE ProSeAuthorized										PRESENCE optional}|
	{ ID id-CriticalityDiagnostics						CRITICALITY ignore	TYPE CriticalityDiagnostics								PRESENCE optional}|
	{ ID id-V2XServicesAuthorized						CRITICALITY ignore	TYPE V2XServicesAuthorized								PRESENCE optional}|
	{ ID id-AerialUEsubscriptionInformation				CRITICALITY ignore	TYPE AerialUEsubscriptionInformation					PRESENCE optional}|
	{ ID id-Subscription-Based-UE-DifferentiationInfo	CRITICALITY ignore	TYPE Subscription-Based-UE-DifferentiationInfo	PRESENCE optional},
	...
}

UE-ContextInformationRetrieve ::= SEQUENCE {
	mME-UE-S1AP-ID						UE-S1AP-ID,
	uESecurityCapabilities				UESecurityCapabilities,
	aS-SecurityInformation				AS-SecurityInformation,
	uEaggregateMaximumBitRate			UEAggregateMaximumBitRate,
	subscriberProfileIDforRFP			SubscriberProfileIDforRFP		OPTIONAL,
	e-RABs-ToBeSetup-ListRetrieve		E-RABs-ToBeSetup-ListRetrieve,
	rRC-Context							RRC-Context,
	handoverRestrictionList				HandoverRestrictionList			OPTIONAL,
	locationReportingInformation		LocationReportingInformation	OPTIONAL,
	managBasedMDTallowed				ManagementBasedMDTallowed		OPTIONAL,
	managBasedMDTPLMNList				MDTPLMNList						OPTIONAL,
	iE-Extensions						ProtocolExtensionContainer { {UE-ContextInformationRetrieve-ExtIEs} } OPTIONAL,
	...
}

UE-ContextInformationRetrieve-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {
{ ID id-UESidelinkAggregateMaximumBitRate	CRITICALITY ignore	EXTENSION UESidelinkAggregateMaximumBitRate		PRESENCE optional }|
{ ID id-AdditionalRRMPriorityIndex			CRITICALITY ignore	EXTENSION AdditionalRRMPriorityIndex					PRESENCE optional }|
{ ID id-EPCHandoverRestrictionListContainer CRITICALITY ignore	EXTENSION EPCHandoverRestrictionListContainer		PRESENCE optional },
	...
}

E-RABs-ToBeSetup-ListRetrieve ::= SEQUENCE (SIZE(1..maxnoofBearers)) OF ProtocolIE-Single-Container { {E-RABs-ToBeSetupRetrieve-ItemIEs} }

E-RABs-ToBeSetupRetrieve-ItemIEs	X2AP-PROTOCOL-IES ::= {
	{ ID id-E-RABs-ToBeSetupRetrieve-Item	CRITICALITY ignore	TYPE E-RABs-ToBeSetupRetrieve-Item	PRESENCE mandatory},
	...
}

E-RABs-ToBeSetupRetrieve-Item ::= SEQUENCE {
	e-RAB-ID						E-RAB-ID,
	e-RAB-Level-QoS-Parameters		E-RAB-Level-QoS-Parameters,
	bearerType						BearerType	OPTIONAL,
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeSetupRetrieve-ItemExtIEs} } OPTIONAL,
	...
}

E-RABs-ToBeSetupRetrieve-ItemExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	{ ID id-uL-GTPtunnelEndpoint		CRITICALITY reject	EXTENSION GTPtunnelEndpoint		PRESENCE mandatory}|
	{ ID id-dL-Forwarding				CRITICALITY ignore	EXTENSION DL-Forwarding			PRESENCE optional }|
	{ ID id-Ethernet-Type				CRITICALITY ignore	EXTENSION Ethernet-Type			PRESENCE optional},
	...
}
//Skip the unchanged part
-- **************************************************************
--
-- SGNB ADDITION REQUEST
--
-- **************************************************************

SgNBAdditionRequest ::= SEQUENCE {
	protocolIEs		ProtocolIE-Container {{SgNBAdditionRequest-IEs}},
	...
}

SgNBAdditionRequest-IEs X2AP-PROTOCOL-IES ::= {
	{ ID id-MeNB-UE-X2AP-ID							CRITICALITY reject	TYPE UE-X2AP-ID										PRESENCE mandatory}|
	{ ID id-NRUESecurityCapabilities					CRITICALITY reject	TYPE NRUESecurityCapabilities					PRESENCE mandatory}|
	{ ID id-SgNBSecurityKey							CRITICALITY reject	TYPE SgNBSecurityKey									PRESENCE mandatory}|
	{ ID id-SgNBUEAggregateMaximumBitRate			CRITICALITY reject	TYPE UEAggregateMaximumBitRate					PRESENCE mandatory}|
	{ ID id-SelectedPLMN								CRITICALITY ignore	TYPE PLMN-Identity									PRESENCE optional}|
	{ ID id-HandoverRestrictionList					CRITICALITY ignore	TYPE HandoverRestrictionList						PRESENCE optional}|
	{ ID id-E-RABs-ToBeAdded-SgNBAddReqList			CRITICALITY reject	TYPE E-RABs-ToBeAdded-SgNBAddReqList			PRESENCE mandatory}|
	{ ID id-MeNBtoSgNBContainer						CRITICALITY reject	TYPE MeNBtoSgNBContainer								PRESENCE mandatory}|
	{ ID id-SgNB-UE-X2AP-ID							CRITICALITY reject	TYPE SgNB-UE-X2AP-ID									PRESENCE optional}|
	{ ID id-ExpectedUEBehaviour						CRITICALITY ignore	TYPE ExpectedUEBehaviour								PRESENCE optional}|
	{ ID id-MeNB-UE-X2AP-ID-Extension				CRITICALITY reject	TYPE UE-X2AP-ID-Extension							PRESENCE optional}|
	{ ID id-RequestedSplitSRBs						CRITICALITY reject	TYPE SplitSRBs										PRESENCE optional}|
	{ ID id-MeNBResourceCoordinationInformation		CRITICALITY ignore	TYPE MeNBResourceCoordinationInformation		PRESENCE optional}|
	{ ID id-SGNB-Addition-Trigger-Ind				CRITICALITY reject	TYPE SGNB-Addition-Trigger-Ind					PRESENCE optional}|
	{ ID id-SubscriberProfileIDforRFP				CRITICALITY ignore	TYPE SubscriberProfileIDforRFP					PRESENCE optional}|
	{ ID id-MeNBCell-ID								CRITICALITY reject	TYPE ECGI											PRESENCE mandatory}|
	{ ID id-DesiredActNotificationLevel				CRITICALITY ignore	TYPE DesiredActNotificationLevel				PRESENCE optional}|
	{ ID id-TraceActivation							CRITICALITY ignore	TYPE TraceActivation								PRESENCE optional}|
	{ ID id-LocationInformationSgNBReporting			CRITICALITY ignore	TYPE LocationInformationSgNBReporting			PRESENCE optional}|
	{ ID id-Masked-IMEISV							CRITICALITY ignore	TYPE Masked-IMEISV									PRESENCE optional}|
	{ ID id-AdditionalRRMPriorityIndex				CRITICALITY ignore	TYPE AdditionalRRMPriorityIndex					PRESENCE optional}|
	{ ID id-RequestedFastMCGRecoveryViaSRB3			CRITICALITY ignore	TYPE	 RequestedFastMCGRecoveryViaSRB3			PRESENCE optional}|
	{ ID id-UEContextReferenceatSourceNGRAN			CRITICALITY ignore	TYPE RAN-UE-NGAP-ID									PRESENCE optional},
	...
}

E-RABs-ToBeAdded-SgNBAddReqList ::= SEQUENCE (SIZE(1..maxnoofBearers)) OF ProtocolIE-Single-Container { {E-RABs-ToBeAdded-SgNBAddReq-ItemIEs} }

E-RABs-ToBeAdded-SgNBAddReq-ItemIEs	X2AP-PROTOCOL-IES ::= {
	{ ID id-E-RABs-ToBeAdded-SgNBAddReq-Item		CRITICALITY reject	TYPE E-RABs-ToBeAdded-SgNBAddReq-Item		PRESENCE mandatory},
	...
}

E-RABs-ToBeAdded-SgNBAddReq-Item ::= SEQUENCE {
	e-RAB-ID								E-RAB-ID,
	drb-ID								DRB-ID,
	en-DC-ResourceConfiguration			EN-DC-ResourceConfiguration,
	resource-configuration				CHOICE {
		sgNBPDCPpresent						E-RABs-ToBeAdded-SgNBAddReq-Item-SgNBPDCPpresent,
		sgNBPDCPnotpresent					E-RABs-ToBeAdded-SgNBAddReq-Item-SgNBPDCPnotpresent,
		...
	},
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeAdded-SgNBAddReq-ItemExtIEs} }	OPTIONAL,
	...
}

E-RABs-ToBeAdded-SgNBAddReq-ItemExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	...
}

E-RABs-ToBeAdded-SgNBAddReq-Item-SgNBPDCPpresent ::= SEQUENCE {
	full-E-RAB-Level-QoS-Parameters				E-RAB-Level-QoS-Parameters,
	max-MCG-admit-E-RAB-Level-QoS-Parameters	GBR-QosInformation															OPTIONAL,
-- This IE shall be present if MCG resource and SCG resources IEs in the EN-DC Resource Configuration IE are set to “present” and GBR QoS Information IE is present in Full E-RAB Level QoS Parameters IE --
	dL-Forwarding								DL-Forwarding																		OPTIONAL,
	meNB-DL-GTP-TEIDatMCG						GTPtunnelEndpoint																	OPTIONAL,
-- This IE shall be present if MCG resource IE in the EN-DC Resource Configuration IE is set to “present” --
	s1-UL-GTPtunnelEndpoint						GTPtunnelEndpoint,
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeAdded-SgNBAddReq-Item-SgNBPDCPpresentExtIEs} }	OPTIONAL,
	...
}

E-RABs-ToBeAdded-SgNBAddReq-Item-SgNBPDCPpresentExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	{ ID id-RLCMode-transferred					CRITICALITY ignore	EXTENSION RLCMode					PRESENCE optional}|
	{ ID id-BearerType							CRITICALITY ignore	EXTENSION BearerType				PRESENCE optional}|
	{ ID id-Ethernet-Type						CRITICALITY ignore	EXTENSION Ethernet-Type				PRESENCE optional},
	...
}

E-RABs-ToBeAdded-SgNBAddReq-Item-SgNBPDCPnotpresent ::= SEQUENCE {
	requested-SCG-E-RAB-Level-QoS-Parameters		E-RAB-Level-QoS-Parameters,
	meNB-UL-GTP-TEIDatPDCP							GTPtunnelEndpoint,
	secondary-meNB-UL-GTP-TEIDatPDCP				GTPtunnelEndpoint	OPTIONAL,
	rlc-Mode										RLCMode,
	uL-Configuration								ULConfiguration	OPTIONAL,
-- This IE shall be present if MCG resource and SCG resources IEs in the EN-DC Resource Configuration IE are set to “present” --
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeAdded-SgNBAddReq-Item-SgNBPDCPnotpresentExtIEs} }		 OPTIONAL,
	...
}

E-RABs-ToBeAdded-SgNBAddReq-Item-SgNBPDCPnotpresentExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	{ ID id-uLpDCPSnLength							CRITICALITY ignore	EXTENSION PDCPSnLength					PRESENCE optional}|
	{ ID id-dLPDCPSnLength							CRITICALITY ignore	EXTENSION PDCPSnLength					PRESENCE optional}|
	{ ID id-duplicationActivation					CRITICALITY ignore	EXTENSION DuplicationActivation		PRESENCE optional},
	...
}

//Skip the unchanged part
-- **************************************************************
--
-- SGNB MODIFICATION REQUEST
--
-- **************************************************************

SgNBModificationRequest ::= SEQUENCE {
	protocolIEs		ProtocolIE-Container	{{ SgNBModificationRequest-IEs}},
	...
}

SgNBModificationRequest-IEs X2AP-PROTOCOL-IES ::= {
	{ ID id-MeNB-UE-X2AP-ID							CRITICALITY reject	TYPE UE-X2AP-ID											PRESENCE mandatory}|
	{ ID id-SgNB-UE-X2AP-ID							CRITICALITY reject	TYPE SgNB-UE-X2AP-ID									PRESENCE mandatory}|
	{ ID id-Cause									CRITICALITY ignore	TYPE Cause												PRESENCE mandatory}|
	{ ID id-SelectedPLMN							CRITICALITY ignore	TYPE PLMN-Identity										PRESENCE optional}|
	{ ID id-HandoverRestrictionList					CRITICALITY ignore	TYPE HandoverRestrictionList							PRESENCE optional}|
	{ ID	id-SCGConfigurationQuery				CRITICALITY ignore	TYPE SCGConfigurationQuery							PRESENCE optional}|
	{ ID id-UE-ContextInformation-SgNBModReq		CRITICALITY reject	TYPE UE-ContextInformation-SgNBModReq				PRESENCE optional}|
	{ ID id-MeNBtoSgNBContainer						CRITICALITY reject	TYPE MeNBtoSgNBContainer								PRESENCE optional}|
	{ ID id-MeNB-UE-X2AP-ID-Extension				CRITICALITY reject	TYPE UE-X2AP-ID-Extension								PRESENCE optional}|
	{ ID id-MeNBResourceCoordinationInformation		CRITICALITY ignore	TYPE MeNBResourceCoordinationInformation			PRESENCE optional}|
	{ ID id-RequestedSplitSRBs						CRITICALITY ignore	TYPE SplitSRBs											PRESENCE optional}|
	{ ID id-RequestedSplitSRBsrelease				CRITICALITY ignore	TYPE SplitSRBs											PRESENCE optional}|
	{ ID id-DesiredActNotificationLevel				CRITICALITY ignore	TYPE DesiredActNotificationLevel					PRESENCE optional}|
	{ ID id-LocationInformationSgNBReporting		CRITICALITY ignore	TYPE LocationInformationSgNBReporting				PRESENCE optional}|
	{ ID id-MeNBCell-ID								CRITICALITY ignore	TYPE ECGI												PRESENCE optional}|
	{ ID id-RequestedFastMCGRecoveryViaSRB3			CRITICALITY ignore	TYPE RequestedFastMCGRecoveryViaSRB3				PRESENCE optional}|
	{ ID id-RequestedFastMCGRecoveryViaSRB3Release	CRITICALITY ignore	TYPE RequestedFastMCGRecoveryViaSRB3Release		PRESENCE optional},
	...
}

UE-ContextInformation-SgNBModReq ::= SEQUENCE {
	nRUE-SecurityCapabilities		NRUESecurityCapabilities															OPTIONAL,
	sgNB-SecurityKey				SgNBSecurityKey 																	OPTIONAL,
	sgNBUEAggregateMaximumBitRate	UEAggregateMaximumBitRate															OPTIONAL,
	e-RABs-ToBeAdded				E-RABs-ToBeAdded-SgNBModReq-List													OPTIONAL,
	e-RABs-ToBeModified				E-RABs-ToBeModified-SgNBModReq-List													OPTIONAL,
	e-RABs-ToBeReleased				E-RABs-ToBeReleased-SgNBModReq-List													OPTIONAL,
	iE-Extensions					ProtocolExtensionContainer { {UE-ContextInformationSgNBModReqExtIEs} }			OPTIONAL,
	...
}

UE-ContextInformationSgNBModReqExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	{	ID id-SubscriberProfileIDforRFP					CRITICALITY ignore	EXTENSION SubscriberProfileIDforRFP									PRESENCE optional}|
	{ ID id-AdditionalRRMPriorityIndex				CRITICALITY ignore	EXTENSION AdditionalRRMPriorityIndex					PRESENCE optional}|
	{ID id-LowerLayerPresenceStatusChange			CRITICALITY ignore	EXTENSION LowerLayerPresenceStatusChange				PRESENCE optional},
	...
}

E-RABs-ToBeAdded-SgNBModReq-List ::= SEQUENCE (SIZE(1..maxnoofBearers)) OF ProtocolIE-Single-Container { {E-RABs-ToBeAdded-SgNBModReq-ItemIEs} }

E-RABs-ToBeAdded-SgNBModReq-ItemIEs X2AP-PROTOCOL-IES ::= {
	{ ID id-E-RABs-ToBeAdded-SgNBModReq-Item		CRITICALITY ignore	TYPE E-RABs-ToBeAdded-SgNBModReq-Item		PRESENCE mandatory},
	...
}

E-RABs-ToBeAdded-SgNBModReq-Item ::= SEQUENCE {
	e-RAB-ID								E-RAB-ID,
	drb-ID									DRB-ID,
	en-DC-ResourceConfiguration				EN-DC-ResourceConfiguration,
	resource-configuration					CHOICE {
		sgNBPDCPpresent						E-RABs-ToBeAdded-SgNBModReq-Item-SgNBPDCPpresent,
		sgNBPDCPnotpresent					E-RABs-ToBeAdded-SgNBModReq-Item-SgNBPDCPnotpresent,
		...
	},
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeAdded-SgNBModReq-ItemExtIEs} }	OPTIONAL,
	...
}

E-RABs-ToBeAdded-SgNBModReq-ItemExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	...
}

E-RABs-ToBeAdded-SgNBModReq-Item-SgNBPDCPpresent ::= SEQUENCE {
	full-E-RAB-Level-QoS-Parameters			E-RAB-Level-QoS-Parameters,
	max-MN-admit-E-RAB-Level-QoS-Parameters	GBR-QosInformation															OPTIONAL,
-- This IE shall be present if MCG resource and SCG resources IEs in the EN-DC Resource Configuration IE are set to “present” and GBR QoS Information IE is present in Full E-RAB Level QoS Parameters IE --
	dL-Forwarding							DL-Forwarding																		OPTIONAL,
	meNB-DL-GTP-TEIDatMCG					GTPtunnelEndpoint																	OPTIONAL,
-- This IE shall be present if MCG resource IE in the EN-DC Resource Configuration IE is set to “present” --
	s1-UL-GTPtunnelEndpoint					GTPtunnelEndpoint,
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeAdded-SgNBModReq-Item-SgNBPDCPpresentExtIEs} }		OPTIONAL,
	...
}

E-RABs-ToBeAdded-SgNBModReq-Item-SgNBPDCPpresentExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	{ ID id-RLCMode-transferred					CRITICALITY ignore	EXTENSION RLCMode					PRESENCE optional}|
	{ ID id-BearerType							CRITICALITY ignore	EXTENSION BearerType				PRESENCE optional}|
	{ ID id-Ethernet-Type						CRITICALITY ignore	EXTENSION Ethernet-Type				PRESENCE optional},
	...
}

E-RABs-ToBeAdded-SgNBModReq-Item-SgNBPDCPnotpresent ::= SEQUENCE {
	requested-SCG-E-RAB-Level-QoS-Parameters		E-RAB-Level-QoS-Parameters,
	meNB-UL-GTP-TEIDatPDCP							GTPtunnelEndpoint,
	secondary-meNB-UL-GTP-TEIDatPDCP				GTPtunnelEndpoint		OPTIONAL,
	rlc-Mode										RLCMode,
	uL-Configuration								ULConfiguration																OPTIONAL,
-- This IE shall be present if MCG resource and SCG resources IEs in the EN-DC Resource Configuration IE are set to “present” --
	iE-Extensions					ProtocolExtensionContainer { {E-RABs-ToBeAdded-SgNBModReq-Item-SgNBPDCPnotpresentExtIEs} } 		OPTIONAL,
	...
}

E-RABs-ToBeAdded-SgNBModReq-Item-SgNBPDCPnotpresentExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	{ ID id-uLpDCPSnLength							CRITICALITY ignore	EXTENSION PDCPSnLength					PRESENCE optional}|
	{ ID id-dLPDCPSnLength							CRITICALITY ignore	EXTENSION PDCPSnLength					PRESENCE optional}|
	{ ID id-duplicationActivation					CRITICALITY ignore	EXTENSION DuplicationActivation		PRESENCE optional},
	...
}
//Skip the unchanged part
---Start of the Next Change----
9.3.5	Information Element definitions
-- ASN1START
-- **************************************************************
--
-- Information Element Definitions
--
-- **************************************************************

X2AP-IEs {
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 
eps-Access (21) modules (3) x2ap (2) version1 (1) x2ap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS

	id-E-RAB-Item,
	id-Number-of-Antennaports,
	id-MBSFN-Subframe-Info,
	id-PRACH-Configuration,
	id-CSG-Id,
	id-MDTConfiguration,
//Skip the unchanged part
-- E

EARFCN ::= INTEGER (0..maxEARFCN)

EARFCNExtension ::= INTEGER(maxEARFCNPlusOne..newmaxEARFCN, ...)

ECGI ::= SEQUENCE {
	pLMN-Identity				PLMN-Identity,
	eUTRANcellIdentifier		EUTRANCellIdentifier,
	iE-Extensions				ProtocolExtensionContainer { {ECGI-ExtIEs} } OPTIONAL,
	...
}
//Skip the unchanged part
E-RABUsageReportList ::= SEQUENCE (SIZE(1..maxnooftimeperiods)) OF ProtocolIE-Single-Container { {E-RABUsageReport-ItemIEs} }

E-RABUsageReport-ItemIEs X2AP-PROTOCOL-IES ::= {
	{ ID id-E-RABUsageReport-Item	 CRITICALITY ignore 	TYPE E-RABUsageReport-Item 	PRESENCE mandatory },
	...
}

E-RABUsageReport-Item ::= SEQUENCE {
	startTimeStamp				OCTET STRING (SIZE(4)),
	endTimeStamp					OCTET STRING (SIZE(4)),
	usageCountUL					INTEGER (0..18446744073709551615),
	usageCountDL					INTEGER (0..18446744073709551615),
	iE-Extensions				ProtocolExtensionContainer { {E-RABUsageReport-Item-ExtIEs} } OPTIONAL,
...
}

E-RABUsageReport-Item-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	...
}

Ethernet-Type ::= ENUMERATED {
	true,
	...
}

EUTRA-Mode-Info ::= CHOICE {
	fDD		FDD-Info,
	tDD		TDD-Info,
	...
}
//Skip the unchanged part
-- N

NBIoT-UL-DL-AlignmentOffset ::= ENUMERATED {
	khz-7dot5,
	khz0,
	khz7dot5,
	...
}

Neighbour-Information ::= SEQUENCE (SIZE (0..maxnoofNeighbours)) OF SEQUENCE {
	eCGI						ECGI,
	pCI							PCI,
	eARFCN						EARFCN,
	iE-Extensions				ProtocolExtensionContainer { {Neighbour-Information-ExtIEs} } OPTIONAL,
	...
}

Neighbour-Information-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {
	{ ID id-NeighbourTAC		CRITICALITY ignore	EXTENSION TAC				PRESENCE optional}|
	{ ID id-eARFCNExtension		CRITICALITY reject	EXTENSION EARFCNExtension	PRESENCE optional},
	...
}

NextHopChainingCount ::= INTEGER (0..7)

NewDRBIDrequest::= ENUMERATED {true, ...}






Number-of-Antennaports ::= ENUMERATED {
		an1,
	 	an2,
		an4,
		...
}

---Start of the Next Change----
9.3.7	Constant definitions
-- ASN1START
-- **************************************************************
--
-- Constant definitions
--
-- **************************************************************

X2AP-Constants {
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 
eps-Access (21) modules (3) x2ap (2) version1 (1) x2ap-Constants (4) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS
	ProcedureCode,
	ProtocolIE-ID
FROM X2AP-CommonDataTypes;

-- **************************************************************
--
-- Elementary Procedures
--
-- **************************************************************

id-handoverPreparation											ProcedureCode ::= 0
id-handoverCancel												ProcedureCode ::= 1
id-loadIndication												ProcedureCode ::= 2
id-errorIndication												ProcedureCode ::= 3
//Skip the unchanged part
id-TNLA-Failed-To-Setup-List													ProtocolIE-ID ::= 357
id-UnlicensedSpectrumRestriction												ProtocolIE-ID ::= 358
id-UEContextReferenceatSourceNGRAN											ProtocolIE-ID ::= 359
id-EPCHandoverRestrictionListContainer										ProtocolIE-ID ::= 360
id-Ethernet-Type															ProtocolIE-ID ::= abc

END
---End of the Changes----
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