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1. Introduction
In RAN3 #106 meeting, some open issues were captured to be discussed at next meeting in [1]. Specifically, the issues related to the serving CAG ID and RRC-INACTIVE were identified. In this contribution, we examine the issue on the initial access in NPN and then provide our view on it.
2. Discussion
2.1 Concept of serving CAG ID
The one of open issues in PNI-NPN is whether the concept of serving CAG ID exists in PNI-NPN [1]. Basically, the SA2 already mentioned this issue in Reply LS [2].
	LS from SA2 [1]:

…
Q4: Is there any requirement (or preference) that during mobility the current CAG ID is maintained?

SA2 Answer: CAG Identifiers are used for access control, and once the UE is allowed to access the network the Allowed CAG list is enough to decide whether to be allowed to target cells. There is therefore no need to maintain the CAG ID that was used for the initial access.

Q5: Does AMF need to know at any time the serving CAG ID i.e. ongoing CAG ID? E.g. for charging reasons?

SA2 Answer: At IDLE to CONNECTED the AMF performs authorization and then RAN authorizes the UE during connected mode mobility. The CAG identifier is not used for charging purposes.
…


In Rel-16, there is no concept or requirement of the serving CAG ID. The concept of the CAG ID is optionally introduced to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN. That is, the CAG ID is used for access control, but not charging. For the initial access and subsequent connected mobility, the AMF or NG-RAN uses the CAG ID to check whether a UE is allowed to access the network. 
The UE does not send a selected CAG ID to the network (neither in AS signaling nor in NAS signaling) [3]. After a UE authorization, the AMF does not provide a selected or serving CAG ID to the UE or the NG-RAN by the Initial Context Setup Request message. All nodes just have the Allowed CAG list for access control. 
It may be helpful if the NG-RAN uses the serving CAG ID to apply the RRM policies. It may be possible that the NG-RAN initiates the Handover procedure to appropriate target node considering the serving CAG ID. However, there is no serving CAG ID in Rel-16. In future release, the serving CAG ID may be considered. 
Proposal 1: It is proposed to confirm to not support the serving CAG ID in Rel-16.
2.2 Handling of NPN in RRC-INACTIVE
In RAN3 #106 meeting, some open issues were captured to be discussed at next meeting in [1]. Specifically, the issue related to the handling of CAG ID in RRC-INACTIVE was identified. The CT1 had a similar concern on sending CAG ID during resume procedure [4]. In SA2 #136 meeting, the SA2 concluded that there is no need for NAS to provide CAG ID to AS during RRC resume procedure since the UE is not expected to signal the CAG ID to the network as part of the RRC resume procedure [5], [6]. 
	Clause 5.30.3.4 from TS 23.501 [6]:

…
-
During transition from RRC Inactive to RRC Connected state:

-
When the UE initiates the RRC Resume procedure for RRC Inactive to RRC Connected state transition in a CAG cell, NG-RAN shall reject the RRC Resume request from the UE if none of the CAG Identifiers supported by the CAG cell are part of the UE's Allowed CAG list according to the Mobility Restrictions received from the AMF.

-
When the UE initiates the RRC Resume procedure for RRC Inactive to RRC Connected state transition in a non-CAG cell, NG-RAN shall reject the UE's Resume request if the UE is only allowed to access CAG cells according to the Mobility Restrictions received from the AMF.
…


When the UE in RRC-INACTIVE initiates the RRC resume procedure, it does not provide the CAG ID in the RRC message. Since the NG-RAN already has the UE's Allowed CAG list within the Mobility Restriction List received from the AMF, the NG-RAN uses it to check whether UE is allowed to access the network in CAG cell. When the UE moves to the NG-RAN other than the last serving NG-RAN, the Mobility Restriction List is transferred by the Retrieve UE Context procedure. Therefore, new NG-RAN can verify whether the UE access is allowed.
Similar procedure can be applied to the SNPN UE in RRC-INACTIVE. The selected NID is included into the Mobility Restriction List. Therefore, the NG-RAN uses it to check whether the UE access is allowed.
Proposal 2: It is proposed to agree that current resume procedure can support the NPN UE in RRC-INACTIVE.
3. Conclusion
In this contribution, we examine the issues on the mobility in NPN and then provide our view on it. The following proposals are kindly suggested to RAN3:
Proposal 1: It is proposed to confirm to not support the serving CAG ID in Rel-16.
Proposal 2: It is proposed to agree that current resume procedure can support the NPN UE in RRC-INACTIVE.
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