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1. Introduction
At last RAN3#106 meeting, the following work assumption on UE verification by AMF was made.
· WA: include cell-supported CAG ID list in the Initial UE Message over NG 
In this paper we argue that it is more efficient to include cell-supported CAG ID List in the NG setup or update procedures.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
The last SA2 meeting sent a LS on the CAG ID transfer by the UE as follows in [1].

	SA2 conditionally agreed (pending confirmation from CT1) the attached CRs clarifying that the UE does not send the CAG ID to the network, and the NG-RAN provides the list of supported CAG IDs to the AMF. The AMF uses the list of CAG IDs from the NG-RAN and the Allowed CAG list from the UE subscription (part of Mobility Restrictions) as to perform access control. 
SA2 would like to clarify that the CAG IDs are used to represent areas, in form of CAG cells, from which the UEs having the CAG IDs in their subscription are allowed to access the network. Having to explicitly list all the Cell IDs would provide an equivalent functionality but would not be as efficient.
From a system perspective, SA2 does not think there is any need for the UE to provide the CAG ID to the network. It was asked that CT1 should confirm whether the CRs are ok from CT1 perspective.



So there is no need for the UE to provide the CAG ID either in AS or in NAS layer to the network. Also in the LS, SA2 conditionally agreed that:
	NOTE 2:	It is assumed that the AMF is made aware of the supported CAG Identifier(s) of the CAG cell by the NG-RAN.



SA2 has not specified how the AMF is aware of the supported CAG IDs of the CAG Cell. We think it is more efficient to transfer the cell supported CAG IDs during the NG interface procedure. 
· Firstly, if the cell-supported CAG List related to the selected PLMN is included in the Initial UE Message, the CAG List will be always transmitted for each CAG UE accessing the cell. This is obviously costly and redundant. Instead, it is more efficient to transmit the supported CAG List per cell to the AMF via NG setup or update messages than via the Initial UE Message. This means that the cell supported CAG list will be transmitted only once at most cases.

· Second, the AMF may not differentiate whether the cell is a CAG-only cell or a shared cell which supports both CAG and PLMN if the cell-supported CAG List is included in the Initial UE Message. Indeed the AMF needs to know the type of the CAG cell to perform verification of the CAG UE. 
For example, when the CAG UE is not a CAG-only UE, the AMF should not reject the initial access if the accessing cell is a shared cell which supports both CAG and PLMN even if none of the CAG List is not allowed to the UE. This is aligned with handover procedure. That is, the AMF should be aware of whether the CAG cell is a CAG-only cell or a shared cell by CAG and PLMN for proper UE verification.
This means that both the type of the CAG cell and the type of the UE needs to be taken into consideration by the AMF to perform access control. The AMF can know the type of the UE based on the UE’s subscription, i.e., Mobility Restriction List in the AMF. However, it is not enough to let AMF know whether the CAG cell is a shared cell or a CAG-only cell if the cell-supported CAG List related to the selected PLMN is included in the Initial UE Message. On the contrary, it can let AMF know whether the CAG cell is a shared cell or a CAG-only cell if the cell-supported CAG List is included in the NG setup or update messages.
The NG-RAN node should inform the AMF whether the CAG cell is a CAG-only cell or a shared cell by CAG and PLMN for UE verification. 
Include the supported CAG List per cell into NG setup and update procedures.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
In this paper, we have discussed the necessary to include the cell-supported CAG ID List in NG setup or update procedures, and have the following observation and proposals,
1. [bookmark: _GoBack]The NG-RAN node should inform the AMF whether the CAG cell is a CAG-only cell or a shared cell by CAG and PLMN for UE verification. 
Include the supported CAG List per cell into NG setup and update procedures.
The corresponding TP is provided in Annex. 
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8.7	Interface Management Procedures
[bookmark: _Toc20954935]8.7.1	NG Setup
[bookmark: _Toc20954936]8.7.1.1	General
The purpose of the NG Setup procedure is to exchange application level data needed for the NG-RAN node and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes, replaces it by the one received and clears AMF overload state information at the NG-RAN node. If the NG-RAN node and AMF do not agree on retaining the UE contexts this procedure also re-initialises the NGAP UE-related contexts (if any) and erases all related signalling connections in the two nodes like an NG Reset procedure would do.
[bookmark: _Toc20954937]8.7.1.2	Successful Operation


Figure 8.7.1.2-1: NG setup: successful operation
The NG-RAN node initiates the procedure by sending an NG SETUP REQUEST message including the appropriate data to the AMF. The AMF responds with an NG SETUP RESPONSE message including the appropriate data.
If the UE Retention Information IE set to “ues-retained“ is included in the NG SETUP REQUEST message, the AMF may accept the proposal to retain the existing UE related contexts and signalling connections by including the UE Retention Information IE set to “ues-retained“ in the NG SETUP RESPONSE message.
The AMF shall include the Backup AMF Name IE, if available, in the Served GUAMI List IE in the NG SETUP RESPONSE message. The NG-RAN node shall, if supported, consider the AMF as indicated by the Backup AMF Name IE when performing AMF reselection, as specified in TS 23.501 [9].
If the GUAMI Type IE is included in the NG SETUP RESPONSE message, the NG-RAN node shall store the received value and use it for further AMF selection as defined in TS 23.501 [9].
If the NPN Support IE is included within a Broadcast PLMN Item IE in the NG SETUP REQUEST message, the AMF shall consider that the NG-RAN node supports the indicated NPNs in the corresponding cell.

If the NPN Support IE is included within a PLMN Support Item IE in the NG SETUP RESPONSE message, the NG-RAN shall consider that the AMF supports the corresponding SNPN.  


[bookmark: _Toc14044295]<Unchanged Text Omitted>
8.7.2	RAN Configuration Update
8.7.2.1	General
	Comment by ASNadds: Although redundant, the NPN Support IE is added because of ASN structure. In principle changes can be provided but are not relevant in this version of the spec.
The purpose of the RAN Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and the AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.
8.7.2.2	Successful Operation
/***unchanged text omitted***/
If the RAN CONFIGURATION UPDATE message includes NG-RAN TNL Association to Remove List IE, and the Endpoint IP Address IE and the Port Number IE for both TNL endpoints of the TNL association(s) are included in the NG-RAN TNL Association to Remove List IE, the AMF shall, if supported, consider that the TNL association(s) indicated by both received TNL endpoints will be removed by the NG-RAN node. If the Endpoint IP Address IE, or the Endpoint IP Address IE and the Port Number IE for one or both of the TNL endpoints is included in the NG-RAN TNL Association to Remove List IE in RAN CONFIGURATION UPDATE message, the AMF shall, if supported, consider that the TNL association(s) indicated by the received endpoint IP address(es) will be removed by the NG-RAN node.
If the NPN Support IE is included within a Broadcast PLMN Item IE in the RAN CONFIGURATION UPDATE message, the AMF shall consider that the NG-RAN node supports the indicated NPNs in the corresponding cell.	Comment by ASNadds: See note above
<Unchanged Text Omitted>
9.2.6.1	NG SETUP REQUEST
This message is sent by the NG-RAN node to transfer application layer information for an NG-C interface instance.
Direction: NG-RAN node  AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Global RAN Node ID
	M
	
	9.3.1.5
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString
(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List
9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	>>>>NR Cell List
	0..1
	
	
	
	-
	

	>>>>>NR Cell Item
	
	1..<maxnoofCells>
	
	
	
	

	>>>>>>NR Cell Identity
	O
	
	BIT STRING (SIZE(36))
	
	
	

	>>>>>>NPN Support
	O
	
	9.3.3.Y3
	Together with the PLMN, identifies a SNPN supported in the TAI.
	YES
	reject

	Default Paging DRX
	M
	
	Paging DRX
9.3.1.90
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.

	maxnoofCells
	Maximum no. of Broadcast Cell Identity per PLMN. Value is 16384.



>>>> NEXT CHANGE <<<<

[bookmark: _Toc20955119]9.2.6.4	RAN CONFIGURATION UPDATE	Comment by ASNadds: As discussed in the text part
This message is sent by the NG-RAN node to transfer updated application layer information for an NG-C interface instance.
Direction: NG-RAN node  AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString
(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	0..1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List
9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	>>>>NR Cell List
	0..1
	
	
	
	-
	

	>>>>>NR Cell Item
	
	1..<maxnoofCells>
	
	
	
	

	>>>>>>NR Cell Identity
	O
	
	BIT STRING (SIZE(36))
	
	
	

	>>>>>>NPN Support
	O
	
	9.3.3.Y3
	Together with the PLMN, identifies a SNPN supported in the TAI. In this version of the specification, this IE shall be ignored if present.
	YES
	reject

	Default Paging DRX
	O
	
	Paging DRX
9.3.1.90
	
	YES
	ignore

	Global RAN Node ID
	O
	
	9.3.1.5
	
	YES
	ignore

	NG-RAN TNL Association to Remove List 
	
	0..1
	
	
	YES
	reject

	>NG-RAN TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>TNL Association Transport Layer Address 
	M
	
	CP Transport Layer Information
9.3.2.6
	Transport layer address of the NG-RAN node.
	-
	

	>>TNL Association Transport Layer Address at AMF
	O
	
	CP Transport Layer Information
9.3.2.6
	Transport layer address of the AMF.
	-
	




	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.

	maxnoofCells
	Maximum no. of Broadcast Cell Identity per PLMN. Value is 16384.





9.3.3.Y3	NPN Support
This IE lists the Non-Public Networks supported by a node (in e.g. a TAI or a PLMN).
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NPN Support
	M
	
	
	

	>SNPN
	
	
	
	

	>>NID Support List
	M
	1..<maxnoofNIDsupported>
	
	

	
	
	
	
	

	>>>NID
	M
	
	9.3.3.Y1
	

	>PNI-NPN
	
	
	
	

	 >>CAG Support List
	M
	1..<maxnoofCAGsupported>
	
	

	>>>CAG ID
	M
	
	9.3.3.Y2
	



	Range bound
	Explanation

	maxnoofNIDsupported
	Maximum no. of NIDs supported. Value is FFS.

	maxnoofCAGsupported
	Maximum no. of CAG Ids supported. Value is FFS.



<<<<<<<<<<<<<<<<<<<< Changes End >>>>>>>>>>>>>>>>>>>>
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