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1. Introduction

Recently the problem of dealing with loss of information in the Mobility Restriction List was discussed, and as a result of this discussion, TS 36.413 now supports the sending of this IE in PATH SWITCH REQUEST ACKNOWLEDGE message.
Open issues are left on two related aspects: first, whether any trigger mechanisms are necessary at the MME, and secondly in general whether a similar or equivalent mechanism is required in 5GS.
2. Discussion
2.1 E-UTRAN
It should be noted that the issue of information loss was not discussed previously mainly because Handover Restrictions remained stable in E-UTRAN for seven releases. However in release 15 there are a number of changes which can be summarized as follows

· EN-DC restriction

· Unlicensed restriction in E-UTRAN (including LAA, LWA and LWIP)
· NG-RAN restrictions (for inter-system HO): e.g. no use of 5GS, or no use of NR in NG-RAN

In addition, the IE includes information that is somewhat related to 5GS operation (i.e. last PLMN in NG-RAN, and restriction on EPS). All additions were assigned criticality “ignore”, which makes sense as the IE is typically added to a message which has a more specific purpose; and rejection could only possibly catch an error condition (i.e. there is nothing the sending node can do).
Every single one of the above information items is potentially lost if the UE is handed over to a release 14 (or earlier) node. The EN-DC case is probably the most immediate and obvious case.
Observation 1: Release 15 introduced several new IEs in E-UTRAN specs that could be lost through mobility in case not all nodes are upgraded.

Catching the EN-DC restriction loss is relatively easy. The RAN context for EN-DC supporting UE should include the NR UE Security Capabilities IE. This IE is supposed to be sent to the MME by the target RAN node in PATH SWITCH REQUEST, allowing the MME to check and, if suitable, send the information in PATH SWITCH REQUEST ACKNOWLEDGE. The absence of the IE in the PATH SWITCH REQUEST message can thus be used by the MME to infer that information has been lost by a release 14 node, and this can be used as a trigger not just to send the NR UE Security Capabilities IE, but also the Handover Restriction List IE. Since the functionality to send this IE already exists, one could conclude that the EN-DC problem seems to be solvable with the current version of TS 36.413 (15.8.0).
Observation 2: The MME can already infer the loss of EN-DC restriction information based on absence of the NR UE Security Capabilities IE in the PATH SWITCH REQUEST, and therefore no new trigger seems necessary to decide when to send the mobility restrictions in PATH SWITCH REQUEST ACKNOWLEDGE.

Considering the remaining new restrictions, one could argue that the above solution will not always apply. For example, a UE may support LAA but not EN-DC, hence there seems to be no way to detect this loss. On the other hand, it is likely that a UE that supports inter-system handover will also have declared NR Security Capabilities at NAS level.

So we can see that the above solution may not be complete. However for now perhaps no further changes are required since:

· The problem only occurs during X2 Handover and only if eNBs under one MME are not homogeneously upgraded (i.e. homogeneous upgrade under one MME resolves the problem). 

· If required, such an MME could be configured to know the source/target combinations that cause the issue.

· Finally if required, such an MME could always be configured to send the Handover Restriction List IE in the PATH SWITCH REQUEST ACKNOWLEDGE either in all cases, or when moving across certain Tracking Areas.
We also note that the Handover Restriction List IE can also be sent in the DOWNLINK NAS TRANSPORT, and we would expect that this message would be sent during Tracking Area updates (i.e. when crossing TA boundaries).
Observation 3: Loss of information cannot be easily detected for non-EN-DC cases, but various mitigation options seem possible in case of mixed release eNBs under the same MME. 
Therefore, and unless in future additional restrictions are added in E-UTRAN that create more complex scenarios, it seems reasonable to rely on the current change, and possibly highlight this in stage 2.

Proposal 1: No further changes seem essential for E-UTRAN.

Proposal 2: Consider adding some text to TS 36.300 highlighting that the restrictions can be provided by the MME during the path switch procedure, and that this mechanism may be useful in heterogeneous release deployments under one MME.
2.2 NG-RAN

In NG-RAN, there is no EN-DC case and legacy means release 15. Again the problem may be solved by homogeneous RAN deployment under an AMF. In the absence of the use of path switch, the problem could also be solved by configuring the RAN to avoid Xn handover from a lower release node to a higher release node.
Observation 4: In NG-RAN, the problem can in principle be avoided by homogeneous RAN deployment under an AMF, or by configuring the RAN to perform N2 handover from a lower release node to a higher release node.

The actual “legacy” issue in NG-RAN is somewhat different and not fully defined. However we expect that in release 16, the following will be added:
· Serving SNPN 

· PNI-NPN (CAGs) configured to the UE

· Unlicensed spectrum restrictions

· Independent secondary RAT restrictions
Although the first should not be a problem (there is no mobility to non-supporting nodes), the others are problematic. Further changes in future releases cannot also be discounted. Note also that while it is likely that NR-U cells would be deployed in separate tracking areas, this is not necessarily the case for cells that support PNI-NPNs. 

Observation 5: With new IEs even just in release 16, already there is a potential problem of lost information in NG-RAN, and a generic solution is desirable.

Possible solutions include:

Soln A: Configuration (either have homogenous deployment under an AMF, or force N2 handover to a node of higher release) – both would probably require some stage 2 text.

Soln B: Use Path Switch procedure. Here because there is no obvious trigger, either the information is always sent in the Request Ack, or the IE is sent in the Request. Either way the information can be provided from the AMF.

Soln C: Use a new IE (from release 15), defined as an octet which is coded according to the release of the AMF, and provided together with the legacy IE (which could be left as in release 15). RAN nodes treat this as a transparent container and pass it during Xn Handover. Release 15 nodes are mandated to include this in handover signalling but otherwise ignore it. Release 16+ nodes ignore the legacy UE if this is included, and instead decode the container.
Obviously, solution C impacts release 15, but is probably the most future proof, and has a relatively low impact on the AMF itself. Solution A has almost no impacts on the standard but requires appropriate deployment or configuration. Solution B has some signalling impact, but mostly increases the size of path switch messages, and adds further functionality to the AMF during the path switch procedure.

In our view, all of these are feasible, and of course solution A can be used even if others are supported. However, it is our view that RAN3 should explicitly select and support such a solution as the situation in NG-RAN may get far more complex than in E-UTRAN.
Proposal 3: For NG-RAN, discuss and adopt a solution (along the lines of those described here, or if available, any other).

Proposal 4: Whichever solution is selected (including just configuration), it is recommended to document it in stage 2.
3. Summary and conclusions
From the discussion above, the following observations and proposals were made:
Observation 1: Release 15 introduced several new IEs in E-UTRAN specs that could be lost through mobility in case not all nodes are upgraded.

Observation 2: The MME can already infer the loss of EN-DC restriction information based on absence of the NR UE Security Capabilities IE in the PATH SWITCH REQUEST, and therefore no new trigger seems necessary to decide when to send the mobility restrictions in PATH SWITCH REQUEST ACKNOWLEDGE.

Observation 3: Loss of information cannot be easily detected for non-EN-DC cases, but various mitigation options seem possible in case of mixed release eNBs under the same MME. 

Proposal 1: No further changes seem essential for E-UTRAN.

Proposal 2: Consider adding some text to TS 36.300 highlighting that the restrictions can be provided by the MME during the path switch procedure, and that this mechanism may be useful in heterogeneous release deployments under one MME.

Observation 4: In NG-RAN, the problem can in principle be avoided by homogeneous RAN deployment under an AMF, or by configuring the RAN to perform N2 handover from a lower release node to a higher release node.

Observation 5: With new IEs even just in release 16, already there is a potential problem of lost information in NG-RAN, and a generic solution is desirable.

Proposal 3: For NG-RAN, discuss and adopt a solution (along the lines of those described here, or if available, any other).

Proposal 4: Whichever solution is selected (including just configuration), it is recommended to document it in stage 2.
