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1 Introduction
In previous RAN3 meeting, there are some discussions on NPN and some agreements are reached. In this document we discussed the remaining issues on NG interface to support the NPN and give our observations and proposals.

2 Discussion

2.1 PNI-NPN
Based on RAN2#107b’s agreement, up to 12 different PNI-NPNs can be broadcasted in a cell. And each CAG ID within the same PLMN is unique. The configuration over NG interface was discussed during the offline discussion in the RAN3#105 meeting, the remaining issues are listed as below:
	PNI NPN:
a/ need to send list of CAG IDs from NG-RAN to 5GC? 

(Is it for paging optimization?  Can a TA comprise a mix of cag cells or non cag cells? Is it for Ng-based-handover? Is it due to size of allowed CAG list which would require AMF need to filter?) 

b/ need to send list of CAG IDs from 5GC to NG-RAN?


CAG IDs from NG-RAN to 5GC

First we discuss about whether to send list of CAG IDs from NG-RAN to 5GC, possible uses for sending CAG information to the AMF listed as below:

· Filtering of the UE’s CAG list (in Mobility Restrictions);

· NG-based handover;

· Paging filtering at AMF (NG paging reduction);

· Initial access verification;
Filtering of the UE’s CAG list (in Mobility Restrictions)
About the Filtering of the UE’s CAG list (in Mobility Restrictions), based on SA2’s reply, SA2 does not assume AMF to perform any filtering.

	Q2: should we consider the case that the size of the UE allowed CAG ID could be so large that the AMF may need to filter it based on the CAG IDs supported in the (registration) area where UE is located?

SA2 Answer: SA2 assumes that RAN3 is referring to the AMF signalling a UE's Allowed CAG list to NG-RAN as part of the Mobility Restrictions. As per current Stage 2 specifications, SA2 does not assume AMF to perform any filtering.

However, SA2 invites SA1 to provide additional guidance on the number of CAG Identifiers per PLMN per UE to be supported.


From SA2’s point of view, for the current standard specifications, the AMF may not perform any filtering of the UE’s allowed CAG list. 

Observation 1: For filtering of the UE’s CAG list (in Mobility Restrictions), there is no need the send CAG list from NG-RAN to AMF, the AMF may not perform any filtering of the UE’s allowed CAG list in current standard specifications.
NG-based handover
About the Filtering of the NG-based handover, RAN3 has sent a LS [6] to SA2 in the RAN3#105 meeting and get the replay as below [7]:
	Q3: should we consider the case that the AMF may reject the NG based handover request based on the CAG IDs supported by the target NG-RAN node?

SA2 Answer: The Allowed CAG list is included in the Mobility Restriction and the source NG-RAN node shall select the target cell accordingly, based on proper neighbour information. SA2 also agrees that   the handover procedure should be stopped if the target cell does not support any CAG ID in the Allowed CAG list. SA2 has not agreed any additional requirements for AMF to reject the handover procedure.


From SA2’s point of view, in a NG-based handover, it is better to let the source node to select target node and target node can reject the handover procedure if the target cell does not support any CAG ID in the Allowed CAG list. In SA2’s replay, it mentioned that the source node shall select the target cell based on proper neighbour information, since the Xn interface may not used here, the neighbour information shall be informed to source node by UE reporting procedures, this need RAN2’s confirmation further. 
Observation 2: For NG-based handover, there is no need the send CAG list from NG-RAN to AMF, the source node shall select the target cell based on proper neighbour information, and this need RAN2’s confirmation.
Paging filtering at AMF (NG paging reduction)
The supported CAG ID list of the NG-RAN node sent to AMF can be used for paging optimization, the AMF can use the reported CAG ID list from the NG-RAN and the allowed CAG list of the UE to filter the paging message in NG paging procedure, which can help reduce the NG signalling overhead.

Observation 3: The list of CAG IDs sent from NG-RAN nodes to 5GC can be used for paging filtering at AMF.
Initial access verification

Based on TS23.501, access control in PNI-NPN is described as below:
	During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the UE shall provide the selected CAG Identifier to NG-RAN and the NG-RAN shall provide the CAG Identifier to the AMF:

-
The AMF shall verify whether UE access is allowed by Mobility Restrictions:

-
If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;

-
If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE removes that CAG Identifier, if it exists, from its Allowed CAG list, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure;


The AMF shall use CAG identifier received from the NG-RAN for UE verification, however, whether the CAG ID signalled by the UE to the AMF can be trusted for the purpose of CAG authorization need further consideration. If the NG-RAN node can send the supported CAG ID list to AMF, the AMF can then use the supported CAG ID list of the NG-RAN and the allowed CAG list of the UE to verify the UE’s membership status. Therefore, it is useful to send list of CAG IDs from NG-RAN, but it is also need confirmation from SA2.

Observation 4: Whether the CAG ID signalled by the UE to the AMF can be trusted for the purpose of CAG authorization need further consideration.

Observation 5: The list of CAG IDs sent from NG-RAN nodes to 5GC can be used for initial access verification by AMF.
From our point of view, since the CAG ID list from NG-RAN to 5GC can be used in paging optimization to reduce the NG signalling and may be used in initial access procedure to help the AMF verifies UE’s membership status, we propose to send the list of CAG IDs from NG-RAN to 5GC by including the CAG ID list per PLMN in the NG SETUP REQUEST and RAN CONFIGURATION UPDATE message, but it is also need confirmation from SA2.

Proposal 1: The list of CAG IDs should be send from NG-RAN nodes to 5GC.
Proposal 2: CAG ID list per PLMN ID should be included in NG SETUP REQUEST and RAN CONFIGURATION UPDATE message.

CAG ID list from 5GC to NG-RAN

About whether to send the CAG ID list from 5GC to NG-RAN nodes, from our point of view, there is no concept of the AMF supported CAG ID list, when the NG-RAN node is connected to an AMF, it can provide network service. The CAG is used for access control and not used for input to AMF selection nor network slice selection, therefore, there is no need to send the list of CAG IDs from 5GC to NG-RAN nodes.

Proposal 3: There is no need to send the list of CAG IDs from 5GC to NG-RAN nodes.
2.2 SNPN
Based on SA2’s description about RAN sharing in agreed TP S2-2001515:
	5G MOCN also supports the following sharing scenarios involving non-public networks:

-
NG-RAN is shared by multiple SNPNs (each identified by PLMN ID and NID);

-
NG-RAN is shared by one or multiple SNPNs and one or multiple PLMNs;
-
NG-RAN is shared by one or more PNI-NPNs (with CAG) and one or more SNPNs; and

-
NG-RAN is shared by one or multiple PLMNs and one or multiple PNI-NPNs (with CAG).

NOTE 1:
PNI-NPNs (without CAG) are not explicitly listed above as it does not require additional NG-RAN sharing functionality compared to sharing by one or multiple PLMNs.

In all non-public network sharing scenarios, each Cell Identity is associated with one of the following configuration options:

-
one or multiple SNPNs;

-
one or multiple PNI-NPNs (with CAG); or

-
one or multiple PLMNs only.

NOTE 2:
Different PLMN IDs (or combinations of PLMN ID and NID) can also point to the same 5GC. When same 5GC supports multiple SNPNs (identified by PLMN ID and NID), then they are not used as equivalent SNPNs for a UE.


Network sharing between different SNPN or PLMNs is supported, that means current NG-RAN node may support multiple PLMN IDs and NIDs. And the NOTE2 also clarifies that different PLMN IDs (or combinations of PLMN ID and NID) can also point to the same 5GC, which means the AMF can support multiple PLMN IDs and NIDs. Therefore, the supported NID list should be exchanged between NG-RAN and AMF.
In the RAN3#106 meeting, the agreed TP[R3-197587] shows that the NPN Support IE is included within the Broadcast PLMN Item IE in the NG SETUP REQUEST message and within the PLMN Support Item IE in the NG SETUP RESPONSE message, for which the NPN Support IE contains the NID support List IE. 
Since the supported NID list was already included in the NG interface setup procedure, it should also be included in the RAN CONFIGURATION UPDATE message and AMF CONFIGURATION UPDATE message.
Proposal 4: The supported NID list should be included in RAN CONFIGURATION UPDATE message and AMF CONFIGURATION UPDATE message.
3 Conclusion
In this paper, we discussed the remaining issues over NG interface to support NPN and provide our observations and proposals as below:

Observation 1: For filtering of the UE’s CAG list (in Mobility Restrictions), there is no need the send CAG list from NG-RAN to AMF, the AMF may not perform any filtering of the UE’s allowed CAG list in current standard specifications.
Observation 2: For NG-based handover, there is no need the send CAG list from NG-RAN to AMF, the source node shall select the target cell based on proper neighbour information, and this need RAN2’s confirmation.
Observation 3: The list of CAG IDs sent from NG-RAN nodes to 5GC can be used for paging filtering at AMF.
Observation 4: Whether the CAG ID signalled by the UE to the AMF can be trusted for the purpose of CAG authorization need further consideration.

Observation 5: The list of CAG IDs sent from NG-RAN nodes to 5GC can be used for initial access verification by AMF.
Proposal 1: The list of CAG IDs should be send from NG-RAN nodes to 5GC.
Proposal 2: CAG ID list per PLMN ID should be included in NG SETUP REQUEST and RAN CONFIGURATION UPDATE message.

Proposal 3: There is no need to send the list of CAG IDs from 5GC to NG-RAN nodes.
Proposal 4: The supported NID list should be included in RAN CONFIGURATION UPDATE message and AMF CONFIGURATION UPDATE message.
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5 Appendix 1- TP for 38.413

Following changes depend on agreed TP[R3-197587].
/////////////////////////////////////////////////////change begin////////////////////////////////////////////////////////////////////////
9.2.6
Interface Management Messages
9.2.6.1
NG SETUP REQUEST

This message is sent by the NG-RAN node to transfer application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Global RAN Node ID
	M
	
	9.3.1.5
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	>>>>NPN Support
	O
	
	9.3.3.C
	Together with the PLMN, identifies a SNPN supported in the TAI.
	-
	

	Default Paging DRX
	M
	
	Paging DRX

9.3.1.90
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.


9.2.6.2
NG SETUP RESPONSE

This message is sent by the AMF to transfer application layer information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	9.3.3.21 
	
	YES
	reject

	Served GUAMI List
	
	1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	Relative AMF Capacity
	M
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN
	-
	

	>>NPN Support
	O
	
	9.3.3.C
	Together with the PLMN, identifies a SNPN supported by the AMF. In this version of the specification, a single SNPN is contained in this message.
	-
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.


9.2.6.4
RAN CONFIGURATION UPDATE

This message is sent by the NG-RAN node to transfer updated application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	0..1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	>>NPN Support
	O
	
	9.3.3.C
	Together with the PLMN, identifies a SNPN supported in the TAI.
	-
	

	Default Paging DRX
	O
	
	Paging DRX

9.3.1.90
	
	YES
	ignore

	Global RAN Node ID
	O
	
	9.3.1.5
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.


//////////////////////////////////////////////////irrelevant operations skipped////////////////////////////////////////////////////////////////
9.2.6.7
AMF CONFIGURATION UPDATE

This message is sent by the AMF to transfer updated information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	9.3.3.21
	
	YES
	reject

	Served GUAMI List
	
	0..1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	0..1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN
	-
	

	>>NPN Support
	O
	
	9.3.3.C
	Together with the PLMN, identifies a SNPN supported by the AMF. In this version of the specification, a single SNPN is contained in this message.
	-
	

	AMF TNL Association to Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Add Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to set up the new TNL association.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	M
	
	9.3.2.10
	
	-
	

	AMF TNL Association to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be removed.
	-
	

	AMF TNL Association to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Update Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be updated.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	O
	
	9.3.2.10
	
	-
	


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.


/////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////
9.3.3.A
NID
This IE is used to identify (together with a PLMN identifier) a Standalone Non-Public Network.

[Editor’s Note: This is based on current CTx status]
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NID
	M
	
	OCTET STRING (SIZE(7))
[FFS Coding and semantics]
	Digits 0 to 9 encoded 0000 to 1001, 1111 used as filler digit.

Two digits per octet:

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

NID consists of 1 Assignment Model Indication digit, followed by 8 digits from the NID private enterprise number and 4 digits from the NID code. The last digit is not used.


9.3.3.B
CAG ID
This IE is used to identify (together with a PLMN identifier) a Public Network Integrated Non-Public Network.

[Editor’s Note: This is based on current CTx status]
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CAG ID
	M
	
	BIT STRING (SIZE(32))
[FFS]
	Defined in TS 23.003.


9.3.3.C
NPN Support
This IE lists the Non-Public Networks supported by a node (in e.g. a TAI or a PLMN).
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NPN Support
	M
	
	
	

	>Standalone NPN
	
	
	
	

	>>NID Support List
	M
	
	
	

	>>>NID Support Item
	
	1..<maxnoofNIDsupported>
	
	

	>>>>NID
	
	
	9.3.3.A
	

	>PNI- NPN
	
	
	
	

	>>CAG ID Support List
	M
	
	
	

	>>>CAG ID Support Item
	
	1..<maxnoofCAGIdsupported>
	
	

	>>>>CAG ID
	
	
	9.3.3.B
	


	Range bound
	Explanation

	maxnoofNIDsupported
	Maximum no. of NIDs supported. Value is FFS.

	maxnoofCAGIdsupported
	Maximum no. of CAG IDs supported. Value is FFS.


////////////////////////////////////////////////////////change end////////////////////////////////////////////////////////////////////////////////////
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