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1
Introduction

RAN1 sends LS[1] to RAN3 to check the feasibility of the Remote Interference Management (RIM) frameworks, e.g. backhaul signaling and signaling related to set ID.  This contribution will discuss the related issues.
2
Discussion
RAN1 has discussed the RIM and capture the agreement frameworks in [2]. There are three frameworks in total.

Frameworks 1:
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Frameworks 2-1:
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Frameworks 2-2:
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Workflow of Framework-2.2

Step 0: Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: 

· Victim experiences “sloping” like IoT increase and start RS transmission

· A set of gNBs might use the same RS, which may carry the set ID.

· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 

Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul

Step 3: Upon reception of the “reception of RS” info received in the backhaul, victim sends info to assist RIM coordination

Step 4: Aggressor applies remote interference mitigation scheme

Step 5: Upon “disappearance” of RS, Aggressor informs Victim the “disappearance” of RS through backhaul.
Step 6: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul
In Framework 1, the message is transmitted through the air interface. There is no impact on RAN3 specification.

In Framework2-1, step 2 and step3 message are transmitted from Aggressor Node to Victim Node through the backhaul. It is one direction transmission.

In Framework2-2, step 2 and step5 message are transmitted from Aggressor Node to Victim Node through the backhaul. And step 3 message is transmitted from Victim Node to Aggressor Node through the backhaul. It is bi-direction transmission. The difference from the Framework2-1 is adding the step3 in which some information is included to assistant RIM coordination. Obviously, the Framework2-2 will introduce more backhaul signaling than Framework2-1. 
For the message transmitting via the backhaul, it may include via Xn and via CN. For the message transmitting via Xn, we may simply define one new procedure to support it. For the message transmitting via CN, we can refer to LTE RAN Information Management (RIM) procedure in 23.401[3]. We may study whether the procedure can be reused for this function. The RAN information can be carried in the RIM container which shall be transparent for the Core Network. The CN supporting the RIM procedures provides addressing, routing and relaying functions. 

Proposal 1: Study whether RAN Information Management (RIM) procedures can be used for supporting the backhaul signalling via CN.
In RAN Information Management procedure, the routing addressing needs to be defined for the information transferring to remote target node if via CN [3]. 

In 38.413[4], the target RAN Node Routing Address is coded as below.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Target RAN Node ID
	M
	
	
	

	>Global RAN Node ID
	M
	
	9.3.1.5
	

	>Selected TAI
	M
	
	TAI

9.3.3.11
	

	Source RAN Node ID
	M
	
	
	

	>Global RAN Node ID
	M
	
	9.3.1.5
	

	>Selected TAI
	M
	
	TAI

9.3.3.11
	

	……
	
	
	
	

	………..
	
	
	
	


From the Framework depiction, if the backhaul signalling needs to be supported, the routing address of the Victim node should be derived by aggressor node from the information included in step1 RS transmission which is transmitted on air interface. So the Aggressor node send back the reception of RS to the Victim node via CN. 
From the above NG-RAN node routing address coding, at least PLMN + TAC + gNB ID is needed for the backhaul routing to the remote gNB. The bits of this routing information are: PLMN 24bits; TAC, 24bits; gNB ID, 22bits~32bits. In total, there are about 70~80bits. It may be difficult to transmit so big data via long distance air interface. We need to check with RAN1 if the routing address can be transmitted in RS information by Victim node. Or work with SA2 to find whether enhancement for routing address length reduction is feasibly.
Proposal 2: Check with RAN1 whether the routing address (PLMN+TAC+gNB ID) can be derived from Victim RS information.
In Framework2-1 and 2-2 step1, it was mentioned a set of gNB may use the same RS, the gNB set ID may be used for the routing address for a set of gNB. In current spec, the gNB set concept is not defined. It seems that RAN3 needs to further study on this topic.

Proposal 3: If gNB set ID in Framework 2 is selected as routing address, RAN3 needs to study on how to define the gNB set.
3 Conclusion

This contribution analyses the RIM backhaul supporting, the following proposal is made:
Proposal 1: Study whether RAN Information Management (RIM) procedures can be used for supporting the backhaul signalling via CN.
Proposal 2: Check with RAN1 whether the routing address (PLMN+TAC+gNB ID) can be derived from Victim RS information.
Proposal 3: If gNB set ID in Framework 2 is selected as routing address, RAN3 needs to study on how to define the gNB set.
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