3GPP TSG-RAN WG3 #101bis
  R3-185516
Chengdu, China 8-12 October 2018
Source: Qualcomm Incorporated

Title: Remote Interference Mitigation by Backhaul Coordination
Document for: Approval
Agenda Item: 22.3

1. Introduction
Based on LS [1] from RAN1, in RIM frame 2-1 and 2-2, backhaul coordination between victim and aggressor is needed. However, traditional Xn/X2 interface is supported only between neighbor base stations. The communication between remote gNBs requires special design.
This paper analyses solution for remote gNBs to mutually communication for remote interference mitigation.
2.  Communication Between Remote gNBs
In RIM framework 2, when RS is received from victim, aggressor sends coordination information to victim via backhaul. Figure 1 shows the backhaul coordination procedure.
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Figure 1: Backhaul coordination for RIM
When RS with group-ID is detected by aggressor, the aggressor queries RIM server to derive the target victim gNBs/cells. The RIM server could be either DNS or OAM or a dedicated server.
Proposal 1: In framework 2, the RS from victim shall include cell group ID information.

Proposal 2: RAN3 to decide who provides target gNB/cell ID information per cell group-ID. 
Then, aggressor can send remote interference coordination request to victim gNBs/cells in step 3. The step 4 is sent per source address of step 3. Backhaul communication between remote gNBs in step 3 and 4 can be carried by three candidate solutions: direct Xn, Xn routing and NG routing.

Observation 1: Backhaul communication between remote gNBs can be carried by three candidate solutions: direct Xn, Xn routing and NG routing.

1) Direct Xn

In step 2, OAM (RIM Server) tells aggressor the TNL information of each target gNB. Then, aggressor establishes Xn connection and sends step 3 message. Victim gNB may reply in step 4, per RIM framework 2-2. 

The difficulty of this solution is: direct IP routing between remote gNBs cannot be ensured. In some big operator’s network, gNB is typically configured with private IP address only. The private IP address is reused in different regions, e.g. different provinces. 
Observation 2: Direct Xn is restricted by IP reachability. 

2) Xn routing
Xn message routing is a solution to avoid the direct IP reachability issue. A mechanism similar to IP routing can be defined for XnAP:

· ECGI or gNB-ID may be used as unicast address,
· Group-ID is used as multi-cast address,
· Xn routing table is used to decide the next hop of a XnAP message.
When a XnAP message is received, gNB shall forward it to next node per routing table if the destination address is other gNB. 

Observation 3: Xn routing requires connectionless Xn communication and IP like routing design.

3) NG routing, i.e. 5G RIM (RAN Information Management)

RIM (RAN Information Management) was defined early in GSM and inherited to LTE for inter RAN node communication via core network, refer to TS 36.413, TS 48.018. 
To inherit RIM to 5G, we need to define new NGAP messages, like: GNB Direct Information Transfer, AMF Direct Information Transfer.
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We also need to define new RIM application in 48.018, e.g. Remote Interference Coordination. 

	Coding
	Semantic

	0000 0000
	Reserved

	0000 0001
	Network Assisted Cell Change (NACC)

	0000 0010
	System Information 3 (SI3)

	0000 0011
	MBMS data channel

	0000 0100
	SON Transfer

	0000 0101
	UTRA System Information (UTRA SI)

	0000 0110
	Multilateration Timing Advance

	0000 0111
	Remote Interference Coordination

	0000 1000 - 1111 1111
	Reserved


The Information Elements for the new application should be defined based on RAN1 decided parameter set. 
Observation 3: NG routing can reuse RIM (RAN Information Management) with some extensions.
Proposal 3: Capture NG routing into TR as candidate solution for backhaul communication between remote gNBs.
3. Summary
Based on above analysis, we have following proposals.

Proposal 1: In framework 2, the RS from victim shall include cell group ID information.

Proposal 2: RAN3 to decide who provides target gNB/cell ID information per cell group-ID. 
Observation 1: Backhaul communication between remote gNBs can be carried by three candidate solutions: direct Xn, Xn routing and NG routing.

Observation 2: Direct Xn is restricted by IP reachability.
Observation 3: NG routing can reuse RIM (RAN Information Management) with some extensions.

Proposal 3: Capture NG routing into TR as candidate solution for backhaul communication between remote gNBs.
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