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1 Introduction
In the RAN2#102 meeting, we have made the following agreements for the signaling of Unified Access Control:

Agreements for NR

1
All access control info will be contained in SIB1. (We need to find a way to ensure the size is constrained)

Working assumption for NR and LTE/5GC

2
Support an encoding option 2b from the mail discussion (AC are explicitly indicated). ASN.1 for this approach will be included in the CR for SA. Further optimisations can still be considered next meeting,

Agreements for NR and LTE/5GC

1: There are 8 barring configuration parameters sets.

2: Barring factor and barring times take same values as LTE.
In the online discussion of the RAN2#102 meeting, Ericsson’s proposal [1] was discussed. And we think the main drawback of this proposal is it will limit the access categories that NAS can use in the mapping table of access attempt to access categories if NAS want to make sure that all the access categories can be barred at the same time.

The main idea of Ericsson’s proposal is that each shared PLMN can only bar limited number of access categories at the same time when the number of RAN shared PLMNs increasing. For example: when no RAN sharing in a cell, the primer PLMN can bar all the 64 access categories in this cell; when there are 2 PLMNs sharing 1 RAN in a cell, then each of them can only bar 32 access categories in this cell; and when there are 4 PLMNs sharing 1 RAN in a cell, then each of them can only bar 16 access categories in this cell; and so on.
Then, if the NAS want to make sure that all the access categories can be barred at the same time at anywhere, it must constrain the number of Access Categories that used in the mapping table of access attempt to access categories. Otherwise, RAN cannot bar all the using Access Category at the same time. This means a certain PLMN’s NAS must gather all the PLMN sharing information of this PLMN’s cells to know how many access categories it can safely use in the table. And even when the PLMN sharing situation changes in one cell, the mapping table in many relevant UEs might also need to be changed, which might cause large signaling overhead for updating this table in each relevant UE.
In this contribution, we will present one solution for the signaling of 5G unified access control for fitting it into SIB1.
2 Discussion
SIB1 has other information elements other than the Unified Access Control IE, and these IEs’ length are also variables of different configurations. So the size that can be left for the Unified Access Control IE in different cell’s SIB1 is also a variable.
Observation 1: The size limits for Unified Access Control IE are very likely to be different among different cells.
Considering the above observation, we try to find a more flexible solution to fit the Unified Access Control IE for the left size within the SIB1.
2.1 Implicit Access Categories List vs Explicit Access Categories List 
In the Rapporteur CR of last 102 meeting [2], it provides an Explicit Access Categories List, which use IE “AccessCategory” to explicit identify which Access Category has been barred. The detailed ASN.1 structure is defined as Figure 1.
UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat
UAC-BarringPerCat ::= SEQUENCE {


accessCategory



INTEGER (1..maxAccessCat-1),


barringInfoSetIndex


INTEGER (1..maxBarringInfoSet)

}


Figure 1: Explicit Access Categories List
Since the constant “maxAccessCat” is 64, each IE “AccessCategory” will cost 6bits. The signaling cost for explicit identifying the Access Category number is 6bits * 63 = 378bits.
As this approach will cause the too high peak signaling cost, we suggest to use an Implicit Access Categories List to reduce the peak signaling cost for the Access Category number.
UAC-BarringPerCatList ::= SEQUENCE (SIZE (maxAccessCat-1)) OF UAC-BarringPerCat

UAC-BarringPerCat ::= SEQUENCE {


barringInfoSetIndex


INTEGER (1..maxBarringInfoSet)
}

Figure 2: Implicit Access Categories List
Calculated in chapter 2.1 of the Ericsson’s contribution [1], the Explicit Access Categories list approach’s worst case cost 7619 bits while the Implict Access Categories list approach’s worst case cost 2633 bits. The calculation is based on assumption of 12 PLMNs, 63 access categories, 8 barring sets.

The shortcoming of the Implicit Access Categories list approach is that it cost more bits when the total number of barred Access Categories is small. The balance point is 10/11 barred Access Categories for the list size of 63.

In this signaling optimization, the peak signaling cost is more important than the average signaling cost as the former will involve whether a new SIB for UAC should be defined. And the new SIB for UAC will involve more standardization work.

Proposal 1: RAN2 should adopt the Implicit Access Categories List approach as an optimization baseline.
2.2 Optimization for the implicit list approach
Another drawback of the implicit list approach is it may broadcast some barring set information for the Access Categories that the PLMN will not use. This is because some operators may not define its operator defined Access Categories or may not define 32 that much operator defined Access Categories. And this is also because SA1 only defined 8 standard defined Access Categories while the other 24 standard defined Access Categories are still reserved by now.
So, only the defined standard defined Access Category’s barring set information should be broadcasted. When later release defined more standard defined Access Category, we can add extension in the tail of the SIB1 context for them.

The barring set information of the operator defined Access Categories should be optional to be included. And only broadcast those defined operator defined Access Category’s barring set information.

The signaling design will look like:

UAC-BarringPerCatList ::= SEQUENCE {

catListStandardDefined  SEQUENCE (SIZE (maxAccessCatStandardR15-1)) OF UAC-BarringPerCat,
catListOperatorDefined  SEQUENCE (SIZE (1..maxAccessCatOperator)) OF UAC-BarringPerCat OPTIONAL

}

UAC-BarringPerCat ::= SEQUENCE {


barringInfoSetIndex


INTEGER (1.. maxBarringInfoSet)
}
maxAccessCatStandardR15    INTEGER ::= 8
maxAccessCatStandardR15-1  INTEGER ::= 7
maxAccessCatOperator       INTEGER ::= 32
Figure 3: Implicit Access Categories List Optimization
This approach will required the NAS of the PLMN informs the connected RAN of which release of the standard defined Access Categories and how many operator defined Access Categories it will use in the all access attempt to access category mapping tables configured to UEs registered in this PLMN.
Proposal 2: Only broadcast the barring set information of those Access Categories that operator are really using.
2.3 Variable bit length of the barring information set index
In the output [3] of the offline discussion of the #101bis meeting, we found that the size of the barring information sets would seriously impact the worst case signaling cost. Figure 3 is a modified table from [3].
	 
	8 Sets of parameters
	4 Sets of parameters
	2 Sets of parameters

	
	Worst Case: 12 PLMNs
	Best Case:  1 PLMN
	Worst Case: 12 PLMNs
	Best Case:  1 PLMN
	Worst Case: 12 PLMNs
	Best Case:  1 PLMN

	Number of Access Categories
	63
	63
	63
	63
	63
	63

	Number of Set of Barring parameters
	8
	8
	4
	4
	2
	2

	Bit Length of the parameter set index
	3
	3
	2
	2
	1
	1

	Number of PLMNs
	12
	1
	12
	1
	12
	1

	 
	 
	 
	 
	 
	 
	 

	Index Bits Cost (List 63 ACs)
	2268
	189
	1512
	126
	756
	63

	Index Bits Cost (List 39 ACs)
	1404
	117
	936
	78
	468
	39


Figure 3: Index Bits number for different parameter set size
Consider the opportunity to merge different parameter sets, which is further discussed in 2.4, we could consider a variable bit length of the barring information set index which described in Figure 4.
UAC-BarringPerCatList ::=  SEQUENCE {


uac-BarringCatList           CHOICE   {



oneBit 

SEQUENCE (SIZE (maxAccessCat-1)) OF UAC-BarringPerCat1bit,



twoBit

SEQUENCE (SIZE (maxAccessCat-1)) OF UAC-BarringPerCat2bit,



threeBit
SEQUENCE (SIZE (maxAccessCat-1)) OF UAC-BarringPerCat3bit,



...


}

}

UAC-BarringPerCat1bit
::=

SEQUENCE {


barringInfoSetIndex


INTEGER (1..maxBarringInfoSet1bits)

}

UAC-BarringPerCat2bit
::=

SEQUENCE {


barringInfoSetIndex


INTEGER (1..maxBarringInfoSet2bits)

}

UAC-BarringPerCat3bit
::=

SEQUENCE {


barringInfoSetIndex


INTEGER (1..maxBarringInfoSet)

}
maxBarringInfoSet1bits  INTEGER ::= 2
maxBarringInfoSet2bits  INTEGER ::= 4
maxBarringInfoSet       INTEGER ::= 8 
Figure 4: Variable bit length of the barring information set index
According to the calculation in Figure 3 (33.3% improvements from 3 bits to 2 bits and 50% improvements from 2 bits to 1bit), we can see there is huge signalling cost improvement when shorten the bit length of the barring information set index at the cost of a 2 bits choice selection after wisely merging enough different parameter sets.
And if the order of the parameter sets list is well defined, different PLMN can use different set index bit length to save the signaling cost. For example, for an 8 sets parameter sets list, if PLMN A will only use the first and second sets of the parameter sets list, it will only use 1 bit for its set index. And if another PLMN B will only use the third and fourth sets of the parameter sets list, it will only use 2 bit for its set index.
Proposal 3: RAN2 should adopt the variable bit length for the barring information set index.
2.4 Merging the barring information sets
Sometimes, there is too much information for access control barring that the system cannot afford to broadcast them all together.

At these moment, the base station can wisely merge the similar barring information sets into one set to save the index bit length for the above approach. 
The parameters in each barring information set are:

a) 7 bit bitmap for Access Identities 1, 2, 11-15;

b) 4 bit barring factor, LTE approach is reused;

c) 3 bit barring timer factor, LTE approach is reused;

UAC-BarringInfoSetList


SEQUENCE (SIZE (1..maxBarringInfoSet)) OF UAC-BarringInfoSet
UAC-BarringInfoSet ::= SEQUENCE {


uac-BarringFactor


ENUMERATED {










p00, p05, p10, p15, p20, p25, p30, p40,










p50, p60, p70, p75, p80, p85, p90, p95},


uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},


uac-BarringForAccessIdentity


BIT STRING (SIZE(7))

}
Figure 5: Parameters of the barring information set
We can assume that the 3 parameters in each barring information set can be used to construct a 3 demission space, and several nearby barring information sets can be merged to one set. Then, the size of the parameter sets list is shorten and the bit length of the barring information set index might also be reduced. Both will reduce the signaling overhead. The detailed merging methods can be left to NW implementation.
In fact, when we agree to limit the number of the barring information set, we have already assumed that these sets can be merged. The three parameters can have 16384 kinds of value combination. In the worst case, each UAC barring configuration can have 12*63=756 sets of value combination.

Proposal 4: The UAC parameters can be adjusted wisely to fit the message size of SIB(s) that used to carry them. The adjustment method is left to NW implementation.
2.5 Barring information set for Not Barred
If the Implicit Access Categories List approach is adopted, then all the Access Categories that a PLMN used will be present in this list. But with current barred factor value setting, we cannot identify a Not Barred barring information set.
There are several approaches to handle this:

A, adding a “p100” value for the barred factor will add 1 bit cost per barring information set, which will add at most 8 bits cost. Signaling design will look like Figure 6;
UAC-BarringInfoSet ::= SEQUENCE {


uac-BarringFactor


ENUMERATED {










p00, p05, p10, p15, p20, p25, p30, p40,










p50, p60, p70, p75, p80, p85, p90, p95, p100},


uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},


uac-BarringForAccessIdentity


BIT STRING (SIZE(7))

}
Figure 6: Approach A for the “Not Barred” barring information set
B, adding a not barred choice for each access category, which will add 1 extra bit per access category. The signaling design will look like Figure 7:
UAC-BarringPerCat ::= CHOICE {


notBarred       NULL,   


barred          BarringInfoSetIndex

}
Figure 7: Approach B for the “Not Barred” barring information set
C, adding a not barred choice for each barring information set will add 1 bit per access category, which will add at most 8 bits cost. But this approach can save 14 bits when the choice is set to Not Barred. The signaling design will look like Figure 8:
UAC-BarringInfoSet ::= CHOICE {
    uac-NotBarred       NULL,

uac-BarredWithBarringInfo


SEQUENCE {



uac-BarringFactor


ENUMERATED {











p00, p05, p10, p15, p20, p25, p30, p40,











p50, p60, p70, p75, p80, p85, p90, p95},



uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
        uac-BarringForAccessIdentity


BIT STRING (SIZE(7))

}


}

Figure 8: Approach C for the “Not Barred” barring information set
Compared with the above 3 approaches, we suggest to adopt approach C to minimize the signalling cost.
Proposal 5: RAN2 should adopt the barred choice approach for the barring information set signaling design.
2.6 Access Category selection assistance information separate from per PLMN information
For Access Category 1, the selection assistance information’s definition is defined by following Notes in 22.261 6.22.2.2:
	NOTE 1:
The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.


Figure 9: the Note for Access Category 1
In LTE, the EAB feature has the similar category definition in 22.011 4.3.4.1
	-
EAB information shall define whether EAB applies to UEs within one of the following categories: 

a) UEs that are configured for EAB;

b) UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it;

c) UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN;


Figure 10: EAB categories definition
We can conclude that for the two approaches, a) option always has the biggest scope, while b) or c) option is only part of the scope of a) option. And for each approach, at one certain moment, there should be only one option that could be signaled. 
The signaling design for LTE EAB categories is like below:
EAB-Config-r11 ::=




SEQUENCE {


eab-Category-r11




ENUMERATED {a, b, c},


eab-BarringBitmap-r11



BIT STRING (SIZE (10))

}

Figure 11: EAB categories signaling
We think similar signaling design can be applied to UAC. Figure 12 presents a design example. 
UAC-AccessCategory1-SelectionAssistanceInfo ::=
ENUMERATED {a, b, c}

Figure 12: Selection assistant information for Access Category 1 

As these information might be different across PLMNs, these information should be per PLMN configuration.
Proposal 6: Selection assistant information for Access Category 1 is provided to the UE per PLMN via the system information in AS layer.
In the Rapporteur CR of last 102 meeting [2], a PLMN common approach is introduced to save signaling overhead. And when there are several or all the PLMN(s) have the same parameters, this approach works fine. But when only selection assistant informations are different among the served PLMNs, this common PLMN configuration approach cannot be taken, even when all the Access Categories have the same barring parameters among these served PLMNs. 
To maximum the possibility of using PLMN common configuration, we suggest to separate the selection assistant information for Access Category 1 with the other access control parameters of the PLMN. And as each of the PLMN index cost 4 bits and each of the selection assistant information only cost 2 bits, either common or whole list configuration is provided. Figure 11 presents an example.
UnifiedAccessControlConfig
::=

SEQUENCE {


uac-BarringForCommon


UAC-BarringForCommon


OPTIONAL,


uac-BarringPerPLMN-List

UAC-BarringPerPLMN-List

OPTIONAL,


uac-AccessCategory1-SelectionAssistanceInfo CHOICE {

plmnCommon           UAC-AccessCategory1-SelectionAssistanceInfo,

individualPLMNList   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo
}

}

Figure 13: Selection Assistance Info separate with other access control parameters of the PLMN
Proposal 7: Separate the selection assistant information for Access Category 1 with the other access control parameters of the PLMN.
2.7 Barring information signaling for the Emergency Category
In LTE RRC spec 36.331 5.3.3.2, for emergency calls initiated by the UE that has one or more special Access Class 11~15, there is an additional check using the ac-BarringForSpecialAC of ac-BarringForMO-Data. The procedure is quoted below in Figure 14.
Figure 14: Emergency Calls procedure in 36.331 5.3.3.2
This double check insures that when needed, the high priority users can make emergency calls while normal users cannot, which is very useful in certain situations.

For the above Emergency Access Category issue, we have several signalling design options for NR.

Option 1: Not use the solution of LTE. Like every Access Category, the Emergency Access Category has its own barring information set index for Access Barring Factor, Access Barring time and special Access Identities Bitmap settings. This option can provide more flexibility for NR while cost more signalling overhead.
Option 2: Use the similar solution with LTE. As the Access Category for MO Data (number 7) is similar with LTE ac-BarringForMO-Data, we could reuse the special Access Identities overriding bitmap of Access Category 7 as the additional check parameters and could omit the Access Category for Emergency (number 2) in the per Access Category ACB parameter list. This option can save the more signalling bits while provide the less flexibility.

Proposal 8: For Emergency Access Category in NR, reuse LTE emergency calls double check approach and omit Emergency category in the barring per category list to reduce signaling cost.
2.8 ACB information delivery
The unified access control is applied in all RRC states as the stage-1 requirements have clarified. And we see no requirements to differential the ACB parameters for different RRC states by now. We think for now we can assume all RRC states utilizing the same ACB configuration if the ACB configuration is provided in the RMSI.
Proposal 9: ACB parameters of UAC is the same for RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED when provided in RMSI at least for REL15.
Considering to shorten the delay of accessing the network, the ACB parameters of UAC should all be provided in RMSI. If we separate some ACB information from RMSI, then for the UEs that need these ACB info, either add more access delay or utilize the incomplete ACB configuration for access. And as some UEs in RRC_CONNECTED cannot acquire SIB1 when operating in certain BWP that do not broadcast SIB1, dedicated signaling should be allowed.
Proposal 10: ACB parameters of UAC are provided in RMSI, and dedicated RRC signaling can be used to send these parameters to UE in RRC_CONNECTED.

When congestion happens, the network need to page all the UEs in the congestion area to receive the ACB parameters in the next RMSI modification period. This might be quick enough for normal access, but for delay tolerant services access, as its massive nature, UAC for it might need to be started at once.

Proposal 11: RAN2 should discuss whether the UAC needs to be started immediately for delay tolerant service access, both in NW and UE side.
3 Conclusion

Observation 1: The size limits for Unified Access Control IE are very likely to be different among different cells.
Proposal 1: RAN2 should adopt the Implicit Access Categories List approach as an optimization baseline.
Proposal 2: Only broadcast the barring set information of those Access Categories that operator are really using.
Proposal 3: RAN2 should adopt the variable bit length for the barring information set index.
Proposal 4: The UAC parameters can be adjusted wisely to fit the message size of SIB(s) that used to carry them. The adjustment method is left to NW implementation.

Proposal 5: RAN2 should adopt the barred choice approach for the barring information set signaling design.
Proposal 6: Selection assistant information for Access Category 1 is provided to the UE per PLMN via system information in AS layer.

Proposal 7: Separate the selection assistant information for Access Category 1 with the other access control parameters of the PLMN.
Proposal 8: For Emergency Access Category in NR, reuse LTE emergency calls double check approach and omit Emergency category in the barring per category list to reduce signaling cost.
Proposal 9: ACB parameters of UAC is the same for RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED when provided in RMSI at least for REL15.
Proposal 10: ACB parameters of UAC are provided in RMSI, and dedicated RRC signaling can be used to send these parameters to UE in RRC_CONNECTED.
Proposal 11: RAN2 should discuss whether the UAC needs to be started immediately for delay tolerant service access, both in NW and UE side.
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5 Annex: ASN.1 solution for the barring information signaling of 5G Unified Access Control
For emergency Access Category, we take Option 2.
SystemInformationBlockType1 ::=

SEQUENCE {


--...other IEs in SIB1


uac-BarringInfo 





SEQUENCE {



uac-BarringForCommon




UAC-BarringPerCatList


OPTIONAL,



uac-BarringPerPLMN-List



UAC-BarringPerPLMN-List


OPTIONAL,


    uac-AccessCategory1-SelectionAssistanceInfo        CHOICE {

            plmnCommon           UAC-AccessCategory1-SelectionAssistanceInfo,

            individualPLMNList   SEQUENCE (SIZE (2..maxPLMN)) OF UAC-AccessCategory1-SelectionAssistanceInfo

        },



uac-BarringInfoSetList



UAC-BarringInfoSetList


}








OPTIONAL,

--...other IEs in SIB1

}

UAC-AccessCategory1-SelectionAssistanceInfo ::=
ENUMERATED {a, b, c}

UAC-BarringPerPLMN-List ::= 

SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=


SEQUENCE {


plmn-IdentityIndex



INTEGER (1..maxPLMN),


uac-BarringPLMNInfo


UAC-BarringPerCatList

}

UAC-BarringPerCatList ::= SEQUENCE {


uac-BarringForEmergency   BOOLEAN,


catListStandardDefined  CHOICE {



oneBit 

SEQUENCE (SIZE (maxAccessCatStandardR15-2)) OF UAC-BarringPerCat1bit,



twoBit

SEQUENCE (SIZE (maxAccessCatStandardR15-2)) OF UAC-BarringPerCat2bit,



threeBit
SEQUENCE (SIZE (maxAccessCatStandardR15-2)) OF UAC-BarringPerCat3bit,



...


},


catListOperatorDefined  CHOICE {



oneBit 

SEQUENCE (SIZE (1..maxAccessCatOperator)) OF UAC-BarringPerCat1bit,



twoBit

SEQUENCE (SIZE (1..maxAccessCatOperator)) OF UAC-BarringPerCat2bit,



threeBit
SEQUENCE (SIZE (1..maxAccessCatOperator)) OF UAC-BarringPerCat3bit,



...


} OPTIONAL

}

UAC-BarringPerCat1bit
::=

SEQUENCE {


barringInfoSetIndex


INTEGER (1..maxBarringInfoSet1bits)

}

UAC-BarringPerCat2bit
::=

SEQUENCE {


barringInfoSetIndex


INTEGER (1..maxBarringInfoSet2bits)

}

UAC-BarringPerCat3bit
::=

SEQUENCE {


barringInfoSetIndex


INTEGER (1..maxBarringInfoSet)

}

UAC-BarringInfoSetList ::= SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::= CHOICE {

    uac-NotBarred       NULL,


uac-BarredWithBarringInfo


SEQUENCE {



uac-BarringFactor


ENUMERATED {











p00, p05, p10, p15, p20, p25, p30, p40,











p50, p60, p70, p75, p80, p85, p90, p95},



uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},

        uac-BarringForAccessIdentity


BIT STRING (SIZE(7))


}


}

maxAccessCatStandardR15    INTEGER ::= 8

maxAccessCatStandardR15-2  INTEGER ::= 6

maxAccessCatOperator       INTEGER ::= 32

maxBarringInfoSet1bits  INTEGER ::= 2

maxBarringInfoSet2bits  INTEGER ::= 4

maxBarringInfoSet       INTEGER ::= 8 

maxPLMN INTEGER ::= 12

maxAccessCat INTEGER ::= 64

maxBarringInfoSet  INTEGER ::= 8
1>  else if the UE is establishing the RRC connection for emergency calls:


2>  if SystemInformationBlockType2 includes the ac-BarringInfo:


3>  if the ac-BarringForEmergency is set to TRUE:


4>  if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11]:


NOTE 1:   ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.


5>  if the ac-BarringInfo includes ac-BarringForMO-Data, and for all of these valid Access Classes for the UE, the corresponding bit in the ac-BarringForSpecialAC contained in ac-BarringForMO-Data is set to one:


6>  consider access to the cell as barred;


4>  else:


5>  consider access to the cell as barred;


2>  if access to the cell is barred:


3>  inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication, upon which the procedure ends;











