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1	Introduction
Unified access barring mechanism is being worked out by SA1 and CT1, based on RAN2 requirement to unify method for access attempt examination. To avoid different ways of access control barring check (like in E-UTRA) it has been agreed in RAN2 to introduce an Access Category for access attempt classification [1].
SA1 has agreed further clarification of unified access control requirements introducing Access Identities in addition to Access Categories. This establishes requirements for detailed RRC signalling. The contribution confronts the 5G service requirements with architecture options for NG-RAN and identifies certain remaining discrepancies that are proposed to be resolved. 
2	Discussion
2.1	Generic requirements 
TS22.261 defines the following fundamental principles of the unified Access Control [2]:
· Each access attempt is categorized into one or more of the Access Identities and one of the Access Categories. Based on the access control information applicable for the corresponding Access Identity and Access Category of the access attempt, the UE performs a test whether the actual access attempt can be made or not. 
· The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in one or more areas of the RAN.
Observation 1: Access Category and Access Identity are required to determine access barring control.
Proposal 1: The gNB broadcasts barring configuration associated with Access Categories and Access Identities, with at least some indication in minimum system information.
2.2	Access Category and Access Identity provision
Access Category characterizes the actual type of access attempt: MO signalling, MO data, Emergency, MMTEL voice, MMTEL video, SMS, delay tolerant services (FFS)). Access Category needs to be determined for any access attempt and Access Categories need to be mutually exclusive. 
Access Identity associates with UE configuration (subscription data, Access Class 11-15). Because the Access Identity is semi-static, in our understanding it does not have to be decided at every time an access attempt is made.
For Access Category RAN2 NR#2 made the following agreement:
3	UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE

While for newly introduced Access Identity, determination layer is not decided yet. The way of generating and applying the detailed configuration content will depend on further CT1 decision. Access Identities associated with Access Classes can be included in the barring decision at the AS layer, without having to be passed from NAS, but for some Access Identities, AS layer needs to be provided with the information required for the access identity determination, e.g. whether the UE is configured for Multimedia Priority Service (MPS).

Proposal 2: Ask CT1 for provision of the information required for the Access Identity determination to RRC layer.
However, we believe both characteristics: Access Category and Access Identity needs to be made available to AS layer to allow a UE to do barring. 

Proposal 3: For the purpose of barring, Access Category and Access Identity are made available to UE’s RRC layer. 
2.3	Barring parameters
2.3.1	Access Category and Access Identity ranges
For Access Barring design in NG-RAN, providing broadcast capability for barring configuration and its settings according to operators’ policies is commonly understood need. Obviously, the number of simultaneously used categories and identities will be limited through network configuration However, due to signalling overhead (Access Categories in range 0-63 and Access Identities in range 0-15), procedural impacts and required support of the unified access control by E-UTRAN connected to 5GC, we propose to limit broadcast capabilities in Rel-15 (e.g. to standardized and an operator-specific Access Categories and defined Access Identities). Extendibility of the signalling for covering future NR cases would be ensured by ASN.1 coding, though.
Proposal 4: Rel-15 RRC signalling capabilities for barring configuration parameters cover non-reserved Access Categories and non-reserved Access Identities. 
2.3.2	Access Control determinants 
TS22.261 defines priorities and policies, which should be applied to the content of barring configuration (e.g. Access Category 0 shall not be barred). Besides the clear and exceptional cases that are still under definition (e.g. emergency access attempt, delay tolerant), a regular access attempt will apply generic barring check. For this, baseline NG-RAN capability should allow a UE does barring check prior establishing RRC connection, and the UE decision (if the attempt is not allowed, a timer whose value is subject to network parameters is started, during which no attempts are allowed) therefore, further contents of the barring configuration parameters are proposed as follows:

Proposal 5: Barring configuration allow random barring (i.e.by probability factor and barring timer) and are differentiated per Access Categories and Access Identities.  
3	Conclusion
We conclude the contribution with the following observations and proposals to be agreed:
Observation 1: Access Category and Access Identity are required to determine access barring control.
Proposal 1: The gNB broadcasts barring configuration associated with Access Categories and Access Identities, with at least some indication in minimum system information.
Proposal 2: Ask CT1 for provision of the information required for the Access Identity determination to RRC layer.
Proposal 3: For the purpose of barring, Access Category and Access Identity are made available to UE’s RRC layer. 
Proposal 4: Rel-15 RRC signalling capabilities for barring configuration parameters cover non-reserved Access Categories and non-reserved Access Identities. 
Proposal 5: Barring configuration allow random barring (i.e.by probability factor and barring timer) and are differentiated per Access Categories and Access Identities.  
Proposal 6: Agree accompanying CR in [4]. 
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