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1 Introduction
This contribution discusses the design of 5G unified access control barring information elements. 
2 Discussion
According to SA1’s CR[1], 5G will have 64 access categories while 3G and 4G only have 16 access classes or ACDC categories. And the access barring information is per access category in 5G while in 3G and 4G it is per access class or ACDC category.

5G may still need to support RAN sharing like 4G. And it is still under discussing whether the access barring information is different or not among different network slices and among different RRC  states. As 5G may need to support up to 6 PLMN sharing one RAN like 4G, and hundreds of different slices, and 3 RRC states, there may be many access barring check information tables of 64 access categories need to be broadcasted or transmitted. For each barred access category, if we take 4G ACDC barring check mechanism, at least 8 bits need to be taken to carry all the related barring check information elements, one bit for barred and not barred signaling, 4 bits for the access control barring factor and 3 bits for the access control barring timer length factor. So each of  the access barring check information table may need at least 64 bits (all not barred) to 512 bits (all barred).
Observation 1: The message size for 5G access control barring check information elements might be very large.
Proposal 1: RAN2 considers message size compressing for 5G access control barring check information elements.
There is none priority or ranking between different access categories in SA1’s CR[1]. And Ericsson finds “There are benefits with ranking of access categories” in their research work[2]. In our study, we also find that the priority of access categories is helpful in designing a simple timer mechanism[3]. And these priority might change according to network’s decision from one operator to another operator, or from one slice to anther slice, or from one RRC mode/state to anther RRC mode/state, or from one cell to another cell, or from one period to another period.
Proposal 2: RAN2 considers carrying access categories priority or ranking information in 5G access control barring check information elements.
With message size and priority present requirements in mind, we can think of an approach to combine the two needs together.
In LTE, when RAN sharing is used and all the PLMN’s access control barring information is same, a common PLMN Config is signaled. Like EAB Config in SIB14, see Fig 1
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Figure1: Common PLMN and Per PLMN configuration. Example from LTE (TS 36.331)
Proposal 3: when all PLMN’s access control barring information is same, reuse LTE’s common PLMN Config approach to merge the same configuration parameters.
The shortcoming of above method is that while only several access categories have different barring parameters among served PLMNs, this approach cannot be taken for most of the access categories that have the same barring parameters. With this in mind, we can think about an approach to merge the same barring parameters for different access categories. One single access barring check parameter table is present for all served PLMNs. All value combinations of the access barring check parameters used in served PLMNs is present in this table. The same value combinations can be combined into a record. Each access category in the single access barring check parameter table is set to be notBarred or an index pointing to a record of the access barring check parameters.
Fig 2 illustrates one example of the approach mentioned above. The BarringConfigParaCombinationIndex can be used to describe the priority of the access category if the BarringConfigParaCombinationList is ranked with access category priority. And the priority of the unbarred access categories can be defined as the highest priority without checking. With setting the maxBarringConfigParaCombination to a proper value, the whole size of this structure will be shorter than the 4G ACDC approach in case there are many access categories having same value combination.
UnifiedBarringConfig
::=

SEQUENCE {


c1 CHOICE   {



eachPLMNBarringConfigList


EachPLMNBarringConfigList,



commonPLMNBarringConfigList

CommonPLMNBarringConfig


},

barringConfigParaCombinationList
BarringConfigParaCombinationList

}

EachPLMNBarringConfigList ::= SEQUENCE (SIZE (1..maxPLMNSharedRAN)) OF PLMNBarringConfig

CommonPLMNBarringConfig  ::= PLMNBarringConfig

PLMNBarringConfig ::= SEQUENCE (SIZE (maxAccessCategory-1)) OF AccessCategoryBarringConfig

AccessCategoryBarringConfig
::=

CHOICE   {


notBarred

NULL,


barred


BarringConfigParaCombinationIndex

}

BarringConfigParaCombinationIndex  ::=


INTEGER (1..maxBarringConfigParaCombination)

BarringConfigParaCombinationList ::= SEQUENCE (SIZE (1.. maxBarringConfigParaCombination)) OF BarringConfigParaCombination

BarringConfigParaCombination ::=

SEQUENCE {


barringFactor


ENUMERATED {











p00, p05, p10, p15, p20, p25, p30, p40,











p50, p60, p70, p75, p80, p85, p90, p95},


barringTime


ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}

}

Figure2: Example for the approach of barring check parameters with index to the value combination of their access category
The above approach assumes that the bit number of the index is same while the records number of the barring configuration parameter combination list may be different. Sometimes when the combination list is short, it is inefficient. So we can make the length of the index bit match the length of the combination list as the approach showed in Fig 3.
PLMNBarringConfig ::= CHOICE   {


-- this choice used only when the length of BarringConfigParaCombinationList is 1 or 2


oneBit SEQUENCE (SIZE (maxAccessCategory-1)) OF AccessCategoryBarringConfig1bit,


-- this choice used only when the length of BarringConfigParaCombinationList is 3 to 4


twoBit SEQUENCE (SIZE (maxAccessCategory-1)) OF AccessCategoryBarringConfig2bit,

    -- this choice used only when the length of BarringConfigParaCombinationList is 5 to 8


threeBit SEQUENCE (SIZE (maxAccessCategory-1)) OF AccessCategoryBarringConfig3bit,


-- this choice used only when the length of BarringConfigParaCombinationList is 9 to 16

    fourBit SEQUENCE (SIZE (maxAccessCategory-1)) OF AccessCategoryBarringConfig4bit,

    ...

}

AccessCategoryBarringConfig1bit
::=

CHOICE   {


notBarred

NULL,


barred


INTEGER (1..2)

}

AccessCategoryBarringConfig2bit
::=

CHOICE   {


notBarred

NULL,


barred


INTEGER (1..4)

}

AccessCategoryBarringConfig3bit
::=

CHOICE   {


notBarred

NULL,


barred


INTEGER (1..8)

}

AccessCategoryBarringConfig4bit
::=

CHOICE   {


notBarred

NULL,


barred


INTEGER (1..16)

}
Figure3: alternative approach with variable index bit length
When there is too much information for access control barring that the system cannot afford to broadcast them all together, the base station can force to merge the nearby barring parameter combinations into one combination to save the index bit length. We can assume that the N barring parameters as the N demission space, and we can merge those nearby combinations, the distance calculation methods can be further discussed.
For the combination list, as it is already ranked with access categories’ priority, the value difference of the barring check parameters among nearby records is small. So the primary and secondary approach mentioned by Ericsson in [2] can be used to save the size for the combination list table.
Proposal 4: RAN2 considers the approach mentioned above when discussing the signalling encoding of 5G UAC barring check information.
3 Conclusion

Observation 1: the message size for 5G access control barring check information elements might be very large.

Proposal 1: RAN2 considers message size compressing for 5G access control barring check information elements.
Proposal 2: RAN2 considers carrying access categories priority or ranking information in 5G access control barring check information elements.
Proposal 3: when all PLMN’s access control barring information is the same, reuse LTE’s common PLMN Config approach to merge the same configuration parameters.
Proposal 4: RAN2 considers the approach mentioned above when discussing the signalling encoding of 5G UAC barring check information.
4 References

[1] S1-173548, Clarification on access control requirement
[2] R2-1710477, Signalling of Access Control Parameters
[3] R2-1800272, Timer mechanisms for 5G unified access control
