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1   Introduction
This document is to collect companies’ views and to provide a summary of the following email discussion:
[99#18][NR] Bearer Type Change (Huawei)


Progress the following issues:


Issue 2: allowed bearer type change, including how to handle PDCP version change for DRB, only handover?


Issue 3: based on the answer of issue 1 and 2, to update the detailed L2 handling of bearer type change


Intended outcome: Report to next meeting on L2 behaviour for each bearer type change.


Deadline:  Thursday 2017-09-07
We had two phases discussion:
Phase 1: 22 companies provided their views;

Phase 2: Based on the discussion progress, the deadline has been postponed to Sep 21 in order to have more discussions on additional issues: 

-        new question 6d on L2 handling for DU (un)changed;
-        new question 7a: Any additional comments on the details in table 4:

-        new Question 7b: do we need to capture tables from this email discussion? If yes, where do you prefer?  

12 companies provided their view on addition issues. 
2   Discussion 

2.1  allowed bearer type change
So far we already have:

NR PDCP:

1 MCG bearer to/from MCG split bearer,
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2 MCG bearer to/from SCG bearer,
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3 
MCG bearer to MCG bearer (HO),

4 
SCG bearer to SCG bearer(SN change or security key change),

5
MCG split bearer to MCG split bearer (HO)
6
SCG bearer to/from MCG split bearer  
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7  
MCG bearer to/from SCG split bearer.
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8 
SCG bearer to/from SCG split bearer.
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9
SCG split bearer to SCG split bearer (SN change or security key change).

FFS: 
10
MCG split bearer to/from SCG split bearer.
11
MCG bearer to/from SCG bearer without Key change
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Observation1:  From RRC configuration perspective:

· Case 1 and 7 are same, except whether security key is changed, i.e. the difference is mainly related to L2 handling.

· Case 6 and 8 are same, except whether security key is changed, i.e. the difference is mainly related to L2 handling.

· Case 2 and 11 are same, except whether security key is changed, i.e. the difference is mainly related to L2 handling.

Question 1:  whether MCG split bearer to/from SCG split bearer should be supported?

	Companies
	Yes or not
	Remark

	Huawei, HiSilicon
	Y
	There is no different from UE perspective to support it.


	Ericsson
	Y
	From a UE point of view, the L2 processing will be same as for key refresh of split bearer. Change of security key will need to be supported for the other bearer type switches, so there is no apparent simplification of not supporting this.

	OPPO
	Y
	

	MediaTek
	Y
	After bear harmonization, there is no difference between MCG split DRB and SCG split DRB from UE point of view.

	Samsung
	
	MCG Split to/from SCG Split bearer type change may not occur in real networks because once the MN decides the location of the PDCP termination point for the split bearer this may not be changed very frequently. 

	CATT
	Y
	From UE point of view, case 2 and case 10 share similar behavior. The key change should be supported.  Even though this case may be rare there is no apparent reason not to support it.



	Lenovo/ MotM
	Y
	Its Split bearer to Split bearer from UE perspective.

	Intel
	Y
	Agreed with Ericsson that from the UE perspective, the L2 handling will be the same as key change case, where PDCP and RLC is re-established and MCG/SCG MAC may or may not be reset.  There is no further additional UE behavior needed to support this.

	Sony
	Y
	

	Qualcomm
	Y
	From UE perspective there is no difference after bearer harmonization



	Interdigital
	Y
	UE behavior for change between MCG split and SCG split should not be any different than, e.g. between MCG and SCG split, so it would be fine to support this case since there will be no new UE behavior to define.

	vivo
	Y 
	With bearer harmonization UE behavior is the same. So from UE point of view there no difference between MCG split and SCG split bearers.

	ZTE
	Y
	Agreed with Ericsson that the behavior and L2 handling for this case is similar with other cases which need key refresh.  

	Nokia/Nokia Shanghai Bell
	
	The scenario is rare. But if no additional RRC procedure or signalling is needed to support this case, we are fine to support it.
Need to notice that, from UE point of view, this would be changing the key of one bearer whose type does not change, while neither KeNB nor S-KeNB is updated. Thus it seems like a new case to support. Is it an invalid use case that we should exclude?

	TCL
	Y
	We agree with Qualcomm and vivo.

	NTT DOCOMO
	Y
	Agree with other companies.

	Sharp
	Y
	Agree with Ericsson.

	KT
	Y
	From UE point of view, there no difference between MCG split and SCG split bearers

	LG
	Y
	


22 companies provided views: 
· 19 companies would like to support this bearer type options. 
· 3 companies thought it is rare case.
Based on majority’s view, Rapporteur suggests RAN2 to support this bearer type change option. 

Proposal 1:  the bearer type change between MCG split bearer and SCG split bearer is supported.

Question 2:  whether MCG bearer to/from SCG bearer without Key change should be supported?

	Companies
	Yes or not
	Remark

	Huawei, HiSilicon
	N
	We do not see the scenario to support it. 


	Ericsson
	Y
	First of all, if there is no change in the PDCP termination point, there is no need to change the security key.

In RAN2#AH2 in Qingdao we agreed that Security key is configurable for bearers configured with NR PDCP and in RAN2#99 in Berlin that network can configure each DRB to use 1 key out of a set of 2 keys (KeNB and S-KeNB derived as specified today). These agreements were not limited to split bearers, but apply also to MCG DRB and SCG DRB, when configured with NR PDCP. 
For the RRC signaling, we have agreed in RAN2#99 to use separate containers for NR PDCP configurations and lower layer configuration. All this means that the PDCP termination is no longer linked to the lower layer configuration as it was in LTE DC. Instead, the new structure supports change of cell group, e.g. from MCG to SCG, without changing the PDCP termination point or changing the security key. Thus, our understanding is that this is already supported with the agreements made.
From a user plane point of view, we do see large gain in this decoupling the PDCP security key from the Cell Group used on the radio, as it allows changing the used cell group without a need for changing the PDCP termination point and corresponding PDCP re-establishment.

[UPDATE 6.9.2017] Comment to the question from OPPO below on the use case for allowing separate termination of PDCP and RLC/MAC: One use case is for option 3x, where PDCP is terminated in SN, to offload NR traffic from MN node and allow direct routing of packets towards CN. For such 3x deployment, when UE is moving in and out of NR coverage or during suspend/resume, the PDCP entity in the SN would need to be moved to MN, if there was a direct coupling between security key and the cell group used on the Uu, since the SCG is released. This would require a path switch towards CN and a security key change (S-KeNB -> KeNB). When NR coverage is again available or when the UE resumes, it would require a second reconfiguration including key change (KeNB -> S-KeNB) and corresponding PDCP re-establishment. This second reconfiguration would not be needed if we decouple the security key from the used cell group also for MCG and SCG bearers, allow UEs to keep current bearer and PDCP configuration during suspend and allow LTE DRBs using NR PDCP to be configurable with S-KeNB. With the agreements and RRC structure made so far, we see no extra complexity of supporting configurable security key for all bearer types.

	OPPO
	N
	Our understanding is that the ‘no key change’ is for the scenario where PDCP anchor point is not changed. In that case, for example, for MCG bearer to SCG bearer change, if PDCP anchor point is not changed, it seems to somehow define a new bearer type, which is kind of a “partial” split bearer architecture (PDCP anchored at MN side, linked to SCG RLC/MAC, yet without MCG RLC/MAC part)? Do we see strong motivation of this kind of new bearer type?

	MediaTek
	Y 
	We think that it is possible to reconfiguration MCG bear to SCG bear without security key change if PDCP anchor is not changed. 

	Samsung 
	Y
	The keys can be configured per bearer, so there is possibility that MCG bearer to/from SCG bearer type change can occurs without key change.

	CATT
	N
	Agree with Huawei.  A such scenario needs to be confirmed first.

	Lenovo/ MotM
	Y
	MCG bearer to/from SCG bearer change can be accomplished in two ways:

a) Direct (without handover): Both with and without key change should be possible. “With key change” will be like per Bearer key change using bearer using e.g. release+addition or a different mechanism.

b) With handover:  we already agreed that handover without key change is also possible. 

In summary, whether key needs to change is up to the network/ PDCP location in the network.

	Intel
	
	UE is provided with 2 keys and will use 1 key at any one time as indicated by the network for a bearer. From UE perspective, it just follows the key indication from the network for a bearer. Hence the support of such case, or whether is possible can be left to network implementation/deployment. There is no need to further discuss this in RAN2 and no specific enhancements should be considered for this.

	Sony
	maybe
	Agree with Intel

	Qualcomm
	N
	Agree with Huawei

	Interdigital
	Y
	One possible use case of a common PDCP endpoint would be for the case where MCG bearer and SCG bearers are in different DUs belong to the same CU, and therefore the PDCP entity does not change. There is no additional UE behavior to support this case, as it is similar to the MCG bearer to MCG split bearer with and additional RLC release. 

	vivo
	Y
	If PDCP anchor is not changed, the security key need not to change. But how or whether such scenario should achieved is network deployment dependent. E.g; MN and SN share the CU where the PDCP is located.

	ZTE
	N 


	Agree with HW that this scenario should be identified first.

Furthermore, additional complexity of key handling will be introduced in this case and time is lack for RAN2 to discuss this specific scenario.



	Nokia/Nokia Shanghai Bell
	Y
	It is possible to have bearer type change without key change case.

	TCL
	Y
	We agree with companies supporting Y.

It seems inefficient to support key change whenever MCG to/from SCG bearer. 

	NTT DOCOMO
	Y
	If PDCP anchor point is not changed, there is no need to change the key and the case explained by Inter Digital could be the possible scenario. 

	Sharp
	N
	Agree with Huawei.

	KT
	Y
	Agree with MediaTek and Samsung

	LG
	N
	Changes from/to MCG bearer to SCG bearer means the network termination point is changed. Thus, the security key should also be changed.


22 companies provided views:
· 8 companies did not agree the scenario. 
· 12 companies would like to support this scenario. 
· 2 companies did not say their view clearly, but based on their comments, they do not see additional complex to support the scenario. 

From configuration perspective, there is no additional restriction/complex since RAN2 already agreed to indicate which key should be used for the bearer. If we want to specify that SCG bearer must use MCG key, we have to add additional restriction on it, and the UE has to check the relationship between key and the version of RLC/MAC/ physical layer. 

To avoid additional work, Rapporteur would like to go for majority, i.e. for bearer type change between MCG (split) bearer and SCG (split) bearer, the key needs not to be changed if PDCP anchor is not changed.  

Proposal 2: for bearer type change between MCG  bearer and SCG  bearer, the key needs not to be changed if PDCP anchor is not changed.
Nokia/Nokia Shanghai Bell: it doesn’t need to limit the no key changed is only applicated to the case of PDCP anchor is not changed. RAN3 current assumption for EN-DC architecture doesn’t support the “common PDCP endpoint of MN and SN”. That means for bearer type change between MCG bearer and SCG bearer (the case in Question2), it must change PDCP anchor. For PDCP anchor changed case, network still can command UE to use same key before and after bearer type change if the security area is not changed. We would keep the flexibility for EN-DC. 
We would suggest the Proposal2 to be:

Alternative Proposal 2 from Nokia: for bearer type change between MCG (split) bearer and SCG (split) bearer, the key needs not to be changed.
The issue related to the change between LTE PDCP and NR PDCP: 

SRBs: LTE PDCP<-> NR PDCP, (release of old PDCP and establish of new PDCP) by Handover or Reconfiguration (No user plane actions beyond release and establish of PDCP are to be specified for this case.)

FFS:
DRBs: LTE PDCP <-> NR PDCP, FFS
Adhoc in Qingdao:

4) Whether to support a mechanism to reconfigure from LTE PDCP to NR PDCP without HO.  If so, what would the mechanism look like?

Bearer type change: MCG bearer (LTE PDCP)  to/from split bearer and SCG bearer, FFS;

RAN2#99:

7 EN-DC operation where MCG bearer is configured with LTE PDCP, then direct bearer type change of such MCG bearer to split bearer or SCG bearer is performed is FFS.
For the bearer type change related to LTE PDCP:

Baseline should be MCG bearer (LTE PDCP) <-> MCG bearer (NR PDCP) with handover; 
Do we want to support following cases without Handover?
Case 1 MCG bearer (LTE PDCP) <-> MCG bearer (NR PDCP); 
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Case 2 MCG bearer (LTE PDCP) <-> MCG split bearer; 
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Case 3 MCG bearer (LTE PDCP) <-> SCG split bearer; 
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Case 4 MCG bearer (LTE PDCP) <-> SCG bearer (different key); 
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Case 5 MCG bearer (LTE PDCP) <-> SCG bearer (same key?); 
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Compared with the bearer type change for intra NR PDCP, the difference is

LTE PDCP and NR PDCP are contained in different place in RRC message, and specified in different specification. Direct one by one mapping is not easy. From RRC perspective, the simple way is to release of the original PDCP configuration and configure the new PDCP configuration. 
Therefore the behaviour is different compared with the bearer type change for  intra NR PDCP case;
Observation2:  From RRC configuration perspective:
· Case 2 and 3 are same, except whether security key is changed, i.e. the difference is mainly related to L2 handling.

· Case 4 and 5 are same, except whether security key is changed, i.e. the difference is mainly related to L2 handling.

Question 3:  whether PDCP version change for DRB should be supported without HO?

	Companies
	Yes or not
	Remark

	Huawei, HiSilicon
	N
	To us, if the network cares about the change, network could just use NR PDCP for DRB from the beginning. We do not see the need to optimize this scenario. 



	Ericsson
	N
	Since we agreed NR PDCP can be used for all bearer types and also before entering EN-DC, we think change of PDCP version should be a rare event, and it is sufficient to support the PDCP version change with HO for DRBs.

	OPPO
	N
	Agree that the PDCP version change for DRB without HO is not as motivated as SRB1.  

	MediaTek
	N
	Agree with Huawei that network could use NR-PDCP at the beginning.  

	Samsung
	N
	LTE PDCP and NR PDCP even though quite similar in terms of functionality, there are still some differences in terms of e.g. supported PDCP SN size, state variables, reordering functionality. There is need to do PDCP re-establishment during PDCP version change. There is no need to optimize this scenario. 

	CATT
	N
	Changes in key and PDCP SN length make the mechanism without HO too complex, therefore it should not be supported.

	Lenovo/ MotM
	N
	PDCP version change for DRB should be done always with handover because of following reasons:

1) The KEY/ Algorithm might be different between NR and LTE PDCP (in future at least).

2) We understand that the PDCP version change for DRBs is/ will be rather rare.

	Intel
	
	We also do not see a need to support the PDCP version change for DRB without HO. However if it can be achieved by network implementation methods (such as LCID change etc. discussed for SRB) without further optimization to support this scenario, there is no need to explicitly exclude the support.

	Sony
	N
	Agree with Huawei and Ericsson

	Qualcomm
	N
	Agree with Huawei and Ericsson

	Interdigital
	N
	We think optimizing for this case is not necessary since the network can configure an MCG bearer with NR PDCP, even before the UE is configured with EN-DC.

	vivo
	N
	We do not think DRB PDCP change would frequently needed. IfDRB PDCP change is required, the change should be done by HO. 

	ZTE
	N
	Since the PDCP re-establishment is always required for the PDCP version change, we think the HO will always be used to handle the PDCP version change without bearer type change

	Nokia/Nokia Shanghai Bell
	
	Before to answer YES or NO, it needs clarification first.

Does the “with HO” case means using RRCConnectionReconfiguration including mobilityControlInfo? 

And“with HO” case means a lossless PDCP re-establishment between LTE PDCP and NR PDCP, or a lossy release of one PDCP type and establishment of another. 

	TCL
	N
	We think the PDCP re-establishment as per handover should be lossless as possibly pointed by Nokia/Nokia Shanghai Bell.

	NTT DOCOMO
	N
	No strong motivation to optimize to this case. 

	Sharp
	N
	We don’ think optimization to support this scenario would be necessary. However we don’t see strong reason to support PDCP version change w/o handover.

	KT
	N
	We do not see the strong motivation.

	LG
	N
	LTE PDCP and NR PDCP are different radio protocols, and the change of PDCP version should be performed by release and addition.


22 companies provided views: 
· 19 companies agreed that PDCP version change for DRB shall only be performed via handover procedure. 
· 1 company thought we may support it if no additional work is needed. 
· 2 companies would like to clarify what HO means here, lossless or not?

In SID stage, RAN2 agreed that “
RAN2 will study PDCP procedures for changing the PDCP-SN length that are lossless and maintain ordered delivery of higher-layer data.  To be studied for reconfigurations between LTE and NR and reconfigurations within NR.”. However in Qingdao meeting,   RAN2 agreed “=> As a baseline, lossless SN re-configuration is not supported for RLC AM”.
We can continue the discussion about whether lossless handover is needed for PDCP version change in Email discussion #30: RRC Connection Reconfiguration.
Proposal 3: PDCP version change for DRB shall only be performed via handover procedure. The  details can be done in Email discussion #30: RRC Connection Reconfiguration.
Question 4: whether direct bearer type change for case 2-5 is supported if LTE PDCP is used for MCG bearer?  

	Companies
	Yes or not
	Remark

	Huawei, HiSilicon
	N
	To us, if the network cares about the change, network could just use NR PDCP for DRB from the beginning. We do not see the need to optimize this scenario. 



	Ericsson
	N
	We agree with Huawei. See also our previous comment.

	OPPO
	N
	See our response to Question 3.

	MediaTek
	N
	

	Samsung 
	N
	If MCG DRB is configured as LTE PDCP then then there can be impact on bearer type change as direct change between the bearer types e.g. MCG to SCG bearer or MCG to/from Split bearer need some additional restriction to support lossless transition.

	CATT
	N
	PDCP version change with HO will cause MAC reset, then the direct bearer type change seems to be of no benefit.

	Lenovo/ MotM
	N
	Same as above comments.

	Intel
	
	Same as our comments in Q3 that we do not see a need for it but implementation options may already be possible.

	Sony
	N
	Same as previous comment

	Qualcomm
	N
	Same as above

	Interdigital
	N
	Same as our comments in Q3.  If we assume PDCP version change is always performed via HO, direct bearer type changes for these cases is not supported.

	vivo
	N
	Agree with CATT

	ZTE
	Y for case3/4
	Considering the bearer type change can be processed together with HO, we think direct bearer type change with HO should always be allowed.

In addition, we agree that the PDCP re-establishment is required for the PDCP version change. However, since the PDCP re-establishment will always be triggered during the bearer type change between MCG bearer and SCG/SCG split bearer, we think the PDCP version change can also be supported during the bearer type change between MCG bearer and SCG/SCG split bearer. 

For case5, see our comments in Q2.

	Nokia/Nokia Shanghai Bell
	Y
	Currently it cannot ensure using NR PDCP for MCG bearer “from the beginning”, at least for the default bearer. It has been agreed that MCG bearer can be configured to LTE PDCP or NR PDCP, up to network. Support MCG bearer with LTE PDCP to other bearer with NR PDCP should be basic function, not optimization.

If this is not supported, NW starting with LTE PDCP (which is the default!) would need to first change to NR PDCP using one reconfiguration, then trigger another reconfiguration to change bearer type. That seems very wasteful.


	TCL
	N
	Agree with CATT.



	NTT DOCOMO
	Y
	We understand that “direct bearer type change” in this case means the necessary configuration (both PDCP version change and bearer type change) can be included in one RRCConnectionReconfiration message. We don’t see any necessity to have separate RRC procedure to perform each of them since one RRC procedure can involve several reconfigurations.

	Sharp
	N
	Same as Q3.

	LG
	N
	Same response as Q3.


22 companies provided views:
· 16 companies agreed that MCG bearer cannot be directly changed to other bearer type if LTE PDCP version is used for MCG bearer, i.e. the network has to use handover to change PDCP version of MCG bearer to NR PDCP and then do bearer type change between MCG bearer and other bearers. 
· 1 company thought we may support it if no additional work is needed.
· 4 companies would like to support  directly bearer type change from MCG bearer (with LTE PDCP) to other bearer types in one message.

Rapporteur would like to go for majority. That is MCG bearer cannot be directly changed to other bearer type if LTE PDCP version is used for MCG bearer, i.e. the network has to use handover to change PDCP version of MCG bearer to NR PDCP and then do bearer type change from MCG bearer to other bearers.
Proposal 4: MCG bearer cannot be directly changed to other bearer type if LTE PDCP version is used for MCG bearer, i.e. the network has to use handover to change PDCP version of MCG bearer to NR PDCP and then do bearer type change from MCG bearer to other bearers.
Nokia/Nokia Shanghai Bell: if one RRCConnectionReconfiguration message can do bearer type change from MCG bearer with LTE PDCP version to SCG (split) bearer with NR PDCP version in EN-DC, why we exclude the “1-step” bearer type change so early? We don’t see benefit to have such limitation to network and UE. 

We would suggest further analysis can be done jointly based also on discussion #30: RRC Connection Reconfiguration.
2.2  L2 Handling at bearer type change and/or at mobility
Regarding key confusion issue
, RAN2 agreed that 

=>
We do not optimize for the key confusion and count rollover issues for EN-DC in Rel-15. For example, the solutions, handover, DRB release/addition, scheduling of restriction or LCID change can be used and it is up to network implementation.
The bearer type change can be accomplished using Handover. The bearer type changes can also be performed without handover; at least the one step (direct) bearer type change between MCG to/from MCG split bearer and one step (direct) bearer type change between SCG to/from SCG split bearer is supported without using the handover or SN change procedure.
The first option (with handover): Based on the agreements we have so far, we try to summarize the L2 handling for different bearer type change as below:
Table 1: L2 handling for handover case (both MCG key and SCG key are changed)
	MCG bearer
	MCG split bearer
	SCG bearer
	SCG split bearer

	MCG L2 entity
	
	MCG L2 entity
	SCG L2 entity
	
	SCG   L2 entity
	MCG L2 entity
	SCG   L2 entity

	               PDCP/RLC: re-establishment MAC: reset.
	
	PDCP/RLC: re-establishment

MAC: reset.
	RLC: 
re-establishment MAC: reset.
	
	PDCP/RLC: re-establishment

MAC: reset.
	RLC:
re-establishment

MAC: reset.
	PDCP/RLC: 
re-establishment

MAC: reset.


Question 5: Do companies agree the L2 handling for different bearer type upon handover indicated above in table 1:  

	Companies
	Yes or not
	Remark

	Huawei, HiSilicon
	Y
	

	Ericsson
	Y
	This is under the assumption that handover means refresh of both KeNB and S-KeNB, so this means the security key is changed for all bearers.

	OPPO
	Y
	As pointed by Ericsson, it should be clarified that it is for the key change case, considering HO in NR may not necessarily trigger key change.

	MediaTek
	Y
	We think that there is already an agreement in RAN99 meeting for this question.

“If Bearer type change happens through handover procedure then for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC should be re-established and MCG/SCG MAC should be reset”

	Samsung 
	Y
	During Handover procedure both keys will changed , so all configured L2 entities need to be re-established and reset

	CATT
	Y
	Clarification that procedure includes key change is required.

	Lenovo/ MotM
	Y
	Handover can be used by the network to change practically anything (including bearer type changes)!

	Intel
	Y
	It is based on the RAN 2 agreement below from RAN2#99:

1:
If Bearer type change happens through handover procedure then for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC should be re-established and MCG/SCG MAC should be reset.



	Sony
	Y
	Agree with Intel and Mediatek that it is already agreed

	Qualcomm
	Y
	This is already agreed.

	Interdigital
	Y
	Yes.  As pointed out by Intel, this was agreed at RAN2 #99.  Also agree with Ericsson that there may be cases of HO without key changes, and this needs clarification.

	vivo
	Y
	As bearer type change is done by HO, security key needed to to changed, therefore L2 entity re-establishment and reset is required

	ZTE
	Y
	Agree with MediaTek and Intel

	Nokia/Nokia Shanghai Bell
	Y
	

	TCL
	Y
	Agree with Lenovo/ MotM.

	NTT DOCOMO
	Y
	

	Sharp
	Y
	

	KT
	Y
	

	LG
	Y
	


22 companies provided views: 

· all companies agreed the L2 handling indicated in Table 1 since RAN2 already agreed this in RAN2#99 meeting. 

· Companies would like to clarify this is for the case both MCG key and SCG key are changed.

As Rapporteur, I would like to go for majority.

Proposal 5: use L2 handling indicated in Table 1 as baseline for further discussion; confirm it is for the case when both MCG key and SCG key are changed.
Second Option (without handover):

Question 5a:  whether bearer type change for DRB should be supported without HO?

	Companies
	Yes or not
	Remark

	Lenovo/ MotM
	Y
	Some bearer type changes (like between MCG to/from MCG split bearer and between SCG to/from SCG split bearer) is supported without using the handover.

For other bearer type changes even involving key change: since the agreement made in the last meeting allows freedom to the network to use any of the two keys for a bearer and therefore it’s possible that a Bearer specific key change might still be possible and in this case Handover procedure can be avoided.

	TCL
	Y
	Agree with Lenovo/ MotM.


Rapporteur: Agree we need to support bearer type change without handover, but it is already clear enough.
Table 2: L2 handling upon SN change or SgNB change
	MCG bearer
	MCG split bearer
	SCG bearer
	SCG split bearer

	MCG L2 entity
	
	MCG L2 entity
	SCG L2 entity
	
	SCG   L2 entity
	MCG L2 entity
	SCG   L2 entity

	     No impact
	
	No impact
	RLC: 
re-establishment 
MAC: reset.
	
	PDCP/RLC: re-establishment

MAC: reset.
	RLC: re-established MAC: Note 1
	PDCP/RLC: re-establishment

MAC: reset.


Note 1: MAC behaviour depends on the solution selected by the network, .e.g. handover, DRB release/addition, scheduling of restriction or LCID change.
Question 6: Do companies agree the L2 handling for different bearer type upon SN or SgNB change indicated above in table 2:  

	Companies
	Yes or not
	Remark

	Huawei, HiSilicon
	Y
	

	Ericsson
	Y
	The table does not really cover bearer type change, but rather handling of different bearer types during SN change. 

	OPPO
	Y
	

	MediaTek
	N
	Since UE does not know if a split bear is a MCG split bear or a SCG split bear, the L2 behavior for MCG split and SCG split bear should be the same.

And there is already an agreement in RAN99 meeting for this question.

“If Bearer type change happens through SN change procedure then SCG PDCP/RLC should be re-established, SCG MAC should be reset”

So we think that the NR-PDCP used for MCG/SCG split bear should be re-established during SN change procedure.

	Samsung 
	N
	During SN change procedure, as SN keys will be refreshed so all the bearers terminating at SN should be re-established and reset. For SCG split bearer, MCG MAC should be reset; There is no need to optimize this scenario.

	CATT
	Y
	

	Lenovo/ MotM
	Y
	This is already captured in stage-2 (37.340) – however the table is not so clear (from/to)

	Intel
	Y
	It is mainly based on the RAN 2 agreement below from RAN2#99:

2: If Bearer type change happens through SN change procedure then SCG PDCP/RLC should be re-established, SCG MAC should be reset.

Also the MCG MAC behavior for SCG split bearer is also agreed based on the agreement below:

=> We do not optimize for the key confusion and count rollover issues for EN-DC in Rel-15. For example, the solutions, handover, DRB release/addition, scheduling of restriction or LCID change can be used and it is up to network implementation.


	Sony
	Y
	

	Qualcomm
	Y
	We think this is already agreed.

	Interdigital
	Y
	We think reset of the MCG MAC for SCG split bearer during the SN change is not necessary due to the agreements from last RAN2 meeting that NW will handle the key confusion issue.  

	vivo
	Y
	Agree with Qualcomm

	ZTE
	N
	For the SCG split bearer, if RLC of MCG part is re-established during the SN change, this requires UE to be capable to recognize the PDCP location that the RLC is linked to, on which RAN2 has no conclusion yet.

Considering the agreement:

=> We do not optimize for the key confusion and count rollover issues for EN-DC in Rel-15. For example, the solutions, handover, DRB release/addition, scheduling of restriction or LCID change can be used and it is up to network implementation.
Since NW know the PDCP location of split bearer, for the SCG split bearer during SN change, NW could handle the key confusion issue of MCG branch by implementation, e.g. LCID change, it’s natural for NW also handle the RLC of MCG branch by RLC release/add together instead of UE performing RLC re-establishment.

	Nokia/Nokia Shanghai Bell
	Y
	

	TCL
	Y
	Agree with Intel.

	NTT DOCOMO
	Y
	

	Sharp
	Y
	

	KT
	Y
	

	LG
	Y
	MCG L2 entity for MCG bearer and MCG split bearer should be “No impact” instead of “N/A”


22 companies provided views: 

· 19 companies agreed the L2 handling indicated in Table 2 since RAN2 already agreed this in RAN2#99 meeting. 

· 2 companies would like to consider whether PDCP anchor should be transparent to UE or not.
· 1 company wanted to reverse the agreement about MAC handling upon key confusion issue, to only have MAC reset solution;
As Rapporteur, I would like to go for majority.

Proposal 6: use L2 handling for different bearer type upon SN or SgNB change indicated in Table 2 as baseline for further discussion; 
Table 2b: the cells in SCG are changed without security key change-DU is not changed
	MCG bearer
	MCG split bearer
	SCG bearer
	SCG split bearer

	MCG L2 entity
	
	MCG L2 entity
	SCG L2 entity
	
	SCG   L2 entity
	MCG L2 entity
	SCG   L2 entity

	     No impact
	
	No impact
	No impact
	
	No impact
	No impact
	No impact


Question 6b:For DU unchanged case, do companies agree there is no impact on L2 for different bearer type upon SCell of SCG change without security key change indicated above in table 2:  

	Companies
	Yes or not
	Remark

	Huawei, HiSilicon
	Y
	

	OPPO
	Y
	

	MediaTek
	Maybe
	UE does not know if DU is changed or not. We think that we should follow LTE DC principle. For physical parameter reconfiguration of scell or release/add some of scell(s), this could be only a reconfiguration procedure without L2 impact. 
However, if it is a “SCG Change” procedure (i.e. UE has to do RACH procedure to PScell), it should follow the previous agreement on SN Change

· If Bearer type change happens through SN change procedure then SCG PDCP/RLC should be re-established, SCG MAC should be reset

So, it is possible to have L2 impact for “SCG Change” procedure.
We also think that “SCG Change” should be as a special terminology (as in LTE). The way we are discussing here may not be suitable.

	Samsung
	N
	We assume that above Scell of SCG change means Pscell change without DU change as one DU can have multiple cells. There is no need to perform PDCP and RLC re-establishment as security keys as well as DU does not change .In this case as Cell will be changed under same DU, so we need to flush the HARQ buffers and also need to stop the ongoing RACH procedure. It is required to perform MAC reset for SCG entities. SCG MAC entity reset need to be performed for below bearer types  

· SCG bearer 

· SCG split bearer and MCG split bearer

	CATT
	Y
	

	Ericsson
	N
	We assume UE would not need know whether DU is changed or not during Scell of SCG change without security key change. Thus L2 actions in tables 2b and 2c should be the same. The L2 actions in table 2c should apply.

	Lenovo/ MotM
	Y
	L2 is not affected and can continue.

	Intel 
	Y
	

	Sony
	N
	We agree with Samsung that SCG-MAC needs to be reset in case of PSCell change within the same DU. However, this will be yet another option of network split being visible to the UE. While comparing the UE behavior between cases 2b and 2c and if we try try to unify the UE behaviour, the only difference will be the additional reset of RLC sublayer in case of 2b and we don’t see any gain from avoiding it. So, we think a unified behavior can be standardized whereby both MAC and RLC are reset/reestablished for cases 2b and 2c. 

	Qualcomm
	N
	We think the UE does not need to know whether DU is changed. 

	Interdigital
	N
	SCG change will require at least performing RACH procedure to a new PSCell, which requires a MAC reset.

	vivo
	Y
	It does not affect L2 behavior

	ZTE
	N
	For the change of PSCell, the MAC should be reset. 

However, for the change of SCell (i.e. SCell addition/release), considering the SCell has to be located in the same DU as PSCell in the case of high-layer split, no special behavior is needed in L2.

	Nokia/Nokia Shanghai Bell
	Y
	

	TCL
	Y
	L2 should not be affected.

	NTT DOCOMO
	N
	Agree with Ericsson and Sony.

	Sharp
	N
	Agree with Ericsson.

	KT
	N
	Agree with Samsung and Ericsson.

	LG
	Y
	DU change is invisible to the UE. Cell change is not relevant to security key. What is important is whether the security key is changed. If security key is not changed, there is no impact to L2.


22 companies provided views:
· 12 companies thought no L2 impact if DU is not changed;

· companies have different understanding about questions, some companies assumed for PSCell change, anyway MAC should be reset; Some companies would like to have same handling no matter whether DU is changed; 

Rapporteur agreed that it is better to have unified solution in order to avoid additional work. 
Table 2c: L2 handling for PSCell changed without security key 
	MCG bearer
	MCG split bearer
	SCG bearer
	SCG split bearer

	MCG L2 entity
	
	MCG L2 entity
	SCG L2 entity
	
	SCG   L2 entity
	MCG L2 entity
	SCG   L2 entity

	     No impact
	
	PDCP recovery;

RLC/MAC:

No impact
	RLC: reestablishment
MAC: reset
	
	RLC: reestablishment
MAC: reset
	No impact
	PDCP recovery;

RLC: reestablishment
MAC: reset


Question 6c: For DU change case, do companies agree L2 handling for different bearer type upon SCell of SCG change without security key change indicated above in table 2c:  

	Companies
	Yes or not
	Remark

	Huawei, HiSilicon
	Y
	

	OPPO
	Y
	When SCG is changed without key change, we agree the PDCP operation is not impacted, yet the RLC / MAC operation would be impacted, i.e., RLC re-established, and MAC re-set.

	MediaTek
	Maybe
	UE does not know if DU is changed or not. We think that we should follow LTE DC principle. For physical parameter reconfiguration of scell or release/add some of scell(s), this could be only a reconfiguration procedure without L2 impact. 
However, if it is a “SCG Change” procedure (i.e. UE has to do RACH procedure to PScell), it should follow the previous agreement on SN Change

· If Bearer type change happens through SN change procedure then SCG PDCP/RLC should be re-established, SCG MAC should be reset

So, it is possible to have L2 impact for “SCG Change” procedure.
We also think that “SCG Change” should be as a special terminology (as in LTE). The way we are discussing here may not be suitable.

	Samsung
	Y
	If there is change in DU, then SCG RLC and MAC entity need to be re-established and reset.

	CATT
	Y
	

	Ericsson
	Y
	We assume UE would not need know whether DU is changed or not during Scell of SCG change without security key change. Thus L2 actions in tables 2b and 2c should be the same. The L2 actions in table 2c should apply.

	Lenovo/ MotM
	Y
	

	Intel
	Y (partially)
	We also think that PDCP data recovery is needed for this case as well since RLC re-establishment is performed.

In order to indicate whether to re-establish RLC entity and MAC reset due to DU change, it would be beneficial to indicate explicitly to the UE.

	Sony
	Y
	

	Qualcomm
	Y
	

	Interdigital
	Y
	We also agree with Ericsson that similar UE behavior for DU changed case and DU not changed case could be the same, seeing a MAC reset is at least required for the DU unchanged case anyways.  In this was the UE would not need to know whether DU is changed or not.

	vivo
	Y
	UE need not to know if DU change or not, but L2 is affected, so L2 entity re-establishment and reset is required

	ZTE
	Y
	

	Nokia/Nokia Shanghai Bell
	N
	Whenever SCG RLC is re-established, PDCP should do Data recovery.

	TCL
	
	Agree with MediaTek.

	NTT DOCOMO
	Y (partially)
	Agree with Nokia

	Sharp
	Y
	

	KT
	Y
	If there is change in DU, we think SCG RLC and MAC entity need to be re-established and reset.

	LG
	N
	DU change is invisible to the UE. Cell change is not relevant to security key. What is important is whether the security key is changed. If security key is not changed, there is no impact to L2.


22 companies provided views: 

· 19 companies agreed the SCG RLC is reestablished, SCG MAC is reset upon DU change; In addition:

·  4 companies thought PDCP data recovery is needed since RLC is reestablished.
· 2 companies thought for physical parameter reconfiguration of scell or release/add some of scell(s), this could be only a reconfiguration procedure without L2 impact. 
· 1 company thought no L2 impact if security key is not changed;
Based on the company view on question 6b and 6c, can we do this way, i.e. 

· For physical parameter reconfiguration of scell or release/add some of scell(s), this could be only a reconfiguration procedure without L2 impact. 
· For  PScell change, no matter whether DU is changed, SCG RLC is reestablished, SCG MAC is reset, and PDCP should perform recovery; See updated table 2C. 
Question 6d: do companies agree: 

· For physical parameter reconfiguration of scell or release/add some of scell(s), this could be only a reconfiguration procedure without L2 impact. 
· For  PScell change, no matter whether DU is changed, SCG RLC is reestablished, SCG MAC is reset, and PDCP should perform recovery; See updated table 2C. 
:  

	Companies
	Yes or not
	Remark

	Huawei, HiSilicon
	Y
	

	OPPO
	Y
	

	Mediatek
	Y 
	To add words of caution, the second bullet should be 

· For  PScell change without key changed, no matter whether DU is changed, SCG RLC is reestablished, SCG MAC is reset, and PDCP should perform recovery; See updated table 2C. 


	Qualcomm
	
	Agree if PScell change without key change, the SCG RLC is reestablished, SCG MAC is reset, and PDCP performs recovery, as in table 2c.

	Ericsson
	Y
	Agree for PScell change without key change

	LG
	
	We agree the second bullet only if PSCell is changed without security key change. If security key is changed, the PDCP has to re-established.

	Nokia/Nokia Shanghai Bell
	Y
	

	ZTE
	Y
	Agree for PScell change without key change

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


10 companies provided views: 

· all companies agreed L2 handling in table 2C for PSCell change without key changed . 

Proposal 7: 
For physical parameter reconfiguration of scell or release/addition of some of scell(s), this could be only a reconfiguration procedure without L2 impact. 
For  PSCell change without security change, no matter whether DU is changed, SCG RLC is reestablished, SCG MAC is reset, and PDCP should perform recovery; See table 2c.

Table 3: bearer type change with/WO security key change (except HO, SN/SgNB change)
	                       TO

FROM
	MCG bearer
	MCG split bearer
	SCG bearer
	SCG split bearer

	
	MCG L2 entity
	SCG L2 entity
	MCG L2 entity
	SCG L2 entity
	MCG  L2 entity
	SCG   L2 entity
	MCG L2 entity
	SCG   L2 entity

	MCG bearer
	                  See HO
	No impact
	RLC                         establishment
	RLC: release  Note2
	PDCP: Reconfiguration with SCG keys, 
PDCP re-establishmentRLC establishment
	
RLC    
re-establishment
MAC: Note 1
	PDCP: Reconfiguration with SCG keys,
PDCP re-establishment
RLC establishment 

	MCG split bearer
	PDCP data recovery
	RLC   release
	See HO
	RLC: release Note2
	PDCP: Reconfiguration with SCG keys,
PDCP re-establishment 
 RLC reestablishment
MAC:Note1
	
RLC    
re-establishment
MAC: Note 1
	PDCP: Reconfiguration with SCG keys, 
PDCP re-establishment
 RLC reestablishment
MAC:Note1

	SCG bearer
	PDCP: Reconfiguration with MCG keys, 
PDCP re-establishment
RLC establishment
	
RLC   release
	PDCP: Reconfiguration with MCG keys, 
PDCP re-establishment
RLC establishment
	
RLC   reestablishment
MAC:Note1
	See SN change
	RLC establishment
	No impact

	SCG split bearer
	PDCP: Reconfiguration with MCG keys, 
PDCP re-establishment
RLC    re-establishment
MAC: Note 1
	
RLC   release
	PDCP: Reconfiguration with MCG keys, 
PDCP re-establishment
RLC: reestablishment
MAC: Note 1
	RLC reestablishment
MAC: Note 1
	RLC   release Note2
	PDCP data recovery
	See SN change


Note 1: MAC behaviour depends on the solution selected by the network, .e.g. handover, DRB release/addition, scheduling of restriction or LCID change.
Note 2: the out of sequence PDUs from the RLC Rx shall be released when RLC is released.
Question 7: Do companies agree the L2 handling for different bearer type change with/WO security key change (except HO, SN/SgNB change) indicated above in table 3:  

	Companies
	Yes or not
	Remark

	Huawei, HiSilicon
	Y
	

	Ericsson
	N
	The table assumes bearer type change between MCG and SCG bearers always includes change of security key, but this has not yet been agreed and agreements so far suggests otherwise, as we commented in Question 2. In general, it is not very clear which transitions include key change and which do not? To clarify, our understanding of the table is that it covers the case were MCG and SCG remain before and after the bearer type change, correct? Since the table reflects UE operations, it could be simplified into 3 columns and 3 rows, for MCG, SCG and split bearers correspondingly, since UE behavior is the same for MCG and SCG split bearers. Then separate L2 actions could be listed for each transition, depending on whether the security key is changed or not. An example of this kind of L2 actions table representation is given in the added table 4.
Then a few detailed comments:
· MCG to MCG split bearer should also include PDCP reconfiguration (to activate split operation, e.g. reordering)

· MCG to SCG bearer type change does not always require security key change.
· PDCP reconfiguration with new keys, should be PDCP re-establishment, right?

· We also think MAC needs reconfiguration for the different bearer type changes, e.g. update logical channel mapping.

· For the MCG to SCG bearer type change in EN-DC, there is a need to re-establish the MCG RLC before the release to release possible out-of-sequence PDUs from the RLC Rx. Same comment applies also to MCG split to SCG, and SCG split to SCG.
· For the SCG to MCG split bearer type change, SCG RLC should be re-established, not released.

What is also missing is a separate table with SCG change, but without key change, to cover the case where the SCG cell may change, but PDCP termination point does not.

	OPPO
	
	Agree with Ericsson that it would be good to differentiate between with and without key change cases, yet not sure whether it is motivated to consider MCG bearer from/to SCG bearer change without key change (see our response to Question 2).

Agree with Ericsson to merge MCG split bearer and SCG split bearer as one general split bearer type.

Some minor comment on Table 4

· Should it be “Bearer type change from col to row”?

· For RLC processing,  it would be preferred to always do re-establishment processing before release, so re-establishment should be done as well for SCG RLC, during change from split bearer to MCG bearer, and for change from SCG bearer to MCG bearer

· For change from split bearer to split bearer with key change, it may be implemented by not only HO, but also SN change procedure.

· For change from SCG bearer to SCG bearer, it may be implemented by not only SN change, but also HO procedure.

	MediaTek
	N
	The table provide in this question distinguish MCG split bear and SCG split but UE only know unified split bear after the bear harmonization. We think there should be only 3 different bear in the table as in Table 4 proposed by Ericsson. We also agree with Ericsson that there should be 2 case in each bear type change, one with key change and the other one without key change. 

It is our understanding that the MCG bear in the Table 3 or Table 4 uses NR-PDCP. For the bear type change from/to MCG bear using LTE-PDCP (as discussed in question 3), our preference is only use the HO procedure.

For the detail L2 procedure, we agree the behavior in Table 4.

	Samsung 
	N
	This table does not clarify the L2 actions for below bearer type change option as there is possibility that bearer type change may or may not involve key change 

a. Bearer type change with Key change 

· MCG to/from MCG split bearer 

· SCG to/from SCG split bearer

b. Bearer type change without Key change

· MCG to/from SCG bearer

· MCG to/from SCG split bearer

· SCG to/from MCG split

Due to unified bearer concept there is no point in having MCG split bearer and SCG split bearer, so we would like to merge the same and have only split bearer. Table 5 illustrates the L2 action for bearer type change without key change and Table 6 illustrates the L2 action for bearer type change with key change. The general rules are 
1. If there is no key change , then there is no need to re-establish the PDCP, RLC and reset the MAC

2. During key change procedure , PDCP will be re-established and configure with new keys

3. RLC will only be Re-establish, if there is PDCP re-establishment  

4. Release of RLC entity will trigger the PDCP data recovery procedure. This is only valid for the case when PDCP is not re-established

5. MAC reset is based on NW solution.

6. During LTE RLC release , RLC reassemble RLC SDUs from the RLC data PDUs that are received out of sequence and deliver them to upper layer


	CATT
	
	The table suggested by Ericsson seems more suitable, since at UE side only three types of bearer (i.e, MCG, SCG, Split bearer) can be seen, and the corresponding layer 2 processing needs to distinguish whether there is a key change.

	Intel
	
	The L2 handling in the table 4 looks fine.  But from specification point of view, we would like to consider two aspects here as discussed in last RAN2 meeting – one is stage 2 level where we can consider MCG/SCG and the corresponding split bearers as seen from network side.  The other aspect is UE behavior as captured in Stage-3 that does not differentiate MCG and SCG or corresponding split bearers.  For the UE behavior in stage 3, specifications should support signalling of the required L2 handling for the different protocol layers.  These can then be used by the network to achieve the required behavior for the different scenario such as different bearer type changes, with and without key change as well as with and without DU change.   

	Sony
	
	We are fine with the table from Ericsson. 

	Qualcomm
	
	Behaviors captured in table 4 is more suitable.

	Interdigital
	N
	Given stage 3 UE behavior should not differentiate between split bearer type (MCG split, SCG split), we prefer the table suggested by Ericsson or Samsung.  We also think, as we commented in section 2, that a bearer change from MCG bearer to SCG bearer without a key change should be supported.

	vivo
	
	Agree with Ericsson to merge MCG split and SCG split bearers as one split bearer type. We consider the table proposed by Ericsson to be more coherent


	ZTE
	
	We are fine with the table from Ericsson, except the bearer type change between MCG bearer and SCG bearer without key change, for which we think the scenario should be identify first(see our comments for Q2).

	Nokia/Nokia Shanghai Bell
	
	For key change case, Table3 is ok. We also need to consider no key change case.

	TCL
	
	We agree with Samsung’s general rules as set.

	NTT DOCOMO
	
	We are fine with the table proposed by Ericsson. We think it would be good to capture this table in RRC specification to simplify the procedure texts. The generic procedure text can specify what behavior (e.g., reset, re-establish and data recovery) should be performed for each sub-layer depending on the message rather than capturing the procedure text for each bearer type change case (as in LTE DC). If this approach is agreeable, DOCOMO will prepare the TP for RRC spec.

	KT
	
	We are fine with the table from Ericsson.

	LG
	Y
	We think all tables are same except that whether the same security key can be used during transition from/to MCG (split) bearer and SCG (split) bearer. If MCG (split) bearer and SCG (split) bearer use different keys, Huawei table is fine. However, if they can use the same key, the MCG split bearer and SCG split bearer can be merged as proposed by Ericsson and Samsung. At this moment, we are fine with Huawei table.


22 companies provided views: 

· 12 companies prefer  table 4 provided by Ericsson; The main motivation is that from UE perspective, UE does not need to distinguish MCG split bearer and SCG split bearer thanks to harmonized bearer type.
· 1 company proposed to have general rule on L2 handling as 
	The general rules are 

· If there is no key change , then there is no need to re-establish the PDCP, RLC and reset the MAC

· During key change procedure , PDCP will be re-established and configure with new keys

· RLC will only be Re-establish, if there is PDCP re-establishment ;   Rapporteur, related to question 6d, PSCell change may also cause RLC reestablishment;
· Release of RLC entity will trigger the PDCP data recovery procedure. This is only valid for the case when PDCP is not re-established; 
· MAC reset is based on NW solution.

· During LTE RLC release , RLC reassemble RLC SDUs from the RLC data PDUs that are received out of sequence and deliver them to upper layer




· 1 company preferred to capture the table in RRC specification in order to reduce the work in stage 3 details;
Rapporteur would like to go for majority, i.e. use table 4 as baseline for further discussion. But we should check the details of table 4.  For instance, the table should be for bearer type change from col to row instead of from row to col. 
Proposal 8: use L2 handling for Bearer type change with and without security key change  indicated in Table 4 as baseline for further discussion; 
Table 4: Bearer type change with and without security key change (alternative representation, source: Ericsson)
	Bearer type change from row
to 
col
	MCG 
	Split  
	SCG

	
	no key change
	with key change
(KeNB<->S-KeNB)
	no key change
	with key change
(KeNB<->S-KeNB)
	no key change
	with key change
(KeNB<->S-KeNB)

	MCG
	N/A
	See HO
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP: Re-establish
MCG RLC: Re-establish
MCG MAC: See Note
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP: Recovery
MCG RLC: Re-est.+release
MCG MAC: Reconfigure
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP: Re-establish
MCG RLC: Re-est.+release
MCG MAC: Reconfigure
SCG RLC: Establish
SCG MAC: Reconfigure

	Split
	PDCP: Recovery
MCG RLC: No action
MCG MAC: No action
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP: 
Re-establish
MCG RLC: Re-establish
MCG MAC: See Note
SCG RLC: release
SCG MAC: Reconfigure
	N/A
	See HO
	PDCP: Recovery
MCG RLC: Re-est.+release
MCG MAC: Reconfigure
SCG RLC: 
No action
SCG MAC: 
No action
	PDCP: Re-establish
MCG RLC: Re-est.+release
MCG MAC: Reconfigure
SCG RLC: 
Re-establish
SCG MAC: 
See Note

	SCG
	PDCP: Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP: Re-establish
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP: Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP: Re-establish
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: Re-establish
SCG MAC: 
See Note
	N/A
	See SN change


Note: MAC behaviour depends on the solution selected by the network, e.g. MAC reset, change of LCID, etc
Question 7a: Any additional comments on the details in table ?  

	Companies
	Remark

	Huawei/HiSilicon
	Regarding the release of LTE RLC, do we really need to reestablish first, and then release. So far in LTE spec, from split to MCG, we just release the SCG RLC.
3>
if drb-ToAddModList is received and includes the drb-Identity value, while for this entry drb-TypeChange is included and set to toMCG (i.e. split to MCG):

4>
release the SCG RLC entity and the SCG DTCH logical channel;

Can we just rely on PDCP layer to handle discarded RLC PDU/SDU due to RLC release?

	OPPO
	The cited text by Huawei is from section 5.3.10.3a1 of TS 36.331. Before that step, some other re-establishment operation seems have already been done in section 5.3.10.10 (?)
4>
if the DRB indicated by drb-Identity is a split DRB:

5>
perform PDCP data recovery and re-establish the SCG RLC entity;

	Samsung
	As per question 7, the table 4 is handing BTC cases without HO or SN change procedure.

LTE RLC release procedure can be enhanced where during LTE RLC release procedure, RLC can reassemble RLC SDUs from the RLC data PDUs that are received out of sequence and deliver them to upper layer. This can avoid the need of MCG re-establishment procedure before RLC release. This will also help to define the unified procedure as during SCG to MCG BTC or during Split to MCG procedure we do not perform SCG  re- establishment procedure before SCG release(NR does not have any buffered packets) . MCG RLC should be released without any re-establishment procedure for below cases as mentioned in Table 6.
a. MCG to SCG BTC

b. Split to SCG BTC



	Mediatek
	The L2 handling in Table 4 looks fine to us. Regarding to LTE RLC will do re-establishment before release, we consider that it as an optimization to deliver the out-of-order RLC SDU to PDCP before releasing. As pointed out by Huawei, this optimization is not perform in LTE-DC. So, we agree that this may not be necessary in the first release of EN-DC. We are open for discussion in this topic.

	Qualcomm
	Regarding the LTE RLC reestablishment before release, we agree with Huawei in LTE this optimization is not performed, specifically it is not performed in bearer type change without SCG release/change. Given our understanding that table 4 excludes the HO and SN change case, it is fine to not perform RLC reestablishment before release.

	Intel
	The L2 handling in Table 4 looks fine to us. As on performing RLC re-establishment before release, our understanding is that it is to push the RLC SDU in the reordering queue to the PDCP. As mentioned by OPPO, as SCG reconfiguration (Section 5.3.10.10) is used, RLC re-establishment is performed in bearer type change in LTE DC. 

	Ericsson
	In LTE DC, bearer type changes were performed with SCG change. For SCG change, RLC entity is re-established before the release to deliver RLC SDUs from the receiver queue to higher layers, as Oppo pointed out. The same should be performed for EN-DC for MCG RLC. For SCG RLC, it is not needed as NR RLC anyway delivers SDU out of sequence to higher layers.
Another comment is that we don’t agree with the comment that table 4 covers bearer type change from col to row. The table has the same orientation as the original table by Huawei, i.e. bearer type change from row to col.

	LG
	1. The table shows bearer type change from row to col, not col to row.
2. LTE RLC re-establishment before release is not needed. It is a kind of optimization. If needed, we can enhance LTE RLC release procedure (to deliver stored RLC SDUs).

	Nokia/Nokia Shanghai Bell
	It should be “Bearer type change from row to col”.

	ZTE
	The L2 handling in Table 4 seems fine (if bearer type change without key change between MCG bearer and SCG bearer will be allowed). Also ok to perform RLC re-establishment before release.

	Huawei, HiSilicon 2
	Agree with others
1 from row to col;

2 so far LTE used SCG change to handle bearer type change, and RLC is reestablished before release during this procedure.

We would prefer either reestablishment/release or just release. We should avoid to introduce new RLC release behavior. 

	
	

	
	

	
	

	
	

	
	

	
	


10 companies provided views on whether RLC should perform reestablishment before release: 

· In LTE SCG change procedure, RLC is reestablished before release to deliver RLC SDUs from the receiver queue to higher layers;

· 4 companies would like to follow LTE SCG change procedure, i.e. RLC is reestablished before release as indicated in the table 4.
· 1 company would like to enhance current LTE RLC release procedure to let RLC deliver RLC SDUs from the receiver queue to higher layers ;

· 3 companies thought it is not needed since table 4 excludes the HO and SN change case;
Note: This is also related to how to capture it in LTE specification, for instance the question 7: Companies comments on required fields for bearer type change in #30. We could use RLC reestablishment + release for the bearer type change from MCG bearer to SCG bearer, and split bearer to SCG bearer if no additional complexity is identified. 
Proposal 9: as indicated in table 4, LTE RLC is re-established first and then release for the bearer type change from MCG bearer to SCG bearer, and split bearer to SCG bearer if no additional complexity is identified; 
Question 7b: do we need to capture tables from this email discussion? If yes, where do you prefer?  

	Companies
	Yes or not
	In which specification?

	Huawei, HiSilicon
	Y
	Stage 2 or RRC specification;
It would be good to maintain the tables 1/2/2C/4 in the specification at least from readable perspective.

	OPPO
	
	We are fine with maintain the table in the specification for readability reason, yet before that, it may be good to furthe refine the tables, e.g.,
· For table 1/2/2c, it is good to merge the case of MCG split bearer and SCG split bearer as in table 4, in order to keep the harmonized split bearer  concept;

· Given table 1/2/2c for moility, we wonder whether there are some cases missing / not covered yet, e.g.,

· Table 2 is for the case where MCG DU is not changed, yet missing the case that MCG DU is changed (yet MCG CU is not changed)
· Table 2c is for the case where neither MCG key nor SCG key is changed, yet SCG DU part or PSCell is changed. It seems miss the case that neither MCG key nor SCG key is changed, yet MCG DU part or PCell is changed, and missing the case that neither MCG key nor SCG key is changed, yet both MCG DU part / Pcell and SCG DU part / PSCell are changed,

· Given the proposal 2, if our understanding is correct, it may cause the case that PDCP of MCG bearer anchored at SCG CU, or PDCP of SCG bearer anchored at MCG CU, so that the change of SCG CU (table 2) may cause the PDCP re-establishment of some MCG bearer (since MCG CU change would cause handover and thus all bearers would re-establish PDCP anyway) 

· As pointed by other companies and Rapporteur, the PDCP re-establishment implies that PDCP sequence number length is not changed, yet if SN length change happens, full configuration (i.e., release and establishement) is needed.

	Samsung 
	
	The procedural text will be enough to define the specification as we feel some of the tables need to be further refined. Iintroducing tables in the specification would require some additional effort/ refinement. There is need to refine the table 2 and Table 4
Table 2: L2 handling upon SN change or SgNB change

In case MCG bearer is also terminating at CU and using the same keys as SCG bearer then there will be impact on MCG bearer and MCG split bearer also . This is not clearly captured in the table 2 as it mention no impact on MCG L2 entity during SN change or SgNB change

Table 4: Bearer type change with and without security key change
As mentioned in Question 7a , MCG RLC action need to be changed 

	MediaTek
	Y (only for Table 4)
	We think that Table 1/2/2C should not be captured in the specification for two reason

<1> The tables distinguish MCG split bear and SCG split but UE only know unified split bear after the bear harmonization
<2> It is more suitable to use a formal procedure text for it. For example, Table 1 is the same as

“If Bearer type change happens through handover procedure then for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC should be re-established and MCG/SCG MAC should be reset”

For Table 4, we are thinking that it is a good way to illustrate the L2 handling of bear type change. We suggest to put it on state 2 MR-DC SPEC (37.340) or Appendix in RRC SPEC (36.331 or 38.331)

	Qualcomm
	Y for Table 4
	Table 4 is informative, given that the condition is clarified (not for HO, SN change case), and if agreed, the necessary updates such as MCG RLC actions are made. We think it can be captured in 37.340. 

	Intel
	N in Stage 3.
As informative annex in Stage 2
	Table 4 should not be captured in Stage 3 in our view as the normative UE behaviour will be as signalled of the necessary L2 actions via RRC signaling. There is no bearer type at the UE with unified bearers.

As on Stage 2, the Table 4 could be captured as information annex as one possible network option.  We already have different options possible - for example network could do a HO at any time along with a bearer type change.  Similarly it could also trigger an SCG change along with a bearer type change.   

	Ericsson
	Y
	Table 4 could be added as informative annex in stage 2 specification. 

	LG
	Y
	Table 4 needs to be captured in stage 2 (38.300) specification.

	Nokia/Nokia Shanghai Bell
	
	Could be captured in an informative annex of 37.340

	ZTE
	Y 
	Ok to include Table 4 as an informative annex in 37.340.

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


12 companies provided views: 

· 11 companies agreed to capture something in specification:

· 6 companies would like to capture table 4;

·  8 companies would like to capture table 4 as Annex in stage 2 specification;
· 5 companies prefer TS37.340

As Rapporteur, I would like suggest to capture table 4 as informative text in Annex of TS37.340.
Proposal 10: Capture table 4 as informative text in Annex of TS37.340; 
Table 5: Bearer type change without security key change (alternative representation, source: Samsung)
	To
	MCG bearer
	Split bearer
	SCG bearer

	FROM
	MCG entity
	SCG entity
	MCG entity
	SCG entity
	MCG entity
	SCG entity

	MCG bearer
	N/A
	No Impact
	RLC establish

MAC (Re)configure
	RLC  release (Note 1)

MAC Reconfigure
	PDCP recovery

RLC establish

MAC (Re)configure

	Split bearer
	PDCP recovery
	RLC release

MAC Reconfigure
	N/A
	RLC release (Note 1)

MAC Reconfigure
	PDCP recovery

	SCG bearer
	PDCP recovery

RLC establish

MAC Reconfigure
	RLC  release

MAC Reconfigure
	RLC establish

MAC Reconfigure
	No impact
	N/A


Note 1:  RLC reassemble RLC SDUs from the RLC data PDUs that are received out of sequence and deliver them to upper layer when RLC is released.
Table 6: Bearer type change with security key change (alternative representation, source: Samsung)
	To
	MCG bearer
	Split bearer
	SCG bearer

	FROM
	MCG entity
	SCG entity
	MCG entity
	SCG entity
	MCG entity
	SCG entity

	MCG bearer
	See HO 
	PDCP  Re-establish and PDCP reconfigure with new keys
	RLC  release (Note 1)

MAC Reconfigure
	PDCP  Re-establish

PDCP reconfigure with new keys

RLC  establish 

MAC (Re)configure



	
	
	RLC  Re-establish 

 MAC- See Note 2*
	RLC  establish 

MAC Reconfigure


	
	

	Split bearer
	PDCP  Re-establish ,PDCP reconfigure with new keys 

RLC  Re-establish 

MAC :See Note 2*
	RLC  release 

MAC Reconfigure
	See HO 
	RLC  release (Note 1)

MAC Reconfigure
	PDCP  Re-establish ,reconfigure with new keys 

RLC  Re-establish 

MAC :See Note 2*

	SCG bearer
	PDCP  Re-establish

PDCP reconfigure with new keys

RLC  establish 

MAC Reconfigure


	RLC  release 

MAC Reconfigure
	PDCP  Re-establish and PDCP reconfigure with new keys
	See SN 

	
	
	
	RLC  establish 

MAC Reconfigure


	RLC  Re-establish 

 MAC- See Note 2*
	


Note 1:  RLC reassemble RLC SDUs from the RLC data PDUs that are received out of sequence and deliver them to upper layer when RLC is released.
Note 2: MAC behaviour depends on the solution selected by the network, .e.g. DRB release/addition, scheduling of restriction or LCID change, MAC reset etc.
3   Email Discussion Results
Based on companies’ input, Rapporteur has following suggestions:
Proposal 1:  the bearer type change between MCG split bearer and SCG split bearer is supported.

Proposal 2: for bearer type change between MCG  bearer and SCG  bearer, the key needs not to be changed if PDCP anchor is not changed.
Proposal 3: PDCP version change for DRB shall only be performed via handover procedure. The  details can be done in Email discussion #30: RRC Connection Reconfiguration.
Proposal 4: MCG bearer cannot be directly changed to other bearer type if LTE PDCP version is used for MCG bearer, i.e. the network has to use handover to change PDCP version of MCG bearer to NR PDCP and then do bearer type change from MCG bearer to other bearers.
Proposal 5: use L2 handling indicated in Table 1 as baseline for further discussion; confirm it is for the case when both MCG key and SCG key are changed.

Table 1: L2 handling for handover case (both MCG key and SCG key are changed)
	MCG bearer
	MCG split bearer
	SCG bearer
	SCG split bearer

	MCG L2 entity
	
	MCG L2 entity
	SCG L2 entity
	
	SCG   L2 entity
	MCG L2 entity
	SCG   L2 entity

	               PDCP/RLC: re-establishment MAC: reset.
	
	PDCP/RLC: re-establishment

MAC: reset.
	RLC: 
re-establishment MAC: reset.
	
	PDCP/RLC: re-establishment

MAC: reset.
	RLC:

re-establishment

MAC: reset.
	PDCP/RLC: 
re-establishment

MAC: reset.


Proposal 6: use L2 handling for different bearer type upon SN or SgNB change indicated in Table 2 as baseline for further discussion; 
Table 2: L2 handling upon SN change or SgNB change
	MCG bearer
	MCG split bearer
	SCG bearer
	SCG split bearer

	MCG L2 entity
	
	MCG L2 entity
	SCG L2 entity
	
	SCG   L2 entity
	MCG L2 entity
	SCG   L2 entity

	     No impact
	
	No impact
	RLC: 
re-establishment 

MAC: reset.
	
	PDCP/RLC: re-establishment

MAC: reset.
	RLC: re-established MAC: Note 1
	PDCP/RLC: re-establishment

MAC: reset.


Note 1: MAC behaviour depends on the solution selected by the network, .e.g. handover, DRB release/addition, scheduling of restriction or LCID change.

Proposal 7: 
For physical parameter reconfiguration of scell or release/addition of some of scell(s), this could be only a reconfiguration procedure without L2 impact. 
For  PSCell change without security change, no matter whether DU is changed, SCG RLC is reestablished, SCG MAC is reset, and PDCP should perform recovery; See table 2C.

Table 2c: L2 handling for PSCell changed without security key 
	MCG bearer
	MCG split bearer
	SCG bearer
	SCG split bearer

	MCG L2 entity
	
	MCG L2 entity
	SCG L2 entity
	
	SCG   L2 entity
	MCG L2 entity
	SCG   L2 entity

	     No impact
	
	PDCP recovery;

RLC/MAC:

No impact
	RLC: reestablishment
MAC: reset
	
	RLC: reestablishment
MAC: reset
	No impact
	PDCP recovery;

RLC: reestablishment
MAC: reset


Proposal 8: use L2 handling for Bearer type change with and without security key change indicated in Table 4 as baseline for further discussion; 
Table 4: Bearer type change with and without security key change
	Bearer type change from row
to 
col
	MCG 
	Split  
	SCG

	
	no key change
	with key change
(KeNB<->S-KeNB)
	no key change
	with key change
(KeNB<->S-KeNB)
	no key change
	with key change
(KeNB<->S-KeNB)

	MCG
	N/A
	See HO
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP: Re-establish
MCG RLC: Re-establish
MCG MAC: See Note
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP: Recovery
MCG RLC: Re-est.+release
MCG MAC: Reconfigure
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP: Re-establish
MCG RLC: Re-est.+release
MCG MAC: Reconfigure
SCG RLC: Establish
SCG MAC: Reconfigure

	Split
	PDCP: Recovery
MCG RLC: No action
MCG MAC: No action
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP: 
Re-establish
MCG RLC: Re-establish
MCG MAC: See Note
SCG RLC: release
SCG MAC: Reconfigure
	N/A
	See HO
	PDCP: Recovery
MCG RLC: Re-est.+release
MCG MAC: Reconfigure
SCG RLC: 
No action
SCG MAC: 
No action
	PDCP: Re-establish
MCG RLC: Re-est.+release
MCG MAC: Reconfigure
SCG RLC: 
Re-establish
SCG MAC: 
See Note

	SCG
	PDCP: Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP: Re-establish
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP: Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP: Re-establish
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: Re-establish
SCG MAC: 
See Note
	N/A
	See SN change


Note: MAC behaviour depends on the solution selected by the network, e.g. MAC reset, change of LCID, etc

Proposal 9: as indicated in table 4, LTE RLC is re-established first and then release for the bearer type change from MCG bearer to SCG bearer, and split bearer to SCG bearer if no additional complexity is identified; 
Proposal 10: Capture table 4 as informative text in Annex of TS37.340; 
4   Reference
[1] R2-1707403, 
Summary of [97bis#12][NR] Bearer type change, Huawei, HiSilicon.
[2]  R2-1706360,
Bearer type change and L2 handling, CATT, CATR
[3] R2-1707050, RLC and MAC handling for Bearer Type change, Intel Corporation
[4] R2-1706927, Avoiding L2 reset at bearer-type reconfigurations, Nokia, Alcatel-Lucent Shanghai Bell

[5] R2-1706617, Avoiding L2 reset during security key refresh, Sony
[6] R2-1708438
Allowed Bearer type changes and L2 handling
Samsung Electronics Co., Ltd
discussion

5   Annex related agreements
RAN2#97b

Agreements

1: LTE-NR DC should support at least following bearer type change options 

-
MCG bearer to/from MCG split bearer,

-
MCG bearer to/from SCG bearer,

-
MCG bearer to MCG bearer,

-
SCG bearer to SCG bearer,

-
MCG split bearer to MCG split bearer

2: LTE-NR DC should not support the direct bearer type change between MCG split bearer and SCG bearer. Has been supported in RAN2#99
3: LTE-NR DC should support the one step bearer type change between MCG bearer to/from SCG split bearer.

4
 LTE-NR DC shall support the bearer type change between SCG bearer and SCG split bearer.

6: LTE-NR DC should support the bearer type change between SCG split bearer and SCG split bearer.

FFS: Whether LTE-NR DC shall support the direct type change between MCG split bearer to/from SCG split bearer.

RAN2#adhoc inQingdao
4) Whether to support a mechanism to reconfigure from LTE PDCP to NR PDCP without HO.  If so, what would the mechanism look like?

Agreements

1
The same PDCP protocol specification is used for DRBs for MCG split bearer, SCG split bearer and SCG bearer.

2
This PDCP protocol is specified in 38.323 (NR PDCP).

Working assumption: For MCG bearer, either LTE or NR PDCP can be used,  configurable by the network. 

3
For bearers configured with NR PDCP the network configures the UE with which key (from a set of possible keys) to use. FFS the maximum number of possible keys in the set . Ask SA3 for the number of keys to be supported and to define the key derivation? Detailed wording of LS, including sufficient background info, can be worked offline.

4
The location of the PDCP entity is decided by the MN

Agreement

1:
For SCG bearer, when S-KgNB is changed or PDCP anchor is changed then SCG PDCP re-established, SCG RLC re-established. FFS whether SCG MAC is reset (solved in below agreements).
Agreements for EN-DC

1:
For handover, for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC should be re-established and MCG/SCG MAC should be reset.

2
For SCG bearer, when S-KgNB is changed due to key re-fresh (even if we have per bearer key) or SgNB change then SCG PDCP re-established, SCG RLC re-established, SCG MAC is reset;


Note: if solution for bearer type change is applicable then it could be considered to be used also for this case.

RAN2#99

Agreements for EN-DC

1:
PDCP/RLC is re-established if security key is changed for the bearer.  

(Maybe revisited is a solution for avoiding MAC reset is selected and the solution is suitable for avoiding PDCP/RLC reset)

2: MAC is not reset for the bearer type change between MCG bearer and SCG bearer.

 FFS: Whether PDCP is re-established for the bearer type change between MCG bearer and SCG bearer if NR PDCP is used for MCG bearer.  

3:
The original RLC entity should be released and new RLC entity should be established for the bearer type change between MCG bearer and SCG bearer.  The detailed handling on LTE RLC and NR RLC should be further discussed in UP session.
Agreements for EN-DC

1:
If Bearer type change happens through handover procedure then for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC should be re-established and MCG/SCG MAC should be reset.

2:
If Bearer type change happens through SN change procedure then SCG PDCP /RLC               should be re-established, SCG MAC should be reset.

3a: EN-DC operation should support the one step (direct) bearer type change between MCG to/from MCG split bearer without using the handover procedure.

3b: EN-DC operation should support the one step (direct) bearer type change between SCG to/from SCG split bearer without using the handover procedure or SN change procedure.

Agreements for all architecture options 

1: The direct change between SCG bearer and unified split bearer should be supported.

Agreements

1
For EN-DC, the network can configure each DRB to use 1 key out of a set of 2 keys (KeNB and S-KeNB derived as specified today)

Note: This agreement does not change the use of the SCG bearer, MCG bearer, SCG split bearer and MCG split bearer terminology in stage2 specs.
=>
We do not optimize for the key confusion and count rollover issues for EN-DC in Rel-15. For example, the solutions, handover, DRB release/addition, scheduling of restriction or LCID change can be used and it is up to network implementation.

�The main heading says (“Handling of bearer type change” and then we wonder if it is only about Key confusion?? We think otherwise; i.e. a BTC may or may not involve key change and may or may not be performed using handover!


[GY] Thanks. I changed the title a bit. 
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