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1 Introduction
In the CT1#103, CT1 discussed RAN2 LS [1] and provided their feedback while raising several questions in [2]. In the past RAN2 meeting [3], it was agreed:
Agreements

1
RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 

FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).

2
RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3
UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE
4
Connection Request will include some information to enable the gNB to decide whether to reject the connection request

FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 

FFS for RRC_INACTIVE
SA1 discussed the requirements of access control and provided their feedback and CR in [5].
Particularly, RAN2 should support an AC mechanism for a UE in RRC-CONNECTED. In this paper, we give further analysis based on different triggering conditions that may occur for connected UEs.
2 Discussion
RAN2 has agreed to specify an access barring mechanism for NR that is applicable for all RRC states. And in [5]:
In unified access control, each access attempt is categorized into one of the access categories. Based on the access control information applicable for the corresponding access category of the access attempt, the UE performs a test whether the actual access attempt can be made or not. 
The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).

That means the same AC mechanism based on access category is applied to the RRC_CONNECTED state in order to simplify the AC design. But there may be different reasons to have specific AC handlings for connected UEs as described below. 
Further in the LS [2], the following comment is given for connected mode. It can be observed that the NAS may not be aware of the exact applications/services that are ongoing except for the original requestor.
when the UE is in connected mode, the NAS is not aware if one or more applications or services other than the original requestor (ie the application or service which triggered the transition from idle to connected mode), happen to make use of the connection, since user data goes from the application layer to PDCP without NAS involvement. It results in no values can be provided for AS to perform AC when the UE is in connected mode.

Taking the LS from CT1 into account, for connected UEs, there may be several events that could trigger access control in RRC_CONNECTED as follows:
· UE initiated NAS procedures 
· UE initiated RRC procedures (not triggered by NAS) 
· UE UL data belonging to QoS flow, or DRB. 

Below we give a detailed analysis for the above three cases respectively. 

2.1 Access control for UE initiated NAS procedures
NAS messages may address several different procedures, e.g., registration update, PDU session establishment, PDU session modification etc. As these are triggered by the NAS layer, it seems that the category based access control used for idle UEs could be reused for connected UEs as well. However, since we are discussing AC for already connected UEs, and only limited signalling is to be transmitted, the benefits of applying access control to these NAS messages are not obvious. Also as discussed in 2.3 below, connected UEs could perform access control in case UL data arrives. Hence there may be no need to limit the connected UE access due to these NAS signalling messages. 
Proposal 1: For UE initiated NAS procedures, there is no need for connected UEs to perform access barring check. 
2.2 Access control for UE initiated RRC procedures (not triggered by NAS)
There are many RRC messages related to different RRC procedures, e.g., InDeviceCoexIndication, RRC measurement report, RRC connection re-establishment etc. Before the UE sends these RRC messages, one possible solution is that the UE RRC may first perform an access barring check. However, again it is not clear whether there are any real benefits for the network to restrict the transmission of these RRC messages. To the contrary, the delayed transmission may result in unexpected outcomes. For example, a delayed InDeviceCoexIndication may worsen the UE’s performance. And the network may not perform a handover procedure immediately due to a late RRC measurement report, especially an event-triggered report. Hence, there is no need to control the access for RRC messages not triggered by NAS either. 
Proposal 2: For UE initiated RRC procedures, connected UEs do not perform access barring check. 
2.3 Access control for UL data transfer
The above two cases are related to the access control in control plane. When a connected UE has UL data for transmission in the user plane, it may need to perform access control as well. Particularly, UL transmission without grant was agreed in RAN1 and a corresponding LS is given [4]. In case of a large number of users transmitting data, it is beneficial to limit the data transfer attempts to reduce system congestion. User plane triggered access control provides more flexibility for the RAN to augment control plane access control and prevent congestion.
Proposal 3: User plane triggered access control should be supported at least for grant-free data transmission. 
In the agreed SA1 requirement [5], the UE shall perform access control when initiating a new access attempt. Generally, the UL data may be mapped to QoS flows or DRBs or logical channels. Hence the access control could be possibly at the QoS flow level or the DRB/logical channel level.
· UL data mapped to QoS flow ID(s)
In this case, when the UE initially transmits new packets mapped to QoS flow ID(s) for which the PDU sessions have been established, it may perform access control. 
In order to support this, the UE user plane should be aware of the new UL data transfer. In a straightforward manner, the UE’s user plane, e.g., the SDAP layer could easily identify which QoS flow the new data is mapped to. The UE user plane also needs to be aware of the access category corresponding to this flow. Potentially, UE NAS provides the access category or the UE’s user plane itself determines the access category. The UE’s user plane would perform the access barring check based on the acquired access parameters. Also the UE AS may notify NAS/upper layers of the access control results e.g., when the access control attempts are beyond a configured threshold or temporarily barred
Alternatively, without being triggered by the arrival of new data for the QoS flow, the UE user plane may continuously evaluate the access barring status for each QoS flow. If the UE’s user plane finds that certain flows should be barred from access, it could inform the NAS/upper layers of the access barring status for these flows, and the upper layers should not send any new data to the AS user plane until the barring condition is removed for that flow.
Hence for both approaches (with or without being triggered by the arrival of new data), the UE could be restricted to transfer new UL data transfer under control of the network.
Proposal 4: When UL traffic is mapped to a QoS flow ID, the connected UE may perform access control at the UE user plane. 
· UL data mapped to DRB(s)
In this case, the UE may perform access control when the UL data is mapped to DRB(s) or logical channels. In order to support this, one potential solution is that the RAN may determine an access category table to indicate the relationship between the access category and the DRBs/logical channels, and signal this to UE. As UL data arrives in the UE AS user plane from applications, clearly it should be UE’s user plane that performs the access barring check. 
However, the RAN may design an access category table specific to connected UEs. This means that for RRC connected state, the access control mechanism may be different from the access control used for idle state.
Proposal 5: RAN2 to further study DRB level access control in the user plane. 
Furthermore, different users may have different QoS requirements and access control requirements. The network should be able to configure different access barring parameters for different users. Dedicated access barring via dedicated signalling can be applied to a subset of UEs, rather than all the UEs, in order to achieve more effective access control. 
If a dedicated barring configuration is received in a RRC dedicated message, the UE may subsequently perform access control based on this dedicated barring configuration before accessing the network.

Proposal 6: Dedicated access barring configuration could be provided to connected UEs for access control e.g., via RRC Connection Reconfiguration or other RRC messages.
3 Conclusion

The paper continues to discuss the access control mechanism in NR for UE in RRC_CONNECTED state and we propose:
Proposal 1: For UE initiated NAS procedures, there is no need for connected UEs to perform access barring check. 
Proposal 2: For UE initiated RRC procedures, connected UEs do not perform access barring check. 

Proposal 3: User plane triggered access control should be supported at least for grant-free data transmission. 
Proposal 4: When UL traffic is mapped to a QoS flow ID, the connected UE may perform access control at the UE user plane. 

Proposal 5: RAN2 to further study DRB level access control in the user plane. 

Proposal 6: Dedicated access barring configuration could be provided to connected UEs for access control e.g., via RRC Connection Reconfiguration or other RRC messages.
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