3GPP TSG-RAN WG2 Meeting #99bis 	R2-1711274
Prague, Czech Republic, 9 - 13 October 2017	R2-1709207

Agenda item:	10.4.1.8
Source:	Nokia, Alcatel-Lucent Shanghai Bell
Title:	Access Control applicability to different RRC states
WID/SID:	NR_newRAT-Core - Release 15
Document for:	Discussion and Decision
1	Introduction
In the light of RAN2 NR #1 agreements, Access Barring has been intentionally targeting all UE states:
4:	RAN2 should aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE). [FFS whether it will be possible for the mechanism to be completely common between the states]
 
While in the light of RAN2 NR #2 agreements, Generic Access Control requirements differentiates applicability and assumes potential differences in applying access control procedures:
Agreements
1	RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 
FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).
2	RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS
[bookmark: _Hlk494197851]
3	UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE

This contribution discusses different groups of access control categories and their applicability to UE states, with considerations of higher layer aspects. 
2	Discussion 
2.1	Access Barring for RRC_IDLE 
To make a single access baring framework (unified mechanism) feasible, Access Category concept has been agreed and NAS will provide the information to UE’s in RRC IDLE state. Applicability of the Access Barring Control to RRC IDLE is considered as a control of the request aiming at transition from RRC IDLE to RRC CONNECTED. The access decision for the request will be determined in UE in RRC IDLE state based on the following access control information:
· Access Category (determined according to TS22.261 [7]
· Access Class 11-15 (which should be obtained either as an Access Category or separately as discussed in [2]) 
· Barring configuration acquired with System Information 
Based on the access control information (see Figure 1), the UE performs a barring check whether the actual access attempt can be made or not. With this regard, the applicability of NR Access Barring to RRC_IDLE implies:
· acquiring system information with barring configuration
· triggering the procedure when UE is attempting RRC connection establishment
· control and decision on IDLE to CONNECTED transition
· in case of positive decision on the transition → establish RRC and CN context of the UE. 
With the assumptions made above, the access barring control is feasible at AS layer. Thus, we propose:
Proposal 1:  Access Barring Control is supported by RRC for any transition from RRC_IDLE to RRC_CONNECTED.
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Figure 1: Access Barring check related parameters provision at AS layer

2.2	Access Barring for RRC_INACTIVE and RRC_CONNECTED
Given similar characteristics of RRC_INACTIVE with RRC_IDLE and contents of an RRC connection request message handling in terms of Access Barring handling could be a reasonable commonality in particular, from RRC perspective. I.e. Access Barring procedures would have to precede initiation of RRC procedures that are triggered for INACTIVE to CONNECTED transition. The access barring control applicability to RRC_INACTIVE would be similar in that terms to RRC_IDLE. While the other key aspect: Access Category determination may impose new requirements. 
Considering connection management state machine at higher layer (Figure 2), characteristics of RRC_INACTIVE state do not differ from RRC_CONNECTED. Provision of the Access Category would not distinguish RRC_INACTIVE from RRC_CONNECTED state. We understand current CT1 assumption [4], [5] seems to be that from the NAS layer perspective, Access Category can be delivered to the lower layer irrespective of the RRC state. I.e. NAS specification does not seem to aim at indicating Access Category depending on RRC state.



Figure 2. Connection Management state machine.

Observation 1: Provision of Access Category to RRC does not distinguish the UE RRC_INACTIVE state.
[bookmark: _Hlk494298304]The RAN2 aim for NR Access Barring applicability to all UE states could therefore to large extend impact RRC procedures. 
Considering RRC_INACTIVE and RRC CONNECTED, we understand applicability of assumed NR Access Barring mechanisms would vary and imply new aspects to:
· triggering the NR Access Barring procedure at AS level, e.g.:
· UE attempting RRC connection “resume”
· Introduction of any new trigger for access control check for the connected UE (e.g. RRC Reconfiguration message)
· control (allowance or prevention) of states transition, e.g.:
· INACTIVE to CONNECTED
· CONNECTED to reconfigured CONNECTED
· modifications and updates to RRC and CN context of the UE, e.g.:
· Established UE context in RAN and CN for UE in inactive and connected does not currently define mechanism for handling services that could be barred in parallel to the ongoing and maintained session
Observation 2: Applicability of NR Access Barring to INACTIVE or CONNECTED requires extensions to LTE baseline and significant impacts to RRC procedures.
Handling of a suspended connection of UE in INACTIVE would require access decision for a connection that had assigned certain Access Category, but this Access Category is not refreshed. It is not clear whether the Access Category remains valid or which layer would be in charge to determine Access Category determination. Therefore, we propose:
Proposal 2:  Access Barring Control is supported by RRC for any transition from RRC_INACTIVE to RRC_CONNECTED. Access Category determination for that connection resume request is FFS. 
Handling of a new service or application request in addition to the ongoing session of UE in CONNECTED highly depends on higher layer priorities policies in 5G-CN. If a new type of request is being requested for the UE, is the access attempt categorized as a new type or considered as a modified existing connection? There are also application layer specific access attempts (MMTEL) that would require coordination before making access decision. For this reason, Access Barring applicability for RRC CONNECTED state cannot be self-contained in RRC.
Observation 3: Access Barring applicability for RRC_CONNECTED state cannot be self-contained in RRC. 
Alternatively, all UEs having context established can be easily released by other congestion control means (e.g. see [3]), that would allow in the next step applying basic NR Access Barring for UE attempting (any)RRC connection, that is free from overwhelming implications or need with interaction with higher layers.
Proposal 3: Access Barring requirements for UEs in RRC CONNECTED can be mitigated by quick release of UEs to IDLE or INACTIVE mode that is part of Generic Access Control.
2.3	Generic Access Control  
That above discussed concept would allow to categorize Generic Access Control applicability for all RRC states in Rel-15 NR as follows:
· RRC_IDLE (Access Barring based on Access Category, RACH backoff, RRC Connection Reject based on establishment cause)
· RRC_INACTIVE (Access Barring based on Access Category, RACH backoff, RRC Connection elaborateReject based on establishment cause)
· RRC_CONNECTED (RRC Connection Release)
Proposal 4: Access Control applicability differs depending on RRC state. 
3	Conclusions
This contribution has discussed access control in NG-RAN and has made the following proposals:
[bookmark: _Hlk494298585]Observation 1: Provision of Access Category to RRC does not distinguish the UE RRC_INACTIVE state.
Observation 2: Applicability of NR Access Barring to INACTIVE or CONNECTED requires extensions to LTE baseline and significant impacts to RRC procedures.
Observation 3: Access Barring applicability for RRC_CONNECTED state cannot be self-contained in RRC. 
Proposal 1:  Access Barring Control is supported by RRC for any transition from RRC_IDLE to RRC_CONNECTED.
Proposal 2:  Access Barring Control is supported by RRC for any transition from RRC_INACTIVE to RRC_CONNECTED. Access Category determination for that connection resume request is FFS.
Proposal 3: Access Barring requirements for UEs in RRC CONNECTED can be mitigated by quick release of UEs to IDLE or INACTIVE mode that is part of Generic Access Control.
Proposal 4: Access Control applicability differs depending on RRC state. 
Proposal 5: Agree Text Proposal provided below.  


Text Proposal to 38.300
Modified Subclause
[bookmark: _Toc484698808]7.4	Access Control
NG-RAN should support overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.
Generic Access Control applicability differs depending on the RRC state as follows:
· RRC_IDLE (Access Barring based on Access Category, RACH backoff, RRC Connection Reject based on establishment cause)
· RRC_INACTIVE (Access Barring based on Access Category, RACH backoff, RRC Connection Reject based on establishment cause)
· RRC_CONNECTED (RRC Connection Release)
One unified access barring mechanism for NR should be introducedaims to address all the use cases and scenarios that E-UTRA addressed with different specialized mechanisms. The unified access barring mechanism should be forward compatible in order to cope with future use cases/scenarios. To facilitate this,
In NR, the unified access barring mechanism should be applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE). for the purpose of NR access barring, each access attempt is categorized into one of Access Category.
These are only high-level requirements, once the corresponding mechanisms are actually agreed, this subclause should be changed.
In RRC_IDLE, the UE NAS informs RRC of the access category and tThe Connection Request includes some information to enable the gNB to decide whether to reject the request. In addition, for the purpose of congestion control, the gNB can quickly release CONNECTED UEs to IDLE or INACTIVE mode.
[bookmark: _GoBack]FFS what NAS does for RRC_INACTIVE and FFS for RRC_IDLE whether the information is directly provided by NAS, derived from the access category....
End of Modified Subclause
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