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1	Introduction
[bookmark: _GoBack]This contribution discusses unified access control requirements in NG-RAN. SA1 agreed a CR with requirements for a 5G unified access control framework. The service requirements agreed in [6] define Access Categories and bring certain criteria to the methodology that requires RAN2 attention.
The contribution confronts the 5G service requirements with architecture options for NG-RAN targeted by NR and identifies certain discrepancies that are proposed to be resolved. 
2	Discussion
2.1	Set of parameters as input for the Access Category
The input for access category decision should be derived from the service requirements. With this regard, SA1 agreed the following types of access attempts for Access Category determination [7]:
Table 1: Access Categories as per TS 22.261
	Access Category 
	Type of access attempt
	Additional UE conditions

	Standardized
	· MO signalling resulting from paging
· MO signalling
· Emergency
· MMTEL voice
· MMTEL video
· SMS
· MO data 
	- Access Class 11-15 assignment
- PLMN selection
- Barring control information 

	Reserved Standardized
	
	

	Operator specific
	
	



Apart from type of access attempt there are UE conditions specified that should be used to determine an access category number. Particularly, for Access Category 2, Access Classes 11-15 and barring control information for these Access Classes are supposed to be determining factor. 
Observation 1: Type of access attempt, Access Classes 11-15 and barring control information for these Access Classes are required to determine Access Categories.

2.2	Set of parameters for barring check in RRC IDLE
Type of access attempt cannot be determined at RRC layer exclusively. Thus, NAS layer involvement is unavoidable in terms of determining an Access Category. The approach (see Table 1) remains consistent with RAN2 agreement for RR IDLE:
RAN2 NR#2 agreement:
3	UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE

 However, the agreed table for Access Category determination, by including dependency on barring control information for certain Access Categories determination makes the framework inefficient: 
We note that barring control information will be made available by broadcast information, thus will become available at UE’s AS layer first. In order to make NAS layer aware of the barring configuration, the UE’s AS layer would have to pass the configuration to NAS. NAS will gather together the input parameters, determine an Access Category in order to pass it back to AS layer.
Observation 2: Service requirements for Access Category determination imply NAS and AS layer information exchanged back and forth.
While CT1 considered also existing Access Classes 11-15 for a default /standardized set of access categories [4], we believe Access Classes 11-15 are important and should remain in making decision for barring, but due to increasing complexity of interdependencies we think it could be beneficial if barring configuration of these Access Classes is not an input factor for the access category decision. Therefore, we propose to separate Access Categories determination from AS layer dependant configuration and inform SA1 the revision of the UE conditions for Access Category determination is needed.

Proposal 1: NAS provided Access Category should not rely on RRC configuration. 
The RRC barring configuration will be provided with System Information. The removed dependency will ease process of Access Category delivery, while the UE by reading the RRC barring configuration can achieve ultimately the same result: The Access Classes 11-15 can be made available to UE’s AS layer independently.  In addition to Access Category, acquired configuration for the Access Classes 11-15 may be used to allow an access attempt to succeed when it would otherwise be barred based on access category alone. 

Proposal 2: Access barring check is based on Access Categories and Access Classes 11-15.  
2.3	NG-RAN Access Barring design 
For Access Barring design in NG-RAN, we believe providing broadcast capability for barring configuration and its settings according to operators’ policies is commonly understood need. Hence, there are two key principles that need to be adopted:
· placing Access Barring parameters in system information (to allow UEs to do barring)
· barring check in the UE prior establishing RRC connection, and the UE decision (if the attempt is not allowed, a timer whose value is subject to network parameters is started, during which no attempts are allowed)
The way of generating and applying the detailed configuration content will depend on further CT1 and SA1 feedback. However, the baseline NG-RAN capabilities shouldn’t change. Thus, we propose the following stage 2 requirements:

Proposal 3: The gNB broadcasts barring configuration for Access Categories and Access Classes 11-15, with at least some indication in minimum system information.
Proposal 4: Barring configuration parameters allow random barring (i.e.by probability factor and barring timer) and are differentiated per access groups.  
3	Conclusions
This contribution has discussed access control in NG-RAN and has made the following proposals:
Observation 1: Type of access attempt, Access Classes 11-15 and barring control information for these Access Classes are required to determine Access Categories.
Observation 2: Service requirements for Access Category determination imply NAS and AS layer information exchanged back and forth.
Proposal 1: NAS provided Access Category should not rely on RRC configuration. 
Proposal 2: Access barring check is based on Access Categories and Access Classes 11-15.  
Proposal 3: The gNB broadcasts barring configuration for Access Categories and Access Classes 11-15, with at least some indication in minimum system information.
Proposal 4: Barring configuration parameters allow random barring (i.e.by probability factor and barring timer) and are differentiated per access groups.  
Proposal 5: Agree Text Proposal provided below.  


Text Proposal to 38.300
Modified Subclause
[bookmark: _Toc484698808]7.4	Access Control
NG-RAN should support overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.
One unified access barring mechanism for NR should be introduced to address all the use cases and scenarios that E-UTRA addressed with different specialized mechanisms. The unified access barring mechanism should be forward compatible in order to cope with future use cases/scenarios.
For the purpose of NR access barring, each access attempt is categorized into one of Access Category or Access Class 11-15. 
The gNB broadcasts barring configuration for the access groups in system information. Barring configuration parameters allow random barring (i.e.by probability factor and barring timer) and are differentiated per access groups.  
In NR, the unified access barring mechanism should be applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE).
These are only high level requirements, once the corresponding mechanisms are actually agreed, this subclause should be changed.
In RRC_IDLE the UE NAS informs RRC the access category and the Connection Request includes some information to enable the gNB to decide whether to reject the request.
FFS what NAS does for RRC_INACTIVE and FFS for RRC_IDLE whether the information is directly provided by NAS, derived from the access category....

End of Modified Subclause
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