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Introduction
In RAN#75, the study item on enhanced support for aerial vehicles was approved [1]. The objective of the study is to investigate the ability for aerial vehicles to be served using LTE network deployments with base station antennas targeting terrestrial coverage, supporting Release 14 functionality (i.e. including active antennas and FD-MIMO), to verify the level of performance in terms of latency, reliability, delay jitter, coverage, data rate, and UE density, positioning accuracy, etc. In SI, there is an objective related to studying identification of a non-certified drone UE:
	
· Identify potential enhancements to LTE so that it is better suited to provide connectivity and positioning services to drones in the identified deployment scenarios. The study should consider the following aspects:
· ..
· ..
· Identification of an air-borne UE that does not have proper certification for connecting to the cellular network while air-borne [RAN2]


Related agreements from RAN2#98 meeting:
Agreements:

Study how to identify air-borne UE causing interference.
FFS: Study the RAN2 impact on how to identify proper certification for a drone capable UE.

Related agreements from RAN2#99 meeting:
Agreement:
1	The license/certification related identification is necessary for UAV UE from RAN2 point of view and to consult SA2, SA3 and RAN3 on the details

Agreements:

1	The solution developed for interference detection within this SI should allow for detection of potentially air-borne UEs causing excessive interference, including UEs non-certified for aerial usage and UEs not implementing Rel-15 UAV functions.
2	Capture in the TR that the developed solution should allow for:
	Identifying the potentially air-borne UE, which is a source of excessive interference
	Checking whether this UE is an air-borne UE
	Verify whether this UE is authorized to act as an air-borne UE


RAN2 also agreed on LS [2] to SA2 with a question about details related to the certification solution. In this contribution, we discuss proper terminology for air-borne UE certification issues.
Discussion
RAN2 is considering two types of “drone UEs”. The first type is a drone carrying a cellular module that is only for terrestrial operation as some countries have limited normal LTE UEs to be flying with LTE connection on. The second type may have indicated a drone related capability to the network. The indicated capability tells whether the chipset supports necessary features for fly in a drone connected to the network.

1. [bookmark: _Toc494404744][bookmark: _Toc494405702]Whether a UE is capable of drone operation is indicated by UE (in E-UTRAN capabilities) and that tells whether the chipset supports necessary features for fly in a drone connected to the network.

There could be an understanding that the capability indication is understood as that the device is allowed to be in flight mode while flying. However, this would not tell if a user is allowed to fly e.g. in a certain network or geographical area. For this reason, RAN2 send an LS to SA2 with the following overall description:

One of the objectives of the study is to identify that an air-borne UE is certified or not for aerial usage.
RAN2 foresees an operation such that the eNB needs to be aware that a UE is certified (or not) based on a signalling from the CN (e.g. S1 signaling from the MME). Such information can be used by RAN, e.g. to perform appropriate control for aerial UEs or to identify UEs, which shall not operate as aerial UEs.

Specifically, for certification/license/authorization issue, RAN2 thinks that is out of the RAN2 expertise and would kindly like to consult SA2 whether it is feasible to signal “certificate/licence/authorization” information of a UE to be used as an aerial UE from CN to the eNB.
[bookmark: _Hlk494405431]Our understanding is that we are interested in a solution similar to what SA2 has provided for D2D and V2X UEs where eNB may receive subscription based information if a UE is allowed for a certain service. However, the terminology used in the LS may not reflect that. The terms “certificate” and “authorization” may be understood to be security related and it is not clear if “licence” is correct terminology here either. Thus, when capturing RAN2 agreements and reply from SA2 in TR, we propose to further clarify that RAN2 was considering subscription based information from CN to eNB in order to know if a UE is allowed for certain services. 

[bookmark: _Toc494405437][bookmark: _Toc494405706]When capturing RAN2 agreements and reply from SA2 in TR, clarify that RAN2 was considering subscription based information from CN to eNB in order to know if a UE is allowed for certain services.
Further, RAN2 could consider capturing in the TR an observation that the capability indication would tell that the device is “allowed” for drone usage, whereas the subscription information can state the permission on for a user


[bookmark: _Toc494405707]Capture in TR an observation that the capability indication would tell that the device is “allowed” for drone usage, whereas the subscription information can state the permission on for a user.

Conclusions
In this contribution, we discussed the identification issues and have the following conclusions and proposals: 
[bookmark: _Toc477953421][bookmark: _Toc477953495][bookmark: _Toc477953538]
Observation 1	Whether a UE is capable of drone operation is indicated by UE (in E-UTRAN capabilities) and that tells whether the chipset supports necessary features for fly in a drone connected to the network.

Proposal 1	When capturing RAN2 agreements and reply from SA2 in TR, clarify that RAN2 was considering subscription based information from CN to eNB in order to know if a UE is allowed for certain services.
Proposal 2	Capture in TR an observation that the capability indication would tell that the device is “allowed” for drone usage, whereas the subscription information can state the permission on for a user.
[bookmark: _Toc481678113]
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