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1 Introduction

In RAN #75 meeting, new WID on R15 eFeMTC WI was agreed [1]. One of the objectives is to optimize access/load control of idle mode UEs:

	· Improved access/load control of idle mode UEs:
· E.g. CE-level-based access class barring.


We will discuss this issue and provide our consideration and proposal in this paper.
2 Discussion

2.1 Introducing CEL-based access control
In legacy, to guarantee the quality of connected UEs and the priority access of high-priority UEs, the parameters (e.g. EAB) of access control are configured in SIB14, shown in the following. The RRC idle UE should check whether it’s allowed to access the cell or not firstly with the received system information. 
In eMTC, as each CEL is configured with different repetition, different amount of radio resource are needed for each CEL. The different radio resource should be assigned based on CEL to meet the demand of reliability. Especially for the extreme coverage scenario, much radio resources are needed. In the case of network overload, the network maybe cannot guarantee the required resources for the UE in bad coverage. The UE may suffer repeated access failure which would cause serious power consumption. In order to use the resources more efficiently and try to avoid the invalid access of UEs, CEL-based access control should be considered. Such optimization may have not much standards impact. The parameters of CEL-based access control can be contained in SIB14, as defined in the following with change marks. 
-- ASN1START

SystemInformationBlockType14-r11 ::=
SEQUENCE {


eab-Param-r11






CHOICE {



eab-Common-r11






EAB-Config-r11,



eab-PerPLMN-List-r11




SEQUENCE (SIZE (1..maxPLMN-r11)) OF EAB-ConfigPLMN-r11


}













OPTIONAL, -- Need OR

lateNonCriticalExtension



OCTET STRING(CONTAINING SystemInformationBlockType14-r15-IEs)


OPTIONAL,

...

}

SystemInformationBlockType14-r15-IEs ::=
SEQUENCE {


cel-eab-Param-r15






CHOICE {



cel-eab-Common-r15






CEL-EAB-Config-r15,



cel-eab-PerPLMN-List-r15




SEQUENCE (SIZE (1..maxPLMN-r11)) OF CEL-EAB-Config-r15

}













OPTIONAL, -- Need OR


lateNonCriticalExtension



OCTET STRING


OPTIONAL,


...

}

EAB-ConfigPLMN-r11 ::=



SEQUENCE {


eab-Config-r11





EAB-Config-r11



OPTIONAL -- Need OR

}

EAB-Config-r11 ::=




SEQUENCE {


eab-Category-r11




ENUMERATED {a, b, c},


eab-BarringBitmap-r11



BIT STRING (SIZE (10))

}
CEL-EAB-Indicator



ENUMERATED {true,false}


OPTIONAL
-- Need OR,

CEL-EAB-Config-r15 ::=


SEQUENCE (SIZE (1..maxCE-Level-r13)) CEL-EAB-Indicator.
-- ASN1STOP

During last meeting, some companies have thoughts that it is unfair for the UE of CE authorized to be barred by CEL-based access control scheme as the UE has already paid for CE operation. However, even if CE authorized UE are not restricted by CEL-based access control when the network is already (highly) congested, the UE cannot get a good service or even cannot get any service. We think that’s the worst thing for the UEs.
Proposal 1:  It is necessary to introduce CEL-based access/load control in eFeMTC. And CEL-based access control parameters can be contained in SIB14.
2.2 Access control method including CEL-based 
If CEL-based access control is introduced in eFeMTC, we should consider the issue of coexist of new scheme and the legacy access control parameters. The straightforward way is that the UE should check CEL-based access control besides checking the legacy access control parameters. 
There are two methods to deal with the relationship between the new introduced and the legacy access control parameters. 
Method 1: The relationship between the new introduced CEL-based and the legacy access control parameter is ‘OR’.
The UE firstly checks the CEL-based control parameter and the legacy access control parameter separately. The UE gets to know whether it is permitted to access based on the corresponding access control parameter. In this processing rule for access control, as long as one of the two checking results shows the permission of accessing the cell, the UE is allowed to access the cell.
Method 2: The relationship between the new introduced CEL-based and the legacy access control parameter is ‘AND’.
After checking the CEL-based control parameter and the legacy access control parameter separately, the UE gets to know whether it is permitted to access the cell based on the corresponding access control parameter. In this processing rule for access control, only both of the two checking results show the permission of accessing the cell, the UE is allowed to access the cell.
Comparing the two access control methods, we think method 2 has elaborated access control effect.
Proposal 2: If CEL-based access control is introduced in eFeMTC, it’s suggested to use method 2 for access control.
The CEL-based access control parameter can be contained in SIB14. If the network load is not heavy or the number of the CE authorized UEs is not too significant, there is no need to trigger CEL-based access control. Therefore, an indication in the system information can be used to activate/deactivate the CEL-based access control.  
Proposal 3: CEL-based access control can be activated/deactivated through an indication in SIB.
2.3 Influence on PRACH procedure
If CEL-based access control is introduced, it needs to consider how to deal with the case of CEL change due to access attempt failure in a certain CEL. Generally, based on the network configuration, there may be the case that the UE is allowed to access in the current CEL but will be barred in the next CELs. In order to decrease the possibility of the UE to be barred, we can consider more finely CEL selection. That is, the RSRP value range corresponding to each CE level can be divided into two parts. Only when the measured RSRP value belongs to the second value range part which is near the RSRP value range of next CEL, e.g., “CE level+1”, the real CE level of the UE would be “CE level +1”. During PRACH procedure, if the attempt reaches Preamble_Transmission_Counter_CE and the RSRP value belongs to the second value range part, the UE can increase its CE level and check whether there has access control in the new CE level. However, if the attempt reaches Preamble_Transmission_Counter_CE but the RSRP value belongs to the first value range part, the UE could continue its attempt in the current CE level until total attempt number reaches Preamble_Transmission_Counter. 
Proposal 4: If CEL-based access control is introduced in eFeMTC, it’s suggested to introduce optimized scheme for the judgment of whether to increase the CE level during PRACH procedure.
3 Conclusion

Based on the analysis in this paper, we have the following observation and proposals:

Proposal 1:  It is necessary to introduce CEL-based access/load control in eFeMTC. And CEL-based access control parameters can be contained in SIB14.
Proposal 2: If CEL-based access control is introduced in eFeMTC, it’s suggested to use method 2 for access control.
Proposal 3: CEL-based access control can be activated/deactivated through an indication in SIB.
Proposal 4: If CEL-based access control is introduced in eFeMTC, it’s suggested to introduce optimized scheme for the judgment of whether to increase the CE level during PRACH procedure.
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