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[bookmark: _Ref492503575]Introduction
The WI description for even further enhanced MTC for LTE (efeMTC) is given in [1]. The WI description for further NB-IoT enhanced is given in [2]. One of the common objective of both the WIs is:
	· [bookmark: _Hlk481494552]Evaluate power consumption/latency gain and specify necessary support for DL/UL data transmission on a dedicated resource during the Random Access procedure (after PRACH transmission and before the RRC connection setup is completed).


 
During RAN2#99, several contributions on UL and DL early data transmission were discussed, and the following was agreed:
	Agreements:
· We intend to support early UL data transmission in Msg3 for control plane and user plane CIoT EPS optimisation.
· We intend to support early DL data transmission in Msg4 for control plane and user plane CIoT EPS optimisation.
· Early data transmission feature is considered when AS security was not established for only transmitting data using CP.
· Early data transmission feature is considered when AS security was established for transmitting data using CP and/or UP.



The following email discussion was set-up to progress further on the detailed aspects of early data transmission.
[99#45][NB-IoT/MTC] Early data transmission (Qualcomm)
	Detailed aspects of early data transmission
	To address the following but not limited to:
	RRC signalling, e.g. whether there is any RRC signalling, at which point control information is sent and how. Security aspects, indication of UE’s intention of early data, contents of Msg2, Msg3, Msg4, Msg5, how to identify a UE etc.
	Intended outcome: Report to next meeting
	Deadline: 2017-09-21

In the following sections, we discuss some aspects of supporting early data transmission (EDT) during the RA procedure for UEs in IDLE mode. Note, RAN1 has indicated in their LS in [6] that it is beneficial to support early data transmission for BL/CE UEs with any CE level or coverage and for NB-IoT UEs with any coverage. 
Background
CP and UP CIoT EPS Opt
For the case of RRC connection setup (i.e. CP CIoT EPS Opt) due to MO data, Figure 1 shows the current procedure (reconstructed from TS 23.401 [5]) while for the case of RRC suspend/resume (i.e., UP CIoT EPS Opt) Figure 2 shows the current procedure (reconstructed from TS 36.300 [3]).


[bookmark: _Ref488669900]Figure 1 RRC Connection Establishment (Adapted from TS 23.401 Fig. 5.3.4B.2-1)
Note that in Figure 1, the steps with dashed-lines represent the procedure assuming DL data exists at the SGW for the concerned UE. In case of no DL data, step 7 would be a different message (Connection Establishment Indication) and other steps with dashed-lines would be skipped. 




[bookmark: _Ref488676844]Figure 2 RRC Connection Resume procedure (TS 36.300)
Note also that, for both Figure 1 and Figure 2, RRC connection release procedure (step 12) includes multiple signaling steps which are not shown here.

For a MT call for IDLE UE, the first downlink message is paging from the network. Once the UE receives paging message (i.e., a paging record corresponding to UE’s NAS identity is present), it initiates RA procedure. For reference, existing MT data transport using NAS in CP CIoT EPS Optimization is shown in the Figure 3 below (from TS 23.401). In the call flow, step 5 can potentially include all Msg1-Msg5 from legacy RACH procedure. 


[bookmark: _Ref489359957]Figure 3 MT Data transport in NAS PDUs (Figure 5.3.4B.3-1 in TS 23.401).
Note that in Figure 3, the steps with dashed-lines starting at step 16 represent the procedure assuming UL data exists at the UE. In case of no UL data, all steps with dashed-lines after step 15 would be skipped. Note also that, at the end of this procedure, UE would be in RRC_CONNECTED state, and further steps are necessary for RRC connection release which includes multiple signaling steps not shown here before the UE can move to IDLE.
Random Access Procedure
[bookmark: _Hlk492503677]A brief overview of contention based random access procedure is given in [3].


Figure 10.1.5.1-1 in [3]: Contention based Random Access Procedure
Normal DL/UL transmission can take place after the random access procedure. 
Early data transmission in Msg3 and Msg4
As indicated above, RAN2 intends to support early UL data transmission in Msg3 for control plane and user plane CIoT EPS optimisation. 
According to current procedure, the transmission of Msg3 is performed on the initial UL grant provided by RAR, therefore the size of the transport block depends on the grant. When an uplink transmission is required, e.g., for contention resolution, the eNB should not provide a grant smaller than 56 bits (or 88 bits for NB-IoT) in the Random Access Response [3].
Msg3 and Msg4 use HARQ. According to current specification, Msg3 conveys at least NAS UE identifier for initial access, but no NAS message [3]. Msg3 transmission is done using a separate Msg3 buffer (which has higher priority than the UL buffer). Not only Msg3 uses HARQ but UE (MAC) can retransmit the message incase it does not receive MAC level response from eNB (e.g. UE does not receive Msg4 and this leads to contention resolution failure and UE (MAC) can re-attempt access from idle).
CP CIoT EPS Optimisation
To set the stage for further discussion and clarity of the questions in following sections, an example call flow allowing data transmission in Msg3 (UL) and Msg4 (DL) as NAS PDU is shown in Figure 4. Note that paging steps (for MT case) are not shown. It is assumed that this procedure is not applicable for UE that needs to perform NAS procedures that require more than one packet to transmit in UL.


[bookmark: _Ref488682135]Figure 4 Example call flow of CP CIoT EPS Opt data transmission in Msg3 and Msg4
The steps are briefly described below:
A. Resource determination: eNB decides to allow early transmission of small data packet sizes without establishing full RRC connection. It allocates PRACH resources for this purpose. 
0. eNB announces the resources via system information broadcast (SIB)
B. The UE selects a PRACH resource based on the announced resources and the amount of data to transmit. The selection may be based on random selection from the corresponding PRACH pool. 
Note: If no PRACH resource is broadcasted for data in Msg3 procedure, or UE intends to perform NAS signaling procedure or UE intends to send/receive more data than possible in one MAC block then UE uses legacy RRC connection establishment/resumption procedure.
1. UE transmits the PRACH preamble (Msg1).
2. The UE receives RAR. In current LTE, RAR may contain uplink grant, and TA (in addition to Temporary C-RNTI etc.). To enable Msg3+data, RAR may be updated to include power control information (this needs to be discussed in RAN1). Otherwise, the UE may use open-loop power control (i.e., UE decides on transmit power itself).
3. UE transmits Msg3 with UEID (discussed later) + NAS PDU using the UL grant indicated in RAR. UE takes into account the power control information from RAR, if included. UE starts a contention resolution timer after this step.
4. eNB selects the MME based on the UEID and forwards the NAS PDU to the MME. eNB may indicate to MME that UE has initiated early data transfer procedure. If DL data is available for the UE, the SGW provides the downlink data to the MME, which forwards it as NAS PDU to the eNB to be delivered to UE. If the eNB has indicated that UE initiated early data transfer, in response the MME should close the S1-AP connection after forwarding any downlink NAS PDU. This indication may also be used by MME to prioritize processing of the UL data and expedite step 6.
7. Network responds with Msg4 which confirms reception of Msg3, completes contention resolution and includes NAS PDU (if necessary). If NAS PDU is included then NAS will be able to confirm if it is communicating with a valid network. 
Note: Current NAS specification does not mandate MME to respond with anything to confirm reception of NAS PDU hence the reason why NAS PDU is optional.  
UP CIoT EPS Optimisation


[bookmark: _Ref492640649]Figure 5 Example call flow of UP CIoT EPS Opt data transmission in Msg3 and Msg4
Key difference with resume compared to CP RRC connection is that:
· UE needs to apply security to data PDU carried by Msg3. Integrity could be applied to entire Msg3 but only data IE can be ciphered.
	Comment from Huawei: This would require PDCP for SRB0. This is not acceptable.
· UE needs to have the security keys to use for integrity and (optionally) ciphering. This requires UE to be provided with NextHopChainingCount as well as resumeID during suspension. This needs to be confirmed with SA3.
Procedures for step 0, 1 and 2 are similar as for CP.
At step 3, UE uses security parameters based on the NextHopChainingCount provided during last suspension. UE ciphers (if required) data PDU with UPenc key, and computes integrity key (over entire RRC Connectionless Resume Request message). In this case the KeNB, KRRCint and KRRCenc security parameters are used for MAC calculation and optional ciphering. 
Note: resumeID, resumeCause and shortResumeMAC-I are not ciphered.
3. UE transmits connectionless resume message. The eNB decodes the RRC message, fetches UE context and verifies integrity. If successful, then it deciphers data (if required).
4-6. eNB triggers MME to resume connection. MME configures/resumes bearers and confirms to eNB.
7. The eNB forwards data PDU to the SGW. 
8. The eNB sends the contention resolution message with UE ID (Msg4), NextHopChainingCount and resumeID to UE. This message is integrity protected.
Note: steps 7 and 8 may happen in any order.

UE’s indication for intention of early data tx
Since the early data transmission will be a new feature, a mechanism for the UE to indicate to the network of its intention to use early data tx feature may be beneficial. Given that Msg3 is the second uplink message during a RA procedure, it is natural that Msg1 may need to provide this indication, implicitly or explicitly; which means one straightforward option is PRACH resource portioning. Other option may be based on eNB performing blind decoding of Msg3 to check whether it includes UL data. Companies are invited to provide their view on how the UE should indicate its intention to use early data tx in Msg3 below.

Q1. How should the UE indicate its intention to use early data tx in Msg3?

Table 1 UE indication of its intention to use early data tx in Msg3
	Company
	Comment

	Qualcomm
	Using Msg1 based on RACH resource partitioning.

eNB decides to allow transmission of small data packet sizes (e.g. up to 50 bytes) without establishing full RRC connection and allocates PRACH resources for this purpose. eNB announces the resources via system information broadcast (SIB). The UE selects a PRACH resource based on the announced resources. 
If no PRACH resource is broadcasted for early data tx in Msg3, or UE intends to perform NAS signaling procedure or UE intends to send/receive more data than possible in one MAC block then UE uses legacy RRC connection establishment/resumption procedure.

	Huawei/ HiSilicon 
	UE indicates its intention of early data Tx by using a PRACH resource reserved for this purpose.  FFS whether the same reserved PRACH resource are used for the CP and UP solution or if two separate sets are needed. 

	Nokia
	NPRACH resource partitioning is already used for different purposes in NB-IoT e.g. in the frequency domain partitioning for single-tone, multi-tone etc. NPRACH resources in the frequency domain are limited and it needs to be carefully considered whether it is feasible to define new NPRACH resource partitioning for early data transmission in the frequency domain. Other option is to define NPRACH resource partitioning in the time domain. It should be noted that PRACH resources might be wasted due to partitioning depending on the UE population on the cell. If there is only few or no UEs supporting early data transmission the PRACH resources are wasted. Naturally all this is implementation planning of eNB, but challenging anyway. Also dedicated carriers could be considered for the UEs supporting early data transmission. In addition, we could consider asking RAN1 whether they can define a way in MSG1 to communicate the intention/expected size of Msg3. So, in summary the options are at least:
1. frequency domain partitioning of the PRACH resources for early data
2. time domain partitioning of the PRACH resources for early data
3. dedicated carrier for early data
4. RAN1 mechanism
5. Nothing, grant size in MSG2 left up to eNB implementation

	GTO
	UE selects a resource based on what NW announces. It will use the PRACH resource reserved for early data transmission purpose. 
We do understand the Early TX feature is for saving the signalling and reducing power consumption but we need to be careful with the introduction of new methods. For Example, in Early Data TX, UE will transmit NAS PDU and Data on msg 3. Then UE waits for Msg 4 from eNB. 
First question is : 
1- What is UE doing between sending msg 3 and waiting for msg 4?
2- NW has no knowledge of service/application level feedback, and contention resolution timer is too small for that. Network can only send msg 4 if it receives feedback from application or service. 

So here we do propose that if UE has no knowledge of Application level feedback, UE should use normal 4 Step RACH to go to connected mode.

 For Static devices which doesn’t have TA (Timing Advance) to worry about, we can use 2 Step Rach Process (As discussed during NR session and it was agreed that it is a feasible solution). NW can configure 2 step RACH process for a static device to use.
 If UE do have knowledge about application level feedback, then we can use the Early data transmission method. We do agree there are benefits for Early Data Tx where UE doesn’t have to change the state very often and it helps in saving power too. But Applications differ from UE to UE and behavior of application to application.

	Ericsson
	We do not think an indication is absolutely necessary. The eNB can provide larger grant(s) when early data transmission is allowed, and decode Msg3 transmissions based on the provided transmission format options. See also our answer to Q6 on Msg2 contents. 

If an indication from the UE is specified, it should be optional, and it would be up to eNB if it follows UEs request to use early data transmission or not. If an optional indication is specified, we think the only viable alternative is to provide such indication is through use of particular random access preambles, but backwards compatibility needs to be maintained so that pre-Rel-15 UEs are not affected and any negative performance impact to legacy UEs and UEs not using early data transmission should be avoided.

Our preferred solution, which would not affect PRACH performance, would be to provide the partitioning of preamble space “on top” of the existing configuration. That is, some of the preambles are configured for early data transmission in a way which does not affect the existing grouping per coverage level or per multitone/single-tone Msg3. This configuration would be understood and used only by Rel-15 UEs. If a UE selects such preamble, the eNB answers by RAR which provides grants for both legacy and Rel-15 UE in backwards compatible way. See our answer to Q6 for more details of the RAR contents in this case. 

The existing preamble space is already divided into 3 or 4 groups for different coverage levels in the worst case for eMTC and the PRACH resources per coverage level into two groups for NB-IoT. If additional grouping would be done to account for possible early data transmission for each of these groups, the (N)PRACH performance would deteriorate. Further studies would be needed to exactly understand the full effect, but as stated above, we don’t think a hard partitioning of (N)PRACH resources should be done. 


	Kyocera
	Msg1 is used to inform the eNB of the UE’s intention for the early data transmission.  We agree with Qualcomm’s view that the UE selects a specific PRACH resource, which is provided in SIB, if it intends to perform the early data transmission. In addition, we assume the eNB provides the upper limit of payload size in SIB, whereby the UE may decide whether the early data transmission is applicable, comparing to the data size in its buffer. 

	LG
	We think the eNB should know whether to signal large uplink grant over RAR based on the preamble. Thus, if RAN1 thinks that larger uplink grant can be supported in MSG3, it seems straightforward to create another preamble group. The preamble belonging to Group C is used to indicate that larger uplink grant is needed for MSG3.

	III
	Agree with Qualcomm. eNB could allocate separate NPRACH resource for early data transmission (EDT) enabled UE. The benefit is eNB is aware of EDT from UE and could allocate large TBS for Msg3 and UL data. We can reuse R13 Msg1 and Msg2 design for EDT. Even more, eNB could allocate separate PRACH resources of different data packet size in SIB22. (e.g. 512, 1024, 2028 octets, and etc.)

	Intel
	We agree to send UL data in Msg3, ideally UE needs to indicate its intention in some way via Msg1 for the eNB to provide a larger UL grant to accommodate the bigger Msg3 payload. However, RAN1 input is required for any impact in the system capacity and RACH performance if further RACH resource partitioning were to be used understanding that the indication may also need to be per CE level.

	MediaTek
	NPRACH resource partitioning can be used to indicate the intention for early data transmission in Msg3. The partitioning can be in the frequency domain, time domain or the carrier domain. eNB configures separate PRACH resources to serve different purposes and broadcasts in the system information. A benefit of TB size indication by PRACH resource is that excessive transmission of padding with MSG3 can be avoided, which is particularly important in bad coverage.

	ZTE
	Agree with some above views that UE needs to request data in Msg3 or different Msg3 size through Msg1. PRACH resource partitioning is a straightforward way. A simple option for PRACH resource partitioning may be to configure new PRACH non-anchor PRBs for Msg1with request for larger Msg3 size.
If PRACH resource partitioning for data in Msg3 is provided by SIB, that means early data transmission is supported or allowed by the eNB.

We have following comments for the scheme of blind larger UL grant(dual UL grant) from eNB:
· Without indication in Msg1, the eNB has to provide both regular UL grant and larger UL grant for all the UEs. In order try to reduce the size of new additional UL grant, the number of new additional UL grant IEs should be same as the number of RARs. That means the number of RARs that can be accommodated in a MAC PDU would be reduced, compared with the MAC PDU without dual UL grant. In the case of massive random access, the delay and confliction would also be increased.
· If there have not many UEs supporting early data transmission, many of the larger UL grant would be wasted. It’s very resource inefficient for the eNB.

	Veolia
	There are different use cases to consider and may be to separate.
For a use case with a clear periodicity and a clear constant payload size (eg. meters) the intention is to use to feature all the time. 
We need to find mechanism to be able to allow to activate this feature for this use case and that the network obviously allow the use of early data transmission all the time for this (other way the power consumption profile of the UE is not predictable).
For use cases for which it is not a regular and recurrent message then it makes sense to have an indication of the intention to use the Early Data transmission.



Summary: All companies agreed that UE can indicate the intention to use early data tx by means of using separate PRACH resources. One company thinks it may not be needed. Several companies clarified that the PRACH resource partioning can be in frequency domain, time domain or the carrier domain. It is also general understanding that the method intorduced should be backward compatible. One company thinks RAN1 should study the RACH performance if further RACH resource partitioning were to be used.
[bookmark: _Toc494188985][bookmark: _Toc494189017][bookmark: _Toc494189087][bookmark: _Toc494189107][bookmark: _Toc494197839][bookmark: _Toc494197861][bookmark: _Toc494285350][bookmark: _Toc494354828][bookmark: _Toc494356525][bookmark: _Toc494372008][bookmark: _Toc494373112]PRACH partitioning is used to indicate the UE’s intention to use early data transmission in Msg3. Backward compatibility shall be preserved. FFS details on the PRACH pool, e.g., preamble/time/frequency/carrier domain of PRACH partitioning. 

Another related question is whether more than one payload size(s) for early data tx in Msg3 (e.g. some UEs wish to send payload size of 1 - 50 bytes while others want 51 – 100 bytes etc.) should be supported.

Q2. How many different payload sizes to be supported in Msg3?

Table 2 Payload sizes in Msg3
	Company
	Comment

	Qualcomm
	We think one payload size should be sufficient for this release. The size of this payload could be such that it can fit into the largest TBS. The largest TBS could be different in different releases hence network should signal in broadcast message which TBS is supported in Msg3. However, the design should allow for extension to more than one payload sizes in the future.

	Huawei/ HiSilicon 
	What TBS are possible should be decided by RAN1.
In our views, the procedure is only used when the whole data can fit in one single transmission. To avoid UE requesting early data Tx and not being able to use it because the UL grant is not large enough, it will be beneficial that the eNB signals the size. 
Note that too large a size will have negative impact on UEs that have only a small packet to transmit and it could be beneficial to support more than one size. This may also depend on RAN1 feedback regarding the possible TBS .

	Nokia
	We think that fixing the payload size of MSG3 is challenging, because different applications may need to transmit data packets with different sizes.  Therefore, we think that easiest solution is that the UE can send early data in MSG3 if the grant size in RAR is able to accommodate all the data. Possible MSG3 size(s) needs to be confirmed from RAN1.

	GTO
	We believe that if the grant size which is sent by NW in MSG2 can accommodate the data which UE wants to send, it can send early data in MSG3. We should wait for RAN1 to decide on sizes.

	Ericsson
	It would be up to eNB to provide grant sizes, and the size can be up to maximum TBS size so that segmentation of Msg3 would not be required. 


	Kyocera
	We are open to have more than one payload sizes, e.g., 4; we agree with Qualcomm that at least the design should allow flexibility for the future release, even if only one size is supported for now.  We assume the multiple payload size is beneficial in terms of spectrum efficiency, especially for the UE in CE. 

	LG
	One payload size could be enough for this release. The new payload size should be the largest TBS that RAN1 should decide. RAN2 could tell RAN1 about a minimum size (e.g. 100 bytes) which is needed from RAN2 perspective.

	III
	Based on the service requirements of MTC (TS 22.368) small data transmission, the size of data is on the order of 1024 octets. Therefore we think UL grant should support different data packet size. 

	Intel
	We have slight preference on single payload size for this release and this should be indicated per CE level. The support of multiple payload sizes depends on the use-cases of early data transmission where payload size varies, however, this may have tradeoff between the scheduling flexibility and the UL grant sizes. RAN2 could discuss on the minimum and maximum TBS size range. RAN1 input is also required on the largest TBS to be allowed for Msg.3 without negatively impacting the RACH/system performances.  

	MediaTek
	The payload size depends on the application. RAN2 should consult RAN1 to determine the how many size(s) and how large size(s) to be provided in MSG3. In our view, a certain cell is expected to make use of a subset of possible TB sizes. The TB sizes used by a particular cell should be broadcasted together with the configuration for UE TB size indication. The possible sizes should include Veolia’s indicated preference of 100 Bytes.    

	ZTE
	We have sympathy for views from Kyocera.
The maximum TBS for Msg3 should be decided by RAN1. How many Msg3 sizes may be decided by RAN2 since different Msg3 sizes may be related to different PRACH resource partitioning. More Msg3 sizes can be beneficial for spectrum efficiency since the case of too large UL grant for small pending UL data can be avoided as much as possible. But it also doesn’t want too much PRACH resource partitioning. So trade-off is needed. 

	Veolia
	We agree with Mediatek views. The payload size depends of the application.
If it is possible to have some flexibility already in this release it could be beneficial with may be different sizes but at minimum we would expect to have the size of 100 bytes supported.



Summary: Several companies expressed the view that the procedure is to be used only when complete UL data can fit in the grant given in the RAR. It was also expressed that one payload size should be enough for this release, with possibility to extend to multiple payload sizes in the future. Some companies explained that required payload size depends on the application which also means it can be different for eMTC and NB-IoT. The maximum TBS for Msg3 should be decided by RAN1.
[bookmark: _Toc494197840][bookmark: _Toc494197862][bookmark: _Toc494285351][bookmark: _Toc494354829][bookmark: _Toc494356526][bookmark: _Toc494188986][bookmark: _Toc494189018][bookmark: _Toc494189088][bookmark: _Toc494189108][bookmark: _Toc494372009][bookmark: _Toc494373113]The EDT procedure is to be used only when complete UL data can fit in the grant given in the RAR. 
[bookmark: _Toc494197841][bookmark: _Toc494197863][bookmark: _Toc494285352][bookmark: _Toc494354830][bookmark: _Toc494356527][bookmark: _Toc494372010][bookmark: _Toc494373114]One payload size for this release with possibility to extend to multiple payload sizes in the future. The payload size may be different for eMTC and NB-IoT. 
[bookmark: _Toc494197842][bookmark: _Toc494197864][bookmark: _Toc494285353][bookmark: _Toc494354831][bookmark: _Toc494356528][bookmark: _Toc494372011][bookmark: _Toc494373115]The maximum TBS for Msg3 should be decided by RAN1. Send LS to RAN1.
UE’s RRC state during and after early data tx
It was generally understood that the targeted early data transmission procedure applies to UEs in IDLE mode. However, it should be discussed what happens to the RRC state of the UE during and after the early data tx procedure is finished. It should be noted that if the UE transits to RRC connected state during this procedure, this will require the UE to be released again to RRC_IDLE requiring multiple signalling steps which may increase the power consumption, hence reducing the overall potential gain from introducing this feature.
Q3. What RRC state is the UE considered to be in during and after the early data tx procedure? Companies are encouraged to provide details on the expected pros and cons of staying in idle vs. moving to connected mode. 

Table 3 RRC State
	Company
	Comment

	Qualcomm
	The UE does not transit to full RRC connected state during and after the procedure. It is particularly important to make sure that UE do not transit to Connected state during this process to avoid the RRC release procedure later on.

For CP enhancement (Figure 4), DRB/PDCP/RLC are not established for the data transmission since the transmission happens without RRC connection and using control plane RRC messaging. UE remains in RRC_IDLE state. 
For UP enhancement (Figure 5), DRB/PDCP contexts are in suspended state. There is possibility to use PDCP ciphering for the data. However, for the eNB to decipher the PDU, it needs to wait until UE context is resumed/available. From UE perspective, UE remains in RRC_IDLE state as the data transmission happens without RRC connection resumption. From CN perspective, UE’s context is temporarily resumed and suspended again.


	Huawei/ HiSilicon
	There is no transition to the RRC_Connected. The UE is in a ‘transitional state’ same as during the establishment/resume procedure before reception of RRCConnectionSetup/ RRCConnectionResume. The UE does not monitor paging or system information change but continues idle mode measurements for cell reselection.
For both solutions, from the NAS point of view, the UE transitions to EMM-CONNECTED and then back to EMM-IDLE, ie. early data transmission is transparent to NAS layer,
For the UP solution, assuming the data are transmitted over DTCH, the UE shall restore the UE context, reactivate security and resume all DRBs before sending MSG3.  Upon reception of the new MSG3, the eNB fetches the UE context and resumes the connection. i.e. restores the UE context and  resumes all SRB/DRBs, the data will then be handled at RLC/PDCP as per legacy.  In the downlink, the new MSG4 can be handled in a similar way to RRCConnectionRelease and the data multiplexed at MAC level.

	Nokia
	It should be noted than in typical case downlink transmission follows the uplink transmission i.e. TCP/IP ACK. So, it may be beneficial to move the UE to connected state to receive the downlink transmission. Otherwise the RRC connection establishment may be needed to start from the scratch especially in the case that eNB supports only early Tx transmission, but not early Rx transmission. So we think that if there are multiple packets (UL and / or UL+DL) expected the RRC connection is preferred.


	GTO
	If we are using Early Data transmission, then UE will stay in Idle state. If we go with 2 step RACH for Static devices as explained in Question 1, then UE will tranit from Idle to connected for CP, and resume all DRB/PDCP contexts for UP case, after doing 2 step RACH process.

	Ericsson
	We agree with Nokia and our preference is to make the transition to connected mode by default, where there is possibility for a quick RRC release as being discussed e.g. in the relevant agenda item for NB-IoT.
According to the current RRC specification, the UE would transition to RRC_CONNECTED when processing Msg4 (i.e RRCConnectionSetup or RRCConnectionResume). 
RRCConnectionRelease is sent in downlink, thus the difference in power consumption when considering the RRC release procedure alone is not significant, especially if considering the ongoing work to make release quicker or requiring less waiting time. 
There are several aspects which should be considered when deciding if the UE stays in idle or transitions to the connected mode:
· The UE or the network cannot know in advance if there is only one uplink packet, or if the transaction will require further transmissions either in uplink or downlink. If more data arrives in either direction, e.g. triggered on application layer, and the UE stays in idle, the result is increased power consumption due to a subsequent and unnecessary connection establishment. If the early data solution is not generic enough it may result in worse performance for anything that falls outside a specific use case.
· Regarding above point, we think that many typical IoT transactions will include more traffic than just one transmission in uplink and/or downlink. E.g. TCP, as mentioned by Nokia above, is used in many cases/protocols.
· UE in idle mode cannot use connected mode DRX to save power: It may take some time before the network answers back after Msg3, and the UE may end up consuming relatively large amount of power while waiting. It might be better to send Msg4, with DRX configuration, as early as possible and possible downlink application data later for increased power efficiency. 
· NAS layer procedures should be taken into account. Entering the RRC_CONNECTED mode confirms the successful establishment of NAS signalling, i.e., MME and UE enter ECM-CONNNECTED mode. Without entering RRC_CONNECTED mode, the UE and the network may be unsynchronized, i.e. the UE and the network may have different sets of established EPS bearers and there is no way to retain the synchronization (according to TS24.301, 5.3).
The only case where the transition to connected would not be completed would be when the eNB decides to allow the UE to not complete the transition to connected mode after Msg4. 


	Kyocera
	We agree with Qualcomm that the UE can stay in RRC IDLE during/after the early data transmission. But especially for UP, some extension is necessary, e.g., PDCP ciphering with suspended context, in order to fulfill the agreement that “Early data transmission feature is considered when AS security was established for transmitting data using CP and/or UP.”

	LG
	While in RRC_IDLE, UE cannot currently use dedicated channel such as DCCH/DTCH. Idle UE cannot activate AS security. Idle UE is not allocated with C-RNTI. That is, idle UE cannot currently transmit or receive user dedicated data. We do not understand a benefit of changing such legacy principles and state model. 
We wonder how long early data transmission goes. We think that it depends on not only a user data size but also radio condition. For example, if a radio condition is not so good, UE may not have a large uplink grant and so may segment user data. Or, UE may receive NACK to MSG3 in a bad condition. If early data transmission goes long due to one of those reasons, but if UE does not change to RRC_CONNECTED, whenever UE transmits MAC PDU, UE should perform random access attempts with a long UE ID and user data in the MAC PDU. Such UE operation is very inefficient, because UE should repeat RRC Connection Setup-like procedure for transmission of each MAC PDU. 
Regarding NAS impact, we think that early data transmission would have impact on NAS layer. Currently, if UE NAS detects uplink data, UE NAS should trigger RRC Connection Establishment/Resume procedure and Access Control before sending NAS Service Request. Then, UE can transmit user data during RRC Connection Establishment/Resume procedure. Such operation should be changed, if UE wants to directly send uplink data without a NAS message and without state transition. In addition, MME should be able to differentiate early data transmission and normal data transmission. Thus, we wonder if early data transmission is transparent to NAS layer.

	III
	Agree with Qualcomm. Considering the benefit of power consumption for EDT, it’s very inefficient for UE doing many things, including construction of RLC entity, RRC entity, two or three way handshakes with eNB, and then goes back to RRC_IDLE, just for transmitting one or several data packets. EDT can be enabled on which UEs need further discussion. For the EDT enabled UE, it’s better to stay at RRC_IDLE state during and after EDT procedure. 

	Intel
	First question is whether single UL/DL data transmission is allowed or whether UE could indicate e.g. via Msg.3 that further UL data needs to be sent.
The baseline scenario should be that UE gets RRC_CONNECTED and eNB could immediately release the UE into RRC_IDLE or RRC_IDLE with suspend indication (i.e. 3 RRC steps procedure to resume or establish the RRC connection followed by the 1 RRC step procedure to release the UE into RRC_IDLE or suspend the UE into RRC_IDLE with suspend indication).
In addition, further optimizations could be discussed for the cases when a single UL/DL data transmission were done (i.e. 2 RRC steps procedure is used to resume/establish and suspend/release the RRC connection). For example:  
· If AS security was not established, RRC MSG4 could be optimized to directly indicate the UE to stay in RRC_IDLE instead of establishing the connection. 
· If AS security was established, RRC MSG4 could be optimized to directly indicate the UE to stay in RRC_IDLE with suspend indication or in RRC_IDLE. It is to note that some of the suspended and security related parameters may need to also be updated via this MSG4. Moreover for this case, security enhancements will also need to be discussed in relation to NCC and the MAC-I.

	MediaTek
	We prefer to send UE to RRC Connected state. As Ericsson pointed out, in current RRC specification, UE would transition to RRC Connected when processing Msg4, and thus in CP solution, when UE sends data in Msg5, it is in RRC Connected. For Early Data Transmission, if the UE is already transmitting or receiving data, it should not be considered as in some transitional state. If we keep UE in Idle and more data arrives after Msg3 (e.g., response in DL), unnecessary connection establishment will be triggered, which means power consumption and signaling overhead. In order to allow the possibility for AS security, the UE should go to RRC connected for minimal TS impact. Besides, to minimize impact to NAS, the UE need to go to EMM-CONNECTED.

	ZTE
	We agree with some above views that UE can stay in RRC IDLE during/after the early data transmission. For UP, the UE can stay in RRC_IDLE with suspended context after Msg4.
We think there would have the case that the UL data to be sent may be somewhat large (not too large) and cannot be sent in only one Msg3 (for example, the maximum TBS for Msg3 is 100bytes while the pending data is about 120 bytes). Even for this case, it’s no need for the UE to move to RRC_CONNECTED. An option that the UE keeps the C-RNTI for a while (not too long) in RRC_IDLE for transmission the remaining data can handle this case and save UE power. Such option can also be considered to avoid RRC connection establishment in the case that DL data (DL Ack for the UL data) arrives within a short time after Msg4.

	Veolia
	We would agree with Qualcomm and comments in the same direction.
The objective remains to reduce power consumption so it is better to stay in idle during and after procedure for this purpose



Summary: There are following different views
	View
	Companies
	Count

	UE should stay in IDLE during early data tx
	Qualcomm, Huawei, HiSilicon, GTO, Kyocera, III, Intel (for single data tx), ZTE, Veolia
	9

	UE should transit to CONNECTED for any data tx
	Nokia, Ericsson, Intel (baseline), MediaTek
	4

	Unclear
	LG
	1



Majority of the companies think UE should stay in IDLE during early data tx procedure. However, it is also understood that the eNB may specifically command the UE to transit to full RRC connected state (based on Q8 below).
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RRC Signalling changes
To enable the early data tx in UL and DL, it is natural that some signalling changes are anticipated to differentiate it from legacy procedures. The changes may include defining new messages or reusing existing messages with required changes (e.g., new cause values, other indications/extensions etc.)
Companies are invited to provide their inputs below on preferred RRC signalling changes.
Q4. What RRC signalling changes and/or new RRC messages are required to support early data tx? Note: this question is not limited to Msg3.

Table 4 RRC Signalling changes
	Company
	Comment

	Qualcomm
	We think the following options are possible:
For CP Case:
Option 1: A new establishment cause value can be defined for UL Data in Msg3 which can be indicated in the existing RRCConnectionRequest message. If this new cause value is signaled, the procedure excludes actual RRC connection but instead eNB only forwards the data to MME. However, this requires extension/modification of the RRCConnectionRequest message to include the NAS Data PDU.
Option 2: A new message called RRCConnectionlessRequest can be defined which can include application data as NAS PDU.

For UP Case:
Option 1: If the UE has been previously suspended, a new resume cause value can be defined for UL Data in Msg3 which can be indicated in the existing RRCConnectionResumeRequest message. If this new cause value is signaled, the procedure excludes actual RRC resume but instead eNB only forwards the data to MME. However, this requires modifications in the RRCConnectionResumeRequest message to include the NAS Data PDU.
Option 2: A new message called RRCConnectionlessResumeRequest can be defined which can include application data PDU (i.e., it can potentially carry a combination of uncyphered and ciphered payload as depicted in Figure 5.)

We prefer Option 2 for both CP and UP (i.e., new RRC messages).

	Huawei/HiSilicon
	For the CP solution:
We support having a new RRC message for MSG3, carrying the legacy information (UE identity and establishment cause) and the NAS DATA PDU.
We support having a new RRC message for MSG4, carrying the NAS DATA PDU. Assuming the new message is used as an implicit command to go back to idle, the NAS DATA PDU should be optional. We assume that contention resolution uses the legacy MAC CE and can be sent separately.
For the UP solution:
We think that the data should be carried over DTCH and that MAC multiplexing is used. 
For MSG3, It should be possible to re-use the legacy RRCConnectionResumeRequest with an indication that ‘connectionless data’ is requested. Another message could be also fine to isolate the procedure description.
For MSG4, we could introduce a new message to carry resume-id, NCC or reuse an existing message, e.g. RRCConnectionRelease message. We assume the message will be sent on SRB1 (as per legacy).
It needs to be checked with SA3 if it acceptable to send these parameters in clear (i.e. not ciphered). Another option would be that MSG4 is ciphered (as security will be reactivated with MSG3).
For both solutions, we think MSG5 is not needed in the case the eNB decide to establish the RRC connection with MSG4 (i.e. fallback).

	Nokia
	The agreed scope of the e-mail discussion was: “RRC signalling, e.g. whether there is any RRC signaling…” So, we think that we need to discuss whether RRC connection or RRC signaling is needed for early data transmission, or is the data sent separately or together with RRC message? RRC message (MSG3 i.e. RRC Connection Request or RRC Connection Resume Request) itself already is already quite large i.e. the eNB should not provide a grant smaller than 56 bits (or 88 bits for NB-IoT) in the Random Access Response. MSG3 size needs to be confirmed from RAN1.

	GTO
	We agree with option 2 since it is less complicated if we do early data transmission not 2 Step Rach for Static devices as explained in question 1. 

	Ericsson
	For both solutions, we think the existing RRC messages should be used and any changes should be kept to minimum, and if any additional information is needed to be included in a particular message, the referred message should be extended. 
For UP solution, Msg3 should contain RRC Connection Resume Request message, which would be multiplexed with data payload.
Msg4 should contain RRC Connection Resume, where possible data would be multiplexed at MAC layer. 
resumeID and NCC should be provided in RRC Connection Release message if the connection is to be resumed later. 
For CP solution, Msg3 should contain RRC Connection Request message, which would be multiplexed together with a NAS PDU (provided as a separate message). This way the UE would not need to wait for the grant before building the RRC message. Otherwise, in case the grant would be smaller than the UE anticipates, the UE would need to either redo the RRC message generation or wait until a grant has been received to build the RRC message in the first place. 
Likewise, for Msg4 the existing RRC Connection Setup message should be used, where the possible NAS PDU would be multiplexed together with the RRC message at MAC layer. A separate message with the user data could work better here as then the eNB could decide to build and send the RRC message and contention resolution ID before the arriving data, e.g. if the network answer is assumed to take a while. 
When the UE transitions to connected mode we think Msg5 should be used. 
It should be noted that possible mechanisms which are specified for early RRC connection release should be applicable to early data transmission as well. 

	Kyocera
	We prefer Option 3 below since it can avoid both to consume the last Establishment Cause (Option 1) and also to define quite similar messages (Option 2). 
Option 3: A new IE is defined on the one-bit spare in RRCConnectionRequest, which indicates whether it intends the connection-less data transmission. 

	LG
	For the CP solution, we prefer to use a new RRC message. The new RRC message should include both all contents from RRCConnectionRequest and the NAS message containing user data.
In addition, we suggest to discuss the details on quick release later after confirming basic operation of early data transmission.
For the UP solution, we prefer to use the existing RRC message, i.e. RRCConnectionResumeRequest while using DTCH for early data transmission, if idle UE has been previously suspended. UE performing early data transmission in UP solution should resume DTCH before sending MSG3. In addition, we wonder if all DRBs can be used for early data transmission, assuming that MSG3 size will be still limited with early data transmission e.g. 100 bytes. Thus, UE may resume at most one or two DRBs for early data transmission. The other DRBs would be resumed later as currently specified.

	III
	As mentioned in the answer of Q1, Msg1 and Msg2 can be reused. For Msg3, we prefer Qualcomm’s option2 because there may be differences of UE behaviors in the whole ETD procedure, and new RRC message is easy to differentiate new procedure and legacy procedure. For Msg4, it should be a new RRC message corresponding to Msg3. For Msg5, we prefer not to transmit Msg5 for reducing power consumption.

	Intel
	Firstly, it is important to clarify the possible scenarios/cases taken into account RAN2#99 agreements:
· Case (A): Early data transmission over CP when AS security was not established
· Case (B): Early data transmission over UP when AS security was established
· Case (C): Early data transmission over CP when AS security was established (note that this would be the case of a pinned CP connection).
· Case (D) Early data transmission over UP and CP when AS security was established.
RAN2 needs to discuss whether/how to handle the case when UE is registered to multiple PDN connections (CP and/or UP ones). Based on the target use cases and the UE/standardization complexity, it might be good to restrict the usage of early data transmission feature to only one PDN (independently that the UE may be registered to multiple PDNs). If so, case (D) would not need to be considered.
For Msg3, we prefer the following options.
· Case (A): Early data transmission over CP when AS security was not established
· Option: A critical extension of legacy RRCConnectionRequest message which could also include NAS Data PDU or multiplexing of RRCConnectionRequest message and NAS Data PDU.
· Case (B): Early data transmission over UP when AS security was established
· Option: Multiplexing of RRCConnectionResumeRequest message sent over SRB0 and data sent over DRB.
· Case (C): Early data transmission over CP when AS security was established (note that this would be the case of a pinned CP connection)
· Option: Multiplexing of RRCConnectionResumeRequest message sent over SRB0 and ULInformationTransfer message sent over SRB1 (using the default configuration).
· Case (D) Early data transmission over UP and CP when AS security was established 
· Same options/solutions as in cases (B) and (C) also apply.
For Msg4, please see Q10.

	MediaTek
	We prefer to minimize the changes and reuse existing RRC messages as much as possible.
a) reuse the current RRC connection request in MSG3 with possibility to carry a NAS message with Data, 
b) reuse the RRC connection setup in MSG4 with possibility to carry a NAS message with Data, 
c) omit the RRC connection confirm message (TBD if always or just sometimes),
d) use a RRC release optimization that relies on a timer and do not require further messaging.

	ZTE
	For Msg3, basically we agree with Qualcomm’s option2 that new Msg3 for connection-less can be introduced. 
About security aspects of Msg3 (with data), we should check with SA3. Even for the CP, we are not sure whether the NAS security is enough.
For UP solution, we are open to discuss data carried over DTCH (MAC multiplexing) or data carried over CCCH(data PDU in message).

For Msg4, we think it’s mainly for sending contention resolution ID. Since there has no need to send dedicated configuration, we think it’s possible to skip the RRC message of Msg4. But we are open to discuss introducing a new RRC message for Msg4 if later we find some important information need to be sent to UE. DL data (if exist) can be sent immediately after Msg4 or maybe together with Msg4.

And we have sympathy for Huawei’s thinking that MSG5 is not needed in the case of keeping in IDLE and also in the case that the eNB decides to establish the RRC connection with MSG4 (i.e. fallback).

	Veolia
	We would favor the option offering the most benefit in the overall transmission/power consumption profile i.e. that new RRC signalling or new RRC messages are not creating too much overhead.



Summary: Various options were discussed.
	Case
	Description
	Companies
	Count

	CP opt
	Reuse existing messages
	Ericsson, Kyocera, Intel, MediaTek
	4

	
	New RRC message for msg3
	Qualcomm, Huawei, HiSilicon, GTO, LG, III, ZTE
	7

	UP opt
	Reuse existing messages
	Huawei, HiSilicon, Ericsson, Kyocera, LG, Intel, MediaTek
	7

	
	New RRC message for msg3
	Qualcomm, GTO, III, ZTE
	4



There is no clear consensus, but majority of companies think for CP case, new RRC messages should be defined for Msg3, whereas for UP case, existing RRC messages should be reused for msg3.
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The next item on the scope of the email discussion is “at which point control information is sent and how”. It should be clarified that this control information does not include the UE’s indication to use early data tx, already discussed above. Some companies have indicated that other control plane information may be required, however it is not clear what that control information may be. Companies may provide their view whether any other control information is required, and if so, when and how it is sent.
Q5. What other control information is required? When and how such control information is sent?

Table 5 Control information
	Company
	Comment

	Qualcomm
	In our view, the current behavior for CP and UP CIoT EPS Opt for Msg3, and the information included there should be sufficient, as described above.

	Huawei/HiSilicon
	For both solutions, we are fine with the new MSG4 acting as a release/suspend indication.
For the UP solution, assuming the data are sent over DTCH, the UE will need to restore the full context and re-establish the DRB(s) before sending MSG3, the UE need to know NCC and whether to continue ROHC or not (drb-ContinueROHC) beforehand. All information needs to be sent in RRCConnectionRelease (when early data Tx is not used) and new RRC (MSG4) message (when early data Tx is used). 

	Ericsson
	We think we should clarify or discuss if we for example need selected PLMN Id to be transmitted already in Msg3 for CP solution. We may need input from SA2 on this aspect.  
We agree with Huawei that NCC for the next possible transaction needs to be provided in advance for the UP solution and our preferred location for NCC is in RRC Connection Release.

	LG
	For the UP solution, the eNB can indicate which DRB(s) will be used for early data transmission.
MSG4 could configure a release timer i.e. dataInactivityTimer. Thus, UE may release the RRC connection if there is no data to be transmitted.

	III
	Agree with Qualcomm. Because the PRACH resources for EDT are separated from the legacy PRACH resources, the current Msg3 should be sufficient. 

	Intel
	RAN2 should confirm that early data transmission feature will not be done when UE is not registered to the given PDN – TBD if AS/NAS specification impact is required to guarantee this. SA2/CT1 input is required to understand whether any of the following information sent in msg.5 needs to be sent in MSG3 when using early UL data transmission (e.g. selectedPLMN-Identity, registeredMME , gummei-Type, s-TMSI, attachWithoutPDN-Connectivity, up-CIoT-EPS-Optimisation, cp-CIoT-EPS-Optimisation, dcn-ID).
Moreover SA2/CT1 may need to discuss whether the 1st NAS PDU carrying data needs to also include a NAS message similar to the "CONTROL PLANE SERVICE REQUEST" defined in 24.301.

	MediaTek
	NCC need to be provided beforehand for the UP solution. 
All RRC release related information sent together with RRC setup in MSG4.

	ZTE
	The information included in the current Msg3 would be enough and may be reduced for the new Msg3(e.g. setup/resume cause values may be not needed). 
We think indication(s) for connection-less or trigger for new S1 operation may be needed, but the new Msg3 may be an implicit indication.

	Veolia
	Agree with Qualcomm



Summary: Majority of the companies share the view that NCC would be provided with RRC Connection Release message i.e., at the time of suspension. This is described in more details in Q13 and Q15 below, and corresponding proposals are captured in those sections. Apart from this, many companies expressed that the current behaviour for CP and UP CIoT EPS Opt for Msg3, and the information included there should be sufficient. Some companies also suggested that some of the information currently sent in Msg3 may even be reduced while other suggested to ask SA2/CT1 whether/which of the info which is sent in msg5 in legacy method should be sent in Msg3 for EDT.
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Contents of Msg2
In contention based RA, Msg2 refers to RAR. Following are the RAR MAC PDU formats [4].


Figure 6.1.5-3: MAC RAR


Figure 6.1.5-3a: MAC RAR for PRACH enhanced coverage level 2 or 3


Figure 6.1.5-3b: MAC RAR for NB-IoT UEs
It can be seen that RAR includes the following:
· TA command
· UL grant
· Temporary C-RNTI 
Companies are invited to provide their view on whether the contents of RAR needs to be different to support early data tx.
Q6. Do the contents of Msg2 need any changes? If yes, provide details of changes?

Table 6 Content of Msg2
	Company
	Comment

	Qualcomm
	It is upto RAN1 to decide if new RAR formats are required, e.g., to accommodate new UL grants. 

	Huawei/ HiSilicon:
	This should be decided by RAN1

	Nokia
	At the moment, we don’t see a need for any changes at least in RAN2 specifications.


	Ericsson
	Msg2 should include additional grant for UEs supporting early data, if the soft partitioning we discuss in our answer to Q1 is adopted. This should be done in a backwards compatible way and there are multiple options:
1) Use one of the ‘R’ bits to indicate presence of additional grant. The actual grant in this case could be a configured offset to the Rel-13 TBS, taken into use when ‘R’ bit is enabled.
2) Include additional grant or RAR in padding of the MAC PDU. The RAR size could be optimized in this case, e.g. there is no need to include TA separately for legacy operation and early data transmission since it would be the same. 
3) Use multiple MAC PDUs. The drawback is increased MAC PDU size.
In our view it is up to RAN2 to discuss the alternatives on how to provide the grant for early data in backwards compatible way in RAR. The work item is led by RAN2 and RAN1 has not been proactive in this matter. 

	Kyocera
	We’re just wondering if the UE’s intention of early data transmission on Msg1 should be confirmed by the eNB. In this case, the eNB’s permission will be received with either an explicit indication or implicit indication with e.g., UL grant. In the former case, Msg2 MAC RAR needs to be enhanced. The UE may perform the early data transmission only when the eNB allows. 

	LG
	We do not need to ask RAN1 about RAR format which is part of RAN2 work. We do not see need for any change to MSG2 for the time being.

	III
	Current content of Msg2 is sufficient. 

	Intel
	No need is identified from RAN2 point of view on this.

	MediaTek
	We do not change Msg2 format unless asked by RAN1.

	ZTE
	For early UL data transmission, we think there may be the case that eNB wants to “fallback” the UE to send legacy Msg3 through Msg2 even the eNB has received the Msg1 for requesting data in Msg3 from UE. This may be caused by overloading in eNB. We are not sure the impact for Msg2 about this, but maybe small UL grant can be used.
And we also think it should be open to discuss early DL data transmission(e.g. in Msg2) during CFRA procedure since the benefit is easily understood.

	Veolia
	It may depend on what approach is agreed in answer to Q1
We agree with Ericsson that this item is lead by RAN2 and we believe RAN2 should discuss the options and decide.



Summary: Majority of companies share the view that there is no need for any change in RAR, at least from RAN2 point of view, unless asked by RAN1.
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UL grant for Msg3
Msg2 carries the UL grant for Msg3. Currently the minimum size of Msg3 UL grant is defined (56bits for legacy, 88bits for NB-IoT). This is currently captured in 36.321 as follows.
NOTE:	When an uplink transmission is required, e.g., for contention resolution, the eNB should not provide a grant smaller than 56 bits (or 88 bits for NB-IoT) in the Random Access Response.
There is no restriction on eNB to provide larger grants to the UE. However, this involves tradeoff based on likelihood of collision of Msg3, and the tradeoff becomes more important where large number of repetitions are involved because the resource (a large block of it) is blocked for multiple of TTIs in NB-IoT/eMTC/CE. 

Q7. What is your view on maximum size of UL grant for Msg3 given in RAR (from RAN2 perspective)?

Table 7 Maximum size of UL grant for Msg3 for early data tx
	Company
	Comment

	Qualcomm
	Maximum grant should be same as one of the supported TBS.

	Huawei/ HiSilicon:
	This should be decided by RAN1

	Nokia
	Possible MSG3 size needs to be confirmed from RAN1 first

	Ericsson
	From RAN2 point of view the maximum grant size can be the same as maximum supported TBS. Note that eNB may want to schedule using a smaller grant than the maximum TBS.

	Kyocera
	We tend to agree with Qualcomm’s view, but it needs RAN1’s decision. 

	LG
	The maximum uplink grant size should be the largest MSG3 TBS that RAN1 should decide. RAN2 could tell RAN1 about a minimum size (e.g. 100 bytes) which is needed from RAN2 perspective.

	III
	As mentioned in answer of Q2, UL grant should support one or more than one TB for different data packet size.

	Intel
	Same response as in Q2.

	MediaTek
	Maximum grant should be same as (one of) the supported TBS(s).

	ZTE
	Agree with Qualcomm.

	Veolia
	Agree with LG



Summary: Companies generally expressed the view that maximum size of UL grant for Msg3 for EDT should be decided by RAN1, however, it should be based on the already supported TBS(s), i.e., there is no intention to introduce a new TBS size for the purpose of EDT.
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Another question is how does UE differentiate between UL grant for legacy and early data tx? The UE may be able to differentiate between grants for Msg3+data vs grant for legacy Msg3 based on size of the grant implicitly (i.e., if the grant is sufficient to accommodate the available UL data, then it uses early data procedure), or based on explicit flag in the grant. This may be up to the UE to decide how to use this grant (for RRC connection request with or without data in Msg3). 

Q8. How does UE differentiate between UL grant for legacy and early data tx?

Table 8 Differentiation of UL grant for early data tx
	Company
	Comment

	Qualcomm
	Based on grant size. If grant is sufficient to carry the entire data in the AS buffer that triggered the access procedure, then it is for early data tx in Msg3. If not, then UE does fall-back to full RRC connection establishment by sending the normal RRC Connection Setup Request or RRC Connection Resume Request message. 

	Huawei/ HiSilicon 
	The UE can decide on using early TX data or legacy procedure based on the grant size, i.e. on whether the data can fit fully in the TB. 
For the CP solution, this may require the UE to prepare two RRC messages in parallel and MAC to decide which one to send. For the UP solution, MAC will ask RLC for data if there is space left

	Nokia
	We agree with Qualcomm, but RRC connection is needed if more UL or DL data is expected. 

	GTO
	UE can make an intelligent decision to decide whether it wants to use Early data TX, legacy RACH procedure or 2 Step Rach Procedure for static devices. For example if the device is static and it has just a normal data to send without any application level confirmation, it can use the Early Data Tx. Or if UE knows that last time it used normal RACH procedure and was in connected mode for 60seconds without any further information exchange, it can use Early Data TX next time. 
Or If UE knows, it is a static device and it needs application level confirmation, it can use 2 Step RACH process to go to connected mode and then wait for application level feedback and then transit back to idle. 
We think it should be left to UE implementation and intelligence or the information it stores from the past. 
Or if it can be configured using AT commands as for eDRX or PSM.

	Ericsson
	This information can be deducted from RAR, see also our answer to Q6. Rel-15 UE can receive larger grants for Msg3 transmission and uses that if it is to use the early data transmission.

	Kyocera
	We assume the UE will know about this from either UL grant itself or an enhanced RAR, as we commented above.   Regarding the solution with grant size as Qualcomm suggested, it’s basically fine but we’re just wondering if the UE always needs to give up the early data transmission when the grant size is less than the data size, i.e., it’s still possible to transmit a part of data in Msg 3 and the remaining part after RRC Connected; otherwise, the padding bit may need to be sent if this larger UL grant does not match with the data size. 

	LG
	UE RRC triggers RRC Connection Establishment or RRC Connection Resume procedure for both early data transmission and legacy data transmission. If RRC passes access barring check in the RRC Connection Establishment/Resume procedure, RRC instructs lower layers to perform random access procedure as currently specified. 
UE MAC triggers random access procedure. MAC transmits the preamble allocated for Group C for early data transmission and then receives UL grant in RAR. 
For CP solution, if the UL grant is not sufficient for early data transmission, RRC transmits the legacy RRCConnectionRequest message as currently specified. If the UL grant is sufficient for early data transmission, RRC transmits a new RRC message including NAS user data.
For UP solution, if the UL grant is not sufficient for early data transmission, RRC transmits the legacy RRCConnectionRequest message as currently specified. If the UL grant is sufficient for early data transmission, UE multiplex and transmits both the legacy RRCConnectionRequest message over CCCH and user data over DTCH. Note that this behavior is natural if UE MAC follows legacy LCP procedure.
We do not see any need for fallback solution. We could rely on the existing behaviors as many as possible to support early data transmission.

	III
	As mentioned in the above, eNB allocates separated PRACH for EDT enabled UE. If EDT enabled UE transmits Msg1 on the newly allocated PRACH, eNB will allocate corresponding UL grant for Msg3 and data. If the UL grant is not sufficient to accommodate Msg3 and data, Msg3 transmission should have priority and UE can indicate more data in Msg3 and complete the UL data transmission in later messages (e.g. Msg5). Therefore we think EDT enabled UE does not need to differentiate between UL grant for legacy and EDT. 

	Intel
	It can be based on RAR format or grant size if the PDU can be accommodated or not.
It is not clear why the UE needs to differentiate for an UL grant that can carry early data transmission.

	MediaTek
	Based on the grant size. If there is extra room for data, a UE supporting early data transmission simply appends the data.

	ZTE
	The UE can smartly decide on using early data transmission or legacy procedure based on the grant size, i.e. using early data transmission if the UL grant is larger than grant for legacy signaling and pending data is equal to or a little larger than the UL grant.

	Veolia
	As mentioned in Question 1, for a use case with constant payload fitting the TBS and regular periodicity, the UE needs to be parameterized to use the Early Data Transmission all the time.
Only for messages not in line with this regular use (for example alarms), then the UE can decide on using early data transmission or legacy procedure based on the grant size for example.


Summary: Most of the companies share the view that no new procedure is required for the “differentiation” as the UE can make the decision of using the grant based on the grant size and available data. Existing mechanisms are sufficient.
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Contents of Msg3 (UL early data payload)
Currently, there is no restriction from MAC specification point of view that restricts using grants obtained in RAR to send actual payload (it can already carry higher layer i.e. RRC payload). However, there is a separate Msg3 buffer (which has higher priority than the UL buffer). Msg3 buffer is flushed when RACH fails. So, with existing specs, the payload data would be lost if RACH fails due to Msg3 collision, for example. Currently, TTI bundling is not applicable for Msg3, but UL repetition is used. RAN2 spent some time to discuss about whether to multiplex RRC message with data PDU and which logical channel to use for the payload transmission in Msg3, but no agreements were made.
Q9. Whether/how is RRC message multiplexed with data in Msg3?

Table 9 Multiplexing of RRC message and data in Msg3
	Company
	Comment

	Qualcomm
	The payload may be included as CCCH SDU as NAS PDU.
For CP, all the necessary security information is included in the NAS PDU hence AS does not need to convey anything new. That is the new or modified RRC connection request will need to carry dedicateInfoNAS. The buffering of dedicatedInfoNAS can be done in RRC incase fallback or retransmission is required.
For UP, PDCP will need to take RRC resume message, include a new IE that carries the (ciphered if required) application data and adds integrity parameter before issuing the complete PDCP PDU to lower layers.

	Huawei/ HiSilicon
	For the CP solution, the NAS PDU is included in the new RRC message, which is transmitted as CCCH SDU. RRC keeps the NAS PDU in case of fallback to the legacy procedure.
For UP solution, the payload is included in a MAC SDU corresponding to DTCH, multiplexed with MAC CCCH SDU when there is enough space. 
The handling in the case of MSG3 transmission failure (e.g. no RAR or contention failure) needs to be studied in details,  if we assume that the UL can be different at the next RACH attempt,

	Nokia
	For CP solution, the data can be encapsulated in NAS message and for UP solution new container would be needed in the RRC message or Other option would be that the payload is included in a MAC SDU corresponding to DTCH. 


	Ericsson
	Yes, user plane data should be multiplexed together with RRC message in Msg3. However, the contents of Msg3 are different in UP and CP solutions.
For the UP solution, UL data is transmitted over resumed DRBs and then multiplexed with RRCConnectionResumeRequest in MAC sublayer.  TS 36.300 currently states that “Multiplexing of CCCH and DTCH in the transition from RRC_IDLE to RRC CONNECTED is not supported;”. The standardization impact would be to lift this restrictuon for early data transmission where the MAC layer should multiplex the RRC Resume Request message (CCCH) together with the user plane data (DTCH).
For the CP solution, the NAS PDU containing UL user data should be carried in a separate RRC message, which would be multiplexed together with the RRCConnectionSetup, as in our answer to Q4. Another alternative would be to extend current messages to include the NAS PDU, but this results in larger specification work and the benefits are not clear to us. Msg3 would need to include some information currently included in Msg5, e.g., selectedPLMN-Identity (up to discussion).


	Kyocera
	For CP, we basically agree with Qualcomm’s solution, but we think some extension of legacy RRC Connection Request can handle this. 
For UP, we don’t have any strong view. 

	LG
	For CP solution, UE RRC includes NAS user data in the RRCConnectionRequest message. There is no MAC multiplexing for CP solution.
For UP solution, UE MAC multiplexes and transmits both the legacy RRCConnectionRequest message over CCCH and user data over DTCH in a single MAC PDU, if UL grant is sufficient.

	III
	For CP solution, data packet encapsulated in NAS PDU is carried by RRC messages. For UP solutions, data packet encapsulated in MAC SDU multiplex with RRC messages. 

	Intel
	Similar to Q4, on summary:
When AS security was not established, RRC message sent in CCCH can be extended to carry the NAS PDU, or alternatively RRC message and NAS PDU can be multiplexed in CCCH or with DCCH if SRB1 configuration were known by the UE. 
When AS security was established, there are two cases.
1. NAS PDU sent in DCCH (carry e.g. via ULInformationTransfer RRC msg) is multiplexed with RRC msg.3 in CCCH at MAC.
2. UP PDU in DTCH is multiplexed with RRC msg.3 in CCCH at MAC.

	MediaTek
	For CP solution, the payload is carried by NAS PDU and appended to the RRC message, as what we do to Msg5 in current CP solution.
For UP solution, the payload is included in a MAC SDU and multiplexed with RRCConnectionResumeRequest message. Some specification impact may be introduced, as Ericsson commented.

	ZTE
	For CP solution, we agree the data is included in the NAS PDU in the new RRC message, which is transmitted as CCCH SDU.
For UP solution, we are open to discuss data carried over DTCH (MAC multiplexing) or data carried over CCCH (data PDU in message).

	Veolia
	We are open to discuss the different alternatives – no preference at this stage



Summary: Majority view for CP solution is to append the data payload as NAS PDU in the same RRC message sent in Msg3 and transmit as CCCH SDU. 
For UP solution, multiple options are discussed:
· Many companies prefer MAC multiplexing of RRC message (CCCH MAC SDU) and payload data (DTCH MAC SDU)
· Some companies propose Data PDU in same RRC message sent in Msg3 (using CCCH SDU)
· One company proposes Data PDU in separate RRC message (using CCCH)
· Several companies prefer further discussion.
Some companies raised that retransmission handling of Msg3 transmission failure also needs to be studied. This was also raised in section 3.11 below.
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Contents of Msg4 (Contention resolution, early DL data)
In legacy CB RACH procedure, Msg4 may be used for contention resolution, i.e., UE contention Resolution Identity MAC CE may be included in Msg4. Msg4 may also contain RRC Connection Setup (in CP case) or RRC Connection Resume (in UP case).
As agreed by RAN2, early data transmission in the DL would be supported in Msg4.
Q10. Any changes required in contents of Msg4?

Table 10 Contents of Msg4
	Company
	Comment

	Qualcomm
	· As agreed by RAN2, Msg4 should be able to include DL data.
· This step should also be used to confirm that the early data transmission procedure in UL has been successful or failed. 
· Further, this step should indicate if the UE should rather transit to full RRC connection (e.g. because there is more DL data), in which case there is no change. 

	Huawei/ HiSilicon
	As per legacy, MSG4 includes the MAC CE for contention resolution and this can send separately from the RRC message as per legacy (early contention resolution)
For the CP solution, the RRC message is either the legacy RRCConnectionSetup message (in case of fallback) or the new RRC message containing an optional DL NAS PDU. Both RRC messages are successful acknowledgment of the data transmission over the air.
For the UP solution, the RRC message is either the legacy RRCConnectionResume/ RRCConnectionSetup messages (in case of fallback) or a  new RRC message containing the resume ID and NCC transmitted in a MAC SDU (CCCH) optionally MAC multiplexed with a MAC SDU (DTCH). Reception of the RRCConnectionSetup message would imply that the data have been discarded. If the data were sent with RLC AM, it needs to be discussed whether RLC ACK can be omitted.

	Nokia
	It needs to be discussed first what is the MSG4 exactly in this case i.e. RRC Connection Setup, RRC Connection Resume, RRC Connection Re-establishment, RACH MSG4 without RRC message, completely new RRC message?

	Ericsson
	In Msg4 the downlink RRC message should be multiplexed together with application data, if available. The multiplexing could be done in MAC layer similarly as for Msg3, assuming the data for UP arrives over DRB and the data for CP arrives as a MAC SDU containing the RRC message with NAS PDU included therein. No new RRC messages need to be defined. 

Contention resolution ID should be included in Msg4 as today. 

Note that it is up to eNB to decide the actual RRC message sent: that is, if the early data procedure would end up after Msg4 or if the UE needs to wait e.g. for further transmissions.


	Kyocera
	We basically agree with Qualcomm’s view, but for the third bullet we wonder if it’s also possible either to send the “end marker”, to send RRC Connection Reject or NOT to send RRC Connection Setup/Resume, instead of the full RRC connection indication. 

	LG
	Legacy MSG4, i.e. CCCH SDU should be a baseline.

	III
	We have similar opinions with Qualcomm. Msg4 should at least comprise DL data and confirmation for Msg3 with UL data. 

	Intel
	Msg4 could be extended to carry NAS PDU (for early DL data transmission).

	MediaTek
	In addition to RRC enhancements discussed in previous questions, we assume that for the UP solution, data will be MAC-multiplexed with RRC message in MSG3 and with RRC message and Contention Resolution ID in MSG4.

	ZTE
	For Msg4, we think it’s mainly for sending contention resolution ID. 
Since there has no need to send dedicated configuration, we think it’s possible to skip the RRC message of Msg4. But we are open to discuss introducing a new RRC message for Msg4 if later we find some important information need to be sent to UE.
 DL data (if exist) can be sent immediately after Msg4 or maybe together with Msg4.



Summary: As in legacy, Msg4 can carry Contention Resolution ID. Msg4 should be able to optionally include DL data, if exist. For CP, the DL data is included as NAS PDU. For UP, data will be MAC-multiplexed with RRC message and Contention Resolution ID.
Msg4 can serve as acknowledgment for Msg3 UL, i.e., success/failure confirmation of EDT. Msg4 can also indicate whether the UE should transit to full RRC connection.
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Contents of Msg5
In legacy procedure, Msg5 may contain RRC Connection Setup Complete (in CP case) or RRC Connection Resume Complete (in UP case) along with a NAS PDU.
Q11. Any changes required in contents of Msg5?

Table 11 Contents of Msg5
	Company
	Comment

	Qualcomm
	If the early data tx procedure was successful, since the connectionless early data tx is intended for one packet, and the session should end when that one packet is successfully transmitted, we think there is no need of UL RRC messages equivalent to RRC Connection Setup Complete or RRC Connection Resume Complete. Instead a HARQ ACK confirmation for the Msg4 should be enough in step 5 (i.e., legacy Msg5 is not required).
However, if the UE needed to fallback to legacy procedure (either upon network request, or there was not enough UL grant for msg3), Msg5 in early data tx procedure may be similar to legacy Msg5.

	Huawei/ HiSilicon
	We think there are four different cases:
1. Successful early data TX procedure: In that case, the procedure ends after reception of the new MSG4 and its HARQ acknowledgement for the CP solution and after the RLC ACK for the UP solution.
2. Successful early data UL TX procedure and fallback to legacy procedure with MSG4: In that case, we do not see the need for MSG5 as the NAS PDU has already been transmitted. RLC ACK for MSG4 should be enough to acknowledge reception of RRCConnectionResume. 
3. Unsuccessful early data UL TX procedure and fallback to RRCConnectionSetup procedure with MSG4 for the UP solution. In that case, MSG5 is needed as per legacy. 
4. Unsuccessful early data UL TX procedure (because the grant is too small) and fallback to legacy procedure with MSG3. In that case, legacy MSG5 also applies.

	Nokia
	MSG5 may not be needed in all the cases. We think that it is beneficial to establish RRC connection if multiple UL and / or DL packets are expected and in these cases MSG5 is needed. However, we don’t see need to change the content of the legacy MSG5 contents. 

	Ericsson
	We agree with Qualcomm that Msg5 would be used at least in fallback cases where there is more data that could be transmitted in Msg3 or in the case the network decides fallback to legacy procedure.
If the UE transitions to connected mode, Msg5 should be used to finalize the three-way handshake for added security for example against man-in-the-middle attacks.
In case of CP solution, some information included in current RRCConnectionSetupComplete may need to be included in Msg3, for example selectedPLMN-Identity. In that case, such redundant information should be removed from Msg5 (see also answer to Q9).

	Kyocera
	We agree with Qualcomm’s view. 

	LG
	We think Msg5 transmission can be omitted for early data transmission, if timer based release is used.
For the UL transmission, if Msg3 early data transmission is successful, the UE can release the RRC connection after Msg4 assuming that both the UE and the eNB agreed to perform the timer based quick release procedure.
If the RRC connection establishment fails e.g. when the eNB sends RRCConnectionReject, when random access fails, or when the UE may not receive Msg4. the UE performs legacy operation.
If user data transmission fails after successful random access procedure, we are not sure if the RRC layer needs to involve data retransmission. UE L2 will continue to transmit user data until successful transmission of user data.

	III
	Agree with Qualcomm. For reducing power consumption, it would be better to omit Msg5 and DL HARQ feedback can be used for confirming Msg4. If there is remaining data to be transmitted (i.e. UE should indicate this in Msg3), eNB can allocate additional UL grant after Msg4 by DCI. Whether the remaining data is transmitted with Msg5 should be FFS.

	Intel
	As it is explained on Q3 and Q10, if the optimizations for Msg4 and security were enabled, Msg5 may not be needed.  

	MediaTek
	No need for MSG5 for normal successful early data transmission in MSG3 and/or MSG4. However there could be cases when selected PLMN ID is needed, e.g. if the S-TMSI cannot be recognized. However when data cannot fully be delivered in MSG3 and MSG4 it could be discussed whether MSG5 should be sent or not.

	ZTE
	We also think MSG5 may not be needed in all the cases. 

	Veolia
	Msg5 is not needed for successful Early Data Transmission.
An we would agree with Qualcomm’s views



Summary: Majority of companies share the view that legacy Msg5 is not needed for normal/successful EDT in Msg3 and/or Msg4 without fall back to full RRC connection based transmission, as HARQ ACK confirmation of Msg4 should be enough to confirm the end of procedure. However, there may be cases where legacy Msg5 may be needed if the EDT is not successful. Even in that case, the content/procedure of legacy Msg5 does not change.
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Security aspects
During the last meeting, it was understood that RAN2 anticipates an LS will be sent to SA3 when RAN2 has a better view on security implications. Therefore, while RAN2 is not expert in security, the potential security aspects can be discussed from RAN2 point of view, e.g., how is security of data maintained during early data tx so that informed questions can be asked to SA3 when the LS is sent.
Q12. What are the security aspects for UL early data tx in CP CIoT EPS Opt?

Table 12 Security aspects for UL early data tx in CP CIoT EPS Opt
	Company
	Comment

	Qualcomm
	For CP, there are no security issues foreseen as this is taken care of by NAS layer. Provided MME can identify UE when it receives the NAS PDU it can validate the data is from a genuine UE.  As with the existing CP mode, UE may not know if it is communicating with a genuine network unless it gets some response from MME. If NAS specification mandate some response from MME then such a response would need to be carried in MSG4. This is something worth checking with CT1 and SA3 as to what information needs to be included in MSG4 (i.e. a downlink NAS PDU or just some security parameters) 

	Huawei/ HiSilicon
	The NAS security is used as per legacy, we do not see any issue. Note that, already today, the MME may decide to release the connection when there is no DL data or choose to send first a Control Plane Service Accept message according 24.301. 

	Nokia
	For CP solution, the security is handled on NAS layer and we don’t see security related issues. 

	Ericsson
	One issue for the CP solution is that there is no AS-level integrity protection for Msg3.

	Kyocera
	We don’t see any security issue for CP. 

	LG
	For CP solution, NAS security is used.

	III 
	NAS security is used for CP solution. 

	Intel
	This point should be double-checked/confirmed with SA3, SA2 and CT1. In our understanding, as long as UE encapsulates the NAS PDU in the CONTROL PLANE SERVICE REQUEST (similar as it is done for Rel-13 CP CIoT Optmiz.), there is no security issue. Note that once the AS security is established, only non-IP data can be transmitted using CP CIoT optimization.

	MediaTek
	For CP solution, NAS security is used and we don’t see any security issue.

	ZTE
	Even for CP solution, we are not sure whether the NAS security is enough. We should check with SA3.

	Veolia
	We would agree with views above that NAS security is used.



Summary: Companies agree that NAS security is used for UL data in CP case. While majority of companies see no security issue, some companies suggest to check further with SA3.
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Q13. What are the security aspects for UL early data tx in UP CIoT EPS Opt?

Table 13 Security aspects for UL early data tx in UP CIoT EPS Opt
	Company
	Comment

	Qualcomm
	UE needs to have all the AS level security parameters to perform ciphering and integrity protection. All but NCC is available in the UE during idle mode. Therefore, network needs to provide NCC during suspension phase. This needs to be checked with SA3.

	Huawei/ HiSilicon
	In our views, there are multiple aspects
1.  Security should be reactivated before MSG3 compared to legacy where it is reactivated by MSG4. This also implies that NCC is provided at the time of suspension instead of resumption. This should be checked with SA3.
2. If resume-Id is sent in MSG4 then it is sent integrity protected but not ciphered. It should be checked with SA3 if it OK to send the parameter in clear. Alternatively, MSG4 could be ciphered,
3. If the solution described in the document was agreed, the data are sent in the RRC message and thus are only integrity protected via the short-MACI with RCCint key and not ciphered. This approach should be checked with SA3
Note that an alternative approach would be to include in the RRC message a ‘Data PDU’ ciphered with the UPenc key which would remove the issue.

	Nokia
	We agree with Qualcomm that NCC needs to be provided in the previous connection. How it would work if the UE does not receive RRC connection release with suspend indication in the previous connection e.g. due to RLF? 

	Ericsson
	Agree with Qualcomm that NCC needs to be provided before the early data transmission is used the next time. Our preferred option would be to include this in RRC connection release.
Currently, RRCConnectionResumeRequest is protected with 16-bit shortResumeMAC-I parameter calculated and added in RRC layer as a security token to validate the authenticity of resume request. However, when data is included in Msg3, we should discuss (ask SA3) if 16-bit security token is sufficient. 


	Kyocera
	We agree with Qualcomm’s comment. 

	III
	Agree with Qualcomm. 

	Intel
	When AS security needs to be established and UP CIoT Optimization is to be used, the UE needs to get new NCC for future usage in previous RRC connection (i.e. while UE was in RRC_CONNECTED or when suspending previous RRC connection).

	MediaTek
	Agree with Qualcomm. 

	ZTE
	We don’t clearly understand the difference between the NCC in Msg4 (as legacy) and later NCC in RRC release/suspension phase (new proposed by Qualcomm and some other companies), especially if we think the RRC connection duration in eMTC/NB-IoT may be very short. We think the stored NCC is enough. 
We think we need check with SA3 for clarification.

	Veolia
	We agree with Qualcomm’s views



Summary: Majority of the companies share the view that, for UL EDT in UP case, UE needs to have all the AS level security parameters to perform ciphering and integrity protection. Therefore, network needs to provide NCC at the time of suspension. This needs to be checked with SA3 whether providing NCC at the time of suspension is ok. 
One company raised question what if UE was unable to receive NCC during the suspension procedure, e.g. due to RLF. 
Some companies suggest checking the following with SA3:
· Whether stored NCC is enough and if there is reason to send NCC during each suspension.
· Whether 16-bit security token (shortResumeMAC-I) is sufficient to protect Msg3 when payload data is included.
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Q14. What are the security aspects for DL early data tx in CP CIoT EPS Opt?

Table 14 Security aspects for DL early data tx in CP CIoT EPS Opt
	Company
	Comment

	Qualcomm
	For downlink, early data in CP there are no security aspects to address as this function is achieved by NAS layer.

	Huawei/ HiSilicon
	The NAS security is used as per legacy, there is no issue. 

	Nokia
	We see no issue here


	Ericsson
	One potential issue here as well is the missing AS-layer protection. 

	Kyocera
	We don’t see any security issue for CP.

	LG
	For CP solution, NAS security is used.

	III
	NAS security is used for CP solution.

	Intel
	No issue identified from RAN2 point of view.

	MediaTek
	For CP solution, NAS security is used and we don’t see any security issue.

	ZTE
	We are not sure whether the NAS security is enough for DL data. 
And with the memory of R14 CP re-establishment discussion, we are not sure the security issue in DL is totally same as UL. 
We should check with SA3.

	Veolia
	NAS security is used and seems sufficient but we may want to check with SA3



Summary: Companies generally agree that NAS security is used for DL data in CP case. While majority of companies see no security issue, some companies suggest to check further with SA3.
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Q15. What are the security aspects for DL early data tx in UP CIoT EPS Opt?

Table 15 Security aspects for DL early data tx in UP CIoT EPS Opt
	Company
	Comment

	Qualcomm
	For downlink, similar issue as for uplink exists in that UE needs to have all the security parameters before it can validate MSG4 or decipher data part from MSG4. Only missing parameter seems to be NCC and this could be provided to UE during suspension phase. RAN2 should ask SA3 whether there is any issue with this approach.

	Huawei/ HiSilicon
	See Q13

	Nokia
	We agree with Qualcomm that NCC needs to be provided in the previous connection. How it would work if the UE does not receive RRC connection release with suspend indication in the previous connection e.g. due to RLF? 

	Ericsson
	In our view, the security solution for early data in Msg3 would solve the security issue for Msg4 containing data. Since the security is re-activated with new AS keys derived before Msg3 is submitted to lower layers, the full AS security for Msg4 (i.e., integrity protection and ciphering of RRCConnectionResume, as well as ciphering of DL data) is provided.

	Kyocera
	We don’t see any issue. Regarding NCC, we think it’s provided in RRC Connection Resume, if the legacy (or similar) message is sent in Msg4 as depicted in Figure 2. 

	III
	Agree with Qualcomm. 

	Intel
	Similar approach required as for Msg3 in Q4 i.e. multiplexing of RRCConnectionResume message sent over SRB1 and data sent over DRB. It is good to ask SA3 for both Msg3 and Msg4 early data transmission.

	MediaTek
	Agree with Qualcomm.

	ZTE
	For NCC, we have the similar comments as in Q13.
And with the memory of R14 CP re-establishment discussion, we are not sure the security issue in DL is totally same as UL. 
Both of the comments are needed to check with SA3.

	Veolia
	We agree with Qualcomm’s views



Summary: Majority of the companies share the view that, similar to UL, for DL EDT in UP case, UE needs to have all the AS level security parameters to perform ciphering and integrity protection. Therefore, network needs to provide NCC at the time of suspension. This needs to be checked with SA3 whether providing NCC at the time of suspension is ok. 
One company raised question what if UE was unable to receive NCC during the suspension procedure, e.g. due to RLF. 
Some companies suggest checking the following with SA3:
· Whether stored NCC is enough and if there is reason to send NCC during each suspension.
· Whether 16-bit security token (shortResumeMAC-I) is sufficient to protect Msg3 when payload data is included.
· Whether the issue of DL is same as in UL.

Proposal 19 above covers corresponding proposal from the above summary.
UE identification
Since the data transmission is happening in Msg3 before full RRC connection in place, there needs to be a mechanism to identify the UE that sent the early data.
In case of CP, the S-TMSI should be included in msg3 (as is the case today), which should be sufficient.  For UP (i.e., the UE has been previously suspended), resumeID and shortResumeMAC-I should be included in Msg3 (as is the case today), which should be sufficient.

Q16. Are S-TMSI for CP, and resumeID and shortResumeMAC-I for UP modes sufficient to identify UE at the MME and eNB?

Table 16 UE Identifier
	Company
	Yes/No
	If the answer is ‘NO’, explain and propose identifier.

	Qualcomm
	Yes
	

	Huawei, HiSilicon
	yes
	

	Nokia
	Yes
	

	Ericsson 
	Yes
	

	Kyocera
	Yes
	

	LG
	YES
	

	III
	Yes
	

	Intel
	Yes
	SA2, CT1 and SA3 should be contacted to double-check/confirm on this question.

	MediaTek
	Yes
	We may need to ask SA2 about potential cases when S-TMSI is not sufficient.

	ZTE
	Yes
	

	Veolia
	YES
	We may ask SA2 and SA3 for confirmation



Summary: All companies agree that S-TMSI for CP, and resumeID and shortResumeMAC-I for UP modes are sufficient to identify UE at the MME and eNB respectively. Some companies suggest confirming with SA2, SA3, CT1. Because the resumeID and shortResumeMAC-I are used by eNB to identify UE context, RAN3 should also be consulted. 
[bookmark: _Toc494189004][bookmark: _Toc494189036][bookmark: _Toc494189106][bookmark: _Toc494189126][bookmark: _Toc494197860][bookmark: _Toc494197882][bookmark: _Toc494285370][bookmark: _Toc494354848][bookmark: _Toc494356545][bookmark: _Toc494372028][bookmark: _Toc494373132]RAN2 understands S-TMSI for CP, and resumeID and shortResumeMAC-I for UP modes are sufficient to identify UE at the MME and eNB respectively. Confirm with RAN3, SA2, SA3, CT1.
Other
Companies are invited to provided other comments on the topics they feel are relevant but missed above.
Q17. List anything relevant to above discussion but missing.

Table 17 Other
	Company
	Comment

	Huawei/HiSilicon
	· A complete solution for the user plane where the data are multiplexed at MAC level in both UL and DL.
· Discussion on how MSG3 (re)transmissions are performed if the UL grant is different between two transmissions. 

	GTO
	· If a device is static, and it has no knowledge for application level feedback which it does require when it send the data, UE should use 2 step RACH process to go to connected mode. Since the static device will not worry about timing Advance and also it will save the signalling. We believe both solution can run in parallel i.e. early data transmission and 2 Step RACH.

	Ericsson
	· In CP solution, if the NAS PDU is included in the RRCConnectionRequest, the RRC layer forms this message before it knows the grant size for Msg3. Thus, in case TBS is not sufficient for Msg3, how the RRC can fallback to form the legacy RRCConnectionRequest (i.e., without NAS PDU) is not straightforward and should be discussed. In our view, it is less complex to have NAS PDU in a separate RRC message and do MAC multiplexing it with the RRCConnectionRequest. 
· We should discuss how Msg3 is retransmitted in case of failure. Note that for CP solution there is no explicit ACK to Msg3 transmission (beyond successful reception of Msg4).   

	LG
	· How UE performs idle mode task (e.g. cell reselection and paging) during early data transmission e.g before entering RRC_CONNECTED.
· How UE handles early data transmission when eNB rejects RRC Connection Establishment/Resume (or Connectionless Request).

	III
	· Because of repetitions and retransmissions in NB-IoT, grants of Msg3 and UL data will cause waste of more resources than legacy Msg3 when collision happens. We should discuss the possible solution for reducing Msg3 waste. 

	Intel
	· To discuss on the different use-cases for early data transmission such as suggested below.
(a)	Single UL and/or single DL packets
(b)	Multiple UL and/or multiple DL packets

	MediaTek
	· Since the MSG3 is still in the contention phase, need to consider how to handle if the contention resolution is not received or eNB rejects the RRC connection establishment/resume.



Summary: Companies have raised various interesting questions. Some of the concerns are:
· Several companies raised how to handle retransmission of Msg3 (also raised in other sections, e.g. Q9 and covered in Proposal 12).
· One company raised UE processing of received grants to prepare relevant RRC messages without a priori information that whether the grant is sufficient for EDT or not.
· How UE handles fall back from EDT to regular RRC connection.
· Whether multiple UL/DL packets is valid use case for EDT.

Summary
Individual sections are summarized separately above. List of proposals is shown below.
Conclusion
In this email discussion, we discussed some aspects of support for early data transmission (EDT) during the RA procedure. Based on the above discussion, we made the following proposals:
Proposal 1.	PRACH partitioning is used to indicate the UE’s intention to use early data transmission in Msg3. Backward compatibility shall be preserved. FFS details on the PRACH pool, e.g., preamble/time/frequency/carrier domain of PRACH partitioning.
Proposal 2.	The EDT procedure is to be used only when complete UL data can fit in the grant given in the RAR.
Proposal 3.	One payload size for this release with possibility to extend to multiple payload sizes in the future. The payload size may be different for eMTC and NB-IoT.
Proposal 4.	The maximum TBS for Msg3 should be decided by RAN1. Send LS to RAN1.
Proposal 5.	UE does not transit to full RRC connected state during early data transmission session unless eNB specifically triggers the UE to establish full RRC connection.
Proposal 6.	FFS whether new RRC messages are defined or existing RRC messages are extended to provide signalling for EDT.
Proposal 7.	Check with RAN3/SA2/CT1 whether/which of the following info which is included in Msg5 in legacy procedure should be included in Msg3 for EDT: selectedPLMN-Identity, registeredMME, gummei-Type, s-TMSI, attachWithoutPDN-Connectivity, up-CIoT-EPS-Optimisation, cp-CIoT-EPS-Optimisation, dcn-ID.
Proposal 8.	RAN2 does not intend to change Msg2 format unless asked by RAN1. Send LS to RAN1.
Proposal 9.	Maximum grant size should be same as one of the already supported TBS(s) for the relevant mode (eMTC or NB-IoT).
Proposal 10.	No new procedure is defined for the differentiation of UL grant for early data vs legacy procedure. Use of the grant by EDT-enabled UE is left upto implementation.
Proposal 11.	For CP solution, append the NAS PDU in the same RRC message sent in Msg3 and transmit as CCCH SDU. FFS for UP solution.
Proposal 12.	Discuss how to handle retransmission in case of Msg3 transmission failure.
Proposal 13.	For CP, the DL data can be optionally included as NAS PDU in Msg4. For UP, DL data can be optionally MAC-multiplexed with RRC message and Contention Resolution ID in Msg4.
Proposal 14.	Msg4 can serve as success/failure confirmation of EDT in Msg3.
Proposal 15.	Msg4 can indicate whether the UE should transit to full RRC connection.
Proposal 16.	Successful EDT procedure in Msg3 and/or Msg4 ends with Msg4, i.e., there is no need of Msg5.
Proposal 17.	No change in legacy Msg5 is anticipated for fallback from EDT.
Proposal 18.	NAS security is used for UL data in CP case pending confirmation from SA3 that it is sufficient.
Proposal 19.	For EDT in UP case, NCC is provided at the time of suspension pending confirmation from SA3 that it is ok.
Proposal 20.	NAS security is used for DL data in CP case pending confirmation from SA3 that it is sufficient.
[bookmark: _GoBack]Proposal 21.	RAN2 understands S-TMSI for CP, and resumeID and shortResumeMAC-I for UP modes are sufficient to identify UE at the MME and eNB respectively. Confirm with RAN3, SA2, SA3, CT1.

Draft LSes to corresponding WGs are provided in [7] and [8].
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