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Introduction
SA1 sent LS on access barring [1]. Based on SA1 LS, we would like to further discuss access control mechanism in inactive mode in this contribution.
Discussion
Observations based on SA1 LS
The following table is the definition of access categories in SA1 LS.
Table 6.x.2-1: Access Categories
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control.
	All

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN.
	All

	3
	All except for the cases of access categories 1-2.
	Emergency

	4
	All except for the cases of access categories 1-2.
	MO signalling

	5
	All except for the cases of access categories 1-2.
	MMTEL voice

	6
	All except for the cases of access categories 1-2.
	MMTEL video

	7
	All except for the cases of access categories 1-2.
	SMS

	8
	All except for the cases of access categories 1-2.
	MO data that do not belong to any other access categories

	9-31
	
	Reserved standardized access categories

	32-63
	All except for the cases of access categories 1-2 and except for roaming-UEs
	Based on operator classification

	NOTE 1:	Access category 0 is not barred.
NOTE 2:	Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred.
NOTE 3:	The barring parameter for access category 2 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs.


Two types of access categories are defined, including standardized access categories and operator defined categories.
The following is a description from SA1 LS:
	The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).


Hence,
[bookmark: OLE_LINK78][bookmark: OLE_LINK79] if a UE is in RRC connected mode, access control is applied only when a new session request is initiated. And based on SA2 conclusion, even if a UE is in connected mode, it will invoke a NAS procedure (e.g. Service Request) to request a new session. NAS layer will always be involved for a new session request. Therefore, when access control is applied to UEs in RRC connected mode, NAS layer can provide access categories to AS layer.
In LTE, NAS layer always indicates the type of access control to AS layer when an RRC idle UE initiate RRC connection establishment procedure. The same principle can be reused in NR when access control is applied to RRC idle UEs, i.e. NAS layer always provides access categories to AS layer when access control is applied to UEs in RRC idle.
Observation 1: When access control is applied to UEs in RRC idle and RRC connected mode, access categories can be provided by upper layer.
However, it is still unclear how access category would be provided for UEs in RRC inactive. In section 2.2, we would like to discuss access control mechanism for UEs in RRC inactive.
Access Control for UEs in RRC Inactive
For UEs in RRC inactive, it may resume RRC connection due to the following cases [2]:
Case 1: A response to RAN paging.
Case 2: UL data arrivals.
Case 3: The RRC layer initiates a signaling procedure by itself, e.g. RNA update.
Case 4: The NAS layer initiates a signaling procedure, e.g. TAU, or NAS message for a new session request
As most UEs may stay in RRC inactive instead of RRC idle, access control should be applied to all cases that trigger UEs to resume RRC connection.
Proposal 1: Access control should be applied to all cases that trigger inactive UEs to resume RRC connection, including:
· Case 1: A response to RAN paging;
· Case 2: UL data arrivals;
· Case 3: The RRC layer initiates a signaling procedure;
· Case 4: The NAS layer initiates a signaling procedure.
For case 1, NAS layer cannot be aware of that event. And it can be classified into category 0 based on the table from SA1 LS, which is a standardized access category.
For case 2, user plane data is buffered in AS layer. NAS layer cannot be aware of that event. And it can be classified into a standardized access category, category 8 (MO data), or an operator defined category if needed.
For case 3, NAS layer cannot be aware of that event. And it can be classified into a standardized access category, category 4 (MO signaling) or a new standardized access category for RNA update if access category is reported as establishement/resume cause in msg3.
For case 4, NAS is involved. And NAS will provide access control categories to AS.
Based on the above analysis, NAS layer cannot be aware of initiating RRC resume procedure in case 1, case 2 and case 3. There are two possible ways to provide access control categories to AS layer when NAS layer cannot be aware of RRC procedures:
Alt 1: NAS provides access categories to AS. 
Alt 2: AS determines  access categories by itself.
For alt1, new indicators from AS layer to NAS layer need to be introduced. For example  AS layer needs to indicate to NAS that RRC resume procedure is triggered for RAN paging. Furthermore, if an operator defined category is needed for case 2, AS layer also need to provide additional info to assist NAS layer to classify into a suitable operator defined category. It is hard to specify what additional info requires.
For alt2, AS can simply determine standardized access categories for each access attempt based on specified access categories if operator defined categories are not needed for case 3, or the mapping between access categories with access attempt if operator defined categories are needed for case 3. Then AS layer performs access control based on access categories determined itself based on the mapping information between access attempt and the type of access provided in the above table. Alt2 is simpler than alt1. And even access categories may be determined byAS layer itself for UEs in inactive mode while from NAS layer for other cases, it can still be considered as a unified mechanism as access control is performed based on access category.
Hence, alt2 is preferred.
Proposal 2: AS layer itself determines access categories when upper layer doesn’t provide access categories for UEs in inactive mode, including:
· Case 1: A response to RAN paging;
· Case 2: UL data arrivals;
· Case 3: The RRC layer initiates a signaling procedure;
Conclusion
Based on SA1 LS, we discuss access control mechanism and made the following proposals:
Observation 1: When access control is applied to UEs in RRC idle and RRC connected mode, access categories can be provided by upper layer.
Proposal 1: Access control should be applied to all cases that trigger inactive UEs to resume RRC connection, including:
· Case 1: A response to RAN paging;
· Case 2: UL data arrivals;
· Case 3: The RRC layer initiates a signaling procedure;
· Case 4: The NAS layer initiates a signaling procedure.
Proposal 2: AS layer itself determines access categories when upper layer doesn’t provide access categories for UEs in inactive mode, including:
· Case 1: A response to RAN paging;
· Case 2: UL data arrivals;
· Case 3: The RRC layer initiates a signaling procedure;
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