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Introduction
This contribution is an update of R2-1707800 [1]. The main changes are:
· SA1 agreements are taken into account, proposals were removed since requirements now address them
The 3GPP TR 38.804 says in section 13, Support of Network Slicing:
	Support of Network Slicing relies on the principle that traffic for different slices is handled by different PDU sessions. Network can realise the different network slices by scheduling and also by providing different L1/L2 configurations. UE should be able to provide assistance information for network slice selection in RRC message, if it has been provided by NAS.
NOTE 1:	It is FFS whether it is possible to provide different PRACH, access barring and congestion control information for different slices.
NOTE 2:	The above agreements and FFS are also applicable for LTE connected to NextGen Core.



In TS 38.300 [5], the text on network slicing does not include access control aspects. This contribution addresses the first Editor´s note above, and proposes to add text in TS 38.300 on access control aspects on slicing.
[bookmark: _Ref178064866]Discussion
One aspect of slicing is resource isolation in RAN. Resource isolation between slices avoids e.g. shortage of resources in one slice not breaking any service level agreement(s) in another slice. When applied on access control, this typically implies that it should be possible for the network to perform access control of access requests on one slice without necessarily affecting the access requests on another slice.
As a UE typically has the knowledge of which slice(s) that triggers an access to the network, it would be possible to perform independent access control between slices also in situations when the physical resources are not separated. Independent in the sense that different slices can for example be separated by different access categories.
At the SA1#79 meeting, a CR [3] on stage-1 requirements for unified access control for 5G to TS 22.261 [4] was agreed and SA1 sent a reply LS [2] to e.g. RAN2 to take appropriate actions. From the SA1 LS [2]:
	Question 3: The feasibility of applying this unified access barring mechanism in network slices scenario.
SA1's answer:
This is addressed in the attached CR.



From the stage-1 requirements [4] added by the SA1 CR:
	The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects).



	Editor's note:	It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.



In other words, we can observe:
[bookmark: _Toc493061919][bookmark: _Toc494205085][bookmark: _Toc494205693][bookmark: _Toc494280819][bookmark: _Toc494280863][bookmark: _Toc494281045][bookmark: _Toc494281092][bookmark: _Toc494350494][bookmark: _Toc494350531][bookmark: _Toc494350729]Slicing aspects of access control are supposed to be addressed using the operator-defined access categories.
For example, an operator may use separate access categories for different slices and thus be able to bar accesses on one slice without affecting another slice. However, the details on how slices are to be supported have not been defined yet. Most likely, the solution would have to be defined by CT1.
Thus:
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In general sense, the slice ID would, together with other input, be used to determine the (operator-defined) access category:
Access Category = f ( ...., Slice ID = NN; …)
According to existing agreements, this determination of access category would be performed by higher layers (such as NAS) and it will have no impact on RAN2 specifications (such as RRC). Thus we observe:
Observation 1 [bookmark: _Toc490036655][bookmark: _Toc490208101]There is no impact on the AS part of unified access control by network slicing. 
For now, we can therefore assume that since slices will be taken into account into access control,  it is not required to separate physical resources, such as different PRACH, between slices.
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Conclusion
In section 2 we made the following observations:
Observation 1	Slicing aspects of access control are supposed to be addressed using the operator-defined access categories.
Observation 2	As seen from the stage-1 requirements, the system  should be able to perform access control of access requests on one slice without affecting the access requests on another slice.
Observation 3	The detailed solution for slicing aspects of access control (e.g. using operator-defined access categories) would need to be specified by CT1.
Observation 5	Assuming slices are taken into account into access control,  it is not required to separate physical resources between slices.
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