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1 Introduction

At RAN2#99 meeting, it was agreed that
Agreements for EN-DC

1:
PDCP/RLC is re-established if security key is changed for the bearer.  

(Maybe revisited is a solution for avoiding MAC reset is selected and the solution is suitable for avoiding PDCP/RLC reset)

2: MAC is not reset for the bearer type change between MCG bearer and SCG bearer.

 FFS: Whether PDCP is re-established for the bearer type change between MCG bearer and SCG bearer if NR PDCP is used for MCG bearer.  

3:
The original RLC entity should be released and new RLC entity should be established for the bearer type change between MCG bearer and SCG bearer.  The detailed handling on LTE RLC and NR RLC should be further discussed in UP session.
Agreements for EN-DC

1:
If Bearer type change happens through handover procedure then for MCG bearer, split bearer and SCG bearer, MCG/SCG PDCP/RLC should be re-established and MCG/SCG MAC should be reset.

2:
If Bearer type change happens through SN change procedure then SCG PDCP /RLC               should be re-established, SCG MAC should be reset.

3a: EN-DC operation should support the one step (direct) bearer type change between MCG to/from MCG split bearer without using the handover procedure.

3b: EN-DC operation should support the one step (direct) bearer type change between SCG to/from SCG split bearer without using the handover procedure or SN change procedure.

Agreements for all architecture options 

1: The direct change between SCG bearer and unified split bearer should be supported.

Agreements

1
For EN-DC, the network can configure each DRB to use 1 key out of a set of 2 keys (KeNB and S-KeNB derived as specified today)

Note: This agreement does not change the use of the SCG bearer, MCG bearer, SCG split bearer and MCG split bearer terminology in stage2 specs.
=>
We do not optimize for the key confusion and count rollover issues for EN-DC in Rel-15. For example, the solutions, handover, DRB release/addition, scheduling of restriction or LCID change can be used and it is up to network implementation.

In this contribution, we discuss the left issues for bearer type change.
2 Discussion
2.1 Impact on L2 handling

Before we run into detailed categorization of different bearer change types, it would be beneficial to understand what the expected gain is from categorizing the different types, which results into different L2 handling.

For PDCP layer, it would be beneficial if avoiding

· Key update: so that no key confusion problem has to be considered;

· ROHC re-set: so that no need to send out IR packet, which results into higher traffic load in the system;

Observation 1 It is beneficial to avoid PDCP re-establishment when possible.

For MAC layer, it would be beneficial if avoiding MAC re-set, which would affect all the bearers carried by the MAC, and thus would cause packet loss / interruption to the on-going traffic carried by the affected bearers.

Observation 2 It is beneficial to avoid MAC re-set when possible.

For RLC layer, the necessity of re-establishment relies on whether MAC re-set is done, and whether a new LCID is configured. And there is no obvious gain from avoiding RLC re-establishment or not.

Observation 3 There is no obvious gain from avoiding RLC re-establishment.

2.2 Scenarios 
2.2.1 Mobility related scenario
Considering the observations in section 2.1, this section categorizes the different types of mobility as follows, in order to achieve the gain from avoiding impact on MAC and PDCP operation when possible. The reason to differentiate A1 / A2 / A3 is to save the PDCP re-establishment when possible, and the reason to differentiated a / b / c is to avoid MAC re-set when possible. 
Table 1 Mobility related scenarios
	Case
	KgNB
	S-KgNB
	MN DU / Pcell
	SN DU / PSCell

	A1
	Changed
	Change
	
	

	A2a
	Unchanged
	Changed
	Unchanged
	

	A2b
	Unchanged
	Changed
	Changed
	

	A3a
	Unchanged
	Unchanged
	Changed
	Unchanged

	A3b
	Unchanged
	Unchanged
	Unchanged
	Changed

	A3c
	Unchanged
	Unchanged
	Changed
	Changed


For non-split bearer, it is clear that PDCP entity for MCG bearer (or SCG bearer) can save re-establishment operation when KgNB (or S-KgNB) is not changed. For split bearer, PDCP re-establishment can be decided based on the used key, e.g., when KgNB (or S-KgNB) is changed, the split bearers which are using KgNB (or S-KgNB) should do PDCP re-establishment.

Proposal 1 If KgNB (or S-KgNB) is not changed, the bearers which are using KgNB (or S-KgNB) can save PDCP re-establishment.

2.2.2 Bearer type change scenarios

The bearer type change can be summarized as follows: In Table 2, the harmonized split bearer is used. For change between non-split bearer and split bearer, the PDCP handling should take into account that whether PDCP anchor point is changed, so that unnecessary re-establishment can be avoided.
Table 2 Bearer type change cases
	Case
	From
	To
	w/o Key change

	B1a
	MCG bearer
	Split bearer
	N

	B1b
	Split bearer
	MCG bearer
	N

	B2a
	MCG bearer
	Split bearer
	Y

	B2b
	Split bearer
	MCG bearer
	Y

	B3a
	MCG bearer
	SCG bearer
	N

	B3b
	SCG bearer
	MCG bearer
	N

	B4a
	MCG bearer
	SCG bearer
	Y

	B4b
	SCG bearer
	MCG bearer
	Y

	B5a
	SCG bearer
	Split bearer
	N

	B5b
	Split bearer
	SCG bearer
	N

	B6a
	SCG bearer
	Split bearer
	Y

	B6b
	Split bearer
	SCG bearer
	Y


In Table 2, case B3 is marked as grey, since if this case is seen as one possible case, it implies that it is possible that a MCG (or SCG) bearer can use PDCP entity anchored at SCG (or MCG) and thus the security key is S-KgNB (or KgNB), i.e., another bearer type, and it would further cause 

· It violates the bearer type illustration in TS 37.340 [1] (section 4.2.2), where PDCP of MCG (or SCG) bearer is anchored at MCG (or SCG) bearer.

· Impact on Uu: For SN change case (CU is changed and thus S-KgNB is changed), the impact is not only on SCG / SCG-split bearers: in fact, some SCG / SCG-split bearer whose PDCP is anchored at MCG may be not affected; but some MCG / MCG-split bearer whose PDCP is anchored at SCG may be affected;

· Impact on X2/Xn: another bearer type is to be defined in order for SgNB to be aware the operation is different from SCG bearer or split bearer, i.e., SN is only responsible for PDCP entity (in case a MCG bearer using S-KgNB).
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Figure 1 Radio Protocol Architecture for MCG, MCG split, SCG and SCG split bearers in MR-DC with EPC (EN-DC)
Consider all the impact above, it is suggested to avoid this case.
Proposal 2 Do not allow MCG bearer from/to SCG bearer change without key change.

2.3 Solution candidates

In this section, based on the scenario outlined in section 2.2, i.e., A-type, B-type and C-type cases, the solution of L2 handling is summarized as Table 2. In this table, in order to simplify, 

· For PDCP layer handling, if PDCP version change or SN length change happens, full configuration like operation is needed, i.e., release / establishment instead of re-establishment.

· When “no impact” is indicated in the following table, it does not prevent the possibility to reconfigure PDCP / RLC / MAC entity.
· For release operation of RLC entity, there should be a pre-step of re-establishment for the LTE RLC entity (but not for NR RLC), in order to deliver the out of order RLC SDU to upper layer;

Table 3 L2 handling for mobility related scenario
	
	LTE Solution
	Target bearers
	NR Solution

	
	
	
	PDCP
	MCG RLC
	MCG MAC
	SCG RLC
	SCG MAC

	A1
	HO
	All
	Re-establish
	Re-establish 
	Re-set
	Re-establish 
	Re-set

	A2a
	SCG change
	bearers using S-KgNB
	Re-establish 

	Re-establish
	See note
	Re-establish 
	Re-set

	
	
	split bearer and SCG bearer using KgNB
	Data recovery 
	
	
	
	

	A2b
	N.A.
	bearers using S-KgNB
	Re-establish
	Re-establish 
	Re-set
	Re-establish 
	Re-set

	
	
	bearers using KgNB
	Data recovery
	
	
	
	

	A3a
	N.A.
	MCG bearer and split bearer
	Data recovery
	Re-establish 
	Re-set
	No impact
	No impact 

	A3b
	N.A.
	SCG bearer and split bearer
	Data recovery
	No impact
	No impact 
	Re-establish 
	Re-set

	A3c
	N.A.
	All
	Data recovery
	Re-establish 
	Re-set
	Re-establish 
	Re-set


Table 4 L2 handling for bearer type changed related scenarios (the L2 handling is limited to the bearer of which type change happens)
	
	LTE Solution
	NR Solution

	
	
	PDCP
	MCG RLC
	MCG MAC
	SCG RLC
	SCG MAC

	B1a
	N.A.
	No impact
	No impact
	No impact
	Establish
	No impact

	B1b
	N.A.
	Data recovery
	No impact
	No impact
	Release
	No impact

	B2a
	SCG change
	Re-establish
	Re-establish
	See Note
	Establish
	No impact

	B2b
	SCG change
	Re-establish
	Re-establish
	See Note
	Release
	No impact

	B3a
	N.A.
	
	
	
	
	

	B3b
	N.A.
	
	
	
	
	

	B4a
	SCG change
	Re-establish
	Release
	No impact
	Establish
	No impact

	B4b
	SCG change
	Re-establish
	Establish
	No impact
	Release 
	No impact

	B5a
	N.A.
	No impact 
	Establish
	No impact
	No impact
	No impact

	B5b
	N.A.
	Data recovery
	Release
	No impact
	No impact
	No impact

	B6a
	N.A.
	Re-establish
	Establish
	No impact
	Re-establish
	See Note

	B6b
	N.A.
	Re-establish
	Release
	No impact
	Re-establish
	See Note


Note: MAC handling can be up to network implementation, e.g., by LCID reconfiguration or MAC re-set (in both cases, RLC re-establishment is needed)
Considering that for a specific bearer, the change of A-type / B-type can be mixed together, i.e., 
· On the one hand, CU / DU / PCell / PSCell may change
· On the other hand, bearer type change may happen;

Table 3 provides solutions for mobility cases, and Table 4 provides solutions for bearer type change. The two tables can be combined together as the final solution for the mixed scenario. However, if L2 re-establishment / reset has already been done for mobility (indicated in Table 3), it is unnecessary to do it again for bearer type change (indicated in Table 4). For PDCP, if re-establishment is required for A-type (or B-type) procedure, yet data recovery is required for B-type (A-type) procedure, data recovery can be saved, since it can be seen as a part of re-establishment procedure.

Proposal 3 Avoid redundant PDCP / RLC re-establishment or MAC re-set for mobility procedure and for bearer type change.

Proposal 4 Avoid unnecessary PDCP data recovery operation if PDCP re-establishment is needed.
Based on TS 36.331, in legacy LTE system, all are solved using RRCConnectionReconfiguration as follows
· if mobilityControlInfo is included, PDCP / RLC / MAC re-establishment / re-set due to handover is triggered (in section 5.3.5.4);
· else if mobilityControlInfoSCG is included, PDCP / RLC / MAC re-establishment (or data recovery) / re-set due to SCG change is triggered (in section 5.3.10.10);
· In the end, PDCP / RLC / MAC release / establishment / reconfiguration due to bearer type change is triggered (in section 5.3.10.3a1).
	5.3.5.4
Reception of an RRCConnectionReconfiguration including the mobilityControlInfo by the UE (handover)

If the RRCConnectionReconfiguration message includes the mobilityControlInfo and the UE is able to comply with the configuration included in this message, the UE shall:

<Text is removed>

1>
reset MCG MAC and SCG MAC, if configured;

1>
re-establish PDCP for all RBs that are established;
NOTE 2:
The handling of the radio bearers after the successful completion of the PDCP re-establishment, e.g. the re-transmission of unacknowledged PDCP SDUs (as well as the associated status reporting), the handling of the SN and the HFN, is specified in TS 36.323 [8].

1>
re-establish MCG RLC and SCG RLC, if configured, for all RBs that are established;
<Text is removed>

1>
if the received RRCConnectionReconfiguration includes the scg-Configuration; or

1>
if the current UE configuration includes one or more split DRBs and the received RRCConnectionReconfiguration includes radioResourceConfigDedicated including drb-ToAddModList:
2>
perform SCG reconfiguration as specified in 5.3.10.10;
<Text is removed>

5.3.10.10
SCG reconfiguration

The UE shall:

<Text is removed>

1>
if the received scg-Configuration is set to release or includes the mobilityControlInfoSCG (i.e. SCG release/ change):

2>
if mobilityControlInfo is not received (i.e. SCG release/ change without HO):


	3>
reset SCG MAC, if configured;
3>
for each drb-Identity value that is part of the current UE configuration:

4>
if the DRB indicated by drb-Identity is an SCG DRB:

5>
re-establish the PDCP entity and the SCG RLC entity or entities;

4>
if the DRB indicated by drb-Identity is a split DRB:

5>
perform PDCP data recovery and re-establish the SCG RLC entity;

4>
if the DRB indicated by drb-Identity is an MCG DRB; and

4>
drb-ToAddModListSCG is received and includes the drb-Identity value, while for this entry drb-Type is included and set to scg (i.e. MCG to SCG):

5>
re-establish the PDCP entity and the MCG RLC entity or entities;
3>
configure lower layers to consider the SCG SCell(s), except for the PSCell, to be in deactivated state;

1>
if the received scg-Configuration is set to release:
2>
release the entire SCG configuration, except for the DRB configuration (i.e. as configured by drb-ToAddModListSCG);

2>
if the current UE configuration includes one or more split or SCG DRBs and the received RRCConnectionReconfiguration message includes radioResourceConfigDedicated including drb-ToAddModList:

3>
reconfigure the SCG or split DRB by drb-ToAddModList as specified in 5.3.10.12; 

<Text is removed>

1>
else:

<Text is removed>

2>
if the received scg-ConfigPartSCG includes the radioResourceConfigDedicatedSCG:

3>
reconfigure the dedicated radio resource configuration for the SCG as specified in 5.3.10.11;
2>
if the current UE configuration includes one or more split or SCG DRBs and the received RRCConnectionReconfiguration message includes radioResourceConfigDedicated including drb-ToAddModList:

3>
reconfigure the SCG or split DRB by drb-ToAddModList as specified in 5.3.10.12;


To follow the same spirit, L2 handling for A/B/C-type scenario should be implemented in one step reconfiguration, by 

· Trigger the RLC / PDCP re-establishment and MAC reset due to key / CU / DU / SpCell change first;

· Then L2 entity release / establishment / reconfiguration can be done per bearer;
Proposal 5 Implement RRCConnectionReconfiguration following LTE manner: 
1) firstly, trigger the RLC / PDCP re-establishment and MAC reset due to key / CU / DN / SpCell change per CG; 
2) secondly, trigger L2 entity release / establishment / reconfiguration per bearer.

2.4 Impact due to CA / DC duplication

On top of the MCG / SCG / split bearer types, another dimension is the CA / DC duplication, which causes a difference to the non-split bearer, i.e., an additional RLC entity is used for duplication. Taking this into account, the impact to bearer type change is analysed in this section.

Firstly, during CU / DU change, it is possible that the UE moves between gNB (which supports CA duplication) and eNB (which does not support CA duplication), although NR PDCP may be used continuously. In this case, the system should allow PDCP duplication (de)configuration.
Proposal 6 Allow PDCP duplication (de)configuration during CU / DU change procedure.

Secondly, for bearer type change from / to non-split bearer, it would be beneficial if the PDCP duplication attribute can be kept. For example, if DC duplication is used for a split bearer, it would be straightforward to use CA duplication after it switch to non-split bearer to continue to secure the robustness. Or in the opposite direction, for a switch from CA duplication non-split bearer to DC duplication split bearer, it would be beneficial if the switch can be done in one step, instead of two steps (first to reconfigure the CA duplication, and then do the switch). To enable this, the only difference is to allow additional RLC entity release / establishment when switch from / to non-split bearer, on top of L2 handling indicated in Table 2.
Proposal 7 For bearer type change from a CA-duplication-enabled non-split bearer, one additional RLC entity is to be released.

Proposal 8 For bearer type change to a CA-duplication-enabled non-split bearer, one additional RLC entity is to be established.

3 Conclusion
Based on the discussion in section 2 we have following observations:
Observation 1
It is beneficial to avoid PDCP re-establishment when possible.
Observation 2
It is beneficial to avoid MAC re-set when possible.
Observation 3
There is no obvious gain from avoiding RLC re-establishment.


Based on the observations, we propose:
Proposal 1
If KgNB (or S-KgNB) is not changed, the bearers which are using KgNB (or S-KgNB) can save PDCP re-establishment.
Proposal 2
Do not allow MCG bearer from/to SCG bearer change without key change.
Proposal 3
Avoid redundant PDCP / RLC re-establishment or MAC re-set for mobility procedure and for bearer type change.
Proposal 4
Avoid unnecessary PDCP data recovery operation if PDCP re-establishment is needed.
Proposal 5
Implement RRCConnectionReconfiguration following LTE manner:  1) firstly, trigger the RLC / PDCP re-establishment and MAC reset due to key / CU / DN / SpCell change per CG;  2) secondly, trigger L2 entity release / establishment / reconfiguration per bearer.
Proposal 6
Allow PDCP duplication (de)configuration during CU / DU change procedure.
Proposal 7
For bearer type change from a CA-duplication-enabled non-split bearer, one additional RLC entity is to be released.
Proposal 8
For bearer type change to a CA-duplication-enabled non-split bearer, one additional RLC entity is to be established.
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