3GPP TSG-RAN WG2 Meeting #99
R2-1708960
Berlin, Germany, 21st – 25th, August 2017
Agenda Item:
10.3.3.2
Source: 
Huawei, HiSilicon
Title:  
   Maximum size of PDCP data and control PDU
Document for:
Discussion and Decision
1. Introduction
In the previous RAN2 meeting, the following agreements have been made on PDCP control PDU:
	-
Use First Missing COUNT (FMC) instead of FMS in the PDCP Status Report.

-    the D/C field is present in all PDCP control PDUs.

-
the PDU type field is present in all PDCP control PDUs.

-
the PDU type field is 3 bits.

-    12 and 18 bit PDCP SN is used for NR
-    NR should support jumbo frame (9KB)

-
As a baseline, PDCP SN number will not be added to the PDCP Control PDUs
-    Super jumbo frames are not supported.

-    PDCP should ensure that not more than half PDCP SN space is allocated.
-
Only 16 bit SO is used in NR for both AM and UM.

-    L-field of the MAC subheader will be chosen between 6, 15 bit and 7 16 bit


Furthermore, SA3 also made the following agreement

	· The UE and gNB shall support integrity protection of user data.


In this contribution, we discuss the maximum size of PDCP data and control PDU from the perspective of encryption and integrity protection algorithms, respectively.
2. Discussions

2.1 Restriction on the size of PDCP data PDU
In NR, previous meeting has made the agreement that jumbo frame of 9KB shall be supported. Furthermore, agreement has been made in SA3 that integrity shall also be applied to the PDCP data PDU if configured.  With the sizes of the L-field and SO-field denoted by M and N bits, respectively, we observe that the following limits are imposed on the size of PDCP SDU.
1. Maximum PDCP SDU size imposed by L-field:  2^(M-3) bytes – PDCP header size – RLC header size – length of MAC-I;
2. Maximum PDCP SDU size imposed by SO-field: 2^(N-3) bytes – PDCP header size – length of MAC-I;
3. Maximum PDCP SDU size imposed by EEA algorithm: 2^(LENGTH-3) byte – length of MAC-I;
4. Maximum PDCP SDU size imposed by EIA algorithm: maximum size of MESSAGE input
In NR, agreements have been made in the previous meeting that the length of the SO-field will be 16 bits and the maximum length of L-field shall be chosen between 15 bits and 16 bits. While, 16 bits is equivalent to 64KB PDCP SDU size, we observe that SO-field and L-field do not have limit on the current agreed 9KB jumbo frame. Hence, the only limit on PDCP SDU size shall also be from the PDCP encryption and integrity protection algorithm. 

Observation 1: The restriction on the size of PDCP data PDU is imposed by the LENGTH input to the encryption algorithm (EEA) and maximum size of MESSAGE input to the integrity verification algorithm (EIA).
2.2 Restriction on the size of PDCP control PDU
In LTE, PDCP status report potentially has the longest format of the three kinds of control PDU and the following two criteria are specified for determining the size of PDCP status report:

1. Length equal to the number of PDCP SNs from and not including the first missing PDCP SDU up to and including the last out-of-sequence PDCP SDUs, rounded to the next multiple of 8
2. Length up to and including a PDCP SDU for which the resulting PDCP control PDU size is equal to 8188 bytes

In the previous meeting, it has been agreed that the PDCP layer will support SN length of 18 bit. With 18bit SN, in the worst case scenario, the length of the PDCP status report is 2^(18-1-3) byte = 16,384 byte. This corresponds to the case when all the data within the reception window are lost, which comprise of half of the SN space. Based on this, we make the following observation:

Observation 2: For NR, in the worst case scenario, the length of PDCP status report will be 16,384 byte.

In LTE, the length of the PDCP status report is limited to the size same as the PDCP data PDU, which is 8188 bytes. In NR, we think that this restriction should be imposed on PDCP status report similar as LTE, since the extreme case of losing all the packets of half of the SN space is quite rare. Hence, we make the following proposal:

In summary of the restriction on the PDCP SDU size, we propose, as in LTE, the maximum length of PDCP data and control PDU should be unified in NR, i.e., the shorter of the two maximum length should be adopted for both types of data. Since the maximum size of PDCP data PDU is 9KB and that of control PDU is 16.934KB, we make the following proposal:
Proposal 1: The maximum supported size of a PDCP SDU is 9000 bytes. The maximum supported size of a PDCP Control PDU is 9000 bytes.
3. Limits of encryption and integrity protection algorithm
3.1 Encryption algorithm
In LTE and NR, PDCP data PDU includes PDCP packets from the user plane and control plane.  In the previous meeting, it has been agreed that the jumbo frame of 9KB will be supported, while the super jumbo frame of 64KB will not be supported. 
In LTE, the maximum size for PDCP data PDU and control PDU is 8188 octets. This is calculated based on the limit to the PDCP encryption algorithm. With the input parameter LENGTH=16 bit and the length of MAC-I = 4 byte, the maximum control plane PDCP SDU length is 2^(16-3) byte – 4byte= 8188 byte. While in NR, there is currently no agreement on the LENGTH input to the encryption algorithm from SA3. While for all the encryption algorithm, i.e., EEA-1, EEA-2, and EEA-3, they all can support 16 bit, 24 bit and 32 bit length field input. Hence, with the newly supported PDCP SDU of 9KB, we think there is no issue for supporting PDCP SDU of 9KB.
Observation 1: The current configuration for the encryption algorithm in NR is sufficient for supporting PDCP SDU of 9KB. 
3.2 Integrity protection algorithm
For the previous SA3 meeting, it has been agreed that integrity protection will also be applicable to user plane data. Hence, with the newly supported 9KB jumbo frame, the integrity protection algorithm will also be required to support the MESSAGE input with at least 17 bit. However, although EIA-1 and EIA-2 can support 32 bit MESSAGE input, EIA-3 can only support 16bit input [1], which is shown in the figure below.
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4.1 Introduction
The integrity algorithm 128-EIA3 is a message authentication code (MAC) function that is used to

compute the MAC of an input message using an integrity key IK. The message can be between 1
and 65504 bits in length.




Figure 1: specification of EIA-3 algorithm [1]
Since the configuration of the integrity protection algorithm is by SMC and handover command, and the per-DRB configuration can only be on or off for the integrity protection algorithm, the issue of the length input to the EIA-3 algorithm needs to be resolved. Based on the above discussion, we make the following proposal:
Proposal 2: RAN 2 should send an LS letter to SA3, indicating the current issue with EIA-3 algorithm when 9KB jumbo frame is supported.

4. Conclusion
In this contribution, we discuss the remaining issue of ARQ operation in NR. The following observation was made:

Observation 1: The restriction on the size of PDCP data and control PDU is imposed by the LENGTH input to the encryption algorithm (EEA) and maximum size of MESSAGE input to the integrity verification algorithm (EIA).

Observation 2: For NR, in the worst case scenario, the length of PDCP status report will be 16,384 byte.

Based on the above observations, the following proposals have been made:
Proposal 1: The maximum supported size of a PDCP SDU is 9000 bytes. The maximum supported size of a PDCP Control PDU is 9000 bytes.

Proposal 2: RAN 2 should send an LS letter to SA3, indicating the current issue with EIA-3 algorithm when 9KB jumbo frame is supported.
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